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ABSTRACT
Every living thing needs protection. In India, we are facing various types of crimes. Among which, cyber crime is becoming very challenging 
task all over the world. Many software  companies  make various  application  to  protect  our  data  or  information  from  hackers . 
According to  a survey, there were around 13,301 cases of cyber crime reported in the country but in 2015 we already have over 
3,00,000 cases and it’s increasing 300% in 3 years. So, it is very important to secure the internet and other form of electronic communications 
such as sending private emails, mobile communications, Pay-TV, transmitting financial information, security of ATM cards, computer 
passwords etc, which touches on many aspects of our daily lives.  In this paper, we discuss the application of Laplace - Mellin transformation 
for cryptography.
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1. INTRODUCTION

2. DEFINITION

‘Cryptography is the art of achieving security by enclosing messages to make them non – readable’. Some common 
terms belonging to the process of Cryptography are as below:

•	 Plain text: The original message, which written by user.

•	 Cipher text: It is the coding form of plaintext.

•	 Encryption:  The process of obscuring information to make it unreadable without special knowledge.

•	 Decryption: The process of converting cipher text into plaintext.

•	 Cryptography: The art of devising the cipher.

2.1 Laplace Transformation: The Laplace Transformation has a long history of development. It is defined by the 
Pierre Simmon Marquis De Laplace. The Laplace Transformation is very effective device in Mathematic, Physics 
and other branches of science which is used to solving problem.

 Let  be the function of variable ,  . Laplace Transformation is defined as:
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3. MAIN RESULTS 

where,   is Kernel of the  Laplace Transformation .Where s is the parameter,  . The inverse of Laplace 
Transformation is defined by 

2.2 Mellin Transformation: This Transformation was introduced first time when Riemann studied famous Zeta 
function. But R.H Mellin gave its systematic formulation of the transformation. Also he developed its theories and 
field of application.

             Let  be any function defined on variable, where m belongs  . The Mellin Transformation 
is defined as

where,  is Kernel of the Transformation of Mellin Transformation;   is the parameter, . The inverse of 
Mellin Transformation is defined by 

2.3 Some Results for Laplace and Mellin Transform

3.1 Encryption
We consider standard expansion

Where,  is a constant and  is an Euler number, we take .
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E0 = 1
E2 = −1
E4 = 5
E6 = −61
E8 = 1385
E10 = −50521
E12 = 2702765
E14 = −199360981
E16 = 19391512145
E18 = −2404879675441

We allocated 0 to ‘a’ and 1 to ‘b’ then ‘z’ will be 25, A to Z  take 26 to 51, Space bar takes code 52, and last number 
0 to 9 takes 53 to 62. Now we start coding, let given message ‘E Crime16’. First convert it in secret code, like

We take function as:

First, take Laplace - Mellin Transform both sides:
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Where,

We assume   and  the quotient and reminder of the term of above series , where n=1,2,3,….

So, code states be change in

Put the value of Euler number, calculated all value and at last take mod 63 with all entries.

We changed all remainder to positive:

Hence the message ‘E Crime16’ converted into ‘pzCr94ejx’.
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THEOREM 1.1:   is the term of plaintext for    , it convert into cipher text  with keys  , 
for  by using Laplace- Mellin transform.

The function which we take,                  

3.2 Decryption

We have received message as ‘pzCr94ejx’ which is equivalent to

Our assumption function is of Euler numbers (it’s is alternative series), so we should change 2nd, 4th, 6th and 8th 
terms to negative, then we get-

We take inverse Laplace – Mellin Transform (first, we take inverse Laplace transform and after reducing equation 
we again take inverse Mellin transform ) , then above equation become

Hence the message change cipher text to plain text.

THEOREM 1.2:    is the term of cipher text for    , it convert into plain text    with keys  

, for  by using Laplace- Mellin transform.

The function which we take                        

Where                      

Where                      



[ 17 ]

Rai Journal of Technology Research & Innovation

January 2017,  Vol. V Issue I

4. CONCLUSION

In the proposed work, a new cryptographic scheme has been introduced using Laplace-Mellin transform and the 
key is the number of multiples of mod ‘n’. Therefore it is very difficult for an eyedropper to trace the key by any 
attack.
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