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Part One

Introduction

Since 1997, BigFix® has been providing highly scalable, multi-platform, systems management solutions for
companies around the world. Today, over six million computers rely on BigFix to deploy critical updates to
globally distributed workstations, servers and other devices using targeted Fixlet® technology. BigFix deploys on
any size network in days — regardless of OS or geography — to rapidly realize payback.

BigFix deploys a multi-purpose, lightweight Agent to all endpoint devices. These Agents report back through a
chain of Relays and Servers, all under the aegis of a central Console, providing continuous visibility for far-flung
organizations with hundreds of thousands of endpoints.

This Guide describes the operation of the BigFix Enterprise Suite (BES) Console. It includes a complete
description of the interface, as well as step-by-step instructions for using the program. This guide also shows
you how to optimize the performance of the various suite components, including BES Servers, Relays and
Clients. This guide does not, however, discuss the installation of the software. For that information, see the
BES Administrator’s Guide or the BES Evaluation Guide.

Audience

This guide is for administrators who are using BigFix to monitor and remediate large networks of computers
using prepackaged Fixlet messages. BigFix also allows properly authorized administrators to create and target
their own network Fixlet messages, Tasks and Analyses, either by modifying existing content or by creating
new content from scratch.

A master Console operator can manage the rights and scope of other Console operators, allowing subsets of
your network to be administered by divisional or regional managers. Both master and ordinary BigFix Console
operators can benefit from this guide.

System Requirements

To install the BES Console, you must have a computer that meets the following minimum requirements:

(] Hardware: Intel Pentium lll—class processor with 512 MB RAM. Larger deployments will require
more capable computers.

(] Software: Windows XP, 2003, Vista, 2008, 7, or 2008 R2 with Internet Explorer version 7.0 or
better.

The BES Console can be installed on a laptop or any moderately powerful computer. However, as the number of
computers that you are managing with the BES Console grows, you may need a more powerful computer. The
latest BES Console recommendations can be found at the BigFix support site.

The BES Console also requires a high bandwidth connection (LAN speeds work best) to the BES Server due to
the amount of data that needs to be transferred to the BES Console. If you need to remotely connect to the
BES Server across a slow bandwidth connection, it is recommended that you use a remote control connection
to a computer (such as a Citrix server or Terminal Services computer) with a high-speed connection to the BES
Server. Contact your support technician for more information about BES Console scaling requirements.

Note: The BES Console is the primary interface to BigFix and manages a great deal of information

about the BES Clients. If the BES Console computers are underpowered or on a slow
connection, it can adversely impact performance.
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Part Two

Using the Program

Overview of the BigFix Enterprise Suite

The BigFix Enterprise Suite (also called BES) has the following main components:

e BigFix Clients are installed on every computer you wish to manage under BigFix. They access a
collection of Fixlet messages that seek out security holes, vulnerabilities and deviations from the
desired operating environment. If a vulnerability is found, the BigFix Client can then implement
corrective actions received from the BigFix Console. In most cases, the BigFix Client operates silently,
without any direct intervention from the end user. However, should you need to solicit user response,
BigFix also allows you to provide screen prompts.

e BigFix Servers are collections of interacting server applications that form the heart of the BigFix
system. They coordinate the flow of information to and from individual BigFix Clients and store the
results in the BigFix database(s). Redundancy is enabled by employing multiple servers.

e BigFix Relays increase the efficiency of the system. Instead of requiring every networked computer to
directly access the BigFix Server, relays can be used to offload much of the burden. Hundreds of BigFix
Clients can point to a BigFix Relay for downloads, which in turn makes only a single request of the
server. BigFix Relays can connect to other relays as well, further increasing efficiency. BigFix can also
automate the relay setup, dynamically determining the best configuration for the current state of your
network.

e The BigFix Console ties all these components together to provide a system-wide view of your
networked computers, along with their vulnerabilities and suggested remedies. If you are an Operator
with the proper privileges, the BigFix Console allows you to quickly and simply distribute a fix to exactly
those computers that need it -- with zero impact on the rest of the network. The BigFix Console is
subject to certain minimal requirements, among them network access to the BigFix Server.

e Web Reports let you produce charts and graphs of your data, providing you with hard copy and helping
you to maintain an audit trail of all the Fixlet activity on your network. It allows you to export this data for
further manipulation in a spread sheet or database. The Web Reports program also allows you to
aggregate information from additional BigFix Servers that you may have installed in your organization.
This important feature allows an organization with hundreds of thousands of computers to be quickly
and easily monitored.
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A Typical Installation

A typical BigFix installation has at least one BigFix Server that gathers Fixlet messages from the Internet.
These messages can be viewed by the BigFix Console operator and distributed to the BigFix Relays, which
forward the data on to the BigFix Clients. Each BigFix Client inspects its local computer and reports any
relevant Fixlet messages back to the BigFix Relays, which compress the data and pass it back up to the
servers.

The BigFix Console oversees this activity. It connects to the BigFix Server and periodically updates its display
to reflect changes or new knowledge about your network. When vulnerabilities are discovered, the BigFix
Console operator can then target patches or other fixes to the appropriate computers. The progress of the fixes
can be followed in near real-time as they spread to all the relevant computers and, one by one, eliminate bugs
and vulnerabilities.

BigFix is flexible enough to connect to a distant office over a VPN and will even allow home-based workers or
on-the-road sales staff to connect over the Internet to a firewall-protected BigFix Relay in a DMZ. This simple
hierarchy can be extended and deepened to accommodate networks of virtually any size.

Typical BES

Architecture /
BigFix Fixlet Server
DMZ HQ Data '
Center

BES Clients

Console(s)

Top-level
BES
Relay

BES Relay

Home
computers Internet
and laptops

A typical deployment of the BigFix Enterprise Suite (BES).
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Getting Started

The BigFix Console is the visible face of the BigFix Enterprise Suite (BES), used by the operator to monitor
and repair networked computers running the BigFix Client. To begin using the BigFix Console, you will need to
be authorized. There are two kinds of BigFix Console user:

e Operators, who manage the day-to-day operation of BigFix, including Fixlet management and action
deployment, subject to the management rights assigned by a BigFix Site Administrator or Master
Operator.

e Master Operators, who are operators with the added authority to assign management rights to other
BigFix Console operators. Master Operators can also:

Create new computer settings, which allow BigFix Clients to be labeled for various groupings.

Create or edit retrieved properties, which are used to filter and sort computers.

Change the BigFix Client heartbeat, to optimize BigFix performance.

Subscribe or unsubscribe from Sites.

Create Custom Actions (if that option was selected for this BigFix deployment).

Once you have your credentials, you're ready to operate the BigFix Console:

1. Start the BigFix Console by double-clicking on its desktop icon. Or select it from the Programs menu:
Start / Programs / BigFix Enterprise / BES Console.

2. In order to establish an ODBC connection, the BigFix Console prompts for credentials for the default
BigFix Database. Enter the Username and Password you created when you installed BigFix. If you
have NT Authenticated access to the database, you won't need to type in a password.

3. The first time you launch the BigFix Console, it asks you for your action site password and private
key. Insert the disk (or browse to the file) with your private site key to initialize the site.

4. After you initialize the action site, the BigFix Console opens and begins to import Fixlet messages. After
it finishes, it sends the Fixlet messages to the BigFix Clients, which evaluate them and return the
results. This process can take a few minutes.
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Introducing the BigFix Console

The Main Console window for the BigFix® Enterprise Suite has a panel on the left containing buttons and
navigation trees called the Domain Panel. It is designed to group BigFix content into collections pertaining to
specific operator domains, such as software patching, malware protection, power management, etc. After a
domain has been chosen and topics are selected from the navigation tree, a list of related content appears to
the right. From this list, specific items can be selected for a more detailed view in the Work Area beneath the
list. Here is a simplified breakdown of some of the features you might encounter in a typical session:

¢ Domain Panel: This vertical panel on the left provides a high-level view of the extensive BigFix content,
allowing you to quickly subdivide the information by major IT functions. Within each domain, this panel
presents navigation trees that make it easy to zoom in on Fixlet Messages, Reports, Analyses and
other content. This panel may be subdivided into sections, depending on the style of the domain. Some
of these sections may include:

= Content Filters: If it exists, this section is at the top and provides various content filters and
reports that are a part of the selected domain. Click on the disclosure icon to the left (either a
triangle or a plus sign) to produce a navigation tree to refine your choices.

= General Content: This section lets you navigate all the content in the domain. The content
may include Fixlet Messages, Tasks, Actions, Analyses and Computers, all collected from
various sites. Click on the disclosure icon to the left (either a triangle or a plus sign) to open up
the tree.

¢ Domain Buttons: At the bottom of the Domain Panel, these buttons represent the current set of BigFix
Domains that are currently available to you. When you subscribe to a site, it is automatically entered
into the proper domain. If a new domain is required, a button for it will be added to this group. At the
bottom of the buttons is a control that allows you to adjust the number of buttons to display.

e Console Toolbar: This toolbar allows you to navigate back and forth through the items you have
selected from the Domain navigation tree. In addition there are buttons that allow you to display items
you may have hidden and items that are not currently relevant to any of your BigFix Clients (this
enables you to view all the available content for research or cloning purposes). There is also a refresh
button that will reload content from the database for the Console display.

e List Panel: This is a listing of the items specified by the content filters and the navigation trees in the
Domain Panel. You can sort this list by clicking on the column headers and you can rearrange the
headers by dragging them left or right. In addition, you can right-click the headers to see a pop-up
menu containing a list of all the possible fields. Check those you wish to use as headers.

e Context Menu: This is the menu that pops up when you right-click any item in a list. Different lists have
different context menus.

e Work Area Toolbar: This bar contains context-sensitive buttons that can execute various actions
based on the content of the current work area.

e Work Area: Below the List Panel and the Work Area Toolbar is the Work Area. When you click an item
from the List Panel, the Console opens a detailed document in this window. The following discusses
elements of one particular document -- the Fixlet message:

= Document tabs: Each type of document has a unique set of tabs to go along with it. For a
Fixlet message, the tabs include items such as Description, Details, Applicable Computers and
Action History.

= Fixlet Message: When a Fixlet message is opened from the list, the default Description tab is
selected and the Fixlet document explains the issue in plain English.

= Action Button: A Fixlet document typically contains at least one Action, represented by a link
in the Work Area (also available from the Take Action button in the Work Area Toolbar). Click it
to deploy the Action across your network.
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Below is a screen shot from a typical session. A subset of Fixlets and Tasks have been selected from the

Domain navigation tree, and the user is viewing the description of a Task opened from the list panel:
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In general, your workflow will proceed first from the Domain Panel to the List Panel. After selecting an item from
that list, you will follow the instructions in the Work Area to complete the task.

How you proceed depends on the content type. Fixlet messages describe problems that have been discovered
on one or more BigFix Clients. Analyses present you with information collected from the Clients on your BigFix
network. The Computer branch of the tree allows you to examine specific BigFix clients under your control.

For instance, if you select Fixlets from the Domain Panel, a list of the relevant Fixlets will appear in the List
Panel. Select one from the list and it will appear in the Work Area below. The Fixlet document will present you
with a short, clear explanation of a problem that is currently affecting your BigFix Clients. If you wish, you can
inspect the underlying code used in the Relevance Expression and the proposed Actions by clicking the Details
tab. Once you have decided to deploy the action to the affected computers, click the Action (represented by a
button in the Work Area Toolbar or a hyperlink in the Work Area) and follow the prompts. After deploying the
action, the affected BigFix Clients will be remediated and will no longer report the problem. At that point, the
Fixlet message will disappear from the relevant Fixlet list.

You can set preferences that govern how responsive and secure you want your BigFix network to be. To adjust
the default values, select Preferences from the File menu.
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Operating Basics

The BigFix Enterprise Suite is a powerful and feature-packed program that may seem overwhelming to a new
user. Fortunately, once you master the typical workflow, the operation becomes straightforward and intuitive.
Let's run through a sample session:

1. Start up the BigFix Console.

2. From the Domain Panel on the left, click the button labeled All Content, which lets us view all
subscribed sites. Then click the Fixlets and Tasks item at the top of the Domain panel. This then
displays a list of the Fixlet messages and Tasks that are currently applicable to your BigFix network in
the List Panel to the right.

(D BigFix Enterprise Console [
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File Edit View Go Took Help
i Back = ® Forward = | ¥ Show Hidden Content ¥ Show Mon-Relevant Content | &% Refresh Console
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3. From the List Panel, click a Fixlet message of interest. The corresponding document will open in the
Work Area below the list. This is the text of the Fixlet message, which will give you the information you
need to decide on deployment, along with the specific Action(s) to take.

The listed computers have a version of dbmslpcn.dll that may cause
the BES Client, FIllDB, and/or GatherDB Services to leak handles. To
resolve this issue, use the action below to set a registry key value
and disable the 'Shared Memory MNet-Library' for SQL Server client.

»

Important Note: There have been reports of issues caused

by disabling the 'Shared Memory Net-Library' setting. In particular,
the firewall service may no longer start on computers running ISA
Server 2004. Please take extra caution to qualify this setting
change in a test environment prior to use in a production
environment.

m

® Click here to disable the "Shared Memory Net-Library'" |8
® Click here for e information from Microsoft on how to configure SQL
Server Client Met- ries manually.

4. At the bottom of the message you will find one or more links that will initiate Actions to fix the afflicted
computers. Click on the Action that seems most appropriate. A Take Action dialog box opens up.

| =T X
Create in domain: -NI Content -
Preset: .D!fal.ﬂt -] Show only personal presets Save Preset, Delete Preset.,
Target | Execution | Users | Messages | Offer | Post-Action | Applicablity | Success Critena |-°urt|un Senipt
Target:
@ Specific computers selected in the list below

All computers with the property values selected in the tree below

The computers specified in the list of names below (one per ling)

- 3 Applicable Computers (1) ComputerMa.. 05 CPU Last Report Ti... Lackei
MOMBAA WinkP hedsa ... 3400 PAHz Pen. 4 7200010:1.. MNe
£ 121} L3 |

[ ok | Cancel |
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5. Use the Target tab to select any subset of affected computers you wish to target with the Action. There
are several techniques for deploying Actions:

e Specific computers selected in the list below. The first targeting button lets you select the
computers you want from the panel below right, which lists all those computers for which the
Fixlet message is currently relevant. The right-click menu allows you to select all the computers
in the list. This technique limits the Fixlet action to the specified list.

e All computers with the property values selected in the tree below. Choose the second
button to take actions on computers with a set of specified properties. Until the expiration of the
action period, whenever a computer satisfies the given properties it will be targeted. As with all
actions, only the affected computers will actually receive the action.

e The computers specified in the list of names below. Choose the third button to specify a list
of computers.

6. Use the rest of the tabs to prepare your action, including execution schedules, client messages, extra
scripting and more, then click the OK button. For more information, see the article on the Take Action
dialog.

7. Once you supply your password, the Fixlet action will be deployed throughout your network, and will be
applied specifically to each computer that needs it, subject to any filters you put in place.

This is the process that you will use for typical computer maintenance and remediation. As you explore the
interface, you will discover that BigFix can also help you remediate security issues, inventory your computers,
manage your users and maintain a detailed audit trail of every patch and upgrade. As varied as these tasks are,
they are all accomplished with a similar workflow. You should experiment to learn more about the power of this
interface.

Fixlets and Tasks
Introducing Fixlets and Tasks

Fixlets and Tasks are central to the functionality of BigFix. Using Relevance statements, they target specific
computers, remediating just those BigFix Clients afflicted by an issue and never bothering those that aren't.
They are both packaged with an Action script that can resolve the issue with a simple mouse-click.

Fixlets and Tasks differ mainly in how they get resolved.

e AFixletis triggered by a Relevance clause that detects a vulnerability. When an Action is invoked to
remediate the vulnerability, the Fixlet automatically loses relevance and is thus no longer applicable on
that specific BigFix client. As a Fixlet Action propagates through your network, you can track its
progress with the BigFix Console, Web Reports and the Visualization Tool. Once every BigFix Client in
your network has been remediated, the Fixlet is no longer relevant and it disappears from the list.
Should the issue reappear, the Fixlet will reappear in the list, ready to address the issue again.

e A Task comes with one or more Action scripts that help you adjust settings or run maintenance
assignments. It generally stays relevant until all the steps of its Action script have been executed. Tasks
are designed for continued vigilance and as a consequence, they are often persistent.

Both Fixlets and Tasks may have a Default Action, allowing you to simply click from the list to deploy it. They
can both be grouped into Baselines, allowing higher levels of automation. If you create a Baseline of Fixlets or
Tasks which all contain default Actions, you can turn the tedious chores of maintaining a corporate policy or
common operating environment into a single-click operation.
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At any time, you can open a Fixlet or Task to inspect the underlying Relevance expressions that are used to
target the Clients, as well as the Action script(s) that are designed to address the issue. The language is
human-readable to give you a high degree of confidence in both the applicability the trigger and efficacy of the
remedial Action. You can also see exactly which computers on your network are affected by each Fixlet or
Task. Once propagated, you can then view the progress and ultimate history of each Action taken on a Client-
by-Client basis.

Viewing Fixlets and Tasks

To display a Fixlet or Task,

1. From the navigation tree in the Domain Panel, click the icon labeled Fixlets and Tasks.
2. From the resulting List Panel on the right, click an item to open it.

The body of the Fixlet message shows up in the Work Area (click the Description tab if not already selected).

Fixlet: Version of Dbmslpen.dll May Cause Handle Leak on BES Client/Server Components = O

gﬁ"TakeActiunv # Edit Copy ae:}Eprrt| Hide Locally Hide Gluballj,rl ¥ Rermove

Description | Details | Applicable Computers (1) | Action History (0)

The listed computers have a version of dbmslpcn.dll that may cause
the BES Client, FIlDB, and/or GatherDB Services to leak handles. To
resolve this issue, use the action below to set a registry key value
and disable the 'Shared Memory MNet-Library' for SQL Server client.

»

Important Mote: There have been reports of issues caused

by disabling the 'Shared Memory Net-Library' setting. In particular, the
firewall service may no longer start on computers running ISA Server
2004. Please take extra caution to qualify this setting change in a
test environment prior to use in a production environment.

m

® Click here to disable the "Shared Memary Met-Library'. =

® Click here for mare information fram Microsoft on how to configure SQL Server
Client Met-Libraries manually.

When selected, each Fixlet or Task gets a window of its own.
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Each Fixlet or Task comes with four tabs in the Work Area:

Description: This is a page providing a descriptive explanation of the problem and one or more Actions
to fix it. The Actions are represented by links at the bottom of the description page. Click on an Action to
bring up the Take Action dialog, which allows you to further target or schedule the Action. Don't worry
about accidentally clicking on an Action hyperlink. Before the actual deployment, you always get a
chance to modify (or cancel) the Action.

Details: This dialog contains the Fixlet/Task properties such as category, security ID, download size,
source, severity and date. It also lists the code behind the Relevance expressions and the Actions. At
the bottom of this dialog there is a text box for you to enter a comment that will stay attached to this
item.

Applicable Computers: This is a filter/list of all the computers targeted by the selected Fixlet or Task.
You can filter the list by selecting items from the folders on the left, and sort the list by clicking on the
column headers.

Action History: This is a filter/list of any Actions that have been deployed from this Fixlet or Task. If the
item is new, there won't be any Actions in the list. Like the other filter/lists in the BigFix Console, you
can filter the Actions using the left panel, and sort them by clicking the column headers above the right
hand list.

Monitoring Fixlets and Tasks

When a Fixlet or Task becomes relevant somewhere on your network, BigFix will add it to the list available
under the Fixlets and Tasks icon in the Domain Panel navigation tree. You can filter this list by opening the
icon and clicking the subcategories underneath. Each icon represents data groupings that you can use to
narrow down the items in the List Panel on the right. Then, in the listing area itself, you can sort the items by
clicking a column heading.

The list headers include the following information:

Name: The name assigned to the Fixlet message by the author.

ID: A numerical ID assigned to the Fixlet message by the author.

Source Severity: A measure of how serious a Fixlet message is, assigned by the Fixlet author. Typical
values are Critical, Important, Moderate or Low.

Site: The name of the site that is generating the relevant Fixlet message.

Applicable Computer Count: The number of BES Clients in the network currently affected by the
Fixlet message.

Open Action Count: Number of distinct actions open for the given Fixlet message.

Category: The type of Fixlet message, such as a security patch or update.

Unlocked Computer Count: The number of unlocked computers affected by the Fixlet.
Download Size: The size of the remedial file or patch that the action will download.

Source: The name of the source company that provided the Fixlet information.

Source ID: An identification number assigned to the Fixlet to relate it back to its source.

Source Release Date: The date this Fixlet message was released.
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For example, you might filter the Fixlet list by opening the Source Severity folder and selecting Important to
filter out less pressing Fixlet messages.

-

| (S i S

b

-
@ BigFix Enterprise Conscle

File Edit View Go Tools Help
= Back = Forward = | % Show Hidden Content ¥ Show Mon-Relevant Content | EREﬁWansole

All Content <« All Fixlet Messages |Searl:h All Fixlet Messagesg .D| &
4@ Eixlets and Tasks (48) * | Mame Applicai}le Co.. | Op.. Category
4 %g Zx':t ME“ZEES '_if Version of Dbmsipen.dil May Cau... 3/ 30 0 Support
F Y SOUMCE SEVET = o . . |
- = | | Administrative Login Meeded 1730 0 Computer 5u
B NAG) - ’ e
E Low (1) i (Al m | I
o Fixlet: Version of Dbmslpen.dll May Cause Handle Leak on BES Client/... & £

. E Important (2]

B Site gf'-’Takeﬁ;ctionv | # Edit Copy :::}Export| Hide Locally »
+ 2] By Category Descrinti . : : :
& Bys escription | Details | Applicable Computers (1) I Action History I[U]||
> ¥ Source
- E2) By Source Release D - bt
I = B i
* 3 All Content The listed computers have a version of
_ dbmslpcn.dll that may cause the BES
@ BigFix Management Client, FillDB, and/or GatherDB Services to
leak handles. To resolve this issue, use
' Endpoint Protection the action below to set a registry key
value and disable the 'Shared Memory i
,-t, '[3]' $ f Met-1 ihrary' for S Sarver clisnt -

2 iterns in list, 1 selected.

Then you could sort the Fixlet messages by Applicable Computer Count (which shows the number of affected
computers) to find which Fixlet messages are relevant to the greatest number of computers. If you don't see
one of the columns listed above, right-click in the Fixlet header and select it from the pop-up menu.
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Commenting on Fixlets and Tasks

You can attach a comment to a Fixlet or Task that other operators can read.

1. From the Domain Panel, select Fixlets and Tasks from the navigation tree.
2. Select a Fixlet or Task from the List Panel on the right by clicking it.
3. From the document panel below, select the Details tab and scroll to the bottom.

Task: TROUBLESHOOTING: Restart the BES Client Service = O

é"TakeAction | # Edit Copy @)E}(porﬂ Hide Locally Hide Globally| ¥ Rermove

| Description | Details |Applicable Computers (3) | Action History (U]|

:
e ——

Comment Console Operator  Time Entered

No comments.

1
m

Add Comment

4. Type your comment into the text box and click the Add Comment Button.

Your comment will be name- and time-stamped for other operators to view it. In addition to Fixlets and Tasks,
you can attach comments to Actions, Computers and Analyses.

Creating or Customizing Fixlets and Tasks

To create your own custom Fixlet or Task message from scratch,

e Select Tools > Create New Fixlet or Task. This brings up a Create dialog with blank fields for you to fill

Marme: Create in site: _Mgng.m;m. Sate vJ
Description | —_ | r— | Properies Create in domainc | All Content 'J
- | &|B £ Uiz e | &7 H '

<enter a description of the problem and the comective action here> |

s Cllckn deploy this action. ‘
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You may also wish to customize a Fixlet or Task. You can do this by cloning and modifying an existing one. To
do so, first select the desired Fixlet or Task from the List Panel, then:

e Select Edit > Create Custom Copy (or right-click the item and select Create Custom Copy from the
context menu). The appropriate creation dialog appears, only this time it is filled with the original

content.
( ) Create Fodet "'i.E-.'-...; = .
D e Croteinsie: (MoteActonsne <]
Description |Mm; | Bl | I Createin domain: | All Content ,I
= | -~ A& B I U i= = | alx g

The listed computers have a pending operation scheduled in the registry under the
HKEY_LOCAL_MACHINE\SOF TWAREWIcrosoftWindows\CurrentWersion\RunOnce key. This
pending operation is scheduled to be run the next time an administrative user logs into the operating
Syslem

Usgually, the panding operations are required o complete an installation that requires a restan. A user
should log on to these computers as soon as possible in onder to ensure that all patches and
applications install completaly.

Mote: Installations and patches that reguire a user o login usually require that the user have
admwinistrative privileges to complete the installation. If a user does not have administrative privileges,
they may receive a waming when they log in that they have insufficient privileges 1o finizh the
installation.

Either way, the Create dialog provides the same options. Enter the name of your customized message in the
top left text box. This will serve as the title when the Fixlet or Task is displayed. You can use the name for
sorting and filtering, so it's worth creating a consistent naming convention to make your content more
manageable. Then choose the Site and Domain to host it from the drop-down menus.

Next, click through each of the tabs to define your Fixlet or Task:

o Description: Enter your descriptive text in this box. You can use the text manipulation toolbar at the top
of the dialog to enhance the formatting.
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e Actions: Define your action in this dialog. Use the buttons at the right to add, delete or change the
position of the action. Below that is an area to customize the properties of the action. Choose the Script
Type from the drop-down menu. Below that is a text box where you can enter a new action script or
modify the original. There are three check boxes you can use to modify the action:

r "
] Creste Fudet o o e e e - i
MNarne Custom Fixlet Create in site: | Master Action Saite

. Creabe in domain: Al Content
Description | Actions | Relevance J Froperties | ;
Content ID Script Type Default Action Custormn Settings Custorn Succe Add
Actionl BigFix Action Script Delete
Fl 1 L
Action Properties
Action Mame  Actionl | This action is the default action
Seript Type: BigFix Action Script - Include action settings locks
. ! Include custom success criteria
Action Script:
o I k
| 0K Cancel
8

*» This action is the default action. Click this box to create a default action.

= Include action settings locks. Click the Edit box to the right of this check box to customize the
action setting locks, including start time, end time, day exclusions and more. This screen also
includes failure and reapplication behaviors.

Include custom success criteria, which allows you to specify the conditions that will define
the success of the action.

e Relevance: Simply leave the default of applying to All computers, or click a different button and enter
a condition or a relevance statement in the dialog below. This is how you target your Fixlet or Task to

relevant computers. For more information on the relevance language, refer to the BigFix Inspector
Libraries.
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[ ) croteritet i o—— )

|| Mame: Custom Fodet Createin sibe: | paster Action Site v]

Relevance |Properties | Creste in domain: | AN Content 'I

This Fixlet will be relevant on the following computers:

@ All computers
() Computers which match the condition below
0 Computers which match all of the rdevance clauses below

e Properties: Set the properties of your Fixlet or Task, including the category, download size, date,
severity and more. You can also include the SANS (SysAdmin, Audit, Network, Security) or CVE
(Common Vulnerabilities and Exposures) ID numbers.

[ ) cresteftet S — . Y

| Mame  Customn Fidlet Create in site: | Master Action Site v]

Descrition | Actions | Relevance | Properties | Create in domain: | All Content -

Category:
Dewnload Size:

Source Internal
Source ID:

Source Release Date: 472172010
Sowrce Severity:

CVE ID:

SAMS ID:

When you are satisfied with your definitions, click OK. Your Fixlet or Task needs to be propagated, so you will
be prompted for your private key password. Once you enter it and click OK, it will be sent to all the BigFix
Clients, which will evaluate it for relevance and report back their status. You will then be able to follow the
deployment of your new content in real-time from the BigFix Console.
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Hiding Fixlets and Tasks

You can hide a Fixlet or Task with the following procedure:

1. From any Fixlet or Task List Panel, select the message(s) you want to hide.
2. Right-click the desired item and select Globally or Locally Hide from the pop-up menu (or select Edit
> Hiding > Globally/Locally Hide).

i ™
@ BigFix Enterprize Console @Elﬂ
File Edit View Go Tools Help
“Back * Forward = | " Show Hidden Content [ﬁ Show Mon-Relevant Cc-ntent] »
Patch Management < All Fixlets and Tasks |Search All Fixlets and Tasks P| -
¥ I PIILT LR o
b E Moxzilla cT| Name Applicable Co...  *
[ @ Mullsoft 811620 ThL Help Control - Windows M... 0,70 3 ¥
b @ Real 0)  [@11630: Update for HTM]) e
b g% Skype Lir— | 811630 Upaste for HTML e |
b R Sun Michz || #1160 lndate for HTAI 2ol 2
o S WinZip I 1| ] Copy Text with Headers ¢ I
- E] OSVendors  Fixlet: 811630: Update for H Select All = O
General Content B
Take Action~ | #Ed i =
| | Patch Mana é', Fie Action |‘? Globally Hide | =
| -u1| Patch Manai ~ || | Description | Details | A Globally Unhide 4
4 lgllle k Locally Hide all
Locally Unhide EN
AR Content Description
] Take Default Action...
@ Patch Manage... Microsoft has o
caused by cur oL A
m '@' 1!:‘ f ralaacad aftar bl |

Edit...

Remove

12 226 items in list, 1 selected.

The selected Fixlet or Task will no longer be displayed in the list. If you elected to hide the item locally, it will still
be visible to other BigFix Console users. If you are a master operator, you can hide a Fixlet or Task globally, so
it will also be hidden to all non-master users.
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Fixlet or Tasks that are hidden are still available and you can restore or "unhide" them at any time. Here's how:

1. Click the Show Hidden Content button in the Console Toolbar. All content, including hidden content, will
listed as long as this button is selected.

File Edit View Go Tococls Help
4%l Back ~ W) Forward ~ lrﬁhm Hidden Euntent]l{} Show Mon-Relevant Content e Refresh Conscle

2. A single Fixlet or Task can be unhidden by clicking it from a list. In the resultant Work Area you will see
an Unhide button. Click it to return the item to its normal state.

-
@ BigFix Enterprise Console
File Edit View Go Tools Help
% Back ¥ * Forward = |rﬁ Show Hidden Cﬂnttnt[ﬁ Show Mon-Relevant Cﬂntf:nt] »
Patch Management < All Fixlets and Tasks |Search All Fixlets and Tasks P| &
(kS I'_ﬁ [ LN - iy - .
o [ Mozilla ¢ “ || MName Applicable Co... *
[> @ Mullsoft 811630: Update for HTML Help Control - Windows 20... 0/0 N
b B Real (0) || 811630: Update far HTML Help Caatral - Windows 20... 0/0
b (Y Skype Lir 0/0 i
b Bl Sun Mic|z| | A11R30 Tind=rs nrn -
> B Winzipn || ¢ | . | L §
. [E OSVendors  Fixlet: 811630: Update for HTML Help Control - Windows 2000 - CORR... = [
G | Content N
”:rapat‘?; ::ana! & Take Action~ | (P Edit [ Copy [i Export | ¥ Hide Locally 2
al| Patch Mana, ~ This Fixlet Message has been locally hidden. i
T k i
+} All Content Description | Details | Applicable Computers (0) | Action History (0] |
&%) Patch Manage... Description (=1
QB0 > The_lis}gd ‘computers have_fa_ulty inst_a_llatiu_:rns of - | |
W T = R i : i
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3. Multiple Fixlets or Tasks can be unhidden by selecting them, right-clicking the group and choosing
Unhide from the context menu. Or select multiple items and select Edit > Hiding > Globally/Locally
Unhide.

-
0 BigFix Enterprise Console

File Edit View Go Tools Help
% Back ~ WP Forward + |rﬁ Show Hidden Cuntent[% Show Mon-Relevant Content | »
Patch Management < All Fixlets and Tasks |Search All Fixlets and Tacks P[m
[* I'_ﬁ PWITLT LR JE - ) i
b @ Mazilla (—| Marne Applicable Co...

B @ Mullsoft EIWEI;J Control - Windows 20... 0/0 M

b [y Real (0)  A/811630: Update for HTML = = e
o [ Skype Lit (@11530: UpdatefDrHTMLl-) i .
o [y Sun Mialz RM Copy Text Bl
> @ WinZip I ‘ L Copy Text with Headers '
i EE] 0SVendors Fixlet: 811630: Update for H Select All = ]
General Content . i | |
! 1 Patch Mana: éf"Tﬂke Action - | b.fEu:Ilt Globally Hide _ ?
| Patch Mana: - This Fixlet Message has be Globally Unhide i
Clalle : Locally Hide |
+} All Content Description | Details | Ap Locally Unhide i
@ Patch Manage... Description Take Default Action... (=
. Add C (e
0Oao* The listed com Skt ~ |
Edit...
12 229 items in list, 2 selected. ;
Remove

Generally speaking, it isn't necessary to hide Fixlets or Tasks, as you can simply ignore them. The main reason
for hiding one is if you think the content will never be relevant to your network and you want to avoid viewing it.
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Viewing Relevance Expressions

When a Fixlet message becomes relevant to some computer on your network, you'll want to know exactly what

triggered it, and what action is suggested. This is easy to investigate, because these items are written in the
BigFix Relevance Language, which is a human-readable language for probing and acting on computers.

To view Relevance Expressions:

1. Click a Fixlet message from any Fixlet List Panel to bring up a detailed Fixlet document in the Work

Area below.
2. Select the Details tab.

This opens a page listing various Properties and below that, the Relevance clauses and Action scripts:

Task: TROUBLESHOOTING: Restart the BES Client Service

J"Takehction | # Edit Copy |zt Export | Hide Locally Hide Globally | 2 Rermove

Description | Details |App|icable Computers (3) | Action History |[ﬂ:l|

Relevance 1

=
verzsion of client >= "5.0"

Relevance 2

»
name of operating system does not

= "WinME"

Relevance 3

-

with "win"

contain "Win3" AND name of operating system

name of operating system as lowercase starts

-

!

m

e O

This window shows you how the computer is interrogated and why it has been triggered as relevant. Typically
there are multiple Relevance clauses that are all ANDed together to determine if a given BigFix Client is

affected.
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Introducing Relevance

In order to quickly inspect various aspects of a computer, BigFix developed the Relevance Language. This
human-readable language is at the heart of the program and allows Fixlet authors to target actions to just those
computers that need the fix -- and no others. Thus you can feel confident that only broken machines are being
fixed and that the rest are never bothered.

The Relevance Language can query an exhaustive set of computer properties, and do it quickly. Most BES
Console operators will rely on third parties to write Fixlet messages, and so their exposure to the Relevance
Language is not critical to operating the BES Console. However, as a power user, you can customize the
Console with short lines of code from the Relevance Language (called Relevance Expressions) which grant you
an unprecedented amount of control over the BES Client computers on the network.

A typical Relevance Expression might be:
vendor name of processor

This expression will return the name of the manufacturer of the CPU (Intel or AMD, for instance), which can
then be used to determine relevance.

You can use Relevance Expressions to create retrieved properties which you can then use to organize and filter
the BES Clients on the network. For example, here are some possible properties that might be useful to know
about your BES Client computers:

Property Relevance Expression Result
name
Pentium family name of main processor True if the processor is a Pentium.

contains "Pentium"

Small drive | Total space of drive "c:" < True if the drive is smaller than 2GB.
2000000000

Bad clock | absolute value (now - apparent True if the clock is off by more than one
registration server time) > 1 hour hour.

IE Version | file version of application Version number of Internet Explorer on a
"iexplore.exe" of the registry Windows computer.

Mailto App | application of key On a Windows computer, the name of
"HKEY_CLASSES_ROOT\mailto" of | the app that handles mailto requests
the registry from a browser.
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Running exists running application whose True if Word is running on a Windows
Word (name of it as lowercase is BES Client computer.
"winword.exe")

Bios date date of Bios BIOS date on a Windows computer, if it
exists.
Processors | number of processors The total number of processors in the

BES Client computer.

Use the Manage Properties dialog to see how these custom properties work. Click the Add New button,
supply the property name, and type in the Relevance Expression in the text box.

There are literally thousands of useful Retrieved Properties — far too many to list here. For a more extensive
list of retrieved properties, check the BigFix Website. For an in-depth discussion of Relevance, refer to the
BigFix Relevance Language Reference.
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Sites
Introducing Sites

Sites are collections of Fixlet messages that are created internally by you, by BigFix, Inc., or by other third
parties. You subscribe to a Site and agree on a schedule for downloading the latest batch of Fixlet messages.

You can view and manage your collection of Sites by navigating to them and opening them in the Domain
Panel. You can add a new Site subscription by acquiring a Masthead file from a vendor or from BigFix. Sites
are generally devoted to a single topic, such as security or the maintenance of a particular piece of software or
hardware. However, several sites may share characteristics and will then be grouped into Domains which are
designed to be in accordance with the typical job duties of your various Console managers. For instance, the
person in charge of patching and maintaining a common operating environment will find BigFix Support sites
and Patching sites for various operating systems all bundled in the Patch Management Domain.

You can set up your own custom Site and populate it with Fixlets that you have developed specifically for your
own network. You and other operators can then send and receive the latest in-house patches and quickly
deploy them to the appropriate locations and departments.

Selecting Sites

Upon installation, BES is automatically set up to subscribe to the BES Support Site. Depending on the terms of
your license, you may have subscriptions to other sites as well. This means that content from those Sites will
automatically flow into your enterprise and will be evaluated for relevance on all computers running the BES
Client. These sites, in turn will automatically be registered with an appropriate Domain, providing a simple way
to divide the content into functional sections.

To subscribe to a site, follow these steps:

1. First, find an appropriate Site. Finding a Site is equivalent to finding a Site masthead file, which has an
extension of .efxm. There are several ways to do this:
e BigFix Sites: BigFix may post links list to new Sites as they become available.
e Fixlet Subscriptions: Sometimes a Fixlet message might offer a subscription. Just click the
Fixlet action to initiate the subscription.
e Download Mastheads: You can also subscribe to a Site by downloading a masthead file from
a vendor's web site. Once the masthead is saved to your computer, you can activate it in one of
two ways.
» Double-click the masthead, or
» Select Add External Site Masthead from the Tools menu, browse to the folder
containing the masthead and click Open.
2. You will be prompted for your private key password. Type it in and click OK.

The masthead is propagated to all BES Clients, which will immediately begin to evaluate the Fixlet messages
from the new site.
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Viewing Site Properties

After initiating a subscription, you may want to inspect its properties and signing authorities. This can be useful
when tracking down the origin of a particular Fixlet message or action. Here's how:

e Click the site from the Domain Panel on the left.

The Site Properties will appear in the Work Area, detailing information about the site publisher and the precise
URLSs from which the content has been gathered.

File Edit View Go Tools Help

‘i Back + B Forward = | % Show Hidden Content | Show Non-Relevant Content|| &% Refresh Console

Patch Managerment ¢ Extesnal Site: BES Support -
R —— ;
F+ Actians (1) = | ¥ Save Changes ¥ Discard Changes | J¥ Gather 3 Remove
8 Analyses 30) : — —
@ Baselines (1) Details | Computer Subscriptions | Operator Permissions N
& Computers (3) -

4 5 Sites (4)

PR T

Ty
b Current Version 653

2 Patches for Win http:isyne. bigfx_com/cgi-

b

= External Content Site

T

I+ i BES Support

whe

- ] Patches for Win Gather URL bin/bfgather/bessupport |
- .:'m Lustom (8) - = Publisher BigFix, Inc. |
=8 All Content
@ Patch Management
0 BigFix M — All chients are subscribed to this site.
L eo?* >
e p— ————— —

Depending on its type, a site may have other properties as well. A custom site will let you assign permissions
for owning, writing and reading a Site. External sites (except BES Support) can have restrictions placed on both
computers and operators, letting a Master Operator fine-tune the domain of a Site. To access these extra
properties, click the appropriate tab.
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Restricting Computers

There may be occasions where a BES Client or a group of Clients is storing redundant Fixlet messages,
typically due to an overlap in site content. In addition, some BES Clients may collect superfluous Fixlet
messages, as when a Linux machine retrieves Windows Fixlets. This poses no problem to the operation of
BigFix, which knows to ignore irrelevant or redundant Fixlet messages, but it may consume precious Client disk
space.The Site Subscription dialog lets you narrow down the number of clients subscribed to the selected
external Site. Here's how:

1. Select the desired site from the Domain Panel.

p : Ty
@ BigFix Enterprise Conscle ! E@ﬁ

File Edit View Go Tools Help

Back - Forward = | % Show Hidden Content [1’3 Show Mon-Relevant Content” eﬂefresh Console

Patch Management < External Site: BES Support QA o=

. AL L

s [} Actions (1) I g?'-’ Save Changes Discard Changes | 5;5 Gather < Remove
s @ Analyses (30) -
@ Baselines (0]
g @ Computers (3) The following computers will be subscribed to this site:
@ Computer Groups (0}
4 [F Sites (4)

Details | Computer Subscriptions | Operator Permissions

() All computers
() No computers

@ Computers which match the condition below

Computer Mame v”r.r:mtains- vl b -

@ Patch Management

Vao:

L A

2. Select the Computer Subscriptions tab. You have three choices for selecting computers.

e All computers. Click this button to automatically subscribe all BigFix Clients to this site. This is
the default action.

e No computers. Click here to unsubscribe all BigFix Clients.

e Computers which match the condition below. Click here and then create a condition that
must evaluate to TRUE for the BigFix Client to be subscribed to the site. The default is to parse
computer names, but the pull-down list contains several properties that you can use as useful
subscription criteria. Press the plus sign to add more criteria. You can combine conditions by
ANDing or ORing them.

3. When you are satisfied with how your computers will subscribe to this site, click Save Changes from
the Work Area Toolbar. Enter your private password to propagate the subscription request to your
network.
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Restricting Readers

Restrictions can be placed on Sites to limit access. As with operator permissions on Custom Sites, you can

restrict both the operators and computers of most external Sites.

Not all operators need to know about all sites, and some sites may be most easily managed by a single
operator, such as an appointed Anti-Virus Czar or the Finance IT Manager. If you have Master Operator
privileges, you can limit how many Non-Master Operators are able to view any specified Site. Here's how:

1. Select the desired site from the Domain Panel.

-
0 BigFix Enterprise Console

File Edit

‘el Back =

Patch Management

T I SV,
s @ Actions (1)
s @ Analyses (30)

@ Baszelines (0]
s @ Computers (3)

@ Computer Groups (0)
4 [ Sites (4)

View Go Tools

Forward = | # Show Hidden Content [ﬁ Show Mon-Relevant Content]l i“’ Refresh Censole

BES Support
B e

. 5 Patches for Win
. =] Patrhec for Win

L

@ Patch Management

0eod:>

Help

4 External Site: BES Support

Save Changes

Discard Changes

| Details | Computer Subscriptionsl Operator Permissions |

content.

Operators with read permission will be able to view this site and take actions based on its

Grant read permission globally

Mame

Last Login Time

UL

L

2. The site properties open in the Work Area. Click Operator Permissions.

3. The default is to allow only Master Operators to gain access to the selected site. You can't delete
Master Operators, but you can Remove All Non-Master Operators and then add back any group of
operators you desire. Click the Add operator button and use Ctrl and Shift-click to select eligible
operators from the list.

4. When you're satisfied with your selection, click OK.
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Creating Custom Sites

You can create a Custom Site to host your own Fixlet messages that are pertinent to your network. Here's how:

1. Select Tools > Create Custom Site.

2. You will be prompted for a name for your custom site. Enter a name and click OK.
3. Inthe work area that appears, you can define your site.

Custom Site: BigCorp Policy Site g

ESWE Changes Discard Changes | Gather 3 Remove

Details | Computer Subscriptions | Operator Permissions

o o

Type Custom Site
Creator Joe
Created Bf7/2010 10:49:27 PM
The BigCorp Policy site is a -
collection of Fixlets and Tasks to
Description

egtablish various corporate policies
across the network.

m

Domain All Content -

Subscription

Mo clients are subscribed to this site, but BES will continue to maintain an up-
to-date version of the site in the database.

From the Details tab, enter a description of your site. From the Domain pull-down menu, select a
Domain to house your site.
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4. From the Computer Subscriptions tab, indicate which subset of your BigFix Client computers you
wish to subscribe to this site.

Custom Site: BigCorp Policy Site m)

953?& Changes Discard Changes| Gather 3 Remove

Details | Computer Subscriptions | Operator Permissions |

The following computers will be subscribed to this site:
) All computers

) Mo computers
() Computers subscribed via ad-hoc custom site subscription actions

@ Computers which match the condition below

Group Membership v] ’is member of v] ’I"uﬂ group v] -

There are several choices:

e All Computers. Click this button to automatically subscribe all BigFix Clients to this site.

e No Computers. Click this button if you are not yet ready to subscribe any computers.

e Computers subscribed via ad-hoc custom site subscription actions. This choice requires
you to create an Action that will subscribe relevant computers to the site.

e Computers which match the condition below. This choice allow you to describe a set of
criteria that must all evaluate to TRUE before a BigFix Client will be subscribed. From the pull-
down menu, you can select from dozens of properties to test for inclusion.

5. From the Operator Permissions tab, you can grant specific access permissions to specific operators.

Customn Site: BigCorp Policy Site |

Gather 3 Remove

[l Save Changes Discard Changes

| Details | Computer Subscriptions| Operator Permissions ‘

Custom site owners are allowed to grant other operators read or write permission and modify the site subscription.
Writers are allowed to create new content in the site. Readers are allowed to view and apply content in a custom site.

[] Grant read permission globally ~ Permission: [ Owner ] [ Writer ] [ Reader I [ Mone
Mame Last Lagin Time Perrission
don 5/6/2010 6:40:56 PM Writer / Reader
ken 5/6/2010 6:36:37 PM Owner / Writer / Reader
may 5/6/2010 6:41:40 PM Reader
sue 5/6/2010 6:37:16 PM Mone
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6. There are several options:
e Grant read permission globally. Click this button to provide read permission to all operators.
e Or click specific Operators from the list and assign them specific rights, such as Owner, Writer,
Reader or None.
7. Click the Save Changes button above the work area to complete the description of your site. You must
enter your password to propagate your new custom site.

Canceling a Subscription

You can afford to be adventurous in trying out Site subscriptions for your organization, since no actions are ever
taken without your approval. Nevertheless, if you find that a subscription isn't useful, you can cancel it by
removing the site from the domain that it resides in, as follows:

1. Inthe Domain Panel, expand the icon containing Sites. From the External or Custom icon, select the
site you wish to delete.

2. Open the site and from the Work Area Tool bar, click the Remove button.

3. Click Yes on the confirmation dialog, and enter your password to complete the site removal.

NOTE: You can't unsubscribe from the BES Support site — it's needed to upgrade and manage licensing
issues in the BES Console program.

Operator's Guide 32 © 2010 by BigFix, Inc.



BigFix Console

Domains
Introducing Domains

Domains represent the major organizing principle in the BigFix Console. Domains contain a set of related sites,
such as Patch Management for various operating systems. Domains are designed to reflect the duties of
specific Console Operators, such as Patch Management, AntiVirus Management, Power Management, etc.

Domains are situated on the leftmost panel of the BigFix Console.

P h'
@ BigFix Enterprize Console E@M

File Edit View Go Tools Help

+ Back - @ Forward = | @ Show Hidden Content Eﬁ Show Mon-Relevant Content” {? Refresh Conscle

Patch Management « %demal Site: BES Support =
Content Filters A | ¥ Save Changes @¥ Discard Changes | §* Gather ¢ Remove

i E| Application Vendors (421) 1

i [El 05 Vendors (5,446) Details | Computer Subscriptions | Operator Permissions|

General Content =

J Patch Management Domain Overview

i Custom Filters

I+ ) Custom Content Type External Content Site
> @ Actions (1) Current Version 653
I @ Analyses (12) ] _ _
i Baselines (0) Gather URL h’_Ltp.Hsync.hlgﬁx.corru’cgl—
| » B Computers 3) bin/bfgather/bessupport
@ Computer Groups (0] Fublisher BigFix, Inc.

a [ Sites (5)
4 [F Bdernal (4)
i | BES Support
i+ = Patches for Mac 05 X
i = Patches for RHEL 5 Beta
» o Patches for Windows (English)
b [E Custom (1)

Subscription

All clients are subscribed to this site.

@ Patch Management

G@@? 4 11 I

Select the desired Domain from the buttons at the bottom of the panel. The contents of the domain are then
displayed. Some Domains have extra structure, such as in this example that includes two Content Filters. Here
there is a filter for Application Vendors and another for Operating System Vendors. These allow you to narrow
down the viewable content by Vendor.
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Generally there will be a Domain Overview, to help you understand the extent of the content.

O ol ) ] |

File Edit View Go Took Help
“ Back = b Forward = | ¥ Show Hidden Content [ Show Non-Relevant Content) | & ¥ Refresh Console

s i ; e . ﬂ!'
Contert Filters & g I+

= =

= Applcation Vendors (421)

05 Vendors (9,773) Patch Management Domain
Y Apple Mac 05 ¥ (256)

. ik Microsoft Windows (5,180)

i Red Hat Enterprise Linus (3,327)

The Patch Mansgemen] domain provides patching capabiliies aoos & vansty of apsating sysbems and applicstions. A list
of receni additions fo the domain is aveilable below with speofic controls snd views sveilsble to the left

| .ri| Pateh Management Domain Overview|

d Content released or modified in the last 30 days:
ets and Tasks (9,770

B Custorn Filters Nama Type  Site Modil Date
& Custom Content Security Updabe 2010-003 (10.6.3 Client) Fixlet  Patches for New  Wed, 14 Apil |=] ||
@ Actions (1) Mac OS5 X 2010 L
B Analyses (12) UPDATE: Security Update 2010-003 (10.5.8 Cliant) Fislat  Patchas for Naw | Wad, 14 April |
T Baselines ) Mac 08 X 2010
:ﬁ Computers (3) Windows Security: Microsoft Windows Malicdous Software Tazk Patches for New Tue, 13 April
'i Cormputer Groups () Ramoval Tool - Upgrada Windows 2010
— English
4 5o Sites (5) {Englizh)
§ = | — ["] M310-022: Vulnerability in VBScript Scripting Engine Fixlet Patches for New  Tue. 13 April
- Could Allow Remote Code Exacution - VBSoript 5.1/3.6 Windows 2010
# BES Support « Windows 2000 3P4 - CORRUPT PATCH (English)
1
Bl Fwiches for Mac 05 X M310-022: Vulnerability in VBSeript Seripting Engine Fixlet ~Patches for New  Tue, 13 April
s Patches for RHEL 5 Beta Could Allow Remote Coda Execution - VBSoript 5.7 - Windows 2010
o Patches for Windows {Eng]ig.h] Windowa 2000 5P4 - CORRUPT PATCH {English)
» 1Y Custom (1) M310-022: Vulnerability in VBScript Scripting Engine Fixlet  Patches for New  Tue. 13 April
“““““ Could Allow Remote Coda Exacution - VBSoript 5.6 - Windows 2010
Windows XP 5P2 (English)
M310-022: Vulnerability in VBScript Scripting Engine Fixlet Patches for New  Tue. 13 April
Could Allow Remote Coda Execution - VBSoript 5.1/5.8 Windows 2010
= Windowa 2000 P4 {English)
e = M310-029: Vulnersbility in Windows ISATAR Fixlet ~Patches for| New | Tue. 13 Aprl | w

Patches for RHEL 5 Beta gather completed.

This particular overview shows you at a glance what new Fixlets, Analyses, Tasks, etc. have recently been
added to the Domain.

In the General Content section, the information available can be further broken down by opening the various
topics, content types and folders. For most topics here, a single click will cause the contents to show up in the
List Panel, top right. On items with a disclosure icon (plus/minus or triangle icon), you can click it to open up
filtering options. Drill down through any folders to reach a leaf node that represents a subset of the original
topic. Now, in the List Panel, only the specified subset will be displayed.
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*

Content Filters
3 E| Application Vendors (421)
4 5] 0SVendors (9,773)
, E Apple Mac O5 X (256)
- (34 Microsoft Windows (6,180)
b E Red Hat Enterprise Linux (3,327)
General Content -3
J Patch Management Domain Overview
4 Té Al Fixlets and Tasks (9,770)
4 & By Source Severity
. E <M/ A= (2,075)
. E <unspecified> (2]
- [§Y <Unspecified> (1,067)
3 @ Important (2)
. @ MAA(12)
- (45 None (52)
- [ Low (146)
- 55 Moderate (938)
- [§Y Important (2,631)
. E Critical (2,845)
» £2] By Source
[ Custom Filters
- ) Custom Content

Here the Fixlets and Tasks have been opened to disclose the Source Severity folder. Within that folder, only
the Critical Fixlets have been selected, making the ultimate List Panel shorter and easier to deal with.

In general, there will be a Sites section that you can open to examine the sites individually should you need.
Different domains will have different structures, so feel free to explore them.
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Domain Sites

Domains are composed of related sites, grouped together for convenience and because they share a similar
structure. You can easily examine the Sites that compose a Domain.

@ Computer Groups (0]
4 [T Sites (5)
4 E| External (4)
. | BES Support
. |3 Patches for Mac 05 X
. 5| Patches for RHEL 5 Beta
4 I:EI Patches for Windows (English)
4 [y Fixlets and Tasks (6,165)
> E2) By Source Severity
> o) By Source
@ Bazelines (0)
» @ Analyses (4)
@ Computer Groups (0]
g Actions (0)
@ Subscribed Computers (0]

Simply find the Sites topic and click the disclosure icon, opening the navigation tree to External and Custom
sites. Click the disclosure icon next to External to view the various Sites. Each site is clickable if you wish to
look at its top-level properties.

x i R vanss e [
S A % E T

i
0 BigFix Enterprise Console

File Edit View Go Tools Help

('-,sea- Back = @ Forward + | @) Show Hidden Content {ﬁ Show Mon-Relevant Content” e Refresh Conscle

Patch Management < External Site: Patches for Windows (English) =

SIS 177

[F External (4) e @"Save Changes @“‘Discard Changes | éf"’Gather 7 Remove

[ |sv. BES Support

[+ = Patches for Mac 05 X

[t Patches for RHEL 5 Beta

4| Patches for Windows (English)|
i Fixlets and Tasks (6,165

Details | Computer Subscriptions | Operator Pelmi.ssionsl

T

»

: = E: Szﬁ:z: i 3 Type External Content Site
[y Baselines (0) Current Version 1,351
» Rl Analyses (4) L Gather URL http://sync_bighix com/cgi-
| @ Computer Groups (0) 1 bin/bfgather/bessecurity 3
i Actions (0) : - 1
Publisher BigFix, Inc.
{3 Subscribed Computers (0) T,
Custom (1) -
[ 1Ii | v
""""" BN Subscription
=& All Content
Mo clients are subscribed to this site, but BES will continue
@ Patch Management to maintain an up-to-date version of the site in the database. A
| Leaoa: b
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Click the disclosure icon to the left of the site icon to examine subsets of the data. You can continue to drill
down until you reach a leaf node, allowing you to examine specific subsets of each site. When you finally reach
the subset you desire, the content is displayed in the List Panel.

‘a ™y
Y BigFix Enterprise C I 5 L= 8
0 Igrix EATETQrIZE Lonsoie ) B ‘;ﬁ* L
File Edit View Go Tools Help
‘il Back + * Forward + | " Show Hidden Content [ﬁ Show Mon-Relevant Content” {? Refresh Console
Patch Management % Fixlets and Tasks |Sr:arch Fixlets and Tasks p[lﬂ
i» 3 Patches for Mac 05X T-] Marme = 1] Source Severity *
b Eatc:“:“r;'*_E:S EE"E . SR Rl ADGINE St Cibie ek B Mo kee L o0e et
4 (8 Patches for Windows (English) | "g71 260, ORRUPT PATCH - IE 5.01 SP2 (Superseded) 4025... Critical
B @ FIxIEts End TESks (6"165) ST IEN. TODDNINT NATSL TEE A1 ©N0 Al imceced - AnIg s e | T
4 a By Source Severity 4| n | 3
b By <Unspecified> (79) | fiyier: 570660 - Disable ADODB.Stream Object From Within Internet Explorer o [
[» @ Important (2)
b By N/A (12) 47 Take Action» | 7 Edit [[* Copy |/ Export | J”Hide Locally /”Hide Globally *
: @ blane () = Description i i i i
N @ Low (110) 3 P | Details | Applicable Computers (0] | Action History {ﬂ]|

. ® Click here to initiate the deployment process.
i ® Click here to view Microsoft Knowledgebase Article E|
| © ) Fatcn Management 870669,
? 0eo: -
2676 items in list, 1 selected.

b e
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Selecting Domains

You will typically have several Domains available to you, each covering a group of related tasks that fall into the
purview of a specified Console Operator. As you add sites to your Console, they will naturally find their way into
the appropriate Domains, and they will create new Domains when needed. The Domain Panel is on the left side
of the BigFix Console, and buttons corresponding to the Domains appear at the bottom of that panel.

o

L2} BigFix Enterprize Console

Edit View Go Took Help
i Back v 5 Forwzrd = | & Show Hidden Content (Y5 Show Non-Relevant Content]| & ¥ Refresh Console

Endpaint Protection « EPP Domain Ovenview -
Contenit Filters |

E BigFre Firewsall (16)

= Client Manager for Endpaint Protect Endpoint Protection Domain

F Device Cantrol (18]

General Content

EPP Diormain Owverview
S5 Al Fixlets and Tasks (110)
B Custem Filters
& Custorn Content
o Actions 0)
& Analyses (29)
T Baselines (0]
__ﬁ Computers (0]
3P Cormputer Groups (T)

L

The Endpain Probsdion demain provides management fundionality lor andpsinl prededion praduds,
mcluding anti-makware, endpoint firewall, devies condrel and ofher funchionality. A list of recent additions to
the domain is svailable below with speafic controls snd views aveilable to the lef.

Content released or modified in the last 30 days: 1
1
Mama Tymi Sita Modi Date
i
UPDATE: Owtdated Trend Mioco Fixlet Client Mansgear New ‘Wed, 21 "_‘
OfficeScan Virus Pattern Fila Detectad - for Endpoint April 2010 ]
Windows 95/98/ME Protection |
McAfee GroupShield for Microsoft Fixlet Client Manasger New | Thu, 22 April
Exchange - Updata for Virus Dafinition fir Endpoint 2010 -
Films Protection i
UPDATE: Cutdabed eTrust Antivirus T.x Fixlet Climnt Mansger New Thu, 22 April
Dafinitions Daktactad - Windows XP/2003 for Endpoint 2010
[xcB4) Protection
UPDATE: Outdabed Trend Moo Fixlet Client Manager Hew ‘Wed, 21
OfficaScan Virus Pattarn Fila Detectad - fior Endpoint April 20010
Windows Protection
NT/2000/%XP/ 2003 Vista/2008/7/2008R2
AUDIT: Owtdatad Trand Mioro OfficaScan | Fixlat  Cliant Managar MNaw ‘Wed, 21
Smart Scan Pattern File Datectad - far Endpaint Agril 2010
Windows Protection
2000/ XPF 2003/ Vista/2008/7/2008 R2
UPDATE: Qutdabed McAfee ViruaScan Fixlet Client Manager New | Thu, 22 April| |

Patches for RHEL 5 Beta gather completed.

When you click a Domain Button, an Overview is typically displayed in the Work Area. It often presents a list of
the most recent additions to the content for a quick appraisal.

At the bottom of the button list is a pull-out menu that lets you adjust the number of buttons you wish to display.
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Navigating Domains

Domains are a logical collection of sites that all have similar purposes and structure. As a consequence, each
Domain will reflect that unique structure and display its contents appropriately. Nevertheless, all sites have
certain similarities in how they manage content, and a simple domain is sufficient to explore most of their
options and how to navigate amongst them. The example used here is Patch Management.

-
@ BigFix Enterprise Console

File Edit View Go Tools Help

o Back - * Forward « | % Show Hidden Content !—ﬁ Show Mon-Relevant Cuntent” e Refresh Console
Patch Management < l?«.ﬂ Frdets and Tasks |Sr:arch All Ficdets and Tasks P| -

Content Filters | Name (] Source Severity %
s El Application Vendors (421)
4 [E] 05Vendors (9,773)
b By Apple Mac 05 X (256)
b Fy Microsoft Windows (6,180)
[» @ Red Hat Enterprise Linux (3,327)
General Content
J Patch Management Domain Overvi
[ ﬁh} All Fixlets and Tasks (9,770)
£ Custom Filters

811630: Update for HTML Help Contrel - Windows ME 8116.. <Unspecified>
811630: Update for HTML Help Contrel - Windows ME - C... 8116.. <Unspecified>
811630: Update for HTML Help Contrel - Windows NT 4.0 8116..  <Unspecified>
811630: Update for HTML Help Contrel - Windows XP 8116... <Unspecified>
811630: Update for HTML Help Contrel - Windows XP - C... 8116.. <Unspecified=
828026: Update for Windows Media Player Script Comma...  8280.. <Unspecified>
828026: Update for Windows Media Player Script Comma...  8280.. <Unspecified>
828026: Update for Windows Media Player Script Comma...  8280... <Unspecified= -

m

I+ [ Custom Content « | m | :
I+ [@r Actions (1) Fixlet: 811630: Update for HTML Help Control - Windows 98 = B
| - & P P
2 @ Analyses (12) " " » i )
E B Baselines (0 _j’ Take Action~ | 7 Edit || * Copy | Export | /7 Hide Locally /* Hide Globally =
§ b @ Computers (3) Description | Details | Applicable Computers (0) | Action History (0) |
|| [ Computer Groups (0) appear e H WL Help Winaow. Stallng s parc wi
| 2 [E sites(3) eliminate this bug.
4 E External (4) L4
a 50 BES Support Note: Affected computers will report back as ‘Fixed once the
& B Fixlets and Tasks (206) patch has un successfully, but the_ vulnerability will not be
B Baselines (0) closed until the affected computer is restarted.
v B Analyses @) File Size: 735 KB
@ Computer Groups (0}~ -
‘| 0 | 3 T

| © Comtem

® Click here to initiate the deployment process.

@ Patch Management
® Click here to view Microsoft Knowledge Base Article 811630
| Veo:?

| 4,4 9,770 items in list, 1 selected.

Click the Domain button to view it in the Domain Panel. For this example, there is a section at the top labeled
Content Filters. Not all domains have a section like this, but sections are fairly common when there is a benefit
to grouping the information into logical partitions. Here, there is a way to group the content based either on the
vendor (such as Adobe, Microsoft, etc.) or the OS (Mac, Windows, Linux, etc.).
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You can click the disclosure icon (either a plus-minus icon or a rotating triangle icon, depending on your
operating system) or double-click the tree node itself to open it up and explore its subheaders.

a g Application Vendors (421)
@ Warnings (12)

s @ Recent Content (2)

s @ Configuration (20)

s @ Adobe Systemns (0)

- [y Apple (99)

- [ Microsoft (265)

s @ Meozilla Corporation (0)

- Y Mullsoft (0)

- Y Real (0)

- Y Skype Limited (0)

s ﬁ Sun Micrasystems (15)

s @ WinZip International LLC (0)
4 E] 08 Vendors (3,773)

- Y Apple Mac 05 X (256)

- Y Microsoft Windows (6,180)

s @ Red Hat Enterprise Linux (3,327)

The second section, General Content, presents the domain content in a more generic fashion.

J Patch Management Domain Overview
4 FE All Fixlets and Tasks (9,770)
4 5 By Source Severity
X f_é <N/fA= (2,075)
- [y <unspecifieds (2)
- [y <Unspecified> (1,067)
s __é Important (2)
- [y NrA (L)
- 34 Mone (52)

- 34 Moderate (938)
- [3Y Important (2,631)
- [y Critical (2,845)
+ E2) By Source
E Custom Filters
: [ Custom Content
s @' Actions (1)
> @ Analyses (12)
@ Baselines (0]
s @ Computers (3)
@ Computer Groups (0)
4 [E) Sites (5)
4 I__=| External (4]
~| BES Support
o | Patches for Mac OS5 X
| Patches for RHEL 5 Beta
> |su| Patches for Windows (English)
. [E}) Custom (1)

At the top of the General Content section of the Domain Panel is an icon for the Domain Overview. Click this
icon to see general information about the domain, typically including some of the latest additions.
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Below that is an icon corresponding to All Fixlets and Tasks. This icon represents the main content of the
domain, and is created by a union of Fixlets and Tasks combined from all the sites that make up this domain.
You can open this category and drill down by sources or severity. Under the Source Severity folder is a
breakdown of the content that allows you to select only critical, important or other categories of Fixlet severity to
concentrate on. Click on these icons once to see all the content that fits this criteria show up in the List Panel to
the right. Click twice to open the icon for further winnowing of the content by source. Finally, at the leaf node,
you can click the icon to produce a list of the filtered content in the List Panel.

All of these navigation icons work the same. A single click will highlight the particular category and a double
click will open it for further refinement. In general, each icon can be a destination or the head of a new tree to
examine. When you click it, the particular subset of data implied by that icon will open in the List Panel to the

right.

Note that Fixlets, Tasks, Analyses, Actions, Baselines, Computers and Computer Groups are almost
always represented in the main navigation tree of any given Domain. Other content, such as filters, custom
content and custom sites are often represented as well. As the Operator in charge of a Domain, you will find it
easy to see the overall structure at a glance. From there, drilling down to filter and narrow your selections will

quickly become second nature.
Minimizing the Domain Panel

Should you find yourself needing more screen real estate, you can minimize the Domain Panel by clicking the
minimize icon at the upper right of the panel.

r e e ERFEEEE e ™
@ BigFix Enterprise Conscle l =FEC! HQE“J

File Edit View Go Tools Help

== Back - Forward = | # Show Hidden Content [ﬁ Show Mon-Relevant Content” é}' Refresh Console

BigFix Management gtential Issues Search Potential Issues ,Ol ||
BigFix Management o ! I'\Tame = D Sourt *
— | =
J g Fic Managemen.t DDEE BES Client Setting: Fix Service Recovery Actions 599 < Lln-_'-ll|
ﬂ gep:oyrﬂen: Evelr:kllezvh !_ BES Clients Have Incorrect Clock Time 15 Mode
= .EP o¥men .ea BES Relays have Incorrect Clocks 119 Low
J License Overview T i ~ - R
. @& Wamings (14) BES Server is Using a Mon-Default Port That May Cause B... 198 Critic ~
ﬁ Potential Issues (10) “ u | '
y @ BES Deployment Upgra Fixlet: BES Client Setting: Fix Service Recovery Actions = B
- [Z5 BES Component Manat . P .
% Baselines (0) é‘-’TakeActlon - | __,)Ecllt Copy |- Export | J‘-’ Hide Locally »
=t - . - . . ema - -
4 m | 3 Description | Details I Applicable Computers (0) | Action History (U:l|
"""""" IATs Task WIT TJenTry mMmachlines Where the BeS PE:
=8 All Content Client Service is not configured to recover
E’ automatically in the event that the service
i @ Patch Management crashes. It will configure the service to —
| L restart automatically on the first and second |
e failure, but to take no action on subsequent |3
o BigFix Management failures. |=
Endpoint Protection B
Security Config and Vuln ...
o > ® Click here to deploy this action. i
Aa
-
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That will reduce the panel to a small stub at the left of the Console window. To restore the Domain Panel, click
the stub.

=] M‘

-
0 BigFix Enterprise Consol

File Edit View Go Tools Help
mﬂack - % Forward = | %" Show Hidden Content Eﬁ Show Mon-Relevant Cuntent” eﬁefresh Console
( T [Potential Issues |Sea rch Potential Issues P| E
(=]
M -
; ame 1] Source Severity Applicable Co, =
2 | BES Client Setting: Fix Service Recovery Actions 589 <Unspecified = 0/3 E
w
o ES Clients Have Incorrect Clock Time 15 Moderate 0s3
3 | BES Relays have Incorrect Clocks 119 Low 0/3
3
~ |JBES Server is Using a Mon-Default Port That May Cause B.. 198 Critical 0s3 -
i | i | b i
Fixlet: BES Client Setting: Fix Service Recovery Actions = O
&7 Take Action~ | (7 Edit [[* Copy |1 Export | /7 Hide Locally J/* Hide Globally | 3¢ Rermove

Description | Details | Applicable Computers (0) | Action History (0] |

Description

This task will identify machines where the BES Client Service is not
configured to recover automatically in the event that the service
crashes. It will configure the service to restart automatically on the first
and second failure, but to take no action on subsequent failures.

m

® Click here to deploy this action. -
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Deleting Domains

A Domain can be deleted once it is created by deleting all of its constituent sites. In the Domain Panel, find the
icon for the collection of sites.

ESEEES)

-
0 BigFix Enterprise Console

File Edit View Go Tools Help

<gal Back v B Forward ~ | ® Show Hidden Content !—ﬁ Show Non-Relevant Cuntent” # ¥ Refresh Console

Systemn Lifecycle Management <« External Site: Power Management QA i)

E li
Content Filters = ’ Save Changes ’ Discard Changes 4{1" Gaﬁ}ﬁ{ Remove
a 2] Software Distribution (1) i
# Windows Software Distributic Details | Computer Subscriptions | Operator Permissions|

@ Windows Software Distributic

i 2 Power Management (49)
Genel Coten R ———

=1 SLM Deomain Overview
I @ All Fixlets and Tasks (34)
) Custom Filters
& ) Custom Content

m

Type External Content Site

Current Version 21

' § scim e e
| @ Analyses (3) P g G
[ Baselines (0) Publisher BigFix, Inc.
@ Computers (0] | 4
. ay=4=1a—m=ined=1= k0 \_nJ
‘E‘ -
s ._E:tes @ Subscription
| a 7 Bdernal (1)
[
4 51 Power Management QA Mo clients are subscribed to this site, but BES will continue to
> [y Fixets and Tasks (34) maintain an up-to-date version of the site in the database.
1
5 All Content

@ Patch Management
| el *
Y

s E_3 = I ————— S

Open up the site icon, and navigate to External sites. Double click each site in turn and use the Remove button
at the top of the Work Area to delete all of the sites that exist there. Do the same for any Internal sites. The
Domain should disappear at that point.
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Actions
Introducing Actions

Actions represent the core functionality of the BigFix system. Fixlet messages, Tasks, and Baselines depend on
Actions to execute their remediation mission.

Actions are typically scripts that can customize a specific solution for each BigFix Client, using the power of
Relevance expressions. Although the Relevance language itself can't alter a Client, it can be used to direct
Actions in a way that parallels the original trigger. For instance, a Fixlet might use the Relevance language to
inspect a file in the system folder. Using a similar Relevance clause, the Action can then target that same file
without knowing explicitly where that folder resides. This allows the Action author (and issuer) to concentrate on
the issue at hand without worrying about the vagaries of each individual computer system.

You can inspect an Action script before you execute it by looking at the Details tab of Fixlet messages and
Tasks.

Fixlet: Version of Dbmslpen.dll May Cause Handle Leak on BES Client/Server Co... = [

&7 Take Action~ | .~ Edit Copy |5 Export | Hide Locally Hide Globally #

-

Description | Details |Applicable Computers (1) | Action History [CI]|

-

Action1
Script Type BigFix Actiom Script

regset "[HKEY_LGCEL_HECHINE\SDFTWERERHic
rosoft\M550LServer\Client]" "SharedMemor
yon"=dword: 00000000

Success Criteria

This action will be considered successful when the
applicability relevance evaluates to false.

m

Link2
Script Type URL
http://msdn.microsoft.com/library/defaul

t.asp?url=/librarv/en-
us/adminsgl/ad 1 client 7v03.asp

You can also write your own custom Action scripts. For more information, see the BigFix Action Language
Reference.

Operator's Guide 44 © 2010 by BigFix, Inc.



BigFix Console

Viewing Actions
To view information about an Action, click the desired Action from any Action List Panel.

Action: Change Multiple Settings = O

B Stop [} Restart | =2 Export | ¥ Rermove

Summary | Computers (1) | Target |

>

100.00% Completed (1 of 1 applicable computers)

Status Count  Percentage

Completed 1 100.00%

Behavior

Messages
Mo user interface will be shown before running this action.
Mo message will be shown while running this action.

At the top is a toolbar with four icons.

Stop: Click this button to halt the deployment of the Action.
Restart: Once stopped, you can click this button to restart it.

e Export: Click this button to save a copy of this Action, which you can then hand-edit and import as a
custom Action.

e Remove: Delete this Action from the database. This button is available for any stopped Action.

In the bottom panel, there are three tabbed dialogs.

=  Summary: This tab summarizes the Action, with sections on the status of the Action and the progress
of the download. There is information on the behavior of the Action, including users, execution options
and post Actions. You can also view the actual relevance clause and the text of the Action script. At the
bottom of this dialog is a text box where you can insert a comment that will attach to this Action.

= Computers: This tab shows you the computers that are reporting in for this Action. If the Action was
originally targeted to specific computers, then a result will be shown for each targeted computer.
However, if the Action was originally targeted by properties, only computers that respond are displayed,
and the tab is labeled Reported Computers.

» Target: This tab lets you look at the set of computers that were targeted for this Action.
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Deploying the Action

At the heart of the BigFix system is the ability to deploy Actions to fix one or many computers. Actions are
scripts that direct the application of updates, registry changes and other remediation to BigFix Clients. Fixlet
messages, Tasks and Baselines all have attached Actions that you can target to any of the computers in your
BigFix network. Here's how:

1. Open a relevant Fixlet or Task from the List Panel by clicking it. Make sure the Description tab is

selected.
12} BigFix Enterprize Console =Nl _*
File Edit WView Go Took Help
‘% Back = ® Forward = | & Show Hidden Content ¥ Show Mon-Relevant Content | ¥ Refresh Console
All Cons <« Fixlets and Tasks |Sr=a|:h Fislets and Tacks Pl | =|
w *! Mame Snmus'mait],r Site Applicable Ce i
! Mi“m Administrative Login Meeded Important BES Support 2/3 ~
B Computers (3) | Wersion of Dbmslpcn.dll May Cause Handle Le... Important BES Support 1/3
':a ¥ Restart Meeded - Mot Triggered by Aetion Moderate BES Support 2/3
@ Computer Groups (4)
% Analyses ) Restart Meeded Moderate BES Support /3
= Console Opertors (5) TROUBLESHOOTING: Restart the BES Client¥g... Low BES Support 3/3 I
2 B Stes 021 e ——teee ettt — I 2 i
. {5 Custom (1) d T
» IEh External (11)
4 & Wizards
# BigFix Asset Discovery Nma
# File Pre-Cache Wizard
/" Location Property Wizard -
# Mcafee On-Dernand Scan | Description
4 Microsoft Office Source Co st
#' Microsoft Rellback Task Wi The listed computers have a version of dbmslpcn.dll that may
# Windows Defender Update cause the BES Cliant, FillDB, and/or GatherDB Services to leak
+  Windows Registry Wizard handles. To resolve this issue, use the action below to sat a
7' Windows Software Distribu registry key value and disable the "Shared Memory Net-Library'
4 £ Dashboards for SQL Server client.
_.|| Chent Manager for Endpoir =
] N Important Note: There have been reports of 1ssues causad =
A ——— £ by disabling the 'Shared Memory Net-Lbrary' setting. In
+) All Content particular, the firewall sarvice may no longer start on computers
running IS4 Server 2004. Please take extra caution to quaklify
w BigFix Management this setting change in a test environment prior to use In a
production environment.
W Endpoint Protection
.I. Patch Management Actions
{1} Security Configuration ¢ the ‘Shared Memory Net-Library’
@ Systems Lifecyche ® Click here for more information from Microseft on how to configure SQL
Senser Chent Met-Libraries manually.
' -

Waiting for server to begen gather of D55 Software Asset Managen I;

Read the description carefully.

2. Click on the Details tab and research the Action. Examine the Relevance section and the Action script
itself.

3. From the Description tab, click the link or button corresponding to the Fixlet Action. The Take Action
dialog box will appear.
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Mame: Missing Office Web Components - BES Console - OWC 2003 Create in domain: [AI Content v]

Preset; [Dd-.l‘t v] 7 Show only personal presets . Save Preset.. | Delete Preset...

| Target | Execution  Users | Messages | Offer | Post-Action | Applicability | Success Critena | Action Scnpt |

Constraints
[ [Starks onl 5/ 5/3010 at 50501 PM :
[ Ends en S/ 7m0 @ at 5:0501 PM o chient lacal tirme
[ Run between 1:00:00 AM S and | 2:59:00 AM © chent local time
[ Fun only on E Mon || Tue |[Wed |[Tha [ Fri E client local time
[ Fum onty when Active Directory Fath - matches -

Behavior
[T On failure, retry 3 S times

& Wait _1 hour - |

€ Wait until computer has rebooted
[~ Reapply this sction

{8 whenever it becomes relevant again

" while relevant, waiting .'|_I, minutes

¥ Limitte |3 = reapplications

[ Start client downloads before constraints are satisfied

[ Stagger action start times over 5 minutes to reduce network load

It will list the name of the action at the top.

4. Inthe Preset pull-down, you can accept the default setting or select Policy to establish an open-ended
Action with no expiration date.

5. If you wish, you can fine-tune the list of targeted computers using the Target tab.

Target | Execution | Users | Messages | Offer | Post-Action | Pre-Execution Action Script | Post-Execution Action Script | Applicability |

Target:
@ Specific computers selected in the list below
D) All computers with the property values selected in the tree below
() The computers specified in the list of narmes below (one per ling)

4 59 Sebected Computers (3] Computer N... 05 CPU Last Report Ti. Locked  BES Relay Sele...
(=] “3’2::‘“"‘“"““”“‘-' TESTING  Win76176.. 1000 MHzAM.. 58/201032%. Mo r——
4 ﬁ: m:r:al e (2) RACIRINAA, WinXP Med... 3400 MHz Pen...  S/E/200010:31.. Mo Manual
aroue Y miGboG WinVista6... 3000 MHz Cor..  5/8/2000 315%.. Mo Manual
& Ggroup (2)
&= M group (1)
R Win group (3)
1 m ] » 4 i v

Use the computer tree in the left panel to filter the list in the right panel.
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6. Create an optional message that will show up on BigFix Client computers using the Messages tab.

7. Set the various scheduling constraints and behaviors with the Execution tab. Use the other tabs in this
interface to further modify the Action settings.

8. Any BigFix Operator with Custom Authoring permissions can modify the Action Script as well.

9. Click the OK button at the bottom of the Take Action dialog box. You will be asked for password

authentication.
10. Enter the authentication password and click OK.

The action will be propagated to all the computers targeted in the Take Action dialog. Once the action has
executed and the targeted computers are fixed, those computers should no longer report this Fixlet message as
relevant.

Monitoring Actions

When you decide to take a proposed Action you have several deployment options. For example, you might
schedule the Action to take place unattended after midnight or to take place explicitly with user involvement
during the day.

After Actions have been scheduled, the BigFix Server attempts to signal individual computers that Actions are
waiting for them. Ideally, the BigFix Client gathers the Action information from the Action site and carries it out
immediately. More typically however, some computers are powered off and others are mobile and undocked at
the time of the deployment. As soon as these computers are powered on or docked to the network, the
remedial Actions will be applied to them as well.

To monitor a deployed Action:

e Click the Actions icon in the Domain Panel navigation tree.

() BigFix Enterprise Console o= S
File  Edst Wiew Go Took HI:JP
= Back = B Forwerd = | & Show Hidden Content ") Show Mon-Relevant Content | o Refresh Console
All Content &« Actions [search Actions o B
=|l'. Fislets and Tasks (44) = | Time lssued” Sate % Complete Name 2
— re— 5/6/2000 9:50:20 AM Expired 30003 (11 Missing Office Web C|E
> ? Actions (3] = e =
5/6/2000 1:14:43 PM Stcppﬁ; 0% (141 Change Multiple Setti 8
SETEREDE A10/2010 4:31: % (1 -
:ﬁ Enmpu'r!r Grcup’. ) SA00M010 4:31:33 I?_M ﬂpm 100,004 |:1_'1] Windows Firewall 1z B 1
& Analyses &) . = :
% Console Operatars (3) Bction: Windows Firewall 15 BIc{Hng BES Traffic - Windows Vista / Windows 20... = D
4 B Sites (17) pi .
= b Resta T Remioy
i Custom (1) i Stop i Expont | .
b By Extemal (11) Summary | Computers (1) | Target
4 = Wizards ¥ -
# "r F :
« § All Content
@; BigFix Management 100.00% Fixed (1 of 1 applicable computers)
' P — Status Count Percentage
& Fixad 1 100.00%
oy Fatch Management
aw |l .
i
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If you haven't yet deployed an Action or all Actions have completed, this list will be empty. Otherwise,
click any Action to view its status, whether it is evaluating, waiting, running, fixed or failed. You can,
among other things, add comments to the Action, either for yourself or other operators.

The Actions may go through several states as they are collected, evaluated and run by the clients. These states
include:

Running: The Action is currently executing.

Evaluating: The Action is still evaluating its relevance.

Failed: The Action has failed to execute properly.

Cancelled: The user has cancelled the Action.

Download Failed: The Action failed to complete the download.

Locked: The computer is locked and can't execute the action.

Offers Disabled: Offers cannot be presented on the specified client, so the Action will never run.
Waiting: The Action is waiting on a user response.

Pending Downloads: The Action is waiting on downloads.

Pending Restart: The Action is waiting for a restart from the Client computer.
Pending Message: The Action is waiting for the user to accept the Action message.
Pending Login: The Action is waiting for the user to login for a user-assisted Action.
Pending Offer Acceptance: The Action is waiting for the user to accept the offer.
Constrained: The Action has been constrained by a Relevance statement set in the Execution tab of
the Take Action Dialog.

Expired: The Action has passed its expiration date.

Postponed: The Action has been postponed by the Client.

Invalid Signature: The Action can't run due to an invalid signature.

Not Relevant: The Action is not relevant on this Client.

Not Reported: The Action has not reported its success or failure.

Error: The Action has resulted in an error.

Fixed: The Action has completed, resolving the issue.
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Stopping an Action

Should you ever find it necessary to stop execution of an action that has already been deployed but hasn't

expired yet, follow these steps:

1. Click onthe Actions icon in the Domain Panel navigation tree. This will bring up a List Panel of all
current and previous actions. You can filter or sort them by State or Time Issued to help you find the
action you wish to stop.

2. Right-click the action and choose Stop Action from the pop-up menu.

Actions Search Actions P| E

Time Issued State % Complete Marne

5/6/2010 9:50:20 AM Expired 100.00% (1/1) Missing Office Web Components - BE

5/6/20101:14:43 PM Open ey Flemmee BAli-le Settings

5/10/2010 4:31:33 PM Open EE= is Blocking BES Traf
Copy Text

Copy Text with Headers

Select All

Open Source Fixlet Message

Info...

Delete Action b

Alternatively, select Stop Action from the Edit menu or click the Action and from the Work Area toolbar

click the Stop button.
3. You will need to enter your password to confirm

the Action halt.

This will remove the action from the BigFix Server, which — subject to details of a given computer's network
connectivity and gather frequency — will quickly terminate the action on each computer in your BigFix network.

If you want to modify an action that has been deployed but hasn't finished running, you must first stop the action
as described here and then start a new action with the desired characteristics. There is no way to modify the
targeting or scheduling of an action once the deployment is initiated.
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Restarting an Action

If you have stopped an action before it finished, you can start it up again with this command:

e Select Restart Action from the Edit menu. Alternatively, you can select the same command from the
right-click context menu, or select the Restart button from the open Action in the Work Area below.

Actions Search Actions ,D| -
Time Issued State % Complete Marne
5/6/2010 2:50:20 AM Expired 100.00% (1) Missing Office Web Comp
5/6/2010 1:14:43 PM Stoppe ATt = Mt Cettings
5/10/2010 4:31:33 PM Open EEE s Blockil
Copy Text
Copy Text with Headers
Select All

Open Source Fixlet Message

Show Action Info...

4|

This will place the action back on the server, which will then begin to target the action to the relevant machines.
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Commenting on Actions

You can attach a comment to Actions that other operators can read.

1. Select the Actions icon in the Domain Panel navigation tree and choose one of the categories in the
drop-down to narrow down your list.

2. Select an Action from the list on the right by clicking it.

3. Click on the Summary tab.

Action: Windows Firewall is Blocking BES Traffic - Windows Vista / Windows 2008 / Win... 2 O

B Stop [} Restart | == Export | M Rermove

Surmmary | Computers (1) | Target |

e

Comment Console Operator  Time Entered

Mo comments.

Add Comment

4 [ |

Scroll to the bottom of the dialog to the Comments section.
4. Type your comment into the text box and click the Add Comment Button.

Your comment will be name- and time-stamped for other operators to view it. As well as with Actions, you can
attach comments to Fixlets, Tasks, Computers and Analyses.

Default Actions

Many Fixlet messages (but not all) have a default Action. Such a message can have its Action execute
automatically, simplifying the interface:

e Right-click a Fixlet, Task or Baseline object and choose Take Default Action from the pop-up menu.
Or click and select Edit > Take Default Action. (This option is only available when the chosen Fixlet or
Task has a default action).

Often, a suite of related Fixlet messages becomes relevant all at once. If they each have default actions, you
can apply all of them as a Multiple Action Group. This is a powerful technique that allows you to fix multiple
vulnerabilities across multiple machines with a couple of mouse-clicks. As with all power tools, you should
exercise caution. Here's how to automate multiple Action deployments:

1. Select (using shift- or ctrl-click) the set of Fixlet messages you want to group.
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2. Right-click one of the highlighted Fixlet messages and choose Take Default Action from the pop-up
menu.

3. From the dialog that pops up, you can refine the targeting of the actions, set an onscreen message,
modify the deployment schedule and more.

4. Typically, if any Action in a group fails, the other Actions are stopped as well. If you want to continue
with the other Actions anyway, then check the box labeled Run all member actions of action group
regardless of errors from the Execution tab.

5. Click OK to execute the default action(s).

Custom Actions

You can create custom actions to fix problems or address issues across your network that are not covered by
the standard content. Although the process is simple to describe, there are a large range of actions and
targeting techniques at your disposal. To create a custom action:

1. Log on to the BigFix Console as an Operator with Custom Content permissions.
2. Select Tools > Take Custom Action.
3. The Take Action dialog pops up. At the top is a place to provide a Name for your custom action.

...............

-
ﬁ' Take Action =

' EL T rnislpendl] Bay Cause Handle Leak on BES ChentyServer Components BT CFLT LT ET S Tal, 10 -
Preset: | Defauht 'l Show only personal presets

Target Em:«:utlonl Users | Messages | Offer | Past-Action | -ﬂ-ppllnhllrtyl success Lritena | Action Scoript

Tﬂr\g et
@ Specific computers selected in the list below
Al eamputers with the property values selected in the tree belaw

The computers specified in the list of names below [one per ling)

3 Applicable Computers (1] Computer Na... 05 CPU Last Report Ti...  Lockd

[ ok | Cancel

This field can be sorted and filtered, so a good naming convention will let you get the most out of your
lists and reports.

4. Under the Name field is a pull-down menu that allows you pick a Preset customized action, saving you
time and ensuring accuracy. You can also save your current input as a preset for later use. There are
two built-in presets: Default and Policy. Normally, you will select Default, but if you wish to create an
Action that has no expiration date, select Policy. The Preset interface includes the following fields and
buttons:

» Preset: Select a preset from the pull-down menu.

» Show only personal presets: Filter the list of presets to just your personal ones.

» Save Preset: Save the current set of action options for later use. This button isn't active until
you make a change to one of the options somewhere in this dialog. When you click this button,
a dialog pops up prompting you for the name of your preset. A check box below that lets you
save it as a public or private preset.

» Delete Preset: Removes this preset from the selectable list. It brings up a confirmation dialog
allowing you to cancel this command.
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5. Under the Presets, there are several tabbed dialogs:

Target: Select the targets from the provided list, or use properties or a specific list of computers
to target the action.

Execution: Lets you constrain the execution schedule and allows you to specify the retry
behavior for execution and failure.

Users: Lets you run an Action based on user presence. You can also expose specific users or
groups of users to a Client User Interface.

Messages: Lets you provide a message to precede and accompany the Action.

Offer: Allows you to advertise the existence of programs or patches that your networked BigFix
Clients can opt into. This grants extra control to your users to customize their setup.
Post-Action: Describe what actions need to be done to complete the action, including restarts
or shutdowns.

Applicability: This tab allows you to modify the original relevance clause.

Success Criteria: This tab allows you to determine what constitutes a successful outcome for
the action.

Action Script: This tab allows you to create an action script.

6. Click on the Action Script tab and type in an action script. For more information on the Action Script
dialog, refer to the BigFix Action Guide.

7. Click on the Applicability tab if you would like to fine-tune the targeting of your action script. For more
information about the Relevance language, see the BigFix Relevance Language Reference and the
BigFix Inspector Guides.

8. Click on the Users, Messages, Execution or Post-Action tabs to further customize your action.

9. When you are ready to deploy your custom action, click OK.

10. Your custom action will be distributed to all the computers that have been selected or targeted. The
actions will be applied using whatever execution constraints and schedules you've specified.
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Making an Offer

You can offer your BigFix Clients a set of downloads or other actions that they can select at their own discretion
(also referred to as self-provisioning). These offerings are delivered as a type of Custom Action, so they include
all the targeting and scheduling you would expect from a typical Action. To advertise such an offer, follow these
steps:

1. Select Tools > Take Custom Action.
2. The Take Action dialog pops up. Click on the Offer tab.

- 5 T —— P—— . — - i [ X I
47 Take Action il : e ; %& e
Mame:  Custom Action Create in domain: .NI Content .
Preset:  [Customn] Default -] Show only personal presets Delete Preset

Target |£xu:utinn | Users | Mma-gu. Offer  Past-Action |F~.p|1lic,lb|l'rw | success Critena | Action Sonipt

An action that is made into an 'Offer” becomes available in the list of offers in the client Ul on applicable machines. Users can browse through
the list of available offers and apply those that they are interested in. Offers will only be visible to users selected on the 'Users’ tab and on
miachines where the client Offer U is enabled.

[+ Make this action an offer

Title: Curstomn Action

Categony

i Custom Action

| ® Click here to accept this offer. |

L — T — — - D — - -

At the top of this tabbed dialog is a place to provide a Name for your Action Offering. This field can be
sorted and filtered, so a good naming convention will let you get the most out of your lists and reports.

3. Check the box labeled Make this action an offer. This will make the rest of the dialog editable.

4. Enter a Title for the offering in the text box. This is how your BigFix Clients will first see the offering, so
the title should be aimed at them.

5. Enter a Category for this offering in the text box. This is an extra field for Client bookkeeping purposes.
One company may want offering categories like Installers and Uninstallers; another might want
Applications and Updates.

6. Enter a Description in the appropriate HTML area, outlining the nature of your Offer. As with the other
HTML editors in BigFix, you can change fonts, sizes, styles, numbering, and formatting to customize
the description.
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7. Click on the other tabs in the Take Action dialog to further customize the Action that will advertise your
offering.

8. When you're ready to deploy your Offering, click OK.

9. Your Action Offer will be distributed to all the computers that have been specifically targeted. This
select group of users will then be presented with your Offer and prompted to accept it on their own
schedule.

Client Computers
Introducing Client Computers

Client Computers represent those computers in your network running the BigFix Client. Once the client software
is installed, you have a high level of control over these machines, allowing you to maintain common operating
environments, roll out the latest patches, detect spyware, view and summarize properties, create reports, and
much more.

Client computers can have settings applied to handle a multiplicity of features, including the ability to define and
organize corporate departments. Client computers can be automatically grouped according to these settings or
other computer properties, allowing you to target specialized remediation to distinct domains. Settings are used
to define Relays, bandwidth, idle time, buffers and much more.

The Computers icon in the Domain Panel navigation tree in the main interface lets you quickly stay on top of
your network, with the ability to filter and sort large numbers of computers by dozens of properties.

The Visualization Tool allow you to quickly monitor large, globally distributed networks, so you can follow
remediation deployments and compliance, corporate-wide. Web Reports allow operators with access to a
browser to view audit trails and generate listings and graphical reports with just a few mouse-clicks.
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Monitoring Computer Status

Although BES is primarily a preventive maintenance tool, it can also be used to analyze the computers in your
network. Using the BigFix Relevance Language, you can query any BigFix Client and get a real-time response.
This can be invaluable for analyzing trends and potential problem areas on your network. To view the
computers on your network, sorted and filtered by various properties, follow these steps:

1. Select the Computers icon in the Domain Panel navigation tree. Your networked BES Client computers
appear in the List Panel, ready to be sorted and filtered by various properties.

2. Click on By Retrieved Properties (in the navigation tree under the Computers icon) and open up
folders to filter the list.

4 ﬁj Computers (3]
4 [] By Retrieved Properties
+ 2] By Computer Name
4 & ByOs
. [l Win7 61,7600 (1)
. £33 WinVista 6.0.6002 (1)
» 3 WinXP Media Center Edit
. £ ByCPU
- E2] By Last Report Time
+ 2] By Locked
+ 2] By BES Relay Selection Meth
- ) By Relay
- 2] By User Name
- 2] By RAM
» 2] By Free Space on System Driv
- 2] By Total Size of System Drive
- 2] By Subnet Address

» £ By Group

Click on the desired column headers (in the resulting List Panel) to sort the list. Click again to reverse
the sort order.
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The folder names and column headers represent important, continuously updated properties of your networked
computers, called retrieved properties. To view the Relevance Expressions that define the column headers:

1.

2.

Select Manage Properties from the Tools menu. A dialog pops up, initially listing the default properties
that come predefined by BigFix, such as OS, CPU, Computer Name and so on.

Click on a retrieved property. In the text box underneath, you can view the Relevance Expressions that
are used to define this column.

J-' Mansge Properties L | i
a 3 Al Properties (214) Marme r Bctivated Site = | Add Mew
é :” :_“'9“"?" Active Directory Path Globally Reserved
4 ¥ ;:5 o qaq DESRelay Selection Method  Globally Fleserved
L et BTy i
- '“m_'":' % Bes Relay Service Installed Glhobally Reserved e
BES Support (44) | Make Custom Copy
Client Manager for Endpe BES Root Server Globally Reserved |
Master .ﬁ-:tiu:-?'l Site (7) Clent Administrators Globally Reserved | Export...
Master Operator Site (1) Client Settings Glebally Resened ;
Patches for Windows (Eng —ompLter Name Glabally Reserved
Predefined (5] "l epu Globalhy Fesensed
J=' Reserved (20) Distance to BES Relay Globally Reserved
E5 By Anabysis DS Name Globally Resenved
IP Address Glabally Reserved i
; = " _ - - . .
i Mame fa=11]
f| Relevance: [significant digits 2 of (speed of main processor F mhz)) as string & ™ MHz " &

family name of main processor &3 string

Evaluate every Every Reg

0K Cancel

. 4

For example, the column heading CPU is generated by the following Relevance Expression:

(significant digits 2 of (speed of main processor / mhz)) as string & "Mhz" & family name of main
processor...

That is, CPU is a concatenation of relevance expressions and strings that will produce an output like:

2800 Mhz Pentium 4

Each property has an evaluation period. The shorter the period, the more often the client will evaluate it.
That makes the Console more up-to-date, but it may impact client performance. Make sure long periods
are allocated to time-consuming or slowly changing Relevance evaluations.

You can quickly select which properties to display by right-clicking the column headers of any Computer List
Panel. A pop-up menu is displayed that allows you to simply check or uncheck the properties you want to
display. Notice that when you delete a property from the headers, it also disappears from the navigation tree
under the Computers tab.
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Grouping Computers

BES Console allows you to group your computers so that you can target them more efficiently. You might want
to group your development computers, for instance, to make sure you don't interfere with certain legacy
software projects. There are several ways to group computers, but the two most common techniques are
Manual Grouping and Automatic Grouping. Manual groups are static, but automatic groups can change
dynamically, depending on the current values of the inclusion properties.

Once grouped, you have provided yourself with a simple way to filter and separate your networked computers.
Open the Computers icon in the Domain Panel navigation tree and select the folder named By Group. Then
you can select the group or groups you want to list. Alternatively, you can click the Computer Groups icon and
select groups under that icon as well.

Whenever a list of computers is presented, you should find the By Group folder/filter. For instance, when you
click an Action button in a Fixlet or Task, you will see the Relevant Computers icon, listing just those
computers that are affected by the selected Fixlet. Open the By Group folder to narrow the list of computers
down to just the selected group(s).

NOTE: A computer can belong to more than one group.
Commenting on Computers

You can attach a comment to a BigFix Client Computer that other operators can read.

1. Select the Computers icon in the Domain Panel navigation tree and open it if you wish to choose one
of the Computer subcategories to narrow down your list.

2. Select a computer from the List Panel on the right by clicking it.

3. From the document panel below, select the Summary tab.

4. Scroll to the bottom of the page, type your comment into the text box and click the Add Comment
Button.

Your comment will be name- and time-stamped for other operators to view it. As well as Computers, you can
attach comments to Fixlets, Tasks, Actions and Analyses.

Creating Retrieved Properties

You can collect information from BigFix Clients by defining various retrieved properties. An impressive range
of computer attributes can be monitored as retrieved properties. There are several reasons why you might want
to create some custom retrieved properties of your own:

e Once you create a retrieved property it can be used as a filter in all subsequent computer listings,
allowing you to tame datasets that might otherwise be difficult to visualize.

e Your newly-created properties will be added to the column headers of computer listings, allowing you to
sort on their values.

e Retrieved properties can be used to fine-tune the targeting of Fixlet actions.

e Retrieved properties can also be used and charted in BES Web Reports.
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BigFix ships with a predefined set of retrieved properties which are sufficient to group computers by many
frequently requested criteria. There are times, however, when you may want even more control over how your
BigFix Clients are grouped and sorted.

To create a custom retrieved property, follow these steps:

1. Choose Tools > Manage Properties. The Manage Properties dialog is displayed.

' Manage Properties : ,__-_., :_, . . | (2 ﬁ'
4 ' Al Propesties (197) “  Mame : Activated Site | Add Mew
- :: ;_‘“5‘”’" BES Client Download Throttli.. Mot Activated  BES Support
= ,'“*I_ £| BES Client Dynamic Downloa.. Mot Activated  BES Support
e ”r';"?_f"" BES Relay Download Throttiing  Not Activated  BES Suppart lm
F " 4 ) " L L] ustom DF:,'
[ Bandwidth Theottling Status (8) BES Relay Dynamic Downloa... Mot Activated BES Support
[ BES Client Helper Service (5) BES Relay Total Outbound Dy... Mot Activated BES Support l Expaort...

BES Client Logging Service Vers BE5 Relay Total Outbound Th.., Not Activated BES Support
BES Component Versions (5] BES Server Total Qutbound D..  Not Activated BES Support
BES Health Checks Analysis (8) BES Server Total Outbound T... Mot Activated BES Support
BE5 Management Rights (2]
BES Relay Cache Infarmation (4
BES Relay Status (5]

Fi i ¥ Fl i ¥
Marne BES Client Download Throttling
Relevance: if (exiscs sspeing " BESClienc Download LimicBycesPerSecond™ whose (exisca

velue of it} of clien f ssrcing
st

BESClient Download LimicByceaPerSecond™ of clisenc a&ls& "naot sec™

Evaluate every Every Report

L
| 0K ] Cancel

., 4

You can filter the properties by using the left filter panel to select a subset of the properties to view on
the right.

2. If you can't find what you want in this list, create a new property: click Add New, type in the name of
your new retrieved property and create a Relevance Expression to evaluate. This can access hardware
characteristics, registry entries and even data in specific files on the client computers. After you define
the new property, the BigFix Clients will automatically compute the value of the corresponding
relevance expression and return it to the BigFix Database.

3. Click the OK button.

Note: Some of these properties are aimed at specific operating systems and will return a blank string for other
operating systems. If more than one result is retrieved for a property, the entire list is retrieved.

Creating Client Dashboards

You can create custom Client Dashboards, similar to those in the BigFix Console. Dashboards are HTML files
with embedded Relevance clauses that can analyze the local computer and print out the current results. BigFix
Clients with a dashboard have an extra tab to display the resulting report.
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To create a Client Dashboard, you must create a new folder named __UISupport (note the leading underlines)
in the _ BESData folder. This is a subfolder of the BigFix Client folder, so the final pathname looks like:

Program Files/BigFix Enterprise/BES Client/__BESData/__UISupport

Place the Dashboard file (named _dashboard.html) and any accompanying graphics files into this folder. The
next time the Client starts up, it will incorporate these files into its interface, adding a tab labeled Dashboard.
When the user clicks on this tab, the Dashboard will calculate the latest values of each Relevance clause and
display them.

The Relevance statements are embedded in the HTML inside special tags with the form:

<?relevance statement ?>

For instance, to find and print the time, use the following:

<?relevance now 2>

When the BES Client displays the page containing this statement, the BES Client evaluates the Relevance
clause “now” and substitutes the value for the tag. The following sample HTML prints out the word “Date:” and
then the current date and time:

<html>
<body>
Date: <?relevance now ?>
</body>
</html>

To allow the user to refresh the Relevance evaluation, add this line to the file:

<html>
<body>
Date: <?relevance now ?>
<A
href="cid:load?page=_dashboard.html">Refresh</A>
</body>
</html>

This link, labeled Refresh, causes the page to reload. When it does, it reevaluates the relevance clauses. It is
easy to see how you would add other Relevance expressions to this page. For instance, to print out the OS and
the computer name, add these two lines:

<html>
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<body>

Date: <?relevance now ?>

Operating System: <?relevance name of operating system
?>

Computer Name: <?relevance computer name ?>

<A href="cid:load?page=_dashboard.html"> Refresh </A>
</body>
</html>

You can use style sheets to format the output. You can even use the default style-sheet, offer.css for some
preset formatting. Here is an example of a Dashboard with a title, a header, a refresh link and a section of
retrieved property values:

<html>
<head>
<link type="text/css" rel="stylesheet" ref="offer.css"></link>
<title>BigFix Dashboard Example</title>
</head>
<body>
<div class="header">
<div class="headerTitle">
<font size="6"><?relevance computer name ?></font></div>
<div class="headerCategory">
<font size="1">(Last updated: <?relevance now 2>)</font><BR>
<diwv>
<font size="1"><a
href="cid:load?page=_ dashboard.html">Refresh</a></font>
</div>
</div>
</div>
<div class="section">
<div class="sectionHeader">Computer Information</div>
<div class="subsection">
<table>
<tr><td valign="top"> 0S: </td>
<td><?relevance operating system ?></td></tr>
<tr><td valign="top"> RAM: </td>
<td><?relevance (size of ram) /1048576 ?> MB</td></tr>
<tr><td valign="top"> DNS Name: </td>
<td><?relevance dns name °?></td></tr>
</table>
</div>
</div>
</body>
</html>
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This dashboard file produces an output like the following:

( ¥ Bighix SupportCenter
File Edit Help

Offers | Progress

TOKYO-FIN76

{Last updated: Mon, 11 Jun 2007 22:48:18 -0400)

Computer Information

05: WinXP Media Center Edition. 2600
RAM: 1022 MB
DNS Name: tokyo-fin76

To learn more about Relevance expressions, see the BigFix Relevance Language Reference.
Locking Computers

You can change the locked status of any BigFix Client in the network. This lets you exclude specific
computers or groups of computers from the effects of Fixlet actions. This could be useful, for instance, if you
want to insulate certain development computers from any changes or updates. It also provides a powerful
technique for testing new Fixlet actions on a limited set of unlocked computers, while keeping the rest of the
network locked down. Client computers can be locked forever (until explicitly unlocked) or for a defined period
of time.

Changes are made to the locked status of a BigFix Client by sending an action. As a consequence, the BigFix
Console operator must supply proper authentication in order to lock or unlock any computer. Even though a
BigFix Client is locked, there is still a subset of actions that can be accepted by the client. These include clock
changes and unlock actions as well as actions from the BigFix Support site.

In order to lock or unlock a computer, follow these steps:

1. Click onthe Computers icon in the Domain Panel navigation tree to bring up the List Panel of
networked BigFix Client computers.
2. Select the computer(s) that you wish to lock.
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3. Right-click and select Edit Computer Settings from the pop-up menu. (Or select Edit Computer
Settings from the Edit menu). The Edit Setting dialog appears.

Edit Settings for Computer "MOMMA® — o
-
Locked
& Assign BES Relays Manually
Primary BES Relay: Bdain BES Server
Secondary BES Relay: bain BES Server
| Custom Settings:

Name ” Value Site Add
_BESClient_ArchiveMana... CAWINDOWS\ternp\nmap\nmap®.ml Local
_BESClient_ArchiveMana... G04800 Local
_BESClient_ArchrveMana... 0f26b320195f3d2a48EddM0ET T Secfeecd5clb... Local
_BESClient_ArchiveMana... 4194304 Local

BESClient_ArchiveMana.. 1 Local
_BESClient_Dewnload_Li.. 1000000 Local
_BESClient_LastShutdow... Senice manager shutdown request Local
_BESClient_Pause¥hile Tue, 08 Jul 2008 16:23:04 D400 Local

BESClient_RelaySelect F... Local
_BESClient_RelaySelect T... Local
_BESClient_Resowrce_Tra.. 100 Local |
_BESClient_Resource_Tra... 600 Local

_BESClient_UploadMana...  C\Program Filesh,BigFix Erterprise\BES Clie...  Local -

F) v ] I

Mare Options.., | QK | | Cancel

4. The Edit Settings dialog pops up. Click the checkbox to either lock or unlock the computer.

Although the Console doesn't provide an explicit interface for setting an expiration date on the lock, you can
create a custom Action to do so. For more information, see the BigFix Action Guide.

Removing Computers

This feature allows you to remove computers which you believe are no longer reporting to BigFix, such as
decommissioned computers. When you remove a computer from the database, you do not need to uninstall or
unsubscribe the client. Should the client get reactivated and report back to the Console, the computer will
reappear in the database with its old information intact. Until then, the client will simply not be listed in the
BigFix Console.

To remove a computer from the BigFix database, follow this procedure:

1. Click the Computers icon in the Domain Panel navigation tree to bring up a list of BigFix Clients in the
List Panel.

2. Right-click a Computer in the list and select Remove from Database from the context menu (or select
Remove from the Edit menu).

3. Confirm the removal in the subsequent dialog.

This computer will no longer be visible in the BigFix Console unless reactivated by the BigFix Client itself.
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Computer Groups
Introducing Computer Groups

Grouping your BigFix Client computers can simplify the maintenance of large networks. There are many ways
to group computers, from simple manual selection to more flexible automatic grouping.

A simple grouping technique is to manually select members of a group from the listing in the Computers List
Panel. For a quick look at a manual selection, click View as Group from the right-click context menu. This will
bring up an Ad-Hoc Computer Group document in the Work Area where you can quickly analyze various
properties of the group. Ad-hoc groups are temporary, but you can create persistent groups by choosing Add to
Manual Group from the same context menu. These techniques are simple, but in a network with many
thousands of computers, they can be tedious.

A more powerful technique is to define criteria for Automatic Grouping. From the Tools menu, select Create
New Automatic Group.

i '
Create Automatic Computer Group lﬁ
Group name:  Tokyo Accounting
Create in site: ’Master Action Site v] Create in domain: ’AII Content v]

Include computers with of the following properties:
’Lu:ucatiu:un v] ’cnntains vl Tokyo E’ E]
’Cu:umputer Mame T] ’cnntains vl au:u:ﬂ E’

| create | [ Cancel |

Here you can define membership in a group based on the values of specific computer properties. You could, for
instance, group computers by IP address ranges, operating systems, applications and thousands of other
criteria using Relevance expressions. Groups created this way have the benefit of automatic enrollment and
expulsion, so that a computer that is repurposed to a different task or department will automatically switch
groups without operator intervention.
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Creating Manual Computer Groups

To Manually create a computer group, follow this procedure:

1. Click the Computers icon in the Domain Panel navigation tree and in the resulting List Panel, shift- and
ctrl-click to select the computers you want group together.

2. Right-click the computers you've chosen and select Add to Manual Group from the pop-up menu.

3. From the Select Manual Computer Group dialog, you can choose to add your selected computers to
an existing group or create a new group for them.

Select Manual Computer Group HQEH]

(7 Add the selected computers to the manual group selected below:

-

Group Mame Computers

external group 2

(@ Add the selected computers to a new manual group named:

()4 i ’ Cancel

Select an existing group or name a hew one and click OK.
4. Enter your password to propagate the new manual group.

This computer group is added under the Computer Group icon in the Domain Panel navigation tree and will
help you subdivide your networked computers down into more reasonably sized chunks.

Operator's Guide 66 © 2010 by BigFix, Inc.



BigFix Console

Creating Automatic Computer Groups

To create a group that will automatically enlist computers, follow this procedure:

1. Click Tools > Create New Automatic Group.
2. From the Create New Automatic Computer Group dialog, enter the name of your group and select
the site and domain you want it to reside in.

' !
Create Automatic Computer Group lﬁ
Group name:  Tokyo Accounting
Create in site: ’Master Action Site v] Create in domain: ’AII Content v]

Include computers with of the following properties:
’Lu:ucatiu:un v] ’cnntains vl Tokyo E’ E]
’Cu:umputer Mame T] ’cnntains vl au:u:ﬂ E’

| create | [ Cancel |

L

3. Enter a property, a relation and a value into the three boxes at the bottom of the dialog. For instance to
create a group that will automatically enlist Windows computers, select OS contains Win. Click the +
button to add new properties that you can AND (include all properties) or OR (include any properties)
together to identify group membership.

4. When you are done, click OK and enter your password to propagate the group settings.

You now have a nhew Automatic Computer Group that will be listed under the Computer Groups icon in the
Domain Panel navigation tree and can be used to subdivide your network into more workable chunks. Unlike
Manual Groups which are statically defined, Automatic Groups will change their population depending on the
evaluation of the group properties.
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Commenting on Computer Groups

You can attach a comment to a Computer Group that other operators can read.

1. Open the Computer Groups icon in the Domain Panel navigation tree and choose one of the
categories under the icon to narrow down your list.

2. Select a computer from the resulting List Panel on the right by clicking it.

3. From the document panel below, select the Description tab.

4. Scroll to the bottom of the page, type your comment into the text box and click the Add Comment
Button.

[ Ldd Comment 'ﬁ ]

Add the fellowing comment to all currently selected iterms:

|. QK | Cancel

Your comment will be name- and time-stamped for other operators to view it. As well as Computer Groups, you
can attach comments to Fixlets, Tasks, Actions and Analyses.

Removing Computer Groups

To remove a computer from BES administration, follow this procedure:

1. Click the Computer Groups icon in the Domain Panel navigation tree.

2. Right-click a Computer Group from the resultant List Panel and select Remove from the context menu
(or select Remove Computer Group from the Edit menu).

3. Provide your password to confirm the deletion.

This computer group will be deleted from the list.
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Operators
Introducing Operators

When you install BES, you will also set up specific personnel to act as Operators. There are three classes of
operator:

e The BES Site Administrator is responsible for installing and maintaining the BES components, as well
as managing the certificates and keys. Only the Administrator can create new users.

e The BES Console Master Operators can assign management rights to other operators.

e The BES Console Operators are the day-to-day managers of their own domains, but they can't assign
management rights.

Often these administrative roles will overlap and one person may be assigned multiple duties.
Assigning Management Rights

In a typical BES deployment, there may be thousands of computers sharing a centralized Fixlet database. If
they are all administered by a single BES Console, there may be an overwhelming amount of information to
view and the response rate may suffer. In addition, most companies wish to limit the actions of various
managers to specific domains or departments. Each department head can be assigned management rights to
his or her own departmental computers. For even larger networks, these departments can be broken down
again. Because different managers can be assigned to overlapping groups of computers, any kind of
configuration is possible. Managers only receive information from their assigned computers, dramatically
improving responsiveness.

Here's how to grant or revoke management rights:

1. Log in to the BES Console as a Master Operator (you must have a properly-authorized user name
created with the BES Administration Tool). If you don't have the proper authorization, you will not be
allowed to edit management rights.
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2. Click on the Console Operators icon in the Domain Panel navigation tree to bring up the List Panel of
all authorized BES Operators. (If you don't have the proper authorization, this icon may not be
available).

File Edit WView Go Tools Help
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) & Custon (1) 2| | sue Ma 5.E Copy Text with Headers
. External (11) ‘Cansale Operatar: don ok
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3. Right-click an operator and select Assign User Management Rights from the pop-up menu. (Or select
Assigh User Management Rights from the Edit menu).

4. From the dialog, you can grant specific management rights to the selected operator. Click the Add
button, which will bring up a computer filter.

Rssign User Management Rights w [

l-'-i Al Computers

This uses has management rights en all computers that have the retrieved property
values shown on the left. This user does NOT have management nghts on any
computers that do MOT have the retneved property values shown on the left.

This user wall automatically be granted managernent rights on (or will have
manag:n'u:ﬂl nghls removed on) any :ompu‘krs that I:I'um?e-h} match {vl;!r to not
match) the retmeved property values shown on the left.

5. Using retrieved properties as a filter, select the desired subset of computers you wish to have
administered by this Console operator, and click OK.

6. You can also revoke management rights using this dialog box. Simply click the Delete button which will
bring up another computer filter. Select the computers you want to remove from this operator's
administration and click OK.

7. Click the OK button to finalize the setting.

Management rights are distributed as Actions, so you will see a brief Action Progress dialog as the new rights
are deployed.
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Monitoring Operators

If you are a Master Operator (you must have a properly authorized user name created with the BES
Administration Tool), you can monitor what other operators are doing and what computers they are authorized
to administer.

Each operator is represented by a Name, Master Operator status and Last Login Time. To view the list of
Console Operators, select the All Content Domain and then click the item labeled Console Operators from
the Domain Panel. In the List Panel on the right, all the current Operators will be listed.

Click any desired operator from the appropriate List Panel to open the Console Operator work area.

) Bighix Enterprize Concoll =) i)
File Edit WView Go Tools Help
‘s Back ~ ®¥ Forward = | % Show Hidden Content ¥ Show Non-Relevant Content | § ¥ Refresh Console
Search Console Operatars F' El
Last Login Time >
. - = don Na 5/8/2010 3:12:17 PM |
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B v ken Na 5/8/2010 3:10:03 PM
L Yesll) By M 2010 3:11:40 PM
« 5 D02 N 10 6:37:16 PM
= Custom El-.l B FUL a L -
E External (11)
# & Wizords . .
P BigFec Asset Discove [ MageiErE s
# File Pre-Cache Wiza Administered Computers (3) . Isswed Actions (0) | Management Rights Assignment
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Waiting for server to begin gather of 055 Software Asset Managen

There are three tabs:

= Administered Computers: This tab presents a list of computers that are currently assigned to the

selected BigFix Console operator.
» |ssued Actions: This tab presents a list of actions that have been issued by the selected BigFix

Console operator.
» Management Rights Assignment: This tab displays the current assignment of rights to this Operator.
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Analyses
Introducing Analyses

Analyses allow the BigFix Operator to view and summarize various properties of BigFix Client computers across
a network. There are several pre-made Analyses supplied by BigFix that examine important aspects of your
networked computers, including their hardware, applications and Server/Relay/Client relationships.

Studying these default Analyses can be instructive when you want to make your own or customize existing
ones. Custom Analyses can help you monitor aspects of your network that are vital to your company's
operation.

The Retrieved Properties that underlie each Analysis are created using Relevance expressions. For instance, to
make sure you have fully deployed the most recent BigFix Client software, you might use an expression such
as version of client. This simple expression will be evaluated on every computer where the analysis is
targeted, allowing you to see explicitly which version of the BigFix Client is running on each computer, or to
view a summary of how many machines are running each version.

Analyses are targeted with yet another Relevance statement -- which may be as simple as TRUE, which would
include all connected Clients. Generally, you'll want to narrow the scope with a Relevance statement such as
name of operating system as lowercase starts with "win", which would limit the Analysis to Windows
computers only.
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Viewing Analyses

To display an Analysis,

1. Click the Analyses icon in the Domain Panel navigation tree.
2. Click an entry in the resulting Analysis List Panel.

The body of the Analysis shows up in the Work Area below the list (click the Description tab if not already
selected).

.ﬂmah'srs: BES Fl-e|a§,- Shatus d D
QL Activate Qg Dasctivate | # Edit 5 Export | Hide Locally Hide Globally | X Femove

Description | Details [ Results | Applicable Computers )

This analysis contains information about the health of the
BES Relay deployment. This information will be useful

in assessing where the BES Relays are set up properly and
whether the BES Clients are comrectly reporting to them.

After activating this analysis, you will see the following
propertias:

« BES Relay Installed Status
« BES Relay Selection Mathod
« BES Client's Parent Relay
= BES Relay's Parent Relay
« Manual Selection Status

® Click hars to deactivate this analysis

® Click hare to read more information about BES Relays.

The Analysis display region has several tabs:

= Description: This is an HTML page providing a description of the analysis.

= Details: This screen provides a property-by-property listing of the chosen analysis, as well as the
Relevance statement that is being used to target the chosen computers. At the bottom is a text box for
entering a comment that will become attached to this analysis.

= Results: This dialog lists the actual results of the analysis, which can be filtered and sorted by the pre-
assigned properties (this tab is only available if the Analysis is activated).

= Applicable Computers: This is a filter/list of all the computers where the selected analysis is
applicable. You can filter the list by selecting items from the folders on the left, and sort the list by
clicking on the column headers.
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Monitoring Analyses

When an analysis is activated, BigFix will add it to the list displayed by the Analyses icon in the Domain Panel
navigation tree. The Analysis List Panel contains entries that can be sorted by the following column headers:

Name: The name assigned to the Analysis by the author.

Status: The activation state of the Analysis.

Site: The name of the site that is generating the relevant Analysis.

Applicable Computer Count: The number of BES Clients in the network currently being analyzed.
Activated By: The name of the Console operator who has activated this analysis.

Time Activated: The date and time the analysis was activated.

As with all the icons in the Domain Panel navigation tree, you can filter this list by opening the Analyses icon
and selecting any of the icons beneath it. Each icon you click will narrow down the list of Analyses on the right.
Then, in the listing area itself, you can sort the Analyses by clicking a column heading.

For example, you might filter the list by opening the Activated Analyses sub-icon, then opening the Activated
By folder and selecting a specific BigFix Operator to see the subset of analyses that have been activated by
that Operator.

Commenting on Analyses

You can attach a comment to an Analysis that other operators can read.

1.

2.
3.

4,

Select the Analyses icon in the Domain Panel navigation tree and choose one of the subcategories
underneath it to narrow down your list.

Select an Analysis from the resultant List Panel on the right by clicking it.

In the Work Area below, select the Details tab. Scroll to the bottom of this dialog to the comments text
box.

Type your comment into the text box and click the Add Comment button.

Your comment will be name- and time-stamped for other operators to view it. As well as Analyses, you can
attach comments to Fixlets, Tasks, Actions and Computers.
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Creating Analyses

Analyses allow you to create and track specified properties of your managed BigFix clients. These properties
can be extracted from any subset of your network, which simplifies the process of managing inventory,
licensing, security and policies. Using Web Reports, you can view a history of each analysis.

Analyses are also the only way for Non Master Operators to create retrieved properties, since they don't have
access to the Manage Properties Dialog.

To create your own custom Analysis follow these steps:

1. Select Tools > Create New Analysis...
2. This brings up the Create Analysis dialog with a text box for entering the name of your new Analysis.

Hame Custorm Anabysis Create in sitec | Master Action Site -r.

Create in domain: E-ﬁ.ll Content -

Description | Properties | Relevance

Description

[ <gnter a dascription of the analysis here=

L

® Click hare to activate this analysis.

| Automatically actrvate this analysis after it is created.

[ ok | | cance

You can use the name for sorting and filtering, so it's worth creating a consistent naming convention to
make your Analyses more accessible. Enter the name and then select the host site and domain for the
Analysis from the drop-down menus at the right. The dialog contains three tabs. Click through each to
define your Analysis:
= Description: In this dialog, you can enter the text that will describe your Analysis. You can
choose from the text editing tools at the top of the text box to create your custom content.
= Properties: Add the retrieved properties that form the core of your Analysis by clicking the Add
Property button, then providing a name and a Relevance expression that will be evaluated to
create the returned property value.
= Relevance: Enter another Relevance expression that will determine which computers will be
selected for this Analysis.

3. Check the box at the bottom of the dialog if you want to automatically activate the Analysis. When
you're satisfied with your Analysis definitions, click OK.

4. Your Analysis needs to be propagated, so you will be prompted for your private key password. Once
you enter it and click OK, your Analysis will be sent to all the BigFix Clients, which will evaluate it for
relevance and report back their status. You will now be able to monitor specific properties of your
networked BigFix Clients from the Console.
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Editing Analyses

To edit an Analysis, follow these steps:

1.

2.

Open the Analyses icon in the Domain Panel navigation tree, and select My Analyses as a filter. In the
resultant List Panel, select the Analysis you want to edit. Note that not all Analyses are editable.

Select Edit > Edit Custom Analysis (or right-click the Analysis and select Edit Custom Analysis from
the pop-up menu).

This brings up the Edit Analysis dialog.

& Edit Analysis o - b e
MNarne: pphcation Usage Tracking Analysis: Adobe Acroba Creake insite: | paster Action Site
_______________ Create in domsin: | All Content -

Description Froperties ] Relevance

| AlB I U i | iE iR | | & | = =

This analysis tracks usage statistics for Adobe Acrobat. View the results in the Application Usage
Information Dashboard

® Click hare to activate this analysis

|o] Bustomatically activate this analysic after it is created,

i ]

Enter the Name of the Analysis and then select the hosting site and domain from the pull-down menus.
Below this, there are three tabs. Click through each to customize your Analysis:
= Description: Enter the description of the Analysis, explaining the properties that are being

analyzed.
= Properties: This is the crux of the Analysis.
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£y Edit Analysis

Mame: Application Usage Tracking Analysis: Adobe Acrobat

Description | Properties :H;almnoe

| Mame

Apphcation Usage: Adobe Acrobat
| Installed Application: Adabe Acrabat
: Apphcation Usage Summarny: Adobe Acrobat

Mame Apphcation Usage: Adobe Acrobat

Relevance: {item & of

Evaluate every |Ew:ry Report = |

[¥] Autematically activate this analyss after it is created,

it * (item 1 of it > 0)) of application usages *

Create in site:

Master Act

::HEEJQ_ \

Create in domain: l.ﬁll Content

Cancel

| Add Property

l Remove Property

crobat.exe"

Click Add Property or choose an existing property and the relevance box becomes editable. If

you are adding an new property, enter its name and relevance to define it. Otherwise, edit the
existing text. The Relevance clause will be evaluated to provide the retrieved property value.

one.

your Analysis.

You can add more properties, or click the Remove Property button to delete the highlighted

Relevance: Here is where you define a Relevance statement to target specific computers for

-,EI Edit Analysis

Mame: Application Usage Tracking Analysis: Adobe Acrobat

Description | Properties  Felevance

This ﬂl’hﬂy‘jl'j will be relevant on the follgwn ng compautens:
All computers
Computers which match the condition below

@ Computers which match all of the relevance clauses below

L

RND exists secting
of it

"} of client AND exists serting

[¥] Automatically activate this analysis after it is created,

.ex2:") of elient

j&" whose (value of it =

_EnablehppUzageSummar

UzageManager EnablefppUsageSummary

"iacr exe:"™ OR value of it a2 lowercase contains "-
existes setcing " B

sageManajer Operatori

Create in site: | )

Create in domain: l.ﬁll Content

Cancel

"1"} of client
Y™ whose (value

Appa™ whoge (value of it contains
inoapp:i:™) of clienc AND
LAppa" whose (value of it

Simply select All computers or enter an expression that will target just a subset of your

networked BigFix Clients.
4. When you are satisfied with your edits, click OK.

5. Your Analysis needs to be propagated, so you will be prompted for your private key password. Once
you enter it and click OK, your edited Analysis will be sent to all the BigFix Clients.
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Hiding Analyses
You can hide an Analysis with the following procedure:

1. From any Analysis List Panel, select the Analysis you want to hide.
2. Right-click the Analysis and select either Globally Hide Analysis or Locally Hide Analysis from the
context menu (or select these same choices from the Edit menu).

The selected Analysis will no longer be displayed in the Analysis list. If you elected to hide the Analysis locally,
it will still be visible to other Console users. If you are a master operator, you can hide an Analysis globally, so it
will also be hidden to all non-master users.

Items that are hidden are still available and you can restore or unhide them at any time. Here's how:

1. Click onthe Show Hidden Content icon in the Console toolbar.
2. Right-click the Analysis you wish to restore and select the appropriate action from the pop-up menu.
You can unhide or switch the hiding scope between global and local.

Relays and Servers
Understanding BigFix Relays

BigFix Relays are optional network components that can significantly improve the performance of your BigFix
installation. Downloads and patches, which are often large files, represent by far the greatest fraction of BigFix-
related bandwidth. Relays are designed to take over the bulk of the download burden from the BigFix Server.
Rather than downloading patches directly from a BigFix Server, Clients can instead be instructed to download
from designated BigFix Relays, significantly reducing both server load and client/server network traffic. Relays
help in the upstream direction as well, compiling and compressing data received from the BigFix Clients before
passing it on the BigFix Server. Any Windows 200x, Windows 7, Vista or XP-based client can serve as a Relay.

A BigFix Relay simultaneously mitigates two bottlenecks:

e Relieves the Load on BigFix Servers. The BigFix Server has many duties, among them the taxing job
of distributing patches and other files. A BigFix Relay can be set up to ease this burden, so that the
BigFix Server does not need to distribute the same files to every BigFix Client. Instead, the file is sent
once to the BigFix Relay, which in turn distributes it to several BigFix Clients. The overhead on the
BigFix Server is reduced, on average, by the ratio of relays to clients.

e Reduces Congestion on Low-Bandwidth Connections. If you have a BigFix Server communicating
with a dozen computers in a remote office over a slow VPN, designate one of those computers as a
BigFix Relay. Then, instead of sending patches over the VPN to every BigFix Client independently, the
BigFix Server only sends a single copy to the BigFix Relay. That BigFix Relay, in turn, distributes the
file to the other computers in the remote office over its own fast LAN. This effectively removes the VPN
bottleneck for remote groups on your network.

Note: BigFix Relays also work well to reduce total network usage when used on subnets connected
through switches on your LAN. Please ask your BigFix support technician for more details.

Assigning BigFix Relays is simple, and BigFix Clients can be made to automatically discover and link to them.

Automatic discovery is recommended because it ensures optimal performance even while computers and
relays are being disconnected and reconnected across the network.
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BigFix Relay requirements

A BigFix Relay takes over most of the download duties of the BigFix Server. If several BigFix Clients
simultaneously request files from a BigFix Relay, a significant amount of the computer's resources may be used
to serve those files. Other than that, the duties of the BigFix Relay are not too demanding. The requirements for
a BigFix Relay computer vary widely depending on three main factors:

e The number of connected BigFix Clients that will be downloading files.
e The size of each download.
e The period of time allotted for the downloads.

The BigFix Relay system requirements are similar to those for a workgroup file server. A computer with 1 GHZ
CPU, 256 MB RAM, and 5 GB of free space on the hard drive should be able to act as a BigFix Relay for as
many as one thousand computers - provided that the BigFix Console operator distributes the file downloads
over an appropriate length of time. Here are some further requirements and recommendations:

e The BigFix Relay can only be installed on computers running under Windows 200x, 7, Vista or XP as
well as Red Hat Enterprise Linux 4/5/6 and Solaris 10.

e The BigFix Relay can be installed on an ordinary workstation, but if several BigFix Clients
simultaneously download files, it may slow the computer down.

o Workgroup file servers and other server-quality computers that are always turned on are good
candidates for installing a BigFix Relay.

Setting Up A BigFix (BES) Relay

To set up a BigFix Relay, you need to designate a Windows 200x, Windows 7, Vista or XP client computer to
take over some server duties. Once a BigFix Relay has been set up, computers on the network can
automatically find them and connect to them (or, if you need, you can manually assign BigFix Clients to point at
specified relays). This significantly reduces the client/server communication necessary for patch application and
management. BigFix Clients will start to download from these designated relays, minimizing the load on thin
connections to the BigFix Server. The BigFix Clients will also upload their status information to the BigFix
Relay, which will compile and compress it before passing it on up to the server.

To configure a client computer as a BigFix Relay, follow these steps:

1. Click onthe Tasks tab in the main BigFix Window.
2. Double-click the task labeled Install BES Relay. A task window will open up below. Make sure the
Description tab is selected. There are three choices for where to place the BigFix Relay install folder:
o Install to the default location. This is the recommend action. It will automatically find the
optimal location for the install folder.
o Install to a given path This option allows you to specify another path for the BigFix Relay
install folder.
o Install on the drive with most free space. This action lets you automatically choose the most
capacious drive for the installation folder.

After the relays have been created, BigFix Clients can be made to automatically discover and connect up to
them, always seeking the Relay that is the fewest hops away.

If you need to manually configure your BigFix Clients, you must notify each computer that it should use a
specific relay to point to, as described in Using BigFix Relays.
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Using BES Relays

Once you've set up a BES Relay you need to direct BES Clients on your network to gather from that relay,
instead of from your BES Server. This is actually a perfect job for a computer, and BES can automatically
assign your relays for you. This is not without risks (see the Administrator's Guide or visit
http://support.bigfix.com for more information), but it can be a good idea for two reasons:

BES Clients can determine which relays are the fewest number of hops away, so your topology is
optimized.

Your network configuration is constantly shifting as laptops dock and undock, as computers start up or
shut down, or as new hardware is added or removed. BES Clients can dynamically assess your
configuration to maintain the most efficient connections as your network changes.

Automatic Relays

Here's how you can ensure that your BES Client computers are automatically signing up to the nearest relays:

ogakrwhE

Click on the Computers tab to bring up a filter/list of BES Client computers.

Select the set of computers that you want to automatically connect to the optimal BES Relay.
Right-click the highlighted computers and select Edit Computer Settings from the pop-up menu.
Check the box labeled BES Relay Selection Method.

Select the button labeled Automatically Locate Best BES Relay.

Click the OK button.

Manually Assigning Multiple Clients

You can select all the computers (or any given subset) of the local net to gather from a specified relay. The
procedure is different for setting a single computer or multiple computers. Here's how to set multiple computers
to point to a relay:

N

ook w

Click on the Computers tab to bring up a filter/list of BES Client computers.

Select the set of computers that you want to connect to the BES Relay. Use the filter panel on the left to
narrow down the computer list, if desired.

Right-click the highlighted computers and select Edit Computer Settings from the pop-up menu.
Check the box labeled Primary BES Relay.

Select the name of the desired BES Relay from the pull-down menu.

Click the OK button.

Manually Assigning Single Clients

Here's how to set a single computer to point to a relay:

ouhrwhE

Click on the Computers tab to bring up a filter/list of BES Client computers.
Right-click the single computer that you want to connect to the BES Relay.
Select Edit Computer Settings from the pop-up menu.

Check the box labeled Assign BES Relays Manually.

From the Primary BES Relay pull-down menu, select the desired Relay.
Click the OK button.
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Adjusting the BES Server and Relays

To get the best performance from BigFix, you may need to adjust the server and the relays. There are two
important ways of adjusting the flow of data throughout your BigFix network -- throttling and caching:

Throttling Outgoing Download Traffic: Throttling allows you to set the maximum data rate for the BES
Server. Here's how to change the data rate:

1. Click the Fixlets and Tasks icon in the Domain Panel navigation tree.
2. Find and click the task labeled BES Server Setting: Throttle Outgoing Download Traffic. A task
window will open up below. Make sure the Description tab is selected. There are three choices:
o Set the limit on total outgoing download traffic. This choice allows you to directly set the
maximum number of kilobytes per second you wish to grant the server.
o Disable the setting. This option lets you open the download traffic on the BigFix Server to full
throttle.
o Get more information. This option opens a browser window with more detailed information on
bandwidth throttling.
3. If you select a throttle limit, then from the subsequent Take Action dialog you can select the desired set
of computers to throttle. Click OK to propagate the task.

Download Cache Size: BigFix Servers and Relays maintain a cache of the downloads most recently requested
by BigFix Clients, helping to minimize bandwidth requirements.

1. Click the Fixlets and Tasks icon in the Domain Panel navigation tree.

2. Find and click the task labeled BES Relay / BES Server Setting: Download Cache Size. A task
window will open up below. Make sure the Description tab is selected. Select the link to change the
download cache size on the listed computers. This list may include BES Relays as well as the BES
Server.

3. Enter the number of megabytes to cache. The default is 1024 MB, or a gigabyte.

4. From the subsequent Take Action dialog, select the desired set of computers and click OK.

Dynamic Bandwidth Throttling

When a large download becomes available, each link in your BES deployment may have unique bandwidth
issues. There are server-to-client, server-to-relay and relay-to-client links to consider, and each may require
individual adjustment. As explained elsewhere, it is possible to simply set a maximum value (throttle) for the
data rates, and for this there are broad-based policies you can follow. You might, for instance, throttle a BES
Client to 2Kb/s if it is more than three hops from a BES Relay. However, the optimal data rates can vary
significantly, depending on the current hierarchy and the network environment.

A better technique is to use dynamic bandwidth throttling, which monitors and analyzes overall network
capacity. Whereas normal throttling simply specifies a maximum data rate, dynamic throttling adds a “busy
time” percentage. This is the fraction of the bandwidth that you wish to allocate when the network is busy. For
instance, you could specify that BES downloads should not use any more than 10% of the available bandwidth
whenever BES detects existing network traffic. Dynamic throttling also provides for a minimum data rate, in the
case the busy percentage is too low to be practical.

When you enable dynamic throttling for any given link, BES monitors and analyzes the existing data throughput
to establish an appropriate data rate. If there is no competing traffic, the throughput is set to the maximum rate.
In the case of existing traffic, BES will throttle the data rate to the specified percentage or the minimum rate,
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whichever is higher. You must enable dynamic throttling on both the server and the client side in order for it
work properly.

You control dynamic bandwidth throttling with computer settings. There are four basic settings for each link:

e DynamicThrottleEnabled: This setting defaults to zero (disabled). Any other value enables dynamic
throttling for the given link.

¢ DynamicThrottleMax: This setting usually defaults to the maximum unsigned integer value, which
indicates full throttle. Depending on the link, this value sets the maximum data rate in bits or kilobits per
second.

e DynamicThrottleMin: This setting defaults to zero. Depending on the link, this value sets the minimum
data rate in bits or kilobits per second. This value places a lower limit on the percentage rate given
below.

o DynamicThrottlePercentage: This setting defaults to 100%, which has the same effect as normal (non-
dynamic) throttling.. It represents the fraction of the maximum bandwidth you wish to use when the
network is busy. It typically has a value between five and ten percent, to prevent it from dominating
existing network traffic. (A zero for this setting is the same as 100%.)

As with any other setting, you can create or edit the dynamic bandwidth settings by right-clicking on an item (or
group of items) in any computer list and choosing Edit Computer Settings from the context menu.

The specific variable names include the BES Server/Relay settings:

_BESRelay HTTPServer DynamicThrottleEnabled
_BESRelay HTTPServer DynamicThrottleMaxKBPS
_BESRelay HTTPServer DynamicThrottleMinKBPS
_BESRelay HTTPServer DynamicThrottlePercentage

The BES Client settings:

_BESClient Download DynamicThrottleEnabled
_BESClient Download DynamicThrottleMaxBytesPerSecond
_BESClient Download DynamicThrottleMinBytesPerSecond
_BESClient Download DynamicThrottlePercentage

The BES Gathering settings:

_BESGather Download DynamicThrottleEnabled
_BESGather Download DynamicThrottleMaxBytesPerSecond
_BESGather Download DynamicThrottleMinBytesPerSecond
_BESGather Download DynamicThrottlePercentage

NOTES: For any of these settings to take effect, you must restart the affected services (BES Server, Relay or
Client).

If you set a BES Server and its connected BES Client to differing maximums or minimums, the connection will
choose the smaller value of the two.
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Baselines
Introducing Baselines

Baselines are collections of Fixlet messages and Tasks. They provide a powerful way to deploy a group of
Actions across an entire network with a single command.

Baselines provide a way to maintain a common operating environment, making sure that all users in any given
domain have the same software, patches and drivers. Baselines are easy to set up, simply by selecting the
Fixlet messages, Tasks and other Baselines that you wish to be a part of the group. To limit the scope of a
Baseline, a Relevance expression can be used to target any subset of your network, using IP addresses,
computer names, operating systems and many other qualifiers.

For instance, you might make a Baseline named "All critical hotfixes," and populate it with all the current critical
hotfixes available in the Fixlet list. Or you might create one named "Finance department baseline," designed to
keep that particular group of computers updated with the latest financial programs, financial tables, updates and
patches.

Viewing Baselines
Baselines allow you to group Fixlet messages and Tasks into a group for simple, one-click deployment. To

display an existing Baseline, click the Baselines icon in the Domain Panel navigation tree. From the resulting
List Panel, click an item. The body of the Baseline will show up in the Work Area below.

1) BigFix Enterprise Console
File Edit Wiew Go Tools Help

= Back = B Forward = | ¥ Show Hidden Content ¥ Show Non-Relevant Content | 5 ¥ Refresh Console

All Content « Baselines [search Baselines 2B

ghe (4] 4 | plame Site Inppli:ai:le Co.. Owpen Action C

BigCorp Accounting B Master Action Site 3 /3 a
T Al Actions (3) N‘\

B+ Expired Actions (1) i
T+ Fodet Actions (2)

» _ﬁ Baselines (1]

T My Actiens (3)
i Open Actions (1) & Take Action | # Edit Copy = Export | Hide Locally Hide Globally 2
ﬁ Stopped Actions (1) 1 s
P Task Actions (0) Description | Details [ Cnmp-un:nt:.] Acoiicable Com ﬂ]-]f-umpm -
Tﬁ Computers (3) = -
Ll ] »

......... Description

These are default chient baselnes for the accounting

{ BigFix Management i =(lp
W Endpoint Protection
T Patch
o’y Patch Management ® Click hare to deploy this action group
Bo >
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The Baseline display region has several tabs:

= Description: This is typically an HTML page providing a descriptive explanation of the problem and an
action to fix it.

= Details: This tab lists the Baseline Properties, a section detailing the code behind the Relevance
expressions and the Baseline actions, along with other Baseline properties. Scroll to the bottom to enter
a comment as a note for yourself or other BigFix Console operators.

= Components: This tab lists the components, namely the Fixlet messages, Tasks and other Baselines
that are grouped into this Baseline. Baselines make a copy of the components, so it is possible for one
of these copies to get out of sync with the underlying Fixlet or Task that spawned it. If this happens a
message will appear saying that the source differs from the copy and allowing you to synchronize with
the current source.

= Applicable Computers: This is a filter/list of all the computers targeted by the selected Baseline. You
can filter the list by selecting items from the folders on the left, and sort the list by clicking on the column
headers.

= Component Applicability: This is a filter/list of the various components of the Baseline. It displays the
number of computers where the Baseline is currently applicable and, after a slash, the number where it
it not. Double-click an item in the list to bring it up for inspection.

= Action History: This is a filter/list of any Actions that have been deployed from this Baseline. If the
Baseline is new, there won't be any Actions in the list. Like the other filter/lists in the BigFix Console,
you can filter the actions using the left panel, and sort them by clicking the column headers.

Monitoring Baselines

When Baselines become relevant somewhere on your network, the BigFix Console will add them to the list of
Baselines to be displayed under the Baselines icon in the Domain Panel navigation tree. You can filter this list
by opening the icon and selecting one of the subsets. In the resulting List Panel on the right, you can sort the
Baselines by clicking one of the column headings that may include the following fields:

Name: The name assigned to the Baseline by the author.

ID: A numerical ID assigned to the Baseline by the author.

Site: The name of the site that is generating the relevant Baseline.

Applicable Computer Count: The number of BES Clients in the network currently targeted by the
Baseline.

= Open Action Count: The number of actions open for the given Baseline.

If you don't see one of the columns listed above, right-click in the Baseline header and select it from the pop-up
menu.

Commenting on Baselines

You can attach a comment to a Baseline that other operators can read.

1. Select the Baselines icon in the Domain Panel navigation tree and open it if you want to choose one of
the Baseline subcategories to narrow down your list.

2. Select a Baseline from the List Panel on the right by clicking it.

3. From the document panel below, select the Details tab and scroll to the bottom of the page.

4. Type your comment into the text box and click the Add Comment Button.

Your comment will be name- and time-stamped for other operators to view it. As well as Baselines, you can
attach comments to Fixlets, Actions, Computers and Analyses.
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Creating or Customizing Baselines

Baselines allow you to gather multiple Fixlets and Tasks into groups that can be applied at once to any set of
target computers. The name Baseline was chosen to suggest a minimal set of conditions that could be applied
across your network to ensure compliance with corporate guidelines. To create your own custom Baseline from
scratch, follow these steps:

e In a Fixlet or Task list, highlight one or more items and select Add To New Baseline from the context
menu. You can also select Create New Baseline from the Tools menu.

To clone off a Baseline and customize it, first select the Baseline in any list, then:

e Select Edit > Create Custom Baseline Copy (or right-click the Baseline and select Create Custom
Copy from the pop-up menu).

Either way, this brings up a dialog with four tabs.

i -
T 1]

| Create Bassline

Create in site: | Master Action Site -

S Create in domam: A0 Content - |
Description LComponents | Relevance l Propertes ; :

Description

These are default chent baselines for the accounting group |

L 3
Cllckﬂ deploy this action group |

QK ] | Cancel

At the top of the dialog, you can specify the name of your custom Baseline as well as the Site and Domain that
will host the Baseline. Click through each of the tabs below to define your Baseline:

= Description: This dialog lets you describe your custom Baseline as an HTML page. Edit the text, using
the text modification bar at the top.

= Components: You can add or customize the components of a Baseline. To add a new component,
click the add components to group link. From the resulting dialog, you can select new Fixlet
messages, Tasks and other Baselines to add to the existing Baseline group.

» Relevance: Enter your relevance statement here, or modify the existing relevance statement. This
allows you to further constrain your Baseline to specific computers. By default, this Relevance
statement is simply TRUE, which leaves the job of targeting to the individual Fixlets and Tasks that
make up the Baseline. For more information on the relevance language, refer to the BigFix Inspector
Libraries.
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= Properties: Customize the properties of your Baseline, or accept the original properties. Since you
have customized the Baseline, you should update the source fields to reflect the new authorship. There
are fields here specify the category, download size, source info and the CVE/SANS ID codes.

When you are satisfied with your Baseline modifications, click OK. Your customized Baseline needs to be
propagated, so you will be prompted for your private key password. Once you enter it and click OK, your
Baseline will be sent to all networked BigFix Clients, which will evaluate it for relevance and report back their
status. You will now be able to follow the deployment of your own custom Baselines from the BigFix Console.

Hiding Baselines

You can hide a Baseline with the following procedure:

1. From any Baseline List Panel, select the Baseline you want to hide.
2. Right-click the Baseline and select Globally or Locally Hide Baseline from the pop-up menu (or from
the Edit menu).

The selected Baseline(s) will no longer be displayed in the Baseline list. If you elected to hide the Baseline
locally, it will still be visible to other Console users. If you are a Master Operator, you can hide a Baseline
globally, so it will also be hidden to all non-master users.

Items that are hidden are still available and you can restore or unhide them at any time. Here's how:

1. Click the Show Hidden Content button in the Console toolbar.

2. Click on the Baselines icon in the Domain Panel navigation tree, which will now show all the hidden
content.

3. From the List Panel, choose the desired Baseline and choose Edit > Hiding > Locally/Globally
Unhide or right-click and choose the same option from the context menu. You can also open the
hidden Baseline and click the Unhide button in the Work Area below.

Generally speaking, it isn't necessary to hide Baselines, as you can simply ignore them. The main reason for
hiding a Baseline is if you feel that the message isn't relevant to your network and could never be useful and
you want to avoid viewing the Baseline every time you launch the Console.
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Displays and Reports
Web Reports

The BigFix Web Reports program can monitor, print or archive the status of the local database. It enables you
to get an overview of your relevant Fixlet messages and any subsequent remediation efforts. You can create
charts summarizing the number of administered computers in your network and your overall vulnerability status.
In addition, you will find comprehensive statistics and a list of the most common issues detected. You can drill
down into these commonly relevant Fixlet messages at any time to see them in greater detail.

Web Reports also has the ability to read the databases of other BigFix Servers and aggregate the data. That
offers you a top-level view of a large or far-flung enterprise with multiple database servers. Aggregation servers
allow you to view information from multiple networks with hundreds of thousands of computers.

You can view the data in the BigFix database from several different points of view and save or print the output.
You may also export the output to Excel for further manipulation. These features are provided by the BES Web
Reports program, which can be run at any time from the desktop by selecting Tools > Launch Web Reports.
You will need to supply your credentials to log in. When you do, you are greeted by the intro screen:

b We b Re po rts Joe e nces :: Logout

Explore Data | ReportList | Administration

Choose a category to view reports:

m

Starred
My favorite reports

A% My Authored
5 Reports that I've created

There are three main links at the top of the screen.

e Explore Data: Click this link to look at a group of predefined reports and charts that you can easily filter
and customize. This section provides you with an instant overview of the most basic data managed by
BigFix, including Computers, Actions, Operators and more.

e Report List: Click this link to get a look at basic reports organized around your Fixlet content. Create
and customize reports with a simple, intuitive interface. Some commonly-requested reports are built-in,
such as Operating System Distribution and Vulnerability Trends. Select them for display by clicking their
titles in the list. You can create your own custom reports and save them as either public or private
(viewable only by you). Your public reports will be added to the reports list; your private reports will only
be available when you log in with a correct password.

¢ Administration: Click this link to gain access to various administrative functions, including scheduling
activities, managing filters, operators, database settings and users.
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In addition, there are two report categories to get you started.

e Starred: This link takes you directly to favorite reports that you have flagged as starred.
e My Authored: This link takes you to a list of those reports you have personally created.

Here is a snippet of a typical report, summarizing the computers on your network by their properties.

b Web Reports

=SRR8 Report List | Administration

it Preferences @ Logout

Computers | Content | Actions | Operators | Unmanaged Assels | Custom d
Computer Properties List* Export to CSV - Printable Varsion :: [Save Report| | Save Report As]
[#] Filter Save F
E|L"harl:5
=] Computers

Edit Columns «

| Computer Hame BIOS CcPu Free Space 05 RAM Total Size of System Drive
MOMMA 10f11/04 3400 MHz Pentium 4 85283 MB WirP Madia Canter 1024 MB 238400 MB
! TESTING 12/09/06 1000 MHz AMD Athlon(tr 15231 MB Win7 6.1.7600 2048 MB 142290 MB
BIGDOG 02/24/0%9 3000 MHz Core 2 Duo 149777 MB  Win\ista 6.0.6002 B192 MB 307890 MB

Showng items 1 -3 of 3

BES Web Reports can be viewed at any time from the BigFix Console under Tools > Launch Web Reports.

Any BES Web Report server can be set up to aggregate data from the other BigFix Servers. Talk to your BigFix
Site Administrator about setting up an aggregation server. Refer them to the BES Administrator's Guide for
further information.

The Web Reports interface is very rich and its complete documentation is beyond the scope of this guide. For
more in-depth information, see the Web Reports Guide.

Viewing Dashboards

Depending on the sites you are subscribed to, you may have a folder icon labeled Dashboards in your Domain
Panel navigation tree (click the All Content domain to see them all). This folder contains a list of reports that
update in real-time, like a dashboard gauge in your car. These reports tap into the BigFix Database to provide
you with timely and compact high-level views of your network.

Different sites make these Dashboards available. For instance the BES Inventory and License site contains
the Application Usage Dashboard, which shows you constantly updated statistics about various executables
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on your client computers. Other Dashboards may report on the BES Deployment, or the status of your Patch
rollouts.

To run a Dashboard, simply select it from the Dashboards icon in the Domain Panel navigation tree. It will
show up in the Work Area at the right of the screen.

Visualizing Data

The Visualization Tool allows you to view and manipulate data across your entire managed network. It lets
you visualize various hierarchical relationships in your network, using an interactive 3D sphere to map the data.

The Visualization Tool makes it possible to view a real-time graphical network map showing Fixlet relevance,
Action status, and Retrieved Properties.

B BES Metwork Visualization H=]E

File  “iew Mavigation
Controls

Single-click o
Double-click to

= Descendants:
D

“iy 14 [ side] Wit
“_<OIRECT CHILDREM: ; £ .[hiu:le]

e 6 [ mice ol

%

As an example, you could view all computers that are currently unpatched for MS04-011 across an enterprise
network, displayed as an Active Directory hierarchy. Then you could watch the clients change from red to green
as they get patched in real-time across your network. As another example, you could view all BES Clients that
are currently using Microsoft Office, colored according to version.

Or you can create your own hierarchy. You could assign settings on all your machines named ‘city', 'building’
and ‘floor'. You could then create a dynamic setting called 'location’ that concatenates these properties:

set setting location = (value of setting 'city' & ;' & value of setting 'building’ & ;' & value of setting 'floor’)
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Specify a semi-colon as the delimiter of this setting to visualize your computers as a location-based hierarchy --
from each networked city down to the floor of every building.

To create your own custom view of the data, follow these steps:

1.
2.

Select Tools > Launch Visualization Tool...
There are three tabs in the Visualization Parameters dialog:
= General: Specify the desired display hierarchy from among BES Relays, Active Directory, IP
Address or Retrieved Property.
= Colorization: Indicate how you want to color-code the client nodes. You can base your color
scheme on Fixlet Relevance, Baseline Relevance, Retrieved Properties, Action Status or a
custom Relevance clause.
= Computers: Limit the computers you want to display, using Active Directory and Retrieved
Properties as filters. To show all the computers under BES management, click Show all
computers.
Click OK to generate your customized visualization of your network.
A graph of your network, mapped onto a 3D sphere, is displayed. You can now use the Controls listed
in the upper right corner to change your view of the data.
Double-click a computer node to bring it to the forefront. Drag the elements in the graph to tweak the
viewpoint.
You can continuously rotate the model by selecting View > Spin Mode.
Use the Navigation menu to move through the hierarchy, from each selected computer to its sibling,
parent or child.
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Part Three

Interface Elements

Menus

File Menu

The File Menu offers the following commands:

Import

Import .bes files, which can be default Tasks, Actions, Baselines or other content
that you may have created or customized.

Export

Export a Task, Action, Fixlet, Baseline, etc. that you or another Console user can
subsequently import. Exporting provides a useful mechanism for creating
customized content. Simply export the content, edit it with any text editor, and then
import the customized version.

Preferences...

Set refresh, BES Client heartbeat, colorizing, caching and other persistent Console
preferences.

Change Database
Password...

Change the sign-in password for the currently connected user.

Exit

Quit the program.
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Edit Menu

The Edit Menu offers the following commands:

Cut Cut text and put in clipboard. This command is for use in the various text boxes
that the BES Console uses for data input.
Copy Text Copy text and put it in the clipboard.

Copy Text with

Copy text, including any associated headers, and put it in the clipboard.

Headers

Paste Insert the contents of the clipboard. This option is only activated when there is an
editable text box on the screen.

Select All Select all items in the current window. Depending on the window, this can be text
from the Work Area or items in the List Panel.

Hiding > Remove the selected objects, either Fixlets, Tasks, Baselines or Analyses, from

the List Panel. The object itself is not actually deleted, and may be retrieved by
clicking Show Hidden Content in the Console Toolbar. These options only
become available when you click objects in the List Panel. Alternatively, you can
right-click the objects and select hiding options from the context menu. There are
four options

Globally Hide: This hides the object across all BES Consoles.

Globally Unhide: Relist the selected objects (either Fixlets, Tasks, Baselines or
Analyses). To find the object, click the Show Hidden Content button.

Locally Hide: Hide the object on the current BES Console only -- other Consoles
will still display the object. The object itself is not actually deleted, and may be
retrieved by clicking the Show Hidden Content button and selecting it from the
navigation tree.

Locally Unhide: After clicking the Show Hidden Content button, you can choose to
unhide locally hidden content with this command.

Operator's Guide

92 © 2010 by BigFix, Inc.




BigFix Console

Create Custom
Object Copy...

Create a customized clone of the currently selected object (either Fixlet, Task,
Baseline, Computer Group or Analysis). For each copy, you can create a header
name and compose a message to describe the associated actions. You can also
customize or add relevance expressions to refine the targeting of the Fixlet or
Task.

Remove Custom

Remove a customized object (either Fixlet, Task, Baseline, Computer Group or

Object Analysis) from its list. Confirming this choice will permanently remove the
customized object from the list.

Edit Custom Edit the Message, Action, Relevance and Properties of a customized object (either

Object... Fixlet, Task, Baseline, Computer Group or Analysis).

Add Comment...

Attach a comment to an object, such as a Fixlet, Task, Baseline or Action. This is a
shortcut menu selection, equivalent to opening an object, selecting the Details tab
and entering a comment at the bottom of the page.

Show Action Info

View information about a selected action's execution.

Take Default
Action...

Execute the default action for this particular Fixlet message.

Activate Analysis

Activate an Analysis, so that the targeted clients are being queried on a regular
basis. You will need to supply your private key password.

Deactivate
Analysis

Stop the continuing Analysis of the clients.

Edit Computer
Settings...

Edit the settings (locking, BES Relays and custom settings) for the selected
computer(s). Typically, you will edit settings on a computer by computer basis, but
you can also set multiple computer settings at the same time.

Modify Custom
Site
Subscriptions...

Change the set of computers that are subscribed to a custom site. Select a group
of computers and click this menu item to subscribe or unsubscribe them from the
specified custom site.

Send Refresh

Refresh the displayed list of computers by querying the database.
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Groups >

Manage groups of computers. This item expands to include:

View as Group: Create an ad-hoc group from a selected set of computers. You
may then view the Fixlets, Tasks, Baselines, Actions and Analyses that pertain to
this particular group.

Add to Manual Group...: Add the selected computer(s) to a named group. You
can either attach the computer to an existing group or create a new named group.
You must supply a password to propagate the new group name to the selected
clients.

Remove From Manual Group: Remove a computer from the specified group.
First, select the group from the navigation tree on the left, then select a computer
from the list. You must supply a password to propagate the change.

Stop Action

Stop the selected action(s).

Restart Action

Restart the selected action(s).

Assign User

Bring up a display that lets you grant and revoke management rights on a

Management computer-by-computer basis.
Rights...
Find... Bring up a dialog that prompts you for the desired search field and search string.

You can search for fields that either contain or don't contain the desired search
string. In addition, for objects that can be hidden, such as Fixlets, Tasks, Baselines
or Analyses, you can search based on visibility.
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View Menu

The View Menu offers the following commands:

Relevant Content

Show Hidden Allow hidden content, including Fixlet messages, Tasks, Analyses, etc. to be

Content viewed. Content can be hidden locally (on this Console only) or globally (on all
Consoles). In order to view this content, select this item or click the button in the
Console Toolbar with the same name. From the navigation tree, all content will
become visible and you can select hidden items to unhide them if you choose.

Show Non- Allow non-relevant content, such as Fixlet messages and Tasks, to be viewed.

Typically BigFix operates by displaying only those items that are relevant to your
network. Thus, out of the thousands of available Fixlets, for instance, only a few are
brought to your attention for remediation. When an item has been remediated
across your entire BigFix network, it is no longer relevant and simply disappears.
This menu item allows you to examine these items, which can be useful if you want
to clone or repurpose one for your own uses.

Show Status Bar

Display the number of relevant messages and the connected database in the status
bar at the bottom of the BES Console window. Select this menu item to toggle its
state.

Refresh

Fetch the latest information from the BES database. Typically, your information is
updated automatically based on a schedule determined by your administrator (and
by your choice in the Preferences dialog). Since refreshing causes a database
access, you should use it with restraint.
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Go Menu

The Go Menu allows you to quickly select Domains and to change the focus area of the Console. It offers the

following commands:

All Content

Open the top-level Domain that contains a combination of all Domains.

Other Domain
Names

Open the specified Domain. The next few entries in this menu include the various
Domains you have created, depending on the specific Fixlet sites you have
subscribed to.

Current List

Move the focus of the Console to the List Panel at the top right of the Console.

Current
Document

Move the focus of the Console to the current document in the Work Area at the
bottom right of the Console.
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Tools Menu

The Tools Menu offers the following commands:

Take Custom Execute a custom command, targeted to any desired subset of BigFix Client
Action... computers.

Create New Create a custom Fixlet message, complete with targeting and actions.

Fixlet...

Create New Create a custom Task, similar to a Fixlet message, but used by the Console
Task... operator to install software, update settings or establish other local policies.
Create New Create a custom Baseline, allowing you to establish a grouping of Tasks, Fixlet
Baseline... messages and other Baselines that can be applied with a single click to any

grouping of computers.

Create New Create a custom analysis, based on the specified properties of the BigFix Client
Analysis... computers.

Create New Create an automatically defined grouping of computers, based on various client
Automatic properties, such as name, CPU, IP Address, etc.

Computer

Group...

Add External Site | Start a new Subscription to a BigFix Fixlet site. This command opens a browser

Masthead... window for you to select a masthead file, typically with an extension of .efxm.
Create Custom Create a custom site containing your own content. You can create custom Fixlets,
Site... Tasks, Analyses, etc.

Create Custom Create a named filter that will allow you to include specific custom content, based on
Filter... various properties. The objects available to filter include Fixlet messages, Tasks,

Analyses, Computers and more.
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Manage
Properties...

Create and manage properties to retrieve from your BigFix Clients, using Relevance
clauses. These properties will get included in the column headers on client listings.
There is a default set of properties, but you may add or delete them. Properties are
used to filter or select subsets of BigFix Clients for Fixlet action deployment.

Manage Signing
Key...

Present a dialog box to input and manage the signing key for the Action Site.

View Recent

View the list of comments made by the BigFix Console operators, sorted from most

Comments recent to oldest. This list includes all comments, regardless of the underlying object.
Launch Web Provide access to data reports which are collected from various BigFix Servers and
Reports... aggregated into a set of HTML reports summarizing the history and status of Fixlet
messages and actions across extended networks of computers.

Launch Run a tool to visualize the hierarchy of your BigFix installation, from the servers down
Visualization through the relays to the client computers.
Tool...

Help Menu

The Help Menu offers the following commands:

Contents

Provide integrated help.

Visit

support.bigfix.com

Launch a browser to view the BigFix support site.

Customer

Feedback Options

Allow BigFix to learn from your experience. Click the button to participate in an
anonymous survey to help us learn more about how people use the program. This
information is used to improve your BigFix experience.

About BES
Console...

Display the version number of the program, along with a URL for support.
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Dialogs
About BES Console

The About dialog displays the version of the BigFix Enterprise Suite (BES) Console. It also includes a URL for
tech support.

-
About BES Console

B2

o) BIGFIX

Console version 8.0.379.0

This software includes code written by third parties, and in some cases
modified by BigFix. Such code includes parts of the RPM library source
{whose copyright is owned by its authors: see http://rpm.org/) that were
modified by BigFix as specified at http://suppert.bigfix.cem/thirdparty.html.
Additional details regarding such third party code, including applicable
copyright, legal and licensing notices, are available at
http://support.bigfix. com/thirdparty.html.

For support, visit: http:/fsupport.bigfix.com

Copyright @ 2010 BigFix, Inc.

|
-
L N wae. AT ]

This dialog is available by selecting:

e Help > About BES Console...
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Action: Computers

You can view the status of an action as it is deployed across your network. After selecting Actions from the
navigation tree, click an Action from the List Panel. The Action will open up in its own document window in the
Work Area below, displaying details of the deployment.

Action: Missing Office Web Components - BES Console - OW(C 2003 = O

B Stop Restart | == Export | ¥ Rermove

Computers (1) | Target

a [] By Retrieved Properties “|| Status Cnmpater N...| 05
> [ By Action Status Waiting TESTING Win7 6.1.76.
- B2 By Computer Mame
- B2l By 05
. 5 By CPU
- E2] By Last Report Time
a & By Locked
g Mo (1)
4 F2l B BES Balaw Galectinn bl
Fl ] 3 4 Ir 3

The Computers tab of the Action document shows the number of computers affected by the specified action
directly in the tab for easy viewing. The window displays a filter/list of the computers targeted by the action,
along with the current status of each. By clicking through the filter list, you can narrow down the list of
computers for easier analysis. The list of computers can be sorted by clicking on the appropriate header. You
can view more detailed information about the targeted computer by double-clicking a computer in the list.

This set of computers was targeted when the action was initially specified, either explicitly from a list or
indirectly by retrieved property. The deployed actions progress through a series of well-defined stages on a

given computer. This dialog lets you track all the stages of each action across all targeted computers.

This dialog is available by selecting Actions from the Domain Panel navigation tree and then selecting a
specific Action from the List Panel. In the Work Area below, click the Computers tab.

Action List and Document

A list of Actions is displayed when you click Actions, or any of its child nodes, from the Domain Panel
navigation tree.
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An Action document is displayed in the Work Area of the BES Console when you click any item in this list.

Action: Missing Office Web Components - BES Console - OWC 2003 = O

B Stop || Restart | iz Export | ¥ Remove

Summary | Computers (1) | Target

-~

e ——

0.00% Fixed (0 of 1 applicable computers)

m
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Waiting 1 100.00%

Downloads

File Status Details

owcl11 exe Complete Cached on BES Server

At the top of the Action document you'll find a description of the Action. Below that is a toolbar presenting you
with options to Stop, Restart, Export or Remove the Action.
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There are three tabs in an Action document. They are:

= Summary: An HTML display of various action attributes, including Status, Behavior (Message, Users,
Execution, Post-Action), Relevance, Success Criteria and Action Script. At the bottom of the page is a
text box for entering a comment.

= Computers: A list of the BES Clients that have responded to this action. This is a typical filter/list panel
for computers; click a filter in the left panel to narrow down the list of computers in the right panel. When
an action has propagated, this tab changes to Reported Computers.

= Target: Shows what subset of computers was originally targeted by the action.

To display an Action list, click the Actions item (or any of its child nodes) in the Domain Panel navigation tree.

An Action document is opened whenever you click an item in an Action list.

Action History Tab

The Action History tab lists the deployment history of the action(s) associated with the selected Fixlet, Task or
Baseline document.

Fixlet: Missing Office Web Components - BES Console - OWC 2003 = O

&% Take Action - | # Edit Copy :::;-Expu:urt| Hide Locally Hide Gluball}rl o Rermove

| Description | Details | Applicable Computers (1) | Action History (1) |

@ Action History (1)| | Time Issued State % Complete
5/6,/2010 9:50:20 AM Open 0.00% (01
F 1 b

In order to see something in this dialog, you must have issued an Action. The Action History list can be sorted
by clicking the headers, which include the ID, Time Issued, State, % Complete (based on the number of BES
Clients reporting success), Name Site, Issued By and Type.

This dialog is available by selecting a Fixlet, Task or Baseline icon from the Domain Panel navigation tree,
clicking an item from the List Panel and clicking the Action History tab in the Work Area below the list.
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Action Site Signing Key

This dialog allows you to manage the location of your private key (.pvk), or to change the password for your
Action signing key.

Action Site Signing Key L - _

In arder te sign messages sent to BigFix Enterprise Claents, the BigFix Enterprize Console needs to
know the location of your signing key. You will be prompted for your private key password in
order to verify this signing key.

Private key (publisher.pvid

CUsers Scott\ Credentialsi hcense.pvic Erowse

Change Password... (0] 4 | Cancel

The BigFix Console operator must obtain a private key (publisher.pvk or license.pvk) from the BigFix Site
Administrator, who must first create it using the BES Admin Tool. Once these keys have been created, the
BigFix Site Administrator will hand them out to authorized personnel, who can then propagate Actions. To sign
an action, the authorized BigFix Console operator must browse to the appropriate private key (typically stored
on a removable disk or memory stick) and provide a password.

You can see this dialog by selecting Tools > Manage Signing Key.
Action Parameter

This dialog box makes a request for extra information required by the Action or group of Actions before
execution. Typically there is a prompt and a text box for you to fill in with a parameter. Click OK to continue the
Action deployment. This will typically bring up the Take Action dialog, where you can further specify deployment
options.

Action Progress Report

This dialog box shows the progress of an action as it is applied across the Fixlet network. First, it shows the
progress of any downloads (patches, updates, etc.). If there are files to download, it displays the name of the
downloaded file, the total number of bytes, the current amount downloaded, the transfer rate and the estimated
time to completion.

The Actions may go through several states as they are collected, evaluated and run by the clients. These states
include:

Running: The Action is currently executing.

Evaluating: The Action is still evaluating its relevance.

Failed: The Action has failed to execute properly.

Cancelled: The user has cancelled the Action.

Download Failed: The Action failed to complete the download.

Locked: The computer is locked and can't execute the action.

Offers Disabled: Offers cannot be presented on the specified client, so the Action will never run.
Waiting: The Action is waiting on a user response.

Pending Downloads: The Action is waiting on downloads.
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Pending Restart: The Action is waiting for a restart from the Client computer.
Pending Message: The Action is waiting for the user to accept the Action message.
Pending Login: The Action is waiting for the user to login for a user-assisted Action.
Pending Offer Acceptance: The Action is waiting for the user to accept the offer.
Constrained: The Action has been constrained by a Relevance statement set in the Execution tab of
the Take Action Dialog.

Expired: The Action has passed its expiration date.

Postponed: The Action has been postponed by the Client.

Invalid Signature: The Action can't run due to an invalid signature.

Not Relevant: The Action is not relevant on this Client.

Not Reported: The Action has not reported its success or failure.

Error: The Action has resulted in an error.

Fixed: The Action has completed, resolving the issue.

Action Script Tab

The Action Script tab of the Take Action dialog lets you create your own action scripts. We highly recommend
that you use the action scripts that come with each Fixlet. But should you want to customize the scripts for any
reason, you can do it here. There are two buttons in this dialog:

e Use the action script from the original Fixlet or Task message: This is the default for most Fixlet
actions, and is the recommended option.
e Use the following action script: If you opted to create a custom action script when you deployed this
action, this button will be selected, and the following two items will determine the course of the action:
= Action Script Type: The type of action script you want to use for this script. Some of the
options include:
= BigFix Action Script: This is the standard scripting language for BigFix actions.
= AppleScript: This is Apple's scripting language for controlling computer resources.
= sh: indicates that the action is a shell script, intended to be run by a linux / unix / bsd
shell.
= Action Script: Type your action script into this text box. The default is the prepackaged action
script that came with the original Fixlet message. You can modify the existing script, or enter an
entirely new script. Scripting is powerful and can have huge ramifications. Make sure to test
your action on a small scale before you deploy it on your entire network!

This dialog is available by selecting a Fixlet message from any list, then clicking an action button. From the
Take Action dialog, select the Action Script tab.
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Action Settings

The Action Settings dialog lets you apply lockable Action Settings to a new or customized Fixlet message,
Task or Baseline.

G Action Settings [l Sl X
Mamse: Actronl
Preset:  |Default '-] Show anly personal presets Save Preset Delete Preset
Execution | Users | Messages | Offer | Pest-Action
Constraints
[ starts on 5/ 6/201 at 1.2:08:52 PM chent local time 5
IF Ends on 55 B0 :,|' at 12:08-52 PR = chent local hime E
[ Run between 00:00 AM amd 15500 AM chient local time 5
[ Run only on E] Mon | Tue || Wed || Th I [E] chient local time 5
r_PunDﬂr_-,r-.-'.hEn Active Directory Path miatches E
Behavior
[ Onfailure, retry 3 | times [
f: Wail 1 hour E
™ Wait until computer has rebooted )
[~ Reapply this acticn
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Using the lock icons to the right of the screen, you can lock the individual items in under each of the tabs of this
dialog to force the action to be run with the selected constraints.

= At the top of this dialog is the Name of the Action. Depending on the context it may be editable, should
you wish to rename it or add extra information to it.

Below the Name box are some buttons that allow you to save or re-use your Action values:

» Preset: Thisis a pull-down menu with the names of your existing presets, if any. Click on one to
automatically fill out your Action settings.

= Show only personal presets: Check this box to limit the presets to your own personal presets.

= Save Preset: After creating custom settings for an Action, you can save them for later re-use.

» Delete Preset: Select a preset and then click this button to delete it.

Operator's Guide 105 © 2010 by BigFix, Inc.



BigFix Console

This body of the dialog contains several tabs, including:

= Execution: This tab allows you to set constraints on the Action, including starting and ending dates and
run windows. You can also set up retry counts (in case the Action fails or reverts) and allow the
deployment to be distributed over a period of time to minimize the network load.

= Users: Allows you to specify whether or not you require a logged-on user (or specified group of users)
to be present before running the Action.

= Messages: Specify informative messages to be displayed on the targeted BES Clients, along with
options for end user interaction.

= Offer: This tab allows you to convert this Action into an Offer, which will trigger the display of an HTML
user interface on select BES Clients. The user has the option to select these Offers from a list.

= Post-Action: Specify a follow-up behavior for the Action, such as a restart or shutdown, including
appropriate warning messages.

To lock or unlock any of the items under these tabs, simply click the lock icons to the right.

When you've finished specifying your Action settings, click OK. Before the BigFix Console can issue the Action,
you will need to enter your password . When you do, a progress dialog will pop up to keep you posted on the
deployment.

This dialog is available when you create or customize a Fixlet message, Task or Baseline. For Tasks and Fixlet
messages, select the Actions tab, check the box next to Include action settings locks and click the Edit
button to see this dialog. When creating or customizing a Baseline, click the Components tab, check the box
next to Use custom action settings and click the set action settings link.
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Action: Summary
The Summary tab of the Action document shows various attributes of the selected Action.

Action: Missing Office Web Components - BES Console - QWC 2003 = O

B Stop || Restart | =2 Buport | ¥ Remove

summary | Computers (1) | Target

-~

e ——
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m
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Waiting 1 100.00%

Downloads

File Status Details

owc11.exe Complete Cached on BES Semver

These settings were created when the Action was initially specified. (To change these values, see Take
Action). To view this information for a specific Action, click the Action icon in the navigation tree and select the
desired Action from the List Panel. Information about the Action will be displayed in the bottom window. Click on
the Summary tab. You will see the following summary:

e Status: Shows the basic status, indicating how many computers have Reported, or are Waiting,
Running or Finished with this Action.
e Downloads: This section indicates the disposition of the download (if applicable), on the BigFix root
server.
e Source: This section displays the Fixlet that gave rise to this Action. It includes a link to the Fixlet
should you wish to see more information.
e Behavior: This section displays certain behavioral information about the Action, including:
o Messages: Describes any messages that should be displayed either before or during the
execution of the specified Action.
o Users: Lists the requirements for user intervention in the Action. Allows a user interface to be
presented to select user groups.
o Execution: Contains information about the execution of the Action, including ending time,
reapplication and what should happen if the Action fails.
o Post-Action: Provides information about what should happen -- including restarting or shutting
down -- after the application of the Action.
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e Details: This section displays information about the underlying Relevance expressions and Action
scripts.
o ID: The ID of the Action
Domain: The name of the Domain hosting this Action.
Type: Typically Single Action.
State: One of the many states of an Action as it deploys.
Issued: The date of issuance and the operator who issued the Action.
Relevance: This is a full listing of the relevance statement that will determine the targeting of
this Action.
Action Script: This is a listing of the script that will be executed if this Action is relevant to the
client computer.
o Success Criteria: Describes what criteria will be used to determine the successful conclusion
of the Action.
e Comments: This is a text box that allows you to view or attach a comment to the Action.

O O O O O

(@)

This dialog is available by picking an Actions from the navigation tree in the Domain Panel and then clicking on
an Action from the List Panel. Then click the Summary tab in the Work Area below.

Action: Target

The Target tab of the Action document presents a read-only display of the computers targeted by the specified
Action..

Acticn: Missing Office Web Cormponents - BES Console - OWC 2003 = O

B Stop (|- Restart | =2 Bxport | ¥ Femove

| Summary | Computers |:1]| Target |

Target:
(@ Specific computers selected in the list below
All computers with the property values selected in the tree below

The computers specified in the list of names below (one per ling)

5 @ Selected Computers (1) Compater M.. 0S5 CPU
TESTING Win7 61.76... 1000 MH
4 [ b

The dialog shows which computers are currently targeted by the Action. The original targeting was set by the
Take Action - Target dialog. Depending on the targeting method, this list of computers can be static or
dynamic. There are three read-only radio buttons at the top of this dialog which correspond to the targeting
choices made when the Action was deployed.

e Specific Computers selected in the list below. The currently displayed computer list (typically just
the relevant computers) will guide the application of Actions if this choice has been selected. This is the
default behavior.
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e All computers with the property values selected in the tree below. This button indicates that the
Action was targeted by the specified retrieved properties. In essence, an action targeted like this is
waiting for any BES client computer to change some retrieved property, like its OS or its disk space.
Short-term or one-time Fixlets will typically need an expiration date (look under the Execution tab).
Policy Fixlets, on the other hand, are often open-ended.

e The computers specified in the list of names below. If this option was selected, you will see a list of
computers that have been targeted for this action.

This dialog is available by clicking the Actions icon in the Domain Panel navigation tree and then clicking on an
Action from the List Panel. Then click the Target tab in the Action Work Area below.

Add Comment

The Add Comment dialog lets you attach an explanatory comment to Fixlet messages, Tasks, Baselines,
Actions, Computers, Computer Groups and Analyses.

[ Ldd Comment ﬁ ]

Add the fellowing comment to all currently selected iterns:

|. QK Cancel

The comment you enter here will then appear in the Description or Summary tab when you open one of the
associated items in the workspace.

This dialog is available by right-clicking an item from the List Panel and selecting Add Comment from the
context menu.
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Add Custom Setting

This dialog box lets you create a custom Name/Value setting that will apply to the selected computer.

Add Custom Setting l-??_]

SEttir'Ig Marne: Location -

Setting Value: Italy

Ok | ’ Cancel

Type a name for the variable in the first input box, and type the value of the variable in the second box. This can
be useful for naming or otherwise attaching text or numeric values to a computer or set of computers.

This dialog is available from the Edit Computer Settings dialog. Right-click a computer from any listing, select
Edit Computer Settings from the pop-up menu and then click the Add button.

Analysis List and Document

A list of Analyses is displayed when you click Analyses, or any of its child nodes, from the Domain Panel
navigation tree.

File Edit View Go Tools Help
= Back ~ B} Forward = | ¥ Show Hidden Content " Show Mon-Relevant Content | eﬂefresh CJ_N

All Content #  Analyses Search Analyses )

L] | Status Mame (

Mot Activated BES Component Versions

) L—__, Sltes 14) Activated Globally BES Relay Status '

o Mot Activated Management Rights
& Wizards Mot Activated Bandwidth Throttling Stat

h ot Activate andwi rottling Status
*'SJ?* Q.EFELS‘__.“ R’&M'M:ﬁ“'ﬂ

An Analysis document is displayed in the Work Area of the BES Console when you click an item from this list.
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Analyses: BES Relay Status [ gl |
QL Activate G Desctivate | # Edit | 2:Export | Hide Locally Hide Globally | 3 Femoy

Description | Details | Results | Applicable Computers (1)

This analysis contains information about the health of the
BES Relay deployment. This information will be useful

in assessing where the BES Relays are set up properly and
whether the BES Clients are comrectly reporting to them.

After activating this analysis, you will see the following
properties:

BES Relay Installed Status
BES Relay Selection Meathod
BES Client's Parent Relay
BES Relay's Parent Relay
Manual Selection Status

® Click hare to deactivate this analysis

® Click hare to read more information about BES Relays.

At the top of the Analysis document is the name of the analysis. There is a toolbar at the top of the window, with
the following choices:

= Activate: Start the specified Analysis. This option is only available if the Analysis is currently
deactivated.

= Deactivate: Stop the specified Analysis. This option is only available if the Analysis is currently
activated.

= Edit: Make changes to this Analysis. This option is only available if this is a custom Analysis.

= Export: Save a copy of this Analysis in order to import it into a different Console or deployment or to
edit it in an external editor.

= Hide Globally: Hide this Analysis from all Consoles.

= Hide Locally: Hide this Analysis from the local Console only.

= Remove: Delete the Analysis. This option is only available for custom Analyses.

There are several tabs in an Analysis document. They include:

= Description: An HTML page describing the Analysis, along with a link to activate or deactivate the
Analysis.

= Details: An HTML page listing the various Analysis attributes, including Properties and Relevance. At
the bottom of the page is a text box for entering a Comment attached to the Analysis.

= Results: A dialog displaying the results of the Analysis. This tab is only visible for an activated
Analysis.

= Applicable Computers: A list of the BES Clients where this Analysis is applicable. This is a typical
filter/list panel for computers; click a filter in the left panel to narrow down the list of computers in the
right panel.

To display an Analysis list, click the Analyses icon (or any of its child nodes) in the Domain Panel navigation
tree.

An Analysis document is opened whenever you open an item in an Analysis list.
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Applicable Computers Tab

The Applicable Computers tab displays all the networked computers that are affected by the currently
selected Fixlet, Task, Analysis or Baseline object.

Fixlet: BES Quick Reference - Production = 0O

‘:ap'-’TakeActionv | # Edit Copy :::)Exportl Hide Locally Hide Globallyl 2 Remove

| Description | Details | Applicable Computers (1) |Actior'| History (U)|

4|iZ3 Applicable Computers (I »  Computer N... 05 CPU

4 @ By Retrieved Propertic §l| 7rerng Win7 61.76... 1000 MHz AM...
: £ By Computer Nar

- g By 05
. 5 By CPU
> ] By Last Report Tinl—
> ) By Locked

> 2] By BES Relay Selec

: E2] By Relay

: F By User Name -
[l mn 3 [l mn b

n

This is a filter/list view with a filter panel on the left, allowing you to narrow down the displayed list of computers.
To do so, open a retrieved property or group from the left panel and select a value to filter the list.

Like other filter/lists in the BigFix Console, you can sort it by clicking on the column headers. You can add or
remove header properties by right-clicking in the header row.

This dialog is available by opening a Fixlet, Task, Analysis or Baseline from the List Panel and clicking the
Applicable Computers tab in the Work Area below.

Applicability Tab

The Applicability tab can be found in various Action dialogs. It lets you determine what criteria will be used to
judge the relevance of a Fixlet Action.

& Take action H e o
P Curiom &chion Cregiein taisn all Conten »
Preseh | Defpit = | [7] Shaw only pisonal presels

| | Targe | Exmcution | s | Wemsages | @ffar | Port-dction | 4ppkcabiity | Succms Cribwia | Action Seript

Aun thin sction an compartar for whom...
& e Tolkywine relesance chwise evabiaies o true

o of [joarrent momtheRprily lesp of year of caresst datsf]

0K Canced

It is strongly recommended that you use the original Relevance expression, but you may want to customize it to
better suit your needs. For instance, you might want to AND the entire expression with inclusion in a specified
computer group to narrow its scope.
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Run this action on computers for whom:

e Therelevance clause from the original Fixlet or Task Message evaluates to true. This is the
default action, and the one most recommended.

o The following relevance clause evaluates to true. In certain circumstances, you may wish to define a
more or less restrictive criteria for applicability.

If you opt for the second choice, the text box below becomes editable and you can revise the original
Relevance clause, which is the default value.

This tab is available from several different dialogs:
Take Action, Take Multiple Actions, and Edit Computer Settings.
Assign User Management Rights

The Assign User Management Rights dialog lets you choose which computers an operator can manage.

Azsuign User Management Rights ﬂ

;l Al Computers

This user has management rights on all computers that have the retrieved property
values shown on the left. This user does NOT have management nghts on any
computers that do NOT have the retneved property values shown on the left.

This users will automatically be granted management rights on (or will have
management nghts removed on) any computers that change to match (or to not
match) the retmeved property values shown on the left.

[ add | Delete oK Cancel

This dialog displays the current set of computers that can be managed by the selected Console operator and
lets you add or delete computers from that set. There are two buttons in this dialog:

= Add: Add new computers to the set of computers that the operator can manage. This brings up a
standard filter/list box of the computers on your network. Use the values of the retrieved properties to
filter down the group of computers for this operator. The use of retrieved properties -- including custom
properties -- makes it simple to group computers. For instance, you may want to group computers by
their operating system or cpu type. Or you might create a special computer setting, like department or
location, and use that to parcel out management rights to the selected operator. Or there may be
computers using particular applications that you want to assign to specialists in your organization.

= Delete: This button lets you remove computers from the set of computers that the operator can
manage. It will bring up a dialog that will let you choose which retrieved property filters you want to
delete. (If a single filter was defining the rights, when you select Delete, it will do so without bringing up
this dialog.)

This dialog is available by selecting Console Operators from the Domain Panel navigation tree, right-clicking
any operator in the List Panel and choosing Assigh User Management Rights from the context menu (or
choose Assign User Management Rights from the Edit menu). You must have logged in with Administrator
rights to view this tab.
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Baseline Component Applicability Tab

The Baseline Component Applicability tab of the Computer document displays a list of Baseline
Components that are applicable to the selected computer.

Computer: TESTING = 0

Edit Settings 3 Rernowve From Databsse & Send Refresh
[ Summary | Relevant Frdet Messages (2) | Apphicable Tazks (30) Relevant Baselines ﬂ‘]. Baseline Cormpenent Applicability | « |+ .

Select a Relevant Baseline

Accawnting Baseline -
l& All Easeline Components (] MNumber Component Name B o up
Missing Cffice Web Compe o ':oqun:n'rNamn.- up 1
1 Missing Office Wel mps Lp
I . v Component Group I
¥ Applicability

The components are listed by their number as defined in the Baseline, the name of the component, the group it
is associated with and whether or not it is relevant to the specified computer. Right-click the header to see what
fields are available to display and sort by.

This dialog is available by selecting Computers from the Domain Panel navigation tree, clicking a computer
from the List Panel and clicking the Baseline Component Applicability tab.

Baseline List and Document

A list of Baselines is displayed when you click Baselines, or any of its child nodes, from the Domain Panel
navigation tree.

File Edit Wiew Go Tools Help
w= Back - Forward = |!ﬁ5how Hidden Content| ¥* Show Non-Relevant Content g?ﬂefresh Cunﬁ}

All Content 4 Baszelines |5E.ar|:h Baszelines p| J
[ Non-Master Operator | - Mame . Site Applicable Co...
l-'. Tl 8 tor! . " = =
- @ Baselines (1 bt BigCorp Accounting Base... Master Action Site 3 /3
TEesAction
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A Baseline document is displayed in the Work Area of the BES Console when you click an item from this list.

Bazeline: Accounting Baseline [ gl |

&2 Take Action | # Edit Copy ‘o Export | Hide Locally Hide Globally | 3 Remave

Description | Details | Components | Applicable Computers (1) [ Component Applicability | Acticn History (0] |

Description

‘ The Accounting Baselme \

® Click here to deploy this action group

At the top of the Baseline document you'll find the Baseline name and a toolbar containing several tools:

Take Action: Click this button to execute the default Actions in this Baseline Group.

Edit: Bring up the Edit Baseline dialog to make changes to this Baseline.

Copy: Bring up the Create Baseline dialog to make and edit a copy of this Baseline.

Export: Save this Baseline to import into another Console or deployment or to edit it in an external
editor.

Hide Locally: Hide this Baseline from the Local Console.

Hide Globally: Hide this Baseline from all Consoles. It can be retrieved later by clicking the Show
Hidden Content button on the Console toolbar.

Remove: Delete this Baseline from the database.

There are several tabs in a Baseline document. They include:

Description: An HTML page describing the Baseline and a set of Actions (implemented as links) that
are designed to address the problem described.

Details: An HTML page describing the Properties and Relevance clauses behind the Baseline. At the
bottom of the page is a text box to enter a comment to attach to the Baseline.

Components: Lists the Fixlet messages and Tasks that have been grouped into this Baseline.
Applicable Computers: Shows what subset of computer components this Baseline targets. This tab
also indicates the current count of Applicable Computers for instant viewing.

Component Applicability: Lists the numbered components of the Baseline. In the Applicable
Computer column, displays the number of computers where the Baseline component is applicable and
following the slash, the total number of computers where the Baseline is applicable.

Action History: Shows the history of any Actions that have been invoked by this Baseline. This tab
also indicates the current count of executed Actions for easy viewing.

To display a Baseline list, click the Baseline icon (or any of its child nodes) in the Domain Panel navigation

tree.

A Baseline document opens whenever you click an item in a Baseline list.
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Change Database Password

The BES Console allows you to change the database password if you have the proper authorization. Enter the
current password, then enter and validate the new password.

Note: This dialog is not available if you are using using NT Authentication and thus aren’t using a password to
connect to the database.

This dialog is available when you select File > Change Database Password.
Change Private Key Password

The BES Console allows you to change your private key password.

Change Private Key Password .
Old Password: LR b L Ll
Mew Passwaord: seanee

Confirm Password: "‘""""‘"""l

QK l [ Cancel

Enter your current password, then enter and validate the new password.

This dialog is available when you select Tools > Manage Signing Keys > Change Password.
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Comments

BES Console Operators can make comments on most of the BES objects, including Fixlets, Tasks, Actions,
Computers, etc. These comments can be created whenever an object like a Fixlet is selected and displayed in
the main BES window. Here's how to create a comment for a Fixlet message:

1. Click on the Fixlets and Tasks icon in the Domain Panel navigation tree.
2. Right-click the desired Fixlet and select Add Comment.

(O BigFix Enterprise Console =)t
File Edt View Go Took Help
% Back * % Forward * | % Show Hidden Content v Show Mon-Relevant Content | & * Refresh Conscle
All Content « Fodets and Tasks {Search Filets and Tasks 2B
. Figlets and Tasks [H:I Source g-hnerrt:, Site -
o . S e T 1
& Act
& ¢ ;:":tfr; a BES Quick Reference | OPeM BES Support
- ome ! Farea BES Clisntzto | Copy Tet BES Suppert
B Computer Groups (D)
& Analyses ) ' Start Service Copy Text with Headers BES Support
S 1 5 "
% Censole Operatars (5) Swibch BES Client Act Select All BES Support
= sites (10) TROUBLESHOOTING: : BES Support
L5 Wizards Restan Service Globally Hide BES Suppeart
£5 Dashboards EES Ralay ¢ BES Serve Globally Unhide cified> BES Support
ES Custom Filters PE'S Lleent Setting: R::I Locally Hide kified>  BES Supoort : i
""""" Lecally Uinhide
« ¥ All Content Fusdet: Missing Offce ¥ h d D
S Tak - Take Default Action... —
- ake Action = e Globally | ¥ Femove
GV BigFix Management . ey — i sttt
(1)
U Endpoint Protection Descrgtion [ Detais ¢, sl :
} Action Histc gl tasseel Shate
L : ; -: . | :
reate Custom Copy.. 1
| 32 iterns in lest, 1 selected. Expart B user joe’ )

3. Type your comment into the dialog box that pops up.

Add Comment

Add the fellowing comment to all currently selected iterms:

Cancel

o) |

" = J

]

4. Alternatively, you can double-click a Fixlet message, select the Details tab and enter your comment at
the bottom of the page.

Similarly, you can attach comments to Tasks, Actions, Computers and Analyses. These comments can include
keywords or operating notes. You might want to have special information about certain computers, or usage
pointers for special Tasks. This is a free-form field, so you can make up your own rules for commenting.
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To view an aggregated list of all comments, select View Recent Comments from the Tools menu.

Recent Comments el
Object Comment Console Operator  Time Entered £
Start Senace Only used for Development clients joe S/6/2010 4:3T-45 P
g Office Exscuted per Palicy #25 joe 562010 4.3710PM |
Stop Senice ‘joe’ has marked this object as hidden. System 572010 1:33:54 PM
Restart Seruce ‘joe’ has marked this object as visible. System 552010 12601 PM

This dialog lists all the comments created to date, sorted by time-stamp, with the most recent comments at the
top. The name of the Console Operator responsible for the comment is listed next to the description. Each
comment contains a link that will open up the original object in the main window, allowing you to view the
description and other aspects of the object.

Component Applicability Tab

The Component Applicability tab of the Baseline document displays a list of how many computers have been
targeted by the specific component.

Baseline: Accounting Baseline ol

&7 Take Action | # Edit Copy | Export | Hide Locally Hide Globally | 3§ Remeve

Description | Details | Components ! Applicable Computers (1) | Component Applicability | Action Histony ()

4 -u. 5“ Component Groups | Mumber Component Mame Applicable
il Component Group 1 0. Missing Office Web Components - BES Co... 141
1 Missing Office Web Components - BE5S Co... 171

The components are numbered, corresponding to their order under the Components tab.
Following the number is the name of the component and then the Applicable Computer Count. This column is
composed of multiple numbers in a form like '35/50 (4 unknown)'. The first number is the count of computers

where the component is applicable, the second is the total number of computers targeted by the Baseline.

This dialog is available by choosing the Baseline icon in the Domain Panel navigation tree, opening an item
from the resulting List Panel and clicking the Component Applicability tab.
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Components Tab

The Components tab of the Baseline document displays a list of all the component Fixlet messages and
Tasks that have been grouped into this particular Baseline.

Baseline: Accounting Baseline of O
47 Take Action | » Edit Copy |* Export | Hide Locally Hide Globally | 3 Remevs

. Description ._ Dmih. Components .-ﬂpplltlhlt Computers (1) | Component Applicability |A_ !

Baseline Components

Component Group 1

[#l  Missing Office Web Compeonents -
BES Console - OWC 2003 Action] (Defaulf)

1A L

[ Missing Office Web Components -
BES Console - OWC 2003 Action] (Defaul)

B

Find... 1 companents in baseline

Click on the links beneath each component to view the source Fixlet or Task, or to see the actual code behind
the Relevance statements and Action scripts.

The components of a Baseline are copies of the original Fixlet or Task, not pointers. As such, if the underlying
Fixlet or Task should change, the Baseline may become out of sync with the original. If this happens, the

message Source Fixlet differs will show up in the component listing.

This dialog is available by choosing the Baseline icon in the Domain Panel navigation tree, opening an item
from the resulting List Panel and clicking the Components tab.
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Computer: Action History

The Action History tab provides a listing of all the actions that have been deployed on the specified computer.

Computer: TESTING of O
Edit Settings )€ Remove From Database &7 Send Refresh

: Summary ] Felevant Fidet Messages (2) | Apphicable Tasks (30) l Relevant Baselines (1) | Baseline Component Applicability | Action History (2) | 4

a }’ Action History (2) Tirne lssued State Status Mame
o :T :i:' 5/6/2010 1:14:43 PM Open Completed  Change Muttiple Settings
I';] v o 5/06,/2010 9:50:20 AM Open Waiting Missing Office Web Components - BES Console -
F H E}' Site

(& BES Support (1)

i!* Master Operator Site (1)
E5 By Issued By
—=| By T:,'pe

Note that unlike the general action list for all computers available from the main Actions Tab, this list contains
only actions targeted to the selected computer.

The Action History list has options similar to the any Action List Panel.

To view more information about a particular action, double-click it. That will bring up the corresponding Action
document in the Work Area.

This dialog is available by choosing the Computers icon from the Domain Panel navigation tree and then
clicking a computer from the list. Then click the Action History tab in the Computer document window.

Computer: Applicable Tasks

The Applicable Tasks tab of the Computer document lists all the Tasks that are relevant to the selected
computer.

Computer: TESTING o O
Edit Settings 3 Rermove From Database o Send Refrech

| Summary | Helevant Fdet Messages ()| Applicable Tasks (30) l Felevant Baselines (1) | Baseline Component Applicabality | Ac * | *

4 (34 Applicable Tasks (30) 4 | Name Categery Site
E! ::" ;“egur}- Start Service Common Tasks  BES Support
«a Tf Et:“ (301 Restart Service Comrmon Tasks  BES Support
< & E_”E:‘ " & Switch BES Client Action Site Masthead - BES7 Suppert BES Support
& B Egeny Force BES Clients to Run REI.::( Autoselection Suppert BES Support

s By Source Sevent:
& <Unspecified:
o Low (3)
5l By Source
E By Source Release %

‘ m k a m L}

TROUBLESHOOQTIMG: Restart the BES Chent Service Troubleshoot.,.  BES Support

This filter list is updated in real-time, refreshing its display as Tasks are reevaluated. You can filter the list by
clicking on items in the left pane, and sort the tasks by clicking on the appropriate headers.
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This dialog has the same options as the any Task List Panel.
This dialog is available by clicking the Computers icon in the Domain Panel navigation tree and then clicking

on a computer from the resulting List Panel. Then click the Applicable Tasks tab in the Computer document
window.

Computer List and Document

A list of Computers is displayed when you click Computers, or any of its child nodes, from the Domain Panel
navigation tree.

File Edit View Go Tools Help
sl Back ~ W Forward « | " Show Hidden Content ¥ Show Non-Relevant Content | eﬁefrﬁh Consol

All Content # Computers |Search Computers Pl
T8 Compuncts 7

4 @ Computers (3] (4] Compater M... | 05 CPU Last Report Ti..
5By Ratrieved ;WF'E“'EE ETESTING Wind 61.76... 2400 MHz AM...  5/22/2010 410...

4 [ By Group MOMMA WinXP Med... 3400 MHz Pen... 5/21/2010 8:40..X

& extenal group (2 BIGDOG inVistaG.... 3000 MHz Cor...  5/22/2010 4:12...
% G group (2]

A Computer document is displayed in the bottom window of the BES Console when you click any item from
this list.

Computer: TESTING o O
Edit Settings 3¢ Remeve From Database " Send Refresh

Surnmary | Relevant Frlet Messages (2] | Applicable Tasks (30) i Relevant Baselines (1) | Baseline Companent Applcabilt *

[collapse alll / [expand all]

Core Properties

Active Directory Path cnone>

05 WinT 61,7600

CPU 1000 MHz AMD Aghlon{tm) 64 X2 Dual Core Processor 5000+

DNS Name Testing

IP Address 192.168.0.5

Last Reported S/6R2010 5:21:04 PM

Lockad Ne

Custom Properties

BIOS 12/09/06
Free Space on System Drive 17546 MB
RAM 2043 MB
Subnet Address 192.168.0.0
Total Size of System Drive 142250 MB
User Name Scoft

ml ¥
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Click on the Summary tab to see essential information about this computer. Here you'll find the name,
information about the processor and operating system. Scroll down to see more information, including how
many Fixlet messages are relevant to this computer and how many actions are open.

There are several tabs in a Computer document. They include:

= Summary: Displays a list of properties that are being retrieved from this computer, as well as the Client
Relay Status, Group Memberships, Custom Sites, Settings and Comments.

= Relevant Fixlet Messages: A list of the Fixlet messages that are currently relevant on this computer.
These can be winnowed down using the filter tree in the left panel, then sorted by clicking on the
column headers. The current number of relevant messages is indicated in the tab itself, so you can see
it at a glance.

= Applicable Tasks: Lists the Tasks that apply to this computer. The current number of tasks is indicated
in the tab.

= Relevant Baselines: Lists the Baseline items (Fixlets and Tasks) that have been assigned to this
computer. The current number of baselines is indicated in the tab.

= Baseline Component Applicability: Shows what components of specified Baselines are applicable to
this computer.

= Action History: Shows what Actions have been applied to this computer. The current number of
Actions is indicated in the tab.

= Management Rights: Displays the names of the authorized operators for this computer. The current
number of operators is indicated in the tab.

A computer list is displayed when you click on the Computers icon (or any of its child nodes) in the Domain
Panel navigation tree.

A Computer document is opened whenever you click an item in any list of Computers.
Computer Group: Actions

The Actions tab of the Computer Group document provides a listing of all actions that target any member
computer of the specified group.

Computer Group: Win group |

# Edit Copy |=%Export | ¥ Rernove

| Description I Reporting Computers (3] | Fixlets | Tasks | Baselines| Actions |Ana|y5e5|

E_:’ Open Actions (1) +  Timelssued State % Complete Mame

g7 Stopped Actions (0} 5/6/2010 1:14:43 PM Open 10000% (/1)  Change Multiple Settings
i@ Expired Actions (1)

4 ?} My Actions (2) -
4 £ By State
E} Open (1)
i@ Expired (1)
- ) By Site
- ] Bylssued By | LU b

This dialog has the same options as the any Actions List Panel, but contains only Actions targeted to the
selected Computer Group.
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To view more information about a particular Action, double-click it. That will bring up the corresponding Action
document in the bottom panel.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking

on a Computer Group from the resulting List Panel. Then click the Actions tab in the Computer Group Work
Area.

Computer Group: Analyses

The Analyses tab of the Computer Group document provides a listing of all the Analyses that have been
deployed and allows you to filter them for the specified Computer Group.

Computer Group: Win group e O

# Edit Copy [=% Export | M Remove

| Description | Reporting Computers (3) | Fixlets | Tasks | Baselines | Actiuns| Analyses |

4 [@) All Analyses (8) * | Status Mame Site
PR By Status . .
B Activated Globallv (2 Mot Activated BES Component Versions BES 5
o NCtt“:tS o ;5]“ ) =| Activated Globally BES Relay Status BES S
. ag'] SitI: cHvatE Mot Activated BES Management Rights BES 5
T::r Mot Activated Bandwidth Throttling Status BES 51
- |2 BES Support (6) ) ]
. E:] Master Action Site (2) Mot Activated BES Relay Cache Information BES 5
. 5 By Activated By Mot Activated BES Health Checks Analysis BES 51
4 @ My Analyses (2) sl & m +

This dialog has the same options as the any Analyses List Panel.

To view more information about a particular Analysis, click it. That will bring up the corresponding Analysis
document in the bottom panel.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking

a Computer Group from the resulting List Panel. Then click the Analyses tab in the Computer Group document
window.
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Computer Group: Baselines

The Baselines tab of the Computer Group document provides a listing of all the Baselines that have been
deployed on the specified Computer Group.

Computer Group: Win group = B

# Hdit Copy |zt Export | A Remove

| Description | Reporting Computers (3) | Fixlets | Tasks | Baselines |Acti|:rns | Analyse_s|

@ All Applicable Baselines (1) MName Site Applicai:lle Co..
EE] My Custl:u.m EESE“nE_S ()] Accounting Baseline Master Action Site 1 /3
E] Locally Hidden Baselines (0]
@ Globally Hidden Baselines (0]
E Mon-Master Operator Custom Baselines (0)
El m | 3

This dialog has the same options as any Baseline List Panel, but contains only Baselines targeted to the
selected Computer Group.

To view more information about a particular Baseline, double-click it. That will bring up the corresponding
Baseline document in the Work Area.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking
a Computer Group from the List Panel. Then click the Baselines tab in the Computer Group Work Area.

Computer Group: Computers

The Computers tab of the Computer Group document provides a listing of all the computers that have been
manually selected to be a part of the specified Computer Group.

Computer Group: external group = O

# Edit Copy :::}E:cr:u:rt| 24 Remove

Description | Computers (2] | Fixlets | Tasks | Baselines I HActions | Analys5|

4 @ Computers (2) Cnmpater M...| O5 cPU Last Repor
= 23" EE"”“E" Prop picpog WinVista6... 3000 MHz Cor...  5/7/2010 6
4 @@ By Group MOMMA WinXP Med... 3400 MHz Pen.. 5/7/2010 6
ﬁ external groug
% G group (1)
% M group (1)
% Win group (2)
I — T — - [ I —TT— - b
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This dialog is displayed for Manual Computer Groups only. It has options similar to other Computer lists, but
contains only computers belonging to the selected Manual Computer Group. Note that the number of reporting
computers is available in the tab itself, for viewing at a glance.

To view more information about a particular Computer, double-click it. That will bring up the corresponding
Computer document in the bottom panel.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking
a Manual Computer Group from the List Panel. Then click the Computers tab in the Computer Group Work
Area.

Computer Group: Description

The Description tab of the Computer Group document provides information about a selected Computer
Group. This is the dialog for an Automatic Computer Group.

Computer Group: Win group of O
# Edit Copy ‘s Export | 3¢ Remove

Description | Reporting Computers (3) | Frelets | Tasks | Baselines | Actions | Analyses

Bl Details

] Automatic

Group 1D 00-53

Sitg Master Action Site

(| oefinition

This group includes compulers with the following property:

05  contans “win"

O

Relevance

+=
jwvarasion of cliene >= "&§.0.0.0") AND (exiscs crue whosa [4if

crue chen (exiscs [operacing ayscem) wh

lowercasse concainsg "win®™ as laowsrcasa)) alse falsa))

O Comments

‘w Console Operator Time Entered i

It contains different information depending on whether the group is Automatic or Manual:
Automatic Computer Groups contain several sections:

e Group Definition: This is a listing of the properties that specify the inclusion of a computer into the
group. Each is a clause of the form <property> <relationship> <value>. For instance, OS contains
"win", would create an Automatic Computer Group consisting of Windows machines.

e Targeting Relevance: This is the full Relevance expression that implements the property evaluation
described above. Click on show indented relevance to see a formatted version of the expression.

e Comments: This is a text box to enter a comment that will be attached to the Computer Group for other
operators to view.
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Manual Computer Groups only contain a Comment box. The information you enter here will be attached to this
Computer Group and become available to other BES Console operators.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking

a Computer Group from the List Panel. Then click the Description tab in the Computer Group document
window.

Computer Group List and Document

A list of Computer Groups is displayed when you click Computer Groups, or any of its child nodes, from the
Domain Panel navigation tree.

File Edit Wiew Go Teools Help ’
4l Back ~ B Forward » | # Show Hidden Content " Show Non-Relevant Content eﬂefrﬁh Console.

All Content “« Computer Groups |Search Computer Groups
. . \‘__
[ Lﬁ Baselines (1) + | Name Type Site '
b [g» Actions (5)
b _— external group Manual :
. — | Win group Autornatic Master A{
R ) =| Mgroup Automatic Master Actigg
g G grou Automatic Master Af
N cole O ) group ‘
m.‘ ) '.___‘-r w_‘ﬂ*,_“ ' -*\ﬂ’\_r.

A Computer Group document is displayed in the Work Area of the BES Console when you click any item from
this list.

Computer Group: Win group e O

# Edit Copy ;:)Expurtl # Remove

Description | Reporting Computers (3) | Fixlets | Tasks | Baselines | MActions I Analyses|

el

-

Type Automatic

Group ID  00-53 =
Site Master Action Site

Definition

This group includes computers with the following property:

05 contains "win”

Relevance

=

(version of client >= "§£.0.0.0") AND (exists
true whose (if true then (exists (operating
system) whose (it as string as lowercase
contains "win" as lowercase)) else false))
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At the top of the Computer Group document is the name of the group. Under that is the Computer Group
toolbar. It includes:

= Edit: Open up a dialog that allows you to edit the criteria for this group.
= Copy: Create a copy of this group and edit it.

= Export: Save this group for editing by an external editor.

= Remove: Delete this group from the list.

There are several tabs in a Computer Group document, and they may differ according to the group type. They
include:

= Description: For an Automatic group, this tab will display the Group Definition (as a list of property-
associated Relevance expressions), the Targeting Relevance clause that implements the group
definition, and a comment box. For a Manual group, this tab will display a comment box only.

= Reporting Computers: Only displayed for Automatic groups, this tab is a list of the computers that are
currently considered members of the group, based on properties and Relevance. This is a filter/list
panel, allowing you to narrow down the list by selecting from the filtering folders on the left side.

= Computers: Only displayed for Manual groups, this tab is a list of the computers that have been
manually selected to be members of the group. This is a filter/list panel, allowing you to narrow down
the list by selecting from the filtering folders on the left side.

» Fixlets: Lists all the Fixlet messages that apply to this Computer Group.

» Tasks: Lists all the Tasks that apply to this Computer Group.

= Baselines: Lists all the Baselines that apply to this Computer Group.

= Actions: Lists all the Actions that target any member of this computer group.

= Analyses: Lists all the Analyses and allows you to filter them by Computer Group.

To display a Computer Group list, click the Computer Groups icon (or any of its child nodes) in the Domain
Panel navigation tree.

A Computer Group document is opened whenever you click an item in a Computer Group list.
Computer Group: Fixlet messages

The Fixlets tab of the Computer Group document provides a listing of all the Fixlet messages that have been
targeted to the specified Computer Group.

Computer Group: Win group of O
# Edit Copy | Export | ) Remave
Description | Reporting Computers (3) | Fidets | Tagks | Baselimes | Actions | Anabyses
455 All Relevant Fixlet Messages (6)] = | ame Soures Severity
i:_] By Source Severity Administrative Login Meeded Important
I'__I :}_ i't: ) Version of Dbmslpcn.dll May Cause Handle Leak on ..  Important
l_—1 ¥ -eregary Windows Firewall is Blocking BES Traffic - Windows V.. Important
& By Source F
Restart Mesded Moderats
4 &3 By Source Release Date
—'” 2710/2004 1) Restart Meeded - Mot Tnggered by a BES Action Moderate
_—_I_ 1A8/I008 -1 BES Quick Reference - Production Low
T NAA )
:I_ Al Relevant On Unlocked Compute:
£ My Customn Ficlet Messages i)
- CHTYPIREVIYY . ; . .
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This dialog has the same options as any Fixlet List Panel, but contains only those Fixlet messages targeted to
the selected Computer Group.

To view more information about a particular Fixlet message, double-click it. That will bring up the corresponding
Fixlet message document in the Work Area.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking
a Computer Group from the List Panel. Then click the Fixlets tab in the Computer Group Work Area.

Computer Group: Reporting Computers

The Reporting Computers tab of the Computer Group document provides a listing of all the computers that
have been automatically chosen to be a part of the specified Computer Group by virtue of their property values.

Computer Group: Win group = O
# Edit Copy |- Export | 2 Remove

Description | Reporting Computers (3) | Fixlets | Tasks | Baselines I Actions | Analyses|

4{[73 Reporting Computers (3)]  +  Computer N... 05 CPU Las
4 & By P‘EE'”I':E"‘EE' Pmp;’t'es BIGDOG WinVista6... 3000 MHz Cor..  5/7
% E}r sz'””ter AME 1= MomMMA WinXP Med... 3400 MHz Pen... 5/7
PR ¥ :
- TESTING Win7 61.76... 1000 MHz AM... 5/
. [ Win7 6.1.7600 (1) " : :
. [ WinVista 6.0.6002
- [ WinXP Media Cen
. E5) By CPU
: £2] By Last Report Time
- ) By Locked il
- nFr'a n.. nrc n_l_..l'_l__J.:;_ - m r

This dialog is displayed for Automatic Computer Groups only. It has the same options as any Computer List
Panel, but contains only computers reporting to the selected Computer Group.

To view more information about a particular Reporting Computer, double-click it. That will bring up the
corresponding Computer document in the Work Area.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking

an Automatic Computer Group from the List Panel. Then click the Reporting Computers tab in the Computer
Group Work Area.
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Computer Group: Tasks

The Tasks tab of the Computer Group document provides a listing of all the Tasks that are applicable to one
or more computers in the specified Computer Group.

Computer Group: Win group = O

# Edit Copy |=t:Export | M Remove

| Description | Reporting Computers (3] | Fixlets | Tasks |Easelines | Actions I Analy5e5|
4 _"'é, All Applicable Tasks (37) + | Mame -
4 & By Category I I

. [[§5 BES Client Setting (20)|
» [5h BES Server/Relay Setting (3=
b @ Commaon Tasks (2)
s % Support (6]
> ﬁ Troubleshooting (G)

BES Client Setting: Communication Method
BES Client Setting: Download Throttling
BES Client Setting: CPU Usage 8
BES Client Setting: Lock Computer

BES Client Setting: BESClientUI Enable Mode

m

. 5 By Site BES Client Setting: Enable/Disable Dynamic Throttling
: Enable BigFix Client Interacting with Deskto
- 2] By Source Severity g g P
- 5] By Source _ | BES Client Setting: Enable Command Polling i
1 | 1 b :T o ) - ' F

This dialog has the same options as any Task list. Click any header to sort the list.

To view more information about a particular Task, double-click it. That will bring up the corresponding Task
document in the Work Area.

This dialog is available by clicking the Computer Groups icon in the Domain Panel navigation tree and clicking
a Computer Group from the List Panel. Then click the Tasks tab in the Computer Group Work Area.

Computer: Management Rights

The Management Rights tab of the Computer dialog lists the operators who are currently granted
management rights to apply actions to the specified computer.

Computer: MOMMA = O

Edit Settings 3¢ Remove From Database & " Send Refresh

| Baseline Compenent Applicability | Action Histery (0] | Management Rights (4) Al
4 @ Users Granted Management Rights (4) Mame Master Operator Last Lo
4 Sﬂﬂr:taﬂpt don No 5/6/201
E% ........ o (G} ken Mo 5/6/201
[F4 Yes (1) =
may Mo 5/6/201
4 i b
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You can filter this list by using the filter tree in the left panel. The list has three headers that you can use to sort
the list:

e Name: The name of the Console operator who has been granted rights.
e Master Operator: A Yes or No flag that indicates if the rights manager is also a BES Master Operator.
e Last Login Time: The last time this operator logged in to the BES System

This dialog is available by clicking the Computers icon in the Domain Panel navigation tree and then clicking
on a computer in the resulting List Panel. Then click the Management Rights tab in the Work Area below.

Computer: Relevant Baselines

The Relevant Baselines tab of the Computer document lists all the Baselines that are applicable to the
selected computer.

Computer: MOMMA = O

Edit Settings 3¢ Remove From Database &~ Send Refresh

| Sumrmary | Relevant Fixlet Messages (1) I Applicable Tasks (33) | Relevant Baselines (1) ||+ | *

__E] Relevant Baselines (1)| | Mame Site Applicai::lle
BigCorp Accounting Base... Master Action Site 3 /3

This filter/list is updated in real-time, refreshing its display as Baselines are reevaluated. The number of
Baselines that are currently relevant are listed in the tab itself for easy viewing. Since Baselines contain content
such as Fixlets that are targeted to computers based on relevance, different Baselines may apply to different
computers, depending on current applicability.

This dialog has the same options as any Baseline List Panel, and can be sorted by the same headers. You can
open up and view individual Baselines by double-clicking them from this list.

This dialog is available by clicking an item in any Computer list. Then click the Relevant Baselines tab in the
Computer Work Area.
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Computer: Relevant Fixlet Messages

The Relevant Fixlet Messages tab of the Computer document lists all the Fixlet messages that are relevant to
the selected computer.

Computer: BIGDOG of O
Edit Settings 3 Rermowve From Databaze & Send Refresh
[ Summary  Relevant Fixlet Messages (4] | Appiicable Tasks (32) | Relevant Baselines (1) | Baseline Component Apphicability | + |+ .
4 ".'.. Refevant Messages (4] *  Marme Source iemerity Sine
I,E! Efl': Source Severity Administrative Login Meeded Important BES Support
«u Eﬁ' 5;:55 ot (4] = | Windows Firewall is Blocking BES Traffic - Win... Important EES Support
e e ! Restart Meeded Moderate BES Suppart
& By Source Severity Restart Needed - Not Triggered by s BES Action Mod BES Support
g By Category ectart Needed - riggered by a BES Action  Moderate uppe
+ =l By Source

3 BigFix (4)
ES Bv Source Redease Date

- £l M 3

This filter list is updated in real-time, refreshing its display as Fixlet messages are reevaluated. The number of
Baselines that are currently relevant are listed in the tab itself for easy viewing.

This dialog has the same options as any Fixlet List Panel and may be sorted by the same headers.

This dialog is available by clicking the Computers icon in the Domain Panel navigation tree and clicking a
computer from the List Panel. Then click the Relevant Fixlet Messages tab in the Computer Work Area.

Computer Subscriptions Tab

The Computer Subscriptions tab of the Sites document lets you establish criteria for subscribing BigFix
Clients to the specified site.

External Site: BES Asset Discovery = O

9531."2 Changes Discard Changes | Gather € Remove

Details | Computer Subscriptions | Operator Permissions|

The following computers will be subscribed to this site:
71 All computers
71 Mo computers

i@ Computers which match | any ¥ | of the conditions below

[GS v] ’cuntains vl Win D
[Location v] ’cuntains vl Ttaly D
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There are three buttons available for external sites.

e All computers. Subscribe all available clients to the specified site.

e No computers. Don't subscribe any clients to the site.

e Computers which match... Set criteria for subscription based on client properties. This is a flexible
technique to subscribe only those computers that satisfy the properties you specify in a property /
operator / value trio. You can select any or all from the pull down to OR or AND the criteria together.
Use the plus button to add another criterion and the minus button to delete one.

For custom sites, there is another button.

e Computers subscribed via ad-hoc custom site subscription actions. With this option all computers
start out unsubscribed. To subsequently subscribe a computer, you must bring up the list of computers
(click Computers from the Domain Panel navigation tree) and then right-click the desired set of
computers. From the context menu, select Modify Custom Site Subscriptions.

File Edit View Go Tools Help 3
s Back » W) Forward = | % Show Hidden Content #" Show Mon-Relevant Content )
All Content « Computers Search Computers ,D| k
[ Firlets and Tasks ( » | Computer N... OS CPU Last Report Ti... LJ
4 Easrallnes ) CTESTING ; I‘JD !
7T Compute @ MOMMA - b

4 [T3 Computers

el || BIGDOG v | EopyTed .
i [ m ] Copy Text with Headers

s ﬁ By Group  |[of | & e

5 E Computer Groups Computer: TESTIN sdzzd H

z % izzlj.;:é]lpze]ratmg Edit Settings 3CF Edit Computer Settings... /

4[5 Sites (14)
» |_EI Custom (2)  —

~ > (5 External (12)
Tt gl - aate

m

Modify Custom Site Subscriptions...
Add Comment...

Remowve From Database..,
““«-~ij-..-¢-"‘""’\““"‘1

From the resulting dialog, select sites to subscribe or unsubscribe.

Summary | Rele

Modify Custom Site Subscriptions M

(@ Subscribe selected computers to site:

’EigCorp Dev Site v]
() Unsubscribe selected computers from site:
BigCorp Dev Site I
1
OK ] [ Cancel
L5 =
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Only those sites where the ad-hoc option has been set will be available for subscription in the pull down

menu. Note that this dialog also allows you to unsubscribe computers from an ad-hoc grouping.

This dialog is available by clicking the Sites icon in the Domain Panel navigation tree, clicking an item from the
resulting List Panel and then clicking the Computer Subscriptions tab.

Computer: Summary

The Computer Summary tab lists several items of interest, including Properties, Relay status, Grouping,
Custom Sites, Settings and more.

Computer: BIGDOG

Edit Settings 3 Rernove From Database " Send Refresh

Surnmary :H.:InrorrtFnclﬂ Messages (4] | Applicable Tasks (32) | Redevant Baselines (1 * | *

Core Properties
Active Directony Path
(0]
cPU
DNS Name
IP Address
Last Reported

Locked

Custom Properties
BIOS

RAM

Subnet Address

Uszer Mame

Free Space on System

WinVista 6.0.6002
3000 MHz Core 2 Duo
Bigdog

192.168.0.7

5712010 70755 PM
Mo

02/24/09

Drive 150264 MB

8192 MB
192.168.0.0
397899 MB
Scott

SN Computer Properties

The Properties section of the Summary lists various properties of the given computer, derived from Relevance

Expressions. These properties help you define subsets, sorting fields, reports and grouping criteria for the
various client computers under BES administration.

The default properties include, but are not limited to:

Core Properties
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Active Directory Path: The position of the BES Client within the Active Directory hierarchy.
OS: The operating system of the given computer.

CPU: The speed and type of CPU.

DNS Name: The name of the computer.

IP Address: The current IP Address of the computer.

Last Report Time: The time that the computer last reported.

» Locked: The locked status (Yes or No) of each computer.

© 2010 by BigFix, Inc.



BigFix Console

Custom Properties

» BIOS: The version and date of the Basic Input/Output System.

= Free Space on System Drive: How much room is available on drive C of the given computer.

= RAM: The amount of RAM in the given computer.

= Subnet Address: The subnet IP Address of the given computer.

= Total Size of System Drive: The total size of the drive containing the OS on the given computer.
= User Name: The name of the BES Client user.

You can find out more about these predefined properties in the sections on computer properties and Relevance
Expressions.

The next section in the Computer Summary is the BES Client Relay Status, which identifies the status of the
chosen computer as a Server, Relay or Client.

Computer: BIGDOG = O

Edit Settings 3¢ Rernove From Database EiSend Refresh

Summary | Relevant Fixlet Messages (4) | Applicable Tasks (32) | Relevant Baselines (1 * | *

= BES Client Relay Status

S

BES Relay Selection Method  Manual |E
Primary Relay
Secondary Relay
Distance to BES Relay 0
BES Root Server testing (0)
'y 1 P )

The next section lists any Groups, automatic or manual, that this computer is a member of.

Computer: BIGDOG = O

Edit Settings 3{ Remove From Database q;i Send Refresh

Summary Relevant Fixlet Messages (4) | Applicable Tasks (32) | Relevant Baselines (1) * | *

3

Computer Group Memberships

Automatic Group G group =)
Automatic Group  Win group
Manual Group external group

4| i b
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The following section lists any Sites that this computer is subscribed to, including external sites, operator sites
and custom sites.

Computer: BIGDOG = O

Edit Settings 3 Remove From Database Q Send Refresh

]

Summary | Relevant Fixlet Messages (4) | Applicable Tasks (32) | Relevant Baselines (1 *

3

Subscribed Sites

BES Support =
Master Action Site

1

1| i | F

The next sections contain a list of Settings for this computer, including Client, Relay, Server, Gather and
WebReport settings and the versions of the BES software running on this computer.

Computer: BIGDOG e O

Edit Settings 34 Remove From Database .,(.Z Send Refresh

Summary | Relevant Fixlet Messages (4) | Applicable Tasks (32) | Relevant Baselines (1) | Baseline Components * | *

[H BES Client Settings

_BESClient_LastShutdown_Reason Senvice manager stop request
_BESClient_RelaySelect_FailoverRelay
_BESClient_RelaySelect_TertiaryRelaylist

|

C:\Program Files (x86)\BigFix
_BESClient_UploadManager_BufferDirectory  Enterprise\BES
Client\_ BESData\__ Global\Upload
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Below that is the BES Relay Status, which contains information about the parent Relays of this computer.

Computer: BIGDOG = O

Edit Settings 3¢ Remove From Database Ez Send Refresh

Summary | Relevant Fixlet Messages (4) | Applicable Tasks (32) | Relevant Baselines (1) | Baselin * | *

Bl BES Relay Status

BES Client's Parent Relay Testing:52311
BES Relay Installed Status Mot Installed
BES Relay Selection Method  Manual

BES Relay's Parent Relay nfa (BES Relay Mot Installed) =
Manual Selection Status Primary and Secondary Relay Mot Set

-~

4| 1 | ¥

At the bottom of the page is a text box where you can enter comments that will be attached to this computer for
future reference.

Computer: BIGDOG = O

Edit Settings 3 Remove From Database E::Send Refresh

Summary Relevant Fixlet Messages (4} | Applicable Tasks (32} | Relevant Baselines (1} | Baselir * | *

e ——————

Comment Console Operator  Time Entered

Mo comments.

m

’ Add Comment

1| i | b

This dialog is available by clicking the Computers icon in the Domain Panel navigation tree and clicking a
computer from the right-hand List Panel. Then click the Summary tab in the Computer Work Area.
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Connect to Database

The Connect to Database dialog pops up when you start the BES Console.

Database: | bfenterprise -

Username:  joe

Password: MT Authentication

Ok l ’ Cancel

It lets you select which BES Database you wish to manage.
Database: Select the desired database from the pull-down menu.

Username: Enter the user name that will allow you to access the database. The set of allowed users is
maintained by the BES Site Administrator using the BES Administration Tool.

Password: Enter the password that corresponds to the user name above. In some cases, NT will authenticate
for the user. If this is the case, the password box will be grayed out.

This dialog is available when launching the BES Console.
Console Operator: Administered Computers

The Administered Computers tab of the Console Operator document displays a filter/list of all the computers
administered by the selected operator.

Conscle Operator: don = O

Assign Management Rights

Administered Computers (3] | Issued Actions (0) | Management Rights Assignment|
4 [Ty Administered Computers (3) cumpﬁterw... 0s CPU

E E}r Eetrlexred Properties RIGDOG WinVista 6.... 3000 MHz Cor...
PR Qir E::'t"'p I o MOMMA WinXP Med... 3400 MHz Pen...
ernal group TESTING Win7 61.76.. 1000 MHz AM...

& G group (2)

& M group (1)

[ Win group (3)|
1 1 5
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Note that the number of computers is displayed in the tab itself for viewing at a glance. As with any Computer
List Panel, you can filter and sort it by retrieved properties and groups. That means you can use your own
custom-created properties or groupings to parcel out administrative rights. You might use a retrieved property,
for instance, to match up specific applications to experts in your organization. Or you could connect
departmental IT managers to their own domains, automatically.

This list is similar to other computer lists in the BES Console, but it is specific to the selected operator, letting
you focus on one person at a time.

This dialog is available by clicking an operator from any Console Operator list and selecting the Administered
Computers tab.

Console Operator List and Document

A list of Operators is displayed when you click Console Operators, or any of its child nodes, from the Domain
Panel navigation tree.

File Edit WView Go Tools Help

o Back - Forward - | % Show Hidden Content +" Show Mon-Relevant Content

All Conten # Conscle Gperatm%Sear-:h Console Operators

=

» ‘ B

a3 Console Operators (3] Mame Master Operator  Last Login Time
s | By Master Ope don Mo 5/18/2010 9:45:04 PM
> |_S f:'-‘-i %4] | joe Yes 5/19/2010 6:55:49 PM
4 'I;r t‘_ Virue Definti ken 5/9/2010 2:10:03 PM
» Anti-Virus Definitior
" 311:
i SR S P M

A Console Operator document is displayed in the Work Area of the BigFix Console when you click any item
from this list.

Console Operator: don = O

Assign Management Rights

Administered Computers (3} | Issued Actions (0] | Management Rights Assignment|
4 @ Administered Computers (3) Cnmpater N.. | 05 CPU

ﬁ E}r Eetrlexred Properties RIGDOG WinVista 6.... 3000 MHz Cor...
PR ﬁi E::'t"'p I o MOMMA WinXP Med... 3400 MHz Pen...
ernal group TESTING Win7 61.76.. 1000 MHz AM...

& G group (2)

% M group (1)

[ Win group (3)|
 [om E
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At the top of the Console Operator document is the name of the operator. Beneath that is the toolbar for
Operators, containing a button that allows you to assigh management rights to the specified operator if you
are a Master Operator. The tabs underneath display at a glance how many computers are being administered
by this operator and how many actions this operator has issued.

The tabs in a Console Operator document include:

e Administered Computers: A typical filter/list window containing all the computers under this operator's
administration.

e |ssued Actions: Shows what Fixlet actions have been applied by this Console Operator.

¢ Management Rights Assignment: Shows the management rights that have been assigned to this
Console Operator (This tab is only available if you have logged in to the BES Console with the proper
credentials).

To display a Console Operator list, click the Console Operators icon (or any of its child nodes) in the Domain
Panel navigation tree.

A Console Operator document is opened whenever you click an item in a Console Operator list.
Console Operator: Issued Actions

The Issued Actions tab of the Console Operator document displays a filter/list of all the Actions that have
been deployed by the selected operator.

Console Operator: joe = O

Assign Management Rights

| Administered Computers (3] Issued Actions (2]

4 E’ Izsued Actions (2] Tirme Issued . State % Complete
& E}f z_tat“- 5/6/2010 9:50:20 AM Open 100.00% (1/1)
: ﬁ y oite 5/6/2010 1:14:43 PM Open 100.00% 1,/1)
» 2] Bylssued By
a & By Type

[[#> Single Action (.

At the top of the dialog is the name of the operator. As with any Action list, you can filter and sort it by various
properties, including State (open, expired) and Site. The current number of issued actions for this operator is
displayed in the tab itself for easy viewing.

This list is similar to other Action lists in the BES Console, but it is specific to the selected operator, letting you
focus on one person at a time.

This dialog is available by clicking an operator from any Console Operator list and selecting the Issued Actions
tab.
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Console Operator: Management Rights Assignment

The Management Rights Assignment tab of the Console Operator document displays a retrieved property
tree.

Console Operator: don = O

Assign Management Rights

| Administered Computers (3] | Issued Actions (0) | Management Rights Assignment

4 [43 All Computers This user has management rights on all computers that
4 ] By Group have the retrieved property values shown on the left. This
i user does MOT have management rights on any
computers that do MOT have the retrieved property values
shown on the left,

This user will automatically be granted management
rights on {or will have management rights removed on)
any computers that change to match (or to not match)
the retrieved property values shown on the left.

This tab is only available if you have logged in to the BigFix Console as a Master Operator. If there were any
management rights assigned on the basis of a retrieved property (for instance, based on a computer setting
named "department") you will see them here. In this example, as people changed from one department to
another, they would automatically be handed over to a new Console operator.

This is a read-only display. To alter these settings, click Assigh User Management Rights button in the
toolbar.

This dialog is available by clicking an operator from any Console Operator list and selecting the Assign User
Management Rights tab.

Operator's Guide 140 © 2010 by BigFix, Inc.



BigFix Console

Create Analysis
The Create Analysis dialog lets you deploy your own custom Analyses to monitor and audit properties across
your managed network. You can create an Analysis from scratch or you can edit an existing custom Analysis by

selecting it from the list and choosing Edit > Edit Custom Analysis.

To create an original Analysis, choose Tools > Create New Analysis. The Create Analysis dialog pops up.

-.i Create Analysis i |-[2)
Name | ([ETCCEoRTIReE Create in site: | Master Action Site -
Create in domain: lhll Content v]

Descoption | Properties | Relevance

<enter a description of the analysis here>

# Click here to activate this analysis

|1F'|.Ifl.|.|‘|:|:|m.!|:il\:a|l'§I actrvate thas analyns after it s ereated,
[ ok [ Cance

There are three items at the top to help you identify your Analysis:

= Name: Enter the name of your custom Analysis.
= Create in site: From the pull-down menu, select the BigFix site (typically the Master Action Site) you

want to host it.
= Create in domain: From the pull-down menu, select the Domain you want to house the Analysis.

Beneath these data fields, there are three tabs:

= Description: Create a user-readable title and message to accompany the Analysis you wish to run.
This is an HTML page, and you can use the text editing tools at the top to adjust the look of your

Analysis.
» Properties: Specify retrieved client properties for your Analysis. Click the Add Property button, enter a

name and a relevance clause. You can also specify an evaluation period for this property.
= Relevance: Specify the target client computers for your custom Analysis via a Relevance clause. The

Analysis will be applied to all computers where the Relevance clause evaluates to TRUE.

At the bottom of this dialog is a check box:
» Automatically activate this analysis after it is created: Check this box if you want to immediately

propagate this Analysis upon clicking the OK button. Leaving this blank will let you describe your
Analysis without actually activating it.
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You can create a new Analysis by selecting Tools > Create New Analysis, or by right-clicking in the Analysis
window and selecting Create New Analysis from the context menu.

You can edit your existing custom Analyses by right-clicking on them and selecting Edit from the pop-up menu.
Create Analysis Description Tab

The Description tab of the Create Analysis dialog lets you define the html page for your custom Analysis.

— [Custarn Anabysis Create in site: [Master Action Site ']

Create in domain: [AII Content ']

Deeription | Properties | Relevance

B S U = | &= 1= | & |+ B

Description

[ <gnter a dascription of the analysis here=

L

® Click hare to activate this analysis.

|¥] Automatically activate this analysis after it is created.

[ o | Cancel

Enter the description of your custom Analysis in the first box. You can customize the second box as well, but
the existing text is pretty standard.

You can create a new Analysis by selecting Tools > Create New Analysis, or you can edit a custom Analysis
by right-clicking it and selecting Edit Custom Analysis from the context menu. To clone and edit an existing
Analysis, first right-click it, select Export from the context menu to save it, then select File > Import to bring it
back in for editing.
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Create Analysis Properties Tab

The Properties tab of the Create Analysis dialog lets you define the properties you wish to analyze.

& p k'
.:1 Edit .ﬂmah.'su =T ﬁ

Narme Custom Anabyss Create insiter | Master Letion Site

Create in domain: | All Content -
Description | Froperties | Relevance J

T— | Add Property
IntelCPU B e
l Remove Property
Marme IntelCPL
Relevance exises cpo whose manafacturer of it contains "Intel™

Evaluate every | Every Report -

[¥] Austornatically activate this analysis after it is created.

| 0K _ | Cancel

This is the customized heart of the Analysis, and is not the same as the Properties tab of the Fixlet, Task or
Baseline dialogs.

There are two buttons in the Property tab:

= Add Property. Click this button to bring add a new property to the Analysis. When you do, the text
areas below will become editable and you can define the property.

= Remove Property. Highlight a retrieved property from this list to the left and click Remove Property to
delete this item from the Analysis.

After clicking the Add Property button, you must enter a Name for the property and a Relevance statement that
will retrieve the information. For instance you might want to retrieve the names of the administrators for each
client. You might name the property "Client Admins" and use a Relevance expression like "names of
administrators of client".

You can also set the schedule for the analysis from the Evaluate every pull-down menu. The default is to
update the property value whenever a report is requested. But you can also set it to any regular period between
5 minutes and 30 days.

You can create a new Analysis by selecting Tools > Create New Analysis, or you can edit a custom Analysis
by right-clicking it and selecting Edit Custom Analysis from the pop up or from the Edit menu.
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Create Analysis Relevance Tab

The Relevance tab of the Create Analysis dialog lets you define a relevance clause to determine the
applicability of your custom Analysis to specific computers.

Mame EigFix l;'_umpnn.gnt-; Create in sites Master &ction Sit

Description | Properties| Relevance Create in domain _-ﬁ.lll.'.nntent B

This analysis will be relevant on the following cornputers:
All compauters
Computers which match the condition below

@ Cormputers which match all of the relevance clauses belaw

1. version of client >= "5, 0" = | f

L. trues | '.

| Autematically actrvate this analysis after it is created.

| Ok |  Cancel

You can choose from three relevance options:

e All computers: This is the default choice and will analyze the properties you specify on all of the BigFix
Clients in your network.

e Computers which match the condition below: When you select this choice, you can select from
several pre-defined properties to identify a subset of the BigFix Clients for analysis.

e Computers with match all of the relevance clauses below: This choice lets you specify a computer
with a custom relevance statement. This is the most powerful of the available choices, and lets you
easily narrow down the computers to analyze.

You can create a new Analysis by selecting Tools > Create New Analysis, or you can edit a custom Analysis
by right-clicking it and selecting Edit Custom Analysis from the context menu. To clone and edit an existing
Analysis, first right-click it, select Export from the context menu to save it, then select File > Import to bring it
back in for editing.

Create Automatic Computer Group

This dialog allows you to create rules that will automatically enlist specific computers in a group. It has the
following parts:

= Computer Group Name: This is a text box to enter the name of your group. This will be listed in the
name column of any computer group listing.

» Create in site: This is a pull-down menu listing the site you wish to host the computer group.

» Create in domain: This is a pull-down menu listing the domain you wish to host the computer group.

*» Include computers with [any/all of] the following property: This option lets you specify a condition
that must evaluate to true before the computer will become a member of the group. If there is more than
one condition, this option will include a pull-down menu allowing you to use any or all of the conditions
listed. Three fields are used to define a condition:
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The retrieved property: select a property from the pull-down list containing dozens of pre-
defined retrieved properties. Note that there are two other options at the top of this list.
= Select Relevance Expression from the top of the list, select is true or is false from
the relationship pulldown and then click the Edit Relevance button to define a custom
relevance expression to base your group on.
= Select Group Membership from the property list, select the desired membership
option and then select a manual group from the pull down list to the right.
The relationship: select from the four available comparison operators: contains, equals, does
not contain and does not equal. Depending on the particular retrieved property, there may be
other relationships available.
The value: Enter a value that will be compared to the value of the retrieved property. If the
comparison is true, the Baseline will become relevant on the specified computer. For instance,
to create a group that will automatically enlist Windows computers, enter OS contains Win.

There are two buttons used to edit the list of conditions:

Plus (+): Click this button to add a new condition to the list. When there are two or more
conditions, notice that the radio button above will include a pull-down menu allowing you to
trigger on any or all of the conditions in the list.

Minus (-): Click this button to delete the condition associated with it.

Click OK and enter your password to propagate the new Automatic Computer Group that will be listed in the
Computer Groups tab.

This dialog is available by clicking Create New Automatic Group from right-click context menu in the
Computer Groups tab or select Tools > Create New Automatic Group.

Create Custom Site

This dialog lets you hame your own Custom Site.

-

-
Create Custom Site L&J

created.

Please choose a name for the new Custom 5Site. Custom
Site names canneot be changed after they have been

BigCorp Policy Site

QK ] | Cancel

Enter the name of your site and click OK. This will bring up the Custom Site dialog, where you can finish
defining your site.

To create a custom site, select Tools > Create Custom Site.
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Custom Site Document
This dialog lets you create or Edit a Custom Site.

Custom Site: BigCorp Policy Site e

9531."2 Changes Discard Changes | Gather 3 Remove

Details | Computer Subscriptions | Operator Permissions

oy oo

Type Custom Site
Creator Joe
Created 5772010 10:49:27 PM
The BigCorp Policy site is a e

collection of Fixlets and Tasks to

Description establish warious corporate policies
across the network. £
Domain All Content -

Subscription

Mo clients are subscribed to this site, but BES will continue to maintain an up-
to-date version of the site in the database.

At the top is a toolbar with four buttons:

Save Changes: After making edits, click this button to record your changes.
Discard Changes: This button will clear all the changes you have made.

Gather: This button with gather the contents of the site. Because the contents of a custom site are
typically stored locally, this tool may be grayed-out.

e Remove: This button allows you to entirely remove the site from the Console.
Beneath the toolbar are three tabs:

e Details: This tab allows you to add or edit the description of your custom site and to select the Domain
you want to host the site.

e Computer Subscriptions: This tab lets you specify which BigFix Clients will be subscribed to this site.
e Operator Permissions: This tab lets you attach Operators to the site as owners, writers or readers.

To create a custom site, select Tools > Create Custom Site.
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Dashboard Document

Dashboard documents pop up in the main window of the BES Console when you select them from the

Dashboards icon in the Domain Panel navigation tree. Dashboards tap into the BES Database to provide you
with timely and compact high-level views of your network.

Lo e o
Larl Updein: T, Mpy 8209 ot 112001 B8
wos P wwmabon ] s Poacies oeced iy Sovery
| Eatiioe woiod ISR
Tetad Palcies Hoaded: I an
Tetal Criscal Patchos Reosded: M|
Computers Maeding al ki one Criical Pabch 3 (HE) -
r.u)
Al Pasches: TH6 {6,503 -
Crisical Paschas: iz | ™
| erage Relevom Paickesgor Compeier [
Ll
Il Faschas: BT &
Criscal Faschas: 313
ol =
™. A Micrsof paich b any secuily bulking sacunty sdisary, hoifie |
aF SArCa pack and anckits wamin g, adiinistnalve tasks, and a
auperaedial conbant Eritbeai [ [FIETR. L Ureclmiai
HES Agants Degleynd: B3 -
Tetad Humber of Windows fujents Degbeged: 15
Latess Micausah Paschos: Mo, 03 May 2010 g
Microson Pasch Sies Sulrscribiod:
Paiches far Wirdows (Engish]
Falches far Wired ows (G ) -
2]
M—_ | a
W Criiw Irperinnd Viecgrela Laww W Urclgrsidad

This is a dashboard displaying the latest information on network-wide deployment of Microsoft patches.

Dashboards can provide simple textual information, but often provide a visual overview as well to give you
aggregated infomation at a glance.

Different sites make these Dashboards available. For the best coverage, select the All Content Domain, which
will list all available Dashboards in the navigation tree.

A Dashboard appears whenever you open an item from the Dashboards icon in the Domain Panel navigation
tree.
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Description Tab

The Description tab of provides an English-language description of the selected Fixlet, Task, Analysis or
Baseline.

.ﬂmah'srs: BES Fl-e|a§,- Shatus d D
QL Activate Qg Dasctivate | # Edit 5 Export | Hide Locally Hide Globally | X Femove

Description | Details [ Results | Applicable Computers )

This analysis contains information about the health of the
BES Relay deployment. This information will be useful

in assessing where the BES Relays are set up properly and
whether the BES Clients are correctly reporting to them.

After activating this analysis, you will see the following
propertias:

« BES Relay Installed Status
« BES Relay Selection Mathod
« BES Client's Parent Relay
= BES Relay's Parent Relay
« Manual Selection Status

® Click hare to deactivate this analysis

® Click hare to read mora information about BES Relays.

It typically provides one or more actions (in the form of links) that can be executed to install a patch, change a
registry, update an application, run an analysis, etc.

Click the link to deploy the action or analysis across your network. For Fixlet messages, when an Action
completes the initiating Fixlet will usually disappear since the problem no longer pertains. Tasks, Baselines and

Analyses, on the other hand, will continue to stay activated until you terminate them.

This dialog is available by clicking a Fixlet, Task, Analysis or Baseline icon in the Domain Panel navigation tree,
selecting an item from the List Panel and clicking the Description tab.
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Details Tab

The Details tab provides a look at the mechanics behind the selected Fixlet, Task, Analysis or Baseline
object.

Fixlet: Administrative Login Needed e O

’Take;&ctiun | # Edit Copy |=t:Export | Hide Locally Hide Globallj,rl ¥ Rermove

Description | Details | Applicable Computers (2) | Action History (0)

-

»

m

W] 240

Site BES Support
Category Computer Support
Download Size <no download=
Source BigFix

Source ID =Unspecified=

Source Severity  Important

It includes several sections describing various aspects of the Fixlet message:

e Properties: As seen above, this section lists various properties of the Fixlet, Task or Baseline,
including Category, Download Size, Severity and more. These properties are defined manually when
the object is created.

e Relevance: This section displays the Relevance expressions that are used to determine the relevance
of an individual Fixlet message or Task.
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Task: TROUBLESHOOTING: Restart the BES Client Service

e O

Description | Details | Applicable Computers (3) | Action History (0}

{?’Takeﬁ.ction | # Edit Copy |=tExport | Hide Locally Hide Globallj,rl ¥ Rermove

Relevance 1

=
version of client >= "5.0"

Relevance 2

»
name of operating system does not

= "WinME"

Relevance 3

»

with "win"

contain "Win3" AND name of operating system

name of operating system as lowercase starts

S
[=] Relevance

!

m

This example has multiple statements that must all be true for the item to be considered Relevant to

any particular BigFix Client. For a Baseline, this is an 'envelope' expression that determines the overall

relevance of the group. Only if the group is applicable will the relevance of the constituent Tasks and
Fixlets be analyzed. This is the core information for an Analysis, which evaluates the Relevance

expression and retrieves that value.

Fixlet or a Task.
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Task: TROUBLESHOOTIMNG: Restart the BES Client Service = B

47 Take Action | »# Edit Copy | Export | Hide Locally Hide Globally | ¢ Remove

| Descripticn | Details |Applicable Computers (3} | Acticn History fﬂ]|

-

Actioni
Script Type BigFix Action Script

delete  appendfile

appendfile @echo off

appendfile echo Your administrator is
restarting the BES Client... Please Wait...
appendfile nmet stop BESClient

appendfile net start BESClient

m

delete clientRestart.bat
copy _ appendfile clientRestart.bat
run clientRestart.bat

Success Criteria

This action will be considered successful when all lines of the
action script have completed successfully.

e Comment: This section lets you attach comments to the Fixlet, Task or Baseline.

Task: TROUBLESHOOTING: Restart the BES Client Service = O

&7 Take Action | »~ Edit Copy |%: Export | Hide Locally Hide Globally | 3¢ Remove

Description | Details | Applicable Computers (3) | Action History (0)

e ——————

Comment Console Operator  Time Entered

Mo comments.

m

Add Comment

This dialog is available by clicking a Fixlet, Task, Analysis or Baseline icon in the Domain Panel navigation tree,
selecting an item from the resulting List Panel and clicking the Details tab.
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Edit Actions Tab

The Actions tab of the Creation/Edit dialogs lets you craft Actions for your new or customized Fixlet or Task
object.

-

-] Create Task o o . iz e - l. st Iﬂﬂ
E AL
Marme EBES Server 'S:l‘hng: Throtile Dmguin-g Dowenload Trafhc Create in site: Plaster Sction Site - |
_— . Creats in domain: Al Cantent - |
Descrption | Actions | Relevance | Properties ]
Content ID Script Type Default Action Custorm Settings Custorn Succe | Add |
Actignl BigFix Action Script ( Delete
Action? BigFix Action Script
Link3 URL Ilowve Uy
4| i » [ Mave Down ]
Action Properties
Aection Mame  Actienl [7] This action is the defsult action
Seript Type: BigFin Action Seript - [T Include action settings locks o I
. ) | Include custom success criteria
Action Script:
action paramecer guery ™ BESRelay HITFServer ThrotcleKBFS5® with description “"Flease

FITILT

setting ® BESRelay HITESer

dos net stop BESRootServer
dos net starc BESRootServer

(omea ]

The Actions you create here will become the clickable links in the finished Task or Fixlet, and they will be
deployed on the appropriate computers of your BigFix network. The Actions are listed in their display order at
the top of the dialog. To the right of the list is a set of buttons:

= Add: Click this button to create a new Action. It creates a new numbered entry in the top list and opens
a blank text box for you to write your Action script.

= Delete: Select an item from the list and click this button to Delete it.

= Move Up: Moves the selected Action up in the list, meaning that it will be displayed earlier.

= Move Down: Moves the selected Action down in the list, meaning that it will be displayed later.

For each Action, you can edit the type, certain settings and the script itself.
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Action Properties

Action Mame:  Action3 [¥] This action is the default action

Script Type: BigFix Action Script A [¥] Include action settings locks

Action Script:

[T]Include custom success criteria Edit...

AppleScript
L ch
f entg{|RL

Ll k

Select an Action Script Type from the pull down menu. Among the choices are:

BigFix Action Script: This is a cross-platform scripting language, and is the default scripting type.
AppleScript: This is the scripting language of choice for managing Macintosh computers.

sh: This is shell script as used by a Unix system.

URL: This is a URL pointing to an appropriate script or informational web page. When an Action is
created as a URL, it is listed as a numbered Link.

There are some more properties you can use to modify any Action.

Action Properties

Action Mame:  Action3 [¥] This acticn is the default action

Script Type: BigFix Action Script - Include action settings locks

[T]Include custom success criteria Edit...

L k

Check one or more of the following boxes to customize each action:

This Action is the default Action: Check this box to make the selected Action the default for this
group of Actions. Default Actions should be designed to be failsafe and simple, making it reasonable to
launch them unattended or to group them for simultaneous deployment.

Include Action Settings Locks: Check this box to use custom settings and locks, including display
messages, users, execution behavior and post-actions. Click on the Edit button to bring up the Action
Settings dialog with a lock next to each item. Click on the locks to keep these values from being
changed.

Include Custom Success Criteria: Typically a Fixlet is designed so that completing an Action will
make it fail the initial Relevance test. Since that test is typically triggered by a vulnerability, its failure
indicates successful remediation, therefore causing the Fixlet to disappear from the Console. However,
you can select other criteria to establish success by checking this box. Click on the Edit button to bring
up the Action Success Criteria dialog and key in your alternative criteria.

In the bottom text box, enter the actual text of the Action Script. The style will vary depending on the script
type you chose in the previous section. Because they can be potentially distributed to hundreds of thousands of
computers, it is always wise to test and test again.
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This dialog is available by clicking the Fixlet, Task or Baseline icon in the Domain Panel navigation tree. Right-
click an item in the resulting List Panel and select Create Custom Copy from the context menu.

Or select the desired Create item from the Tools menu.
Edit Baseline

The Edit Baseline dialog. Baselines are groups of Fixlet messages, Tasks and other Baselines that you wish to
execute with a single mouse-click.

| Edit Baseline " = 5 s
MName: Create in sitez | BAaster Action Site
[ . t I Create in domam: Al Content -
Description | Compenents | Relevance | Properties 5 ;
I .

Description

These are default chent basalines for the accounting group |

L
Clickﬂ deploy this action group

oK _ Cancel

For instance, a Baseline might be created to group all your application patches or security issues so that you
can ensure a common operating environment. You can create a Baseline from scratch, or clone or edit an
existing Baseline.

When you select this interface, you are presented with a dialog with three input items at the top:

= Name: Enter the name of your Baseline.
» Create in site: From the pull-down menu, select the desired host site.
= Create in domain: From the pull-down menu, select the desired host domain.

Beneath these data fields, there are four tabs:

» Description: Create a user-readable title and description for the Baseline you wish to deploy.

= Components: Specify the components, namely the Fixlet messages, Tasks and other Baselines, that
you want to group into this Baseline.

» Relevance: Create a relevance clause to target this Baseline to just the subset of computers you
desire. Since each component of your Baseline will have its own Relevance clause, the default
Relevance is set to TRUE.

» Properties: Specify certain properties for your Baseline, including category, source, severity and date.
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To create a new Baseline from scratch, select the following:
e Tools > Create New Baseline
You can also customize an existing Baseline by selecting it from any Baseline list and then choosing:
e Edit > Create Custom Copy
Or right-click in a Baseline list and select Create Custom Copy or Create New Baseline from the context

menu. Similarly, you can edit an existing custom Baseline by selecting Edit Custom Baseline from the right-
click context menu.

Edit Components Tab

The Components tab of the Edit Baseline dialog lets you specify a group of Fixlet messages and Tasks that
you wish to add to your Baseline.

[ et Baseline | gT=—cy )

Mame Biglorp Accounting Baseline Create in site: | plaster Action Site

. t . Create in domain: | All Content »
 Description | Components | Relevance | Properties : '

Baseline Components

Component Group 1 [edit name]

#  Automatically Restart Stopped BES Clients Using ;
TaskScheduler Actionl (Defaull - B |

[go ta source]

| BES Client Setting: Lock Computer

lao to source]

Action1 (Defaul) - 8 N

proponents 1o group]

[add new componant group]

Lse custom action settings for this baseline. [set action saffngs)

§ l Find... I & il 2 components in baseline

Click on the link to add components to group and then select Fixlets, Tasks and other Baselines to place into
your group. Use the edit name link to name the group. You can place all your components into a single group
or click the add new component group link to add structure to your Baseline. Click the red X to delete the
associated component, and use the up (*) and down (v) arrows to change the order of the components in the
list.
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Check the box next to Use custom action settings if you want to modify the Baseline Action settings. Click on
the set action settings link to bring up the Action Settings dialog.

The components of a Baseline are copies of the original Fixlet or Task, not pointers. As such, if the underlying
Fixlet or Task should change, the Baseline may become out of sync with the original. If this happens, the
message Source Fixlet differs will show up in the component listing.

At the bottom of this dialog, there is a Find command that brings up a dialog for you to enter a search string
and options such as match whole word, match case and search direction. It will allow you to easily search

through the components of your Baseline.

There is also a Sync All Components button. This will force all of your Baseline components to sync up with
the latest versions of their sources, in case they have changed.

To create a new Baseline from scratch, select the following:
e Tools > Create New Baseline

You can also customize an existing Baseline by selecting it from any Baseline list and then selecting:
e Edit > Create Custom Copy

Or right-click in a Baseline list and select Edit, Create Custom Copy or Create New Baseline from the context
menu.

Edit Description Tab

The Description tab of the Creation/Edit dialogs lets you describe your new or customized Fixlet, Task,
Analysis or Baseline object.

e Enter a custom Description that will constitute the body of your descriptive message. Simply click the
description in the HTML page to modify it.

e Below the Description box is the text describing the Action(s) you can attach to this Fixlet, Task or
Baseline. The Action will appear as a clickable link in the Description page. Simply click the text to
modify it, although the default phrase is familiar and usually sufficient.

Note: For an Analysis, this link will activate the retrieval of the specified Properties. Technically,
activation involves the execution of an Action, but in the case of an Analysis, it's a benign Action that
merely establishes a property that can be read by the Console.

This dialog is available by clicking the Fixlet, Task or Baseline icon in the Domain Panel navigation tree. Right-
click an item in the resulting List Panel and select the appropriate Create option from the context menu.

Or select the desired Create item from the Tools menu.
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Edit Fixlet Message

The Edit Fixlet Message dialog allows you to create your own custom Fixlet messages. You can create a
Fixlet message from scratch or clone an existing one and customize it. To create an original Fixlet, choose
Tools > Create New Fixlet. You will be presented with a dialog with two text boxes at the top:

= Name: Enter the name of your custom Fixlet message.

= Create in site: From the pull-down menu, select the BES site you want to host it.

= Create in domain: From the pull-down menu, select the BigFix Domain you would like to host this
Task.

Beneath these data fields, there are four tabs:

= Description: Create a user-readable title and description for the Fixlet you wish to deploy. If you are
cloning an existing Fixlet, the original title and description will be the default. This is an HTML page, and
you can use the toolbar at the top to alter fonts and formatting.

= Actions: Specify the action(s) for your custom Fixlet to execute.

= Relevance: Create a relevance clause to target this Fixlet to just the subset of computers you desire.
For a cloned Fixlet, the original relevance clause will be the default. You can replace or modify the
relevance clause to suit your network needs.

= Properties: Specify certain properties for your Fixlet, including Category, Download Size, Source,
Severity and Date.

To create a new Fixlet message from scratch, select the following:
e Tools > Create New Fixlet

You can also customize an existing Fixlet message by selecting one from any Fixlet list and then selecting:
e Edit > Create Custom Copy

Or right-click in a Fixlet list and select Create Custom Copy or Create New Fixlet Message from the pop-up
menu.

Edit Processing Instruction

The Edit Processing Instruction dialog lets you write a Relevance Expression that can be embedded into the
text portion of a Fixlet, Task, Analysis or Baseline.

r '
Edit Processing Instruction

concatenation ”, " of (names of bes filters) -

Ok l ’ Cancel
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You can enter the expression as straight text, HTML or Presentation (XML) style.

This dialog is available whenever you create a new or custom Fixlet, Task, Baseline or Analysis. In the

description tag, enter the text you desire, and then from the toolbar at the top, click the magic wand . This
will bring up the Edit Processing Instruction dialog.

Edit Properties Tab

The Properties tab of the Creation/Edit dialogs lets you assign certain important properties to your new or
customized Fixlet, Task or Baseline object.

| Create Task & =rial
Hame TROUBLESHOOTING: Restart the BES Client Sendce Create in site: | Master Action Site -
T T - Create in domain: | Al Content -
Descrption | Actions | Relevance | Properties
Category: Troubleshooting
Dowenload Size: a
Source BigFix
Source |I: < Unspecified>
Source Release Date: 1071972004
Saurce Severity: Lows
CVE ID: |
i
SAMNS ID:
LJE Camcel

There are a series of text fields that you can use to describe the various possible properties:

e Category: There are many categories you can file your Fixlet, Task or Baseline objects under,
including the standard ones such as Setting, Update, Support and more. If you wish, you can create
new settings for your particular installation as well.

e Download Size: If a download is associated with your Fixlet, Task or Baseline, you can enter the size
here. This will allow you to sort, filter and keep track of the bandwidth requirements of your various
custom-designed objects.

e Source: Thisis the source of the Fixlet, Task or Baseline. For a custom object, this is typically a name
chosen by the BES Administrator, usually Internal.

e Source ID: Thisis an ID associated with the source described above. For an Internal source, the ID is
typically blank.

e Source Release Date: Enter the release date of this Fixlet, Task or Baseline so you can manage these
objects by age.

e Source Severity: Enter the severity of the Fixlet, Task or Baseline, typically from a list including Low,
Moderate, Important and Critical.

e CVE ID: Enter the ID for the Common Vulnerabilities and Exposures standard, if any.

e SANS ID: Enter the ID for the System Administration, Networking, and Security standard, if any.
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This dialog is available by clicking the Fixlet, Task or Baseline icon in the Domain Panel navigation tree. Right-
click an item in the resulting List Panel and select Create Custom Copy from the context menu.

Or select the desired Create item from the Tools menu.
Edit Relevance Tab

The Relevance tab of the Creation/Edit dialogs lets you create a relevance expression that will fine-tune the
deployment of your custom Fixlet, Task, Analysis or Baseline object.

f — = — ™,

1 Create Task NSRS T T — J— =12 =
Marne: TROUBLESHOOQTING: Restart the BES Chient Senice Create in site: | Master Action Site -|

r | T Create in domain: | All Content -
Description | Actions | Relevance | Properties l

This task will be relevant on the following computers:

All computers
Cornputers which match the condition below
@ Cornputers which match all of the relevance clauses below

l. var=ion of slisnt »>= "5.0" _T] * |

- =
1 name of operating sysatem Jdoes not Sontaim "Wind® AND name of operating ayatem ! J IL

= "WinME"

3. name of operating system as lowercase starts with "win® _'| Fi

' oma

= 4

There are several ways to specify the desired set of computers:

e All computers: The default is simply to include all the networked BigFix Clients for this particular Fixlet,
Task, Analysis or Baseline -- regardless of relevance.

e Computers which match [any/all of] the condition[s] below: This option lets you specify a condition
that must evaluate to true before the computer will trigger the Fixlet, Task, Analysis or Baseline.
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Marme TROUBLESHOOTING: Restart the BES Client Service Create in site:

e e - Create in domaine
Description | Actions Felevance | Properties

This task wll be relevant on the following computers:
All computers
@ Computers which match | any ¥ | of the conditions below

Computers which match 2l of the relevance clauses below

Lacaton = | | containg = | Raly

| Group Membership + | |15 member of * | | Win group

0K Cancel

If there is more than one condition, this option will include a pull-down menu allowing you to select any

Master Action Sate b

All Content b

(ORing the conditions) or all (ANDing the conditions). Three fields are used to define each condition:
= Theretrieved property: select a property from the pull-down list containing dozens of pre-
defined retrieved properties. Note that there are two other options at the top of this list.
e Select Relevance Expression from the top of the list, select is true or is false from

the relationship pulldown and then click the Edit Relevance button to define a custom

relevance expression to base your group on.

e Select Group Membership from the property list, select the desired membership
option and then select a manual group from the pull down list to the right.

= The relationship: select from the four available comparison operators: contains, equals, does

not contain and does not equal. Depending on the particular retrieved property, there may be

other relationships available.

= The value: Enter a value that will be compared to the value of the retrieved property. If the

comparison is true, the Baseline will become relevant on the specified computer. For instance,

to create a group that will automatically enlist Windows computers, enter OS contains Win.

There are two buttons used to edit the list of conditions:

= Plus (+): Click this button to add a new condition to the list. When there are two or more
conditions, notice that the radio button above will include a pull-down menu allowing you to

trigger on any or all of the conditions in the list.

= Minus (-): Click this button to delete the condition associated with it.
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e Computers on which the relevance clause below is true: Click this button to enter a custom
Relevance expression that will be evaluated on each BES Client.

Mame TROUBLESHOOTING: Restart the BES Client Service Create in site | pfaster Action Site b

Create in domain: | All Content -

Description | Actiens | Felevance | Properties

This task will be relevant on the follow ng com, puters:
All computers
Computers which match | any ¥ | of the conditions below

@ Computers which match all of the relevance clauses below

1. version of client >= "5.0" - _":_
Z pame of operating system does not contain "Win®" AND name of operating system ! 1Ml
3. nam= of operating system as lowsrcase starts with " L -
|
| 0K Cancel

If the relevance expression evaluates to true, the Fixlet, Task or Baseline becomes relevant to that
particular client and the BES Console will reflect that status. In the case of multiple relevance
statements, they must all be TRUE (they are ANDed together) in order for the Task or Fixlet to become
relevant.

A complete discussion of relevance expressions is beyond the scope of this documentation. For more
information, refer to the BigFix Relevance Language Reference and the various BigFix Inspector

Guides. For some instructive examples, make custom copies of BES Support Fixlets and examine their
relevance statements.

This dialog is available by clicking the Fixlet, Task, Analysis or Baseline icon in the Domain Panel navigation
tree. Right-click the item in the resulting List Panel and select Create Custom Copy from the context menu.

Or select the desired Create item from the Tools menu.
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Edit Script Element

The Edit Script Element dialog lets you create a small script to accompany a new or custom Fixlet, Task,
Baseline or Analysis.

Edit Script Element

var iskvansOrlLater =

'e?
relevance if (exists property "datastore inspectors”) then (True) else (False)
=' == "True' 7 truefalse: E

try {if (isEvansCrLater)
{document.getElernentByld
("relTag25cript").innerHTM L= Relevance
('if [ exists  fixlet 390 of bes site whose (name of it equals "BES Support”])) then
[ ((format
"e?
r<lat {0} ({1} relevant computers) —

Ok l | Cancel

Enter the text of your action, and click OK. For more information on Action scripts see the BigFix Action
Language Reference.

This dialog is available whenever you create a new or custom Fixlet, Task, Baseline or Analysis. In the

description tag, enter the text you desire, and then from the toolbar at the top, insert the Script icon . This
will bring up the Edit Script Element dialog.

Edit Settings for Computer

The Edit Settings for Computer dialog allows the BES Console operator to alter the settings for a selected
computer. (For more settings, or to apply settings to multiple computers, see Edit Computer Settings).

Operator's Guide 162 © 2010 by BigFix, Inc.



BigFix Console

Edit Settings for Computer “MOMMA® - =%

Locked
[#] Assign BES Relays Manually

Primary BES Relay: | Main BES Server -

Secondary BES Relay: Plain BES Server -

Customn Settings:

Name Value Site o Add

i | BESClient ArchiveMana.. CAWINDOWS\temp\nmap\nmap*.smil Local :
_BESClient_ArchiveMana... 604800 Local

| _BESClient_SrchiveMana... 8576f2Thbald65bB3 66930t fadld ed3Ten... Local =
_BESClient_ArchiveMana... 4194304 Local
BESClient_ArchiveMana... 1 Local

i _BESClient_Dewnload_Li.. 1000000 Local
_BESClient_LastShutdow... 3enace manager shutdown request Local

| _BESClient_PauseWhile Tuee, 08 Jul 2008 16:23:04 -0400 Local i
_BESClient_RelaySelect F... Local
_BESClient_RelaySelect T.. Local
_BESClhient_Resource Tra.. 100 Local

il | _BESClient_Resource_Tra.. 600 Local I

BEZClient_UploadMana.. C\Program Files\BigFix Enterprise\BES Clie.. Local -

d 114 ]

Mare Options... | :. QK | | Cancel

(——
e

There are several way you can customize the settings of a computer:

= Locked. Check this box to lock the computer.
= Assigh BES Relays Manually. Relays can be automatically assigned. Uncheck this box to select
automatic discovery (the recommended setting). If you want to manually specify a particular relay for
this BES Client, check this box and select the desired relays from the pull-down menus below.
e Primary Relay Server: Select the name of the primary BES Relay from the pull-down menu.
The selected computer will now point to this relay for Fixlet downloads instead of connecting
directly to the BES Server.
e Secondary Relay Server: Select the name of the secondary BES Relay from the pull-down
menu. If the primary relay is unavailable, then this secondary relay will take over the job of
providing Fixlet downloads.

Custom Settings: This list box contains custom named variables that can be assigned to each computer. This
is a valuable technique for organizing a network of computers, and can help to identify individual computers as
well as groups. The list of settings in this box can be sorted by clicking the appropriate header:

e Name: This column contains the assigned custom variable names, e.g., "depts."
Value: This column lists the values of the named variables, e.g., "human resources."
Site: As applied by the BES Console Operator, these named variables are a part of the "local” site.
These variables may also be set by other Fixlet sites, in which case their site name will show up here.
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There are three buttons to the right of the list:

= Add: Click this button to add a new custom variable to the list.

= Delete: Click this button to delete the selected variable from the list.

= Edit: Click this button to edit the selected named variable. This places the cursor in the value field of
the chosen setting for editing.

Finally, there is a More Options button at the bottom of the dialog, that expands on these functions and opens
up the Edit Computer Settings dialog.

This dialog is available by selecting the Computers icon in the Domain Panel navigation tree, right-clicking a
single computer from the resulting List Panel and selecting Edit Computer Settings from the pop-up menu.

Edit Computer Settings

The Edit Computer Settings dialog allows BES Console operators to change certain computer attributes on a
single or specified set of computers, including locking, making the client a BES Relay, pointing to BES Relays
and creating custom settings.

Edit Comparter Settings - g

settings | Target | Ewecution | Users | Messages

Change the following settings:
Locking Status

BES Relay Selection Method

Primary BES Relay

Secondary BES Relay

Custorm Setting

Cancel

There are five tabbed dialogs on this screen to target and customize the settings for a selected group of BES
Clients:

= Settings: Displays a group of controls to edit computer settings, such as the locked status, relays, and

custom variables.
» Target: Displays a filter/list of computers that can be edited, filtered, sorted and grouped for specifically

targeted settings.
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= Execution: As with other Actions, you can limit the activation of the settings to any desired schedule,
keeping in mind that the Action may take some time to deploy. Once applied, the settings will remain
until removed. You can also specify certain user interactions and add extra targeting based on the
contents of retrieved properties.

= Users: Allows you specify whether or not you want a user to be logged on before activating the
settings.

= Messages: Allows you to issue a message to the BES Client before activating the settings.

When multiple computers are selected, this dialog is available by right-clicking and selecting Edit Computer
Settings from the context menu (or select Edit Computer Settings from the Edit menu).

Edit Task Message

The Edit Task Message dialog allows you to create a Task from scratch or clone an existing Task and
customize it.

Y Echit Task =8 8 |

MNarne: Custom Server Setting: Throttle Qutgoing Download Traffic Create in site:  bAaster Action Site -

— Create in domaine | All Content v]
Description |A¢ﬁnﬂ; | T | Properties e

- -|&|®B® r U

= e |.p_ o B :

# :-

The BES Server can throttle outgoing download traffic. When this setting is sat, the
BES Server will throttle outgoing download traffic to BES Relays or BES Clients to be no
mara than the specified number of kilobytes per second.

For example, if this setting i1s set to 50 KB/sec and there are 10 smultaneous
downloads (either from BES Clients or BES Relays), each connection would download at
a rate of 5 KB/sec.

ml

Mote: This change will restart the BES Root Server service.
Note: The throttle value cannot be greater than 4294967205 KB/sec.
Mote: Do not set the "Reapply” behavior when taking this action or you may cause the

BES Client to constantly reset this setting and cause the BES Root Server service to
constantly restart.

Actions

{Action1)

® Clickhere]

to enable outgoing download traffic throtting on the BES server. You will be prompted for the himit
on total outgoing download traffic (KB/sec)

DK [ Cancel
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To create an original Task, choose Tools > Create New Task Message. You will be presented with a dialog
with two text boxes at the top:

= Name: Enter the name of your custom Task.

= Create in site: From the pull-down menu, select the BigFix site you would like to host this Task.

= Create in domain: From the pull-down menu, select the BigFix Domain you would like to host this
Task.

Beneath these data fields, there are four tabs:
= Description: Create a user-readable title and description for the Task you wish to deploy. If you are
cloning an existing Task, the original title and description will be the default. This is an HTML page, and
you can use the toolbar at the top to alter fonts and formatting.
= Actions: Specify the action(s) for your custom Task to execute.
= Relevance: Create a relevance clause to target this Task to just the subset of computers you desire.

For a cloned Task, the original relevance clause will be the default. You can replace or modify the

relevance clause to suit your network needs.
= Properties: Specify certain properties for your Task, including Category, Download Size, Source,

Severity and Date.
To create a new Task from scratch, select the following:
e Tools > Create New Task
You can also customize an existing Task by selecting it from any Task list and then choosing:
e Edit > Create Custom Copy

Or right-click in a Task list and select Create Custom Copy or Create New Task from the pop-up menu.
Enter Private Key

The Enter Private Key dialog requests a password.

Private Key Password [ﬂ?_J

Private Key Password

[

Type in the publisher password that you were given by your BES Site Administrator. This dialog is displayed
whenever an action is deployed, in order to assure that only authorized personnel are allowed to update
computers on the network.
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Execution Tab

The Execution tab can be found in various Action dialogs. It lets you constrain the schedule and deal
effectively with failed or reverted Actions. This dialog also allows you to distribute the Action over a period of
time, helping you to balance your network load.

[ 4 Take Action e ) |

R ———

Mame:  Missing Office Web Components - BES Consale - OWC 2003 Create in domain: | All Content -

Preset: | Default vl Shiow anly personal presets

Target | Execution | Users | Messages | Offer | Post-fction &ppllcubllrtyhuccml:rrtm Action Scnpt

Constraints
[ Starts on 5f 5/ a 5:01 Prd client local time =
[¥ Ends on 5¢ 752000 o= at 5:05:01 PM = client local tirme
[~ Run between 1 AM and 25500 AM chent local time
[~ Run anly on t chent local time
I_Hununf_-.r'.uh:n Active Directory Path natche

Behavior
[ On failure, retry times

& Wait

I Reapply this action
T wl
f [
[ Start client downloads before constraints are satisfied Il

[ Stagger action start times cver 5 minutes to reduce netwark load

oK | Caneel

The Constraints section of this dialog lets you schedule actions and restrict the target computers:

= Starts on [date] [time]: Check this box to define a date and time when the Action can first be
executed. You can choose from Local Client time or Universal time from the pull-down menu. The
choice you make here affects all of the scheduling constraints. Note that UTC is only available for
BigFix Clients version 8.0 or better.

Ends on [date] [time]: Check this box to define a date and time when the Action should expire.

Run between [time] [time]: Check this box to define a block of time when the Action can be run.

Run only on [Sun,Mon,Tue,Wed,Thu,Fri,Sat]: Select specific days of the week to run the Action.
Run only when [Property] [Operator] [Value]: Check this box when you want to filter the BigFix
Clients by their retrieved properties. Select a Property and an Operator from the pull-down menus, then
select a value for comparison. The value entered must form a valid relevance expression.

The Behavior section of this dialog lets you deal with failed Actions and recurrent relevance. The BigFix Client

can retry any Action that is unsuccessful. It can also reapply any Action that succeeds and then subsequently

fails. Among other things, this allows you to implement continuing policies while distributing the execution of the
Actions over time to minimize the network load:

Operator's Guide 167 © 2010 by BigFix, Inc.



BigFix Console

= On failure, retry XX times: Check this box to retry the action in case of a failure. If an action fails, it
may be that the user dismissed it or that the computer crashed or was otherwise unable to execute the
action. Select a number of retry attempts (the default is 3). and then select a condition for trying again
from the choices below:
o Wait XX between attempts: This button lets you select a period of time to wait before retrying
the action (the default is one hour).
e Wait until computer has rebooted: Select this button to wait until the BigFix Client reboots
before trying to execute the action again.

= Reapply this action. Check this box to keep reapplying this action as a policy.

e Whenever it becomes relevant again: Reapply the action whenever the relevance expression
evaluates to true.

e While relevant, waiting XX between reapplications: Instead of immediately reapplying the
action upon relevance, specify a period to wait between attempted reapplications.

= Limit to XX reapplications: Continue to apply the action the given number of times, as long as
it is still relevant. This limits a BigFix Client to a certain number of attempts (the default is 3)
before quitting. Note that this counts as the number of attempts after the original, so a limit of 3
will actually involve 4 attempts. Note: If an action becomes repeatedly relevant, it might be a
sign that a client computer needs special handling.

= Start client downloads before constraints are satisfied: If this box is checked, software downloads
will be started before the Client has satisfied the execution constraints. This allows you to ensure that
the download is available for execution as soon as the desired time frame begins.

= Stagger action start times over MM minutes to reduce network load: By checking this box, you can
force the BigFix program to space out the execution of actions. This can be useful to reduce the load on
the network in the case of bandwidth-intensive actions (such as large downloads). It is especially useful
for allowing BigFix Relays to effectively service hundreds of attached BigFix Clients.

This tab is available from several different dialogs:

Take Action, Take Multiple Actions, Action Settings and Edit Computer Settings.
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Find

You can find information in any of the lists (Fixlets, Tasks, Actions, etc.) whenever the focus is on that list. To
do so, you create a Find Filter. For instance, to find a particular word in the Fixlet list, click anywhere in the

Fixlet List Panel and press Ctrl-F (or select Find from the Edit menu).

-

Create Filter

2|

Marme:

<Ad hoc filter>

Visibility: [] Available to all operators

Include ’Fixlets

- | with |al

v] of the following properties:

’Nar‘ne v] ’c::nntains "] B
| visibility * | |equals - | | visible - [-]
[ Create l ’ Cancel l I

There are several section in the Filter dialog:

Name: First, provide a name for your Find Filter in the Name box.

Visibility: This box lets you keep the Filter to yourself or share it with other users.

Include: This section lets you define the scope of the Find. Choose from Fixlets, Actions, Tasks or any of the
other main categories of BigFix content. You can choose to include all (AND the properties) or any (OR the

properties) of the following items.

Two properties have been pre-arranged for you, but you can add or delete from these default choices. As with
other property choices in the BigFix environment, there is a {field} {operator} {search string} triad to define.
Here the defaults allow you to select a Name containing a value and a Visibility. Because Fixlets, Tasks and
Analyses can be hidden, the visibility field allows you to search through these items depending whether they

are Visible, Locally Hidden or Globally Hidden.

When you have finished defining your Find Filter, click the Create button. Your custom filter will be placed in the
All Content Domain, under the Custom Filters folder. To make changes, right-click it and select Edit from the

context menu.

This dialog is available by selecting one of the main BigFix content categories (Fixlet Messages, Tasks,
Actions, etc.) the icon in the Domain Panel navigation tree to establish the focus, then pressing Ctrl-F or

selecting Find from the Edit menu..
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Fixlet and Task: List and Document

A list is created whenever you click Fixlets and Tasks from the Domain Panel navigation tree.

File Edit WView Go Tools Help b
% Back ~ * Forward - | # Show Hidden Content " Show Mon-Relevant Content | aﬂefrﬁh Ccl?
All Confen « Fixlets and Tasks  |Search Fixlets and Tasks i

4 @ Eixletsand Tasks (5 | Name Su:rurcev’:'.everi*

= A=l ==
All Tasks (41)
BES Client Settings Task _

Administrative Login Meeded Important
> B

[» ﬁ BES Server/Relay Setting

> B

» B

Version of Dbmslpen.dll May Cause Handle L...  Important
Restart Need Moderate

Filet Messages Relevan Restart Neglled - Mot Triggered by a BES Action  Moderate
My Custom Fixlet Mess: BES Q) Reference - Production Low r
E My Custom Tasks (1) Fore€ BES Clients to Run Manual Relay Selecti..  Low .
@ Mon-Master Operator C Force BES Clients to Run Relay Autoselection Low '
) ﬁ Mon-Master Operator C Restart Service Low
FEN- e S PRSI, w N

This list incorporates both Fixlets and Tasks, which you can filter by opening the icon and clicking any of the
child nodes beneath it. The List Panel on the right now contains all the currently relevant Fixlets and Tasks,
winnowed down by the filters. A Fixlet or Task document is displayed in the Work Area of the BES Console
when you click any item in the list.

Fixlet: Version of Dbmslpen.dll May Cause Handle Leak on BES Client/Server Components = 0

£ Take Action » | »# Edit Copy [ Export | Hide Locally Hide Globally | 3¢ Remove

Description | Details | Applicable Computers (1) | Action History (0)

The listed computers have a version of dbmslpcn.dll that may cause
the BES Client, FIllDB, and/or GatherDBE Services to leak handles. To
resolve this issue, use the action below to set a registry key value
and disable the 'Shared Memory Net-Library' for SQL Server client.

»

Important Note: There have been reports of issues caused

by disabling the 'Shared Memory Net-Library' setting. In particular, the
firewall service may no longer start on computers running ISA Server
2004. Please take extra caution to qualify this setting change in a
test environment prior to use in a production environment.

m

® Click here to disable the 'Shared Memory Net-Library'. -

® Click here for more information fram Microsoft on how to configure SQL Senver
Client Met-Libraries manually.

Operator's Guide 170 © 2010 by BigFix, Inc.



BigFix Console

Fixlet and Tasks have the same basic tools and tabs available because they are similar objects. The main
difference between the two is that a Fixlet is triggered by a vulnerability, whereas a Task is designed for
ongoing maintenance. Both of them use Relevance clauses to target client computers and both use Action
scripts to accomplish their goals. You can get a separate listing of each by clicking the All Tasks or All Fixlets
node in the navigation tree.

At the top of each document you'll find the name of the Fixlet or Task. Beneath that is a toolbar containing the
following tools:

e Take Action: This tool provides a pull-down menu of Actions. Select one from the menu to deploy it to
your BigFix network.

e Edit: Lets you edit the Fixlet or Task. This tool is only available for custom Fixlets or Tasks.

e Copy: Lets you copy or clone the Fixlet or Task to customize its functionality.

e Export: Allows you to export the Fixlet or Task for editing in an external editor, or for copying to another
Console or deployment.

e Hide Locally: Hides the Fixlet or Task on this version of the Console.

e Hide Globally: Hides the Fixlet or Task on all networked BigFix Consoles.

e Remove: Deletes this Fixlet or Task (only available for Custom Fixlets or Tasks).

There are several tabs for this document. They include:

= Description: An HTML page describing the Fixlet or Task and a set of Actions (implemented as links)
that are designed to address the problem described. You can search any of the HTML interfaces in
BES by pressing Ctrl-F and then entering your search string.

= Details: An HTML page describing the Properties, Relevance clauses and Action scripts behind the
Fixlet or Task. At the bottom of the page is a text box to enter a comment that will be attached to the
message.

= Applicable Computers: Shows what subset of computers is targeted by the Action.

= Action History: Shows the history of any Actions that have been invoked by this Fixlet or Task.

To display a Fixlet or Task list, click the Fixlets and Tasks icon in the Domain Panel navigation tree.

A Fixlet or Task document is opened whenever you open an item in the resulting list.
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Fixlet List and Document

A list is created whenever you click Fixlets and Tasks from the Domain Panel navigation tree. This list
incorporates both Fixlets and Tasks, which you can filter by opening the Fixlet and Tasks icon and clicking All
Fixlet Messages beneath it.

File Edit Wiew Go Tools Help '
4ul Back ~ B Forward ~ | ¥ Show Hidden Content +" Show Mon-Relevant Content Eﬂefresh Col’
All Content « Al Fixlet Messages|Search All Fixlet Messages s
4 B URER Mame SDurcegeve'?

Faet Mssages a0) Adrministrative Login Needed Important t

» Y BES Client Settings Tasks (

: Version of Dbmslpcn.dil May Cauze Handle L... Important h

N @ BES Server/Relay Settings Restart Needed . . Maoderate
N @ Fixlet Messages Relevant C Restart Neegéd - Mot Triggered by a BES Action Moderate
BES Quij

. = | E; w_i‘zssagi Reference-f’;:u'f:lu‘t"siun . 't_ﬂ‘x,._

The List Panel on the right now contains all the currently relevant Fixlets. A Fixlet document is displayed in the
Work Area of the BES Console when you click any message in the list.

Fixlet: Version of Dbmslpon.dil May Cause Handle Leak on BES Client/Server Components = O

£? Take Action~ | # Edit Copy = Export | Hide Locally Hide Globally | 3¢ Remove

Description | Details | Applicable Computers (1) | Action History (0) |

The listed computers have a wversion of dbmslpcn.dll that may cause
the BES Client, FIlDB, and/or GatherDB Services to leak handles. To
resolve this issue, use the action below to set a registry key value
and disable the 'Shared Memory Met-Library' for SQL Server client.

Important Note: There have been reports of issues caused

by disabling the 'Shared Memory Net-Library' setting. In particular, the
firewall service may no longer start on computers running ISA Server
2004. Please take extra caution to qualify this setting change in a
test environment prior to use in a production environment.

m

® Click here to disable the "Shared Memory Met-Library’. =

® Click here for more information fram Microsoft on how to configure SQL Server
Client Met-Libraries manually.
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At the top of the Fixlet document you'll find the Fixlet name. Beneath that is a toolbar containing the following
tools:

Take Action: This tool executes the default action of Fixlet.

Edit: This option lets you edit the Fixlet. This tool is only available for custom Fixlets that you have
created yourself.

Copy: This option lets you copy or clone the Fixlet to customize its functionality.

Export: This tool allows you to export the Fixlet for editing in an external editor.

Hide Locally: Hides the Fixlet on this version of the Console.

Hide Globally: Hides the Fixlet on all Consoles.

Remove: Deletes this Fixlet (only available for Custom Fixlets).

There are several tabs in a Fixlet document. They include:

= Description: An HTML page describing the Fixlet and a set of Actions (implemented as links) that are
designed to address the problem described. You can search any of the HTML interfaces in BES by
pressing Ctrl-F and then entering your search string.

= Details: An HTML page describing the Properties, Relevance clauses and Action scripts behind the
Fixlet. At the bottom of the page is a text box to enter a comment that will be attached to the Fixlet
message.

= Applicable Computers: Shows what subset of computers is targeted by the action.

= Action History: Shows the history of any actions that have been invoked by this Fixlet message.

To display a Fixlet list, click the Fixlets icon under the Fixlets and Tasks icon in the Domain Panel navigation
tree.

A Fixlet document is opened whenever you open an item in a Fixlet list.
Help for the BES Console

Show the help files for the BES Console. These online files provide a tutorial, a description of the program and
a full-text search capacity. To get started, click here.

This dialog is available by selecting:

e Help > Contents
Import Content

The Import dialog allows you to import .bes files that you have exported or that have been sent to you by
another operator.

BigFix files may contain groups of Fixlet messages, Tasks, Actions or Baselines. When you open them, a
Create dialog is displayed, along with the expected features for each content type. For more information, see

the associated creation dialogs for the selected content.

This dialog is available by selecting Import from the File menu.
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Launch Web Reports

The Web Reports dialog provides access to network information which is collected from various BES Servers
and aggregated into a set of HTML reports. These include summaries of the history and status of Fixlet
messages and Actions across extended networks of computers. These reports can be used to track software
deployments and compliance across a global network of independent LANs. To start, select Tools > Launch
Web Reports. The following dialog will appear in your browser.

Web Reports Login

Welcome to Web Reports. Please create your initial administrative user by
entering a username and password below.

Full name: |

User logon name:
Password:
Confirm password:

Continue

Web Reports is a stand-alone program that is not covered in this documentation. For more information, see the
Web Reports Guide.

This dialog is available by selecting:

e Tools > Launch Web Reports.
Main Console Window

The Main Console Window has a panel on the left containing buttons and navigation trees called the Domain
Panel. Choose an item from the Domain Panel open up the related List Panel on the right. From this list,
specific items can be opened in the Work Area below. Here are the main parts:

e Domain Panel: This panel provides a high-level view of the extensive BigFix content, allowing you to
quickly subdivide the information by major IT functions. Within each domain, this panel presents
navigation trees that make it easy to zoom in on Fixlet Messages, Reports, Analyses and other content.

e Domain Buttons: At the bottom of the Domain Panel, these buttons represent the current set of BigFix
Domains that are currently available to you. When you subscribe to a site, it is automatically entered
into the proper domain. If a new domain is required, a button for it will be added to this group. At the
bottom of the buttons is a control that allows you to adjust the number of buttons to display.

e Console Toolbar: This toolbar allows you to navigate back and forth through the items you have
selected from the Domain navigation tree. In addition there are buttons that allow you to display items
you may have hidden and items that are not currently relevant to any of your BigFix Clients (this
enables you to view all the available content for research or cloning purposes). There is also a refresh
button that will re-evaluate content for the Console display.
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e List Panel: This is a listing of the items specified by the content filters and the navigation trees in the
Domain Panel. You can sort this list by clicking on the column headers and you can rearrange the
headers by dragging them left or right. In addition, you can right-click the headers to see a pop-up
menu containing a list of all the possible fields. Check those you wish to use as headers.

e Context Menu: This is the menu that pops up when you right-click any item in a list. Different lists have
different context menus.

e Work Area Toolbar: This bar contains context-sensitive buttons that can execute various actions
based on the content of the current work area.

o Work Area: Below the List Panel and the Work Area Toolbar is the Work Area. When you double-click
an item from the List Panel, the Console opens a detailed document in this window.

Domain Panel Console Toolbar List Panel Context Menu
I,D BigFix Enterpri
File Edit Vi
%l Back = = For
Patch Manageme # All Fodets and Tasks

| Content Filters = | Mame D Source Severity 4
! E:F"““:'”" “";’;2"" (519) 928388: 2007 Time Zone Update - Windows 2000 9283.. <Unspecified> JI 0|5
- vendors [12. ] OFFICE: Office 2000 Administratnce Installation Poant Reas... 2551 o * """"""
G pc h h‘: o inC OFFICE: Dffice 2000 Administratoee Installation Posnt Reas... 2850 L
l'_ P:::h w::g::: D::::: c OFFICE: Office 2000 Deployment Control -- Reassignment 285 Copy Tent
, _: Al Filete anf" asks (12 259) OFFICE: Office 2000 Deployment Control -- Reassignment  285( Copy Text with Headers
- £5) By Source Severity El | OFFICE: Office 2000 Deployment Control -- Reassignment 285 Select All
|
= ?:,r Source o ol | [ Globally Hide
] E:gﬁ" (33 Tack: OFFICE: Office 2000 Administrative Installation Point Reassig Globally Unhide
4 By Source Severity - — -
T <Unspecified> | Take Action | _PEcit [ Copy [ Export | J* Hide Locally Locally Hide
= Criti Locally Unhid
o i :";:ﬁf] DeescriphBh | Details | Applicable Computers (D) | Action Histos e
3 IS0 = "
) { Tak it Action,
[5) Customn Filters £s3 of one of your administrative installation p ake Default Action
5 Custom Content hanged, you can use this action butten to update Add Comment...
o Actions (1) ess used by computers which use that admn
P b stallation point | Edit...
¥ a I Remawe
: The two administrative installation points ne
; . | Create Custom Copy...
o) All Content ntically in onder for this change to be successf) s
Espert
@. Patch Management !
Add To New Baseline...
o BigFix Management | Add Te Existing Baseline.. J
i i Click here to change the location ofthe Office 2 :
(©) trpoint Protection Adminstrative Installation Point. | Create New Fet..
lﬂz » Create Mew Tagk...
: Create New Baseline...
Connected to database “pfenterprise’ L.. A

Domain Buttons Work Area Toolbar Work Area
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Manage Properties

The Manage Properties dialog contains a list of computer properties that are retrieved on a regular schedule

from each BES Client.

1 Manage Properties — " e i
4 J A Properties (197) *  Mame Activated Site | Add New
- ;’r ;.'“’9”'3" BES Client Download Throttli. Mot Activated  BES Support
= ,Ite,_ =| BES Client Dynamic Downloa.. Mot Activated  BES Support
=y “r';;_l-”"" BES Relay Download Throttling Mot Activated  BES Support lm

Fa et g R A o a ustom DF:,'
1 Bandwidth Theottling Status (8) BES Relay Dynamic Downloa.. Mot Activeted BES Support
| BES Client Helper Service (3) BES Relay Total Outbound Dy... Not Artf\-a.cd BES Support l Export..
[ BES Client Logging Service Vers BES Relay Total Outbound Th.., Mot Adtivated BES Support
[ BES Component Versions (5] BES Server Total Outbound D.. Mot Activated BES Support
i BES Health Checks Analysis (8) BES Server Total Outbound T... Mot Activated BES Suppart
4! BES Management Rights (2)
J-' BES Relay Cache Information (4
' BES Relay Status (3] il

f] T T - [ ‘ in [

Marne: BES Client Download Throttling

Relevance: if (exiscs seccing = Download LimieBycesParSecond™ whoss (axisca

value of ic) aof af seccing
" BESClientc Download LimivByceaParSacond™ of clisnt slsa "nat Ss&t
Evaluate every Every Report
L
| Ok ] Cancel

This allows the Console operator to monitor specific aspects of all managed clients. These properties can also
form the basis of the client filters (and column headers) in the BES Console whenever client computers are
listed. In addition, these properties can be used to target computers for Fixlet messages or actions.

There are several properties listed as defaults in the top panel, but if you are a Master Operator, you can add to
these (and delete others) by using the buttons on the right:

= Add New: To add a property, click this button, and the bottom part of the dialog becomes editable.
Supply a name (that will be used for filtering and sorting) and then fill in a Relevance Expression in the
text box below.

= Delete: To delete a property, highlight it in the list and then click this button.

= Make Custom Copy: You can clone and customize any property by selecting it in the list and then
clicking this button.

= Export: To export a property as an XML (.bes) file for sharing with other users, click the button and
then specify a filename for export.

Below this panel are two text fields. They display the existing property name and relevance expression. For
reserved properties, these fields are display-only. Many of the properties, however, are available for editing.

= Name: Displays the existing name of a property, or allows you to enter a name for a new Property. If
you make this name available, it will be integrated into the interface for filtering, sorting and targeting.
This field also allows you to rename a property.
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= Relevance: This text box displays the relevance expression that is evaluated to produce the retrieved
property.

For each of these properties, there is an optional evaluation period:

e Evaluate Every: Choose a time period, from 5 minutes to a month, which controls how often the
Property is evaluated. You may wish to set a long period for time-consuming property evaluations or a
short period for more urgent properties. The default is Every Report, which revaluates the properties

with each report.

NOTE: Some of the properties (such as the IP Address and the relay status) are essential to the proper
functioning of the BES Console. They are marked as Reserved, and may not be renamed or deleted.

This dialog is available by selecting Tools > Manage Properties...
Manual Computer Groups

This dialog allows you to manually group your computers so that you can target them simultaneously.

Select Manual Computer Group Fé&w.l

(") Add the selected computers to the manual group selected below:

Group Name : Computers

external group 2

@ Add the selected computers to a new manual group named:

| 0K i [ Cancel

To choose the computers you wish to group, select them from the Computers List Panel. Right click and select
Add to Manual Group from the context menu. In the dialog that pops up, you can add these computers to a
pre-existing group, or define a new one. There are two buttons for these choices:

e Add the selected computers to the manual group selected below: Click on the desired group and

click OK.
e Add the selected computers to a new manual group named: Type in a new group hame and click

OK.

NOTE: A computer can belong to more than one group. You may also define groups automatically, by using
properties or Relevance statements to indicate their group status.

This dialog is available by clicking the Computers icon in the Domain Panel navigation tree, selecting

computers from the Computer List Panel, and then right-clicking and selecting Add to Manual Group from the
context menu.
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Messages Tab

The Messages tab can be found in various Action dialogs. Ordinarily, the BigFix system applies actions in the
background, without bothering any end user who may be present. There are, however, occasions in which the
BigFix Console operator might prefer that the action be taken only with end-user involvement. The Message tab
in the Take Action dialog box allows the operator to alert the user with a specific message, and to offer certain
interactive features on the message display, including the ability to see more information about the proposed
action and to cancel the proposed action.

= Display message before running action: Check this box if you want to deliver a message to the
BigFix Clients before running an action. When this box is checked, other boxes are opened for
modification:
= Title: Type a title line for your message.
= Description: To prepare the user, enter a description of the forthcoming Action in this text box.
= Ask user to save work: Check this box to include a prompt asking users to save their work
before the Action is invoked.
= Allow user to view action script: Check this box to allow the user to look over the script
before accepting the Action. Note: This option is disabled in the Take Multiple Action dialog.
= Allow user to cancel action: Check this box if you want to grant the user the right to cancel
the action.

Set Deadline: The following two radio buttons allow you to extend the user a grace period after the
Action becomes relevant. This can give them time to prepare for an upgrade. The deadline can be
relative or absolute:

e [time period] from time action is relevant: Click this button to grant the user a specified
grace period starting at the moment the Action becomes relevant.

o [date] at [time] client local time: Click this button to specify a specific date and time to serve
as the Action deadline. The choice of local client time or universal time is set by the Execution
tab.

At deadline: When the deadline arrives, these options are available:

e Run action automatically: Click the button to cause the Action to run automatically when the
deadline arrives.

o Keep message topmost until user accepts action: Click this button to keep the message on
top until the user clicks to accept the Action.

Confirmation message: When the user accepts an action, you can issue a message:

= Show confirmation message before running action: Check this box if you want to display a
final confirmation message to the user before executing the Action.
= Display message while running action: You can add a separate message to be displayed while the
action is running. Check this box and then enter the title and your message in the text box below.

This tab is available from several different dialogs:

Take Action, Take Multiple Actions, Action Settings and Edit Computer Settings.
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Modify Custom Site Subscriptions

The Modify Custom Site Subscriptions dialog lets you subscribe or unsubscribe any specified group of
computers to any of your ad-hoc enabled custom sites.

Modify Custom Site Subscriptions M

(@ Subscribe selected computers to site:

| BigCorp Dev Site - |
I Unsubscribe selected computers from site:
ﬁ BigCorp Dev Site I
OK | Cancel |

To ready a custom site for this type of ad-hoc subscription, you must first open the desired custom site, select
the Computer Subscriptions tab and click the button labeled Computers subscribed via ad-hoc custom
site subscription actions. Don't forget to Save Changes using the toolbar.

Now, when you open Computers in the List Panel, right-click to bring up the context menu and choose Modify
Custom Site Subscriptions. This dialog will pop up and those custom sites that have been enabled for ad-hoc
subscriptions will be available for subscription from the pull-down menu. If the site is already subscribed to a
custom site, this dialog also lets you unsubscribe it.

This dialog is available by right-clicking on an item from any Computer list and selecting Modify Custom Site
Subscriptions from the context menu.
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Offer Tab

The Offer tab can be found in various Action dialogs. It lets you advertise a list of Actions (typically optional
patches or updates) to the BES Client user.

Mgrves  TROUBLESHOIOTIMG: Ensbla BES Chant Uusge Profiler Cregiein damsng | A1 Canbsti =
Fres | |Cisstoem] Dokt w | 77 Sheaws ponly peevsonnal presets [ —
Target | Exscution | U | Measages | Hier | Poat-Action | Apphcabikty | Succms Crieria | Action Script

A action tht is made inks an ' Offer’ becomas seiabluin the ket of offer in tha cher Ul on spplicsbls mechines. User can browss thraugh
thie list af sasllshbe offers snd apply Thase that hey are inbsrasted in, e sl anly hewsble b users selscted an the Lkers' ts snd on
machirem whears the chent Offer Ul o enabled.

[# Mlgkz this sctign s alfer

Tede: TACLELESHIOTIMG: Enable BES Chert Lisage Profiler

Cabegory:

szl d® r g[S | ®e e xn % X

TROUBLESHOOTING: Enable BES Client Usage Profiler

[the BES Cliant utdzes reabtime “continuus-scan” bachnalogy that allows & b constanity check al
Focel massages and actions. Ha Podel massage becomes rdevam or f an action s naeded, Th
BES Chem wl know night away rather than chacking al @ pre-detarmined inbaral (which wauld
praatly decreasa tha Wsibikty o your daploymant

Thia Task wil enakda the BES Chenl wiage profler. which allows you o sae which Fial ma s age,
Vb, @clmim, o propenie fomiume miml of 1 BES Chenle lins

® Cick i accepd this offer

ak | Cancel

The operator of the targeted BigFix Clients can then choose the Actions they desire from the offering list. Offers
are limited to BigFix version 7.0 Clients or better.

= Make this action an offer: Check this box to advertise the given Action to users. When you check the
box, the interface opens up to enter more details about the offer:

= Title: Enter a descriptive title for your Action here. Remember that this advertisement is being
presented to end-users who will need a clear and simple description in order to take advantage of the
offer.

= Category: Enter a category for this offering. This is a user-defined field, and you can use any scheme
that makes sense to your particular BES deployment.

= HTML box: Use this box to customize the HTML that will be presented to the end user. Enter a
description of the action in the box provided. You can customize this HTML with fonts and styles.

This tab is available from several different dialogs:

Take Action, Take Multiple Actions and Action Settings.
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Operator Permissions Tab

The Operator Permissions tab of the Site document lets BES Master Operators specify site permissions for
other operators.

External Site: Client Manager for Endpoint Protection |

53'-:E Changes Discard Changes | Gather 3 Remove

| Details | Computer 5ub5criptiu:uns| Operator Permissions |

Operators with read permission will be able to view this site and take actions based on
its content.
[] Grant read permission globally Permission: [ Reader ] ’ Mone
Mame Last Login Time Permizzion
don 5/6/2010 6:40:56 PM Mone
ken 5/6/2010 6:36:37 PM Reader
may 5/6/2010 6:41:40 PM Mone
AT 5/6/2010 6:37:16 PM Reader

This dialog is available to BES Master Operators and Non-Master Operators who have Site Ownership
permissions.

Not all operators need to know about all sites, and some sites may be most easily managed by a single
operator, such as the Anti-Spyware Czar. This interface lets you attach a Fixlet site to a single operator or
group of operators. You can also remove operators from this list at any time.

This interface only affects the reader status of Non-Master Operators. For an external site, there is a check box
and two buttons:

e Grant read permission globally: Check this box to allow read access to all operators.

= Reader: Select an operator from the list and then click this button to grant read permission to that
operator.

= None: Select an operator from the list and click this button to deny read permission to the specified
operator.

For a custom site, which can be owned and edited, there are two extra permission buttons.
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Custom Site: BigCorp Policy Site = O

Gather 3 Remove

] Save Changes Discard Changes

| Details | Computer Subscriptions | Operator Permissions |

Custom site owners are allowed to grant other operators read or write permission and modify the site subscription.
Writers are allowed to create new content in the site, Readers are allowed to view and apply content in a custom site,

[T] Grant read permission globally ~ Permission: [ Owner l ’ Writer ] ’ Reader ] [ Mone
Mame Last Login Time Permission
don 5/6/2010 6:40:56 PM Writer / Reader
ken 5/6/2010 6:36:37 PM Owner / Writer / Reader
may 5/6/2010 6:41:40 PM Reader
sUE 5/6/2010 6:37:16 PM Mone

As before, you select an operator from the list and then click buttons to grant permissions. The two extra
buttons are:

= Owner: This grants the greatest permission to the operator who can then assign reader and writer

permissions.
=  Writer: This button allows an operator to edit the site.

This dialog is available by clicking the Sites icon in the Domain Panel navigation tree, selecting a Site from the
resulting List Panel and then clicking the Operator Permissions tab.
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Post-Action Tab

The Post-Action tab can be found in various Action dialogs.

Mame:  TROUBLESHOOTING: Enable BES Cliert Usage Profiler Create in domain: | All Content -

Preset: | [Custom) Default - | Show only personal pressts Save Preset...

Tanget | Execution | Users | Ms.sa.gu. Offer | Post-Action | Applicability | Suceess Critesia | Aetion Seript

(" De nething after action completes
(® Restart computer after action completes

(" Shutdown computer after action completes
Meszage
Eefiore restarting, show the fellowing mestage to active users:

Message Title: TROUBLESHOOTIMG: Enable BES Client Usage Profiler

Message Tesxt: Yiour systern administrator is requesting that you restart your computer. Please save any unsaved work and
then take this action to restart your computer.

[+ i&llow wser to cancel restart]

Set deadline 1 day - from time action completes

At deadline (W Restart autormatically

(" Keep user interface topmost until user accepts restart

ok | [ Canes

It gives the BES Console operator the choice of restarting or shutting down the client computer after the Action
has completed.

There are three radio buttons at the top of this dialog:

e Do Nothing after action completes: This is the default -- after execution, simply resume normal
operation.

e Restart computer after action completes: Many actions require a restart to complete the
remediation. The Options here include user cancellation and postponement. You can also specify a title
and a message to be displayed to the user.

e Shutdown computer after action completes: You may need to shut down the computer after the
application of the action. As above, you can also specify a title and a message to be displayed to the
user.
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If you select either of the last two options above, the bottom panel becomes available for editing:

Message:

= Message Title and Text: Use these text boxes to create a message that will be delivered to the end
user, explaining what's about to happen (restart or shutdown) and what their options are.

= Allow user to cancel restart/shutdown: This gives the user a dialog box so that they can cancel out
of the proposed restart or shutdown.

= Set deadline: This gives the user the option to delay the restart/shutdown for the specified period of
time (from fifteen minutes to thirty days) after the completion of the Action. Typically, restarts are
needed to complete an installation, so they should not be put off for long.

= At deadline: Click one of these buttons to specify what the deadline action will be. You can choose to
automatically restart (or shutdown), or to keep a dialog box on the screen until the user is ready
(presumably after saving their work).

This tab is available from several different dialogs:

Take Action, Take Multiple Actions and Action Settings.
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Post-Execution Action Script Tab

The Post-Execution Action Script tab of the Take Multiple Actions dialog lets you create an action script that
will execute after the chosen set of Actions is run.

;’ Take Multiple Actions = sl
Mame:  Multiple Action Group Create in domain All Content s
Preset: | Defawit b Show anly personal presets

Target | Execution | Users | Messages | Offer | Post-Action | Pre-Execution Action Script | Post-Evecution Actien Scrigt | Applicability
@ Do net run a custom action script after executing thes multiple action growp,
Run the following action scnpt after executing this multiple action group:
Action Senipt Type
Action Script:

L e e

Enter your custom pPosT-EXECutlicon action acript here

O Cancel

Among other possibilities, this allows you to track the Action deployments using your existing control systems.
There are two buttons in this dialog:

e Do not run a custom action script after executing this multiple action group : This is the default
for most multiple Fixlet actions.

e Run the following action script after executing this multiple action group: If you want to create a
custom action script when you deploy this action, select this button, and the following two items will
determine the course of the action.

= Action Script Type: The type of action script you want to use for this script. Some of the
options include:
= BigFix Action Script: This is the standard scripting language for BigFix actions.
= AppleScript: This is Apple's scripting language for controlling computer resources.
= sh: indicates that the action is a shell script, intended to be run by a linux / unix / bsd
shell.
= URL: specify a URL pointing to a post-execution script.
= Action Script: Type your post-action script into this text box. Scripting is powerful and can
have huge ramifications. Make sure to test your action on a small scale before you deploy it on
your entire network!

This dialog is available by selecting multiple Fixlet messages (as long as they have default actions) from any
Fixlet list, then selecting Take Default Action from the right-click menu.

You can also arrive at this dialog by selecting Baseline Actions.

From the Take Multiple Actions dialog, select the post-Execution Action Script tab.
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Pre-Execution Action Script Tab

The Pre-Execution Action Script tab of the Take Multiple Actions dialog lets you create an action script that
will execute before the chosen set of Actions is run.

,‘;43 Take Multiple Actions = &
Mame: Multiple Action Group Create in domain All Content -
Presel: | Default = | 7 Show only personal presets

Target | Execution | Users | Messages | Offer | Post-Action | Pre-Execution dction Seript | Post-Execution Action Script | Applicability
@ Do not run a custom action script before executing this muttiple action group
Run the following action scnpt before executing this multiple action group:
Action Scnpt T:,'pe: Foc Acteor

Action Script:

Among other possibilities, this allows you to track the Action deployments using your existing control systems.
There are two buttons in this dialog:

e Do not run a custom action script before executing this multiple action group : This is the default
for most multiple Fixlet actions.

e Run the following action script before executing this multiple action group: If you want to create a
custom action script when you deploy this action, select this button, and the following two items will
determine the course of the action.

= Action Script Type: The type of action script you want to use for this script. Some of the
options include:
= BigFix Action Script: This is the standard scripting language for BigFix actions.
= AppleScript: This is Apple's scripting language for controlling computer resources.
= sh: indicates that the action is a shell script, intended to be run by a linux / unix / bsd
shell.
= URL: specify a URL pointing to a pre-execution script.
= Action Script: Type your action script into this text box. Scripting is powerful and can have
huge ramifications. Make sure to test your action on a small scale before you deploy it on your
entire network!

This dialog is available by selecting multiple Fixlet messages from any Fixlet list (as long as they have default
actions), then selecting Take Default Action from the right-click menu. You can also arrive at this dialog by
selecting Baseline Actions.

From the Take Multiple Actions dialog, select the Pre-Execution Action Script tab.
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Preferences

The Preferences dialog lets you adjust certain system-wide parameters.

" - o1
Frefersnces . N ﬁ
Fislet List Relevance Colorization
¥ Refresh list svery 15 seconds Muodify the colers used to display relevance.
| Set Colors
Chient Computers )
. s

Send heartbeat every 15 minutes N

Prompt fior confirmation before closing the
Mark as offline after 45 minutes console

Caching
Abways load data from database (best for fast networks and slow disks)
Keep partial cache on disk (best for fast networks and fast disks)

@ Keep full cache on disk (best for slow networks and fast dasks)
Exparation policy for ful cache: i

Aggressive [remove unused data quickly)

@ Moderate

Conservative (keep unused data for a long time)

ok | | Canced |

There are several sections in the Preferences dialog:

Fixlet List

= Refresh list every XX seconds: Controls how often the Fixlet display is updated. The default setting
causes the BES Database to be queried every 15 seconds. More frequent updates cause more network
traffic, but less frequent updates increase the response time. As the BES Database increases in size, a

longer refresh rate may be desirable. In practice, 15 seconds provides a good balance between latency
and bandwidth concerns.

Client Computers

= Send heartbeat every XX minutes: Controls how often the BES Client computers check in with the
BES Server to update their status. Each time a BES Client sends a heartbeat, it includes any retrieved
property values which have changed. 15 minutes is the default value.

» Mark as offline after XX minutes: Controls how long to wait after the last heartbeat before a computer
is declared to be offline. The default is 50 minutes.

Operator's Guide 187 © 2010 by BigFix, Inc.



BigFix Console

Relevance Colorization

e Modify the colors used to display relevance: Whenever Relevance expressions are viewed, the text
can be colored for easier reading. Click the Set Colors button to open an interface allowing you to
customize your personal color scheme.

Console Close

= Prompt for confirmation before closing the console: This preference provides a yes/no prompt
every time you exit the BES Console.

Cache options

e Always load data from database: If you do not wish to leave information cached on your BES
Console computer, click this option. This will cause all data to be loaded freshly from the database each
time you open the Console.

o Keep partial cache on disk: This option caches everything but retrieved property results. The Console
still caches Fixlet and Action results which are then written out upon exiting.

o Keep full cache on disk: With this option, retrieved properties can be stored locally along with Fixlet
and Action results. The more properties you keep in the cache, the more expensive it is to maintain, so
the caching policy determines how long the Console runs before it clears items out of its cache.

Expiration policy. If you have selected the full caching option above, you must also set an expiration
policy to periodically purge the cache:

e Aggressive: This policy purges unused data rapidly, purging any items that were not accessed
in the previous Console session.
Moderate: This policy is intermediate between aggressive and conservative.
Conservative: This policy allows data to remain for a long time between purges, whether or
not is has been recently accessed.

= Clear Cache: Click this button to clear the current cache when the BES Console is next run.
This dialog is available by selecting:

e File > Preferences
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Recent Comments

This dialog presents a list of comments that have been attached to Fixlet messages, Tasks, Baselines, Actions
and Computers.

Recent Comments =
Object Comment Console Operator  Time Entered 2
Stari Sendce Only used for Development clients joe S/6/2010 4:3T-45 P
Pizsing Office Executed par Policy #25 o 5/6/2010 4:37:10 PM 1
Stop Senice ‘joe’ has marked this object as hidden. System 5542010 1:33:54 PM
Restart Serice ‘joe’ has marked this object as visible. System AMSA2010 1:26:01 P %

It compiles all the Comments from each of these interfaces for viewing in one spot.

You can view the current comments by selecting Tools > View Recent Comments.
Results Tab

The Results tab of the Analysis document displays a list of targeted computers and the results of the analysis
for each one.

Analysis: BES Relay Status = B

Q5 Activate G Deactivate | # Edit =% Export | Hide Locally Hide Globally | 2 Remove

| Description | Details | Results |Applicable Computers {3]|

| View as list =
4 [ Applicable Computers 3) | Computer Na.. | BES Relay Installed Status  BES Relay S...
> 21 By Retrieved Properties
By G BIGDOHG Mot Installed Manual
“ ﬁé E;”t”'” | , MOMMA Not Installed Manual
“» edenalgroup 2| e Main BES Server Automnatic
&= G group (2)
% M group (1)
&> Win group (3
4 L 3

The format of this display depends on the selected View, either list or summary. The list view is shown above.

When viewed as a list, each specified retrieved property has a corresponding header and the value of each
property is displayed beneath it. If there is more than one value for a property, then <multiple results> is
displayed. You can sort this list by the headers or use the folders in the left-hand panel to filter the results. This
allows you to manage large sets of computers by their retrieved properties.
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When viewed as a summary, each property has its own section, with response counts and percentages for

each value of the property.

Analysis: BES Relay Status

= O

Q' Activate Qg Deactivate | S Edit x-:;. Export | Hide Locally Hide Globally | ¥ Rermove

| Description | Details | Results |Applicable Computers (3)

"u‘iew as surmmary

z)

P @ Applicable Computers (3)
I- £ By Retrieved Properties
4 [ By Group
ﬁ external group (2)
% G group (2]
% M group (1)
% Win group (3)

S

BES Relay Installed .. Topi0 -~
Status
Count | Percentage |Resu|t L |
1 33.33% Main BES Server -
2 66.67% Mot Installed 1
BES Relay Selection . Top10 ~
Method
Count | Percentage |F{E5ult L |
1 33.33% Automatic
2 66.67% Manual

This dialog is available whenever you select an activated Analysis from an appropriate list.

Operator's Guide

190

© 2010 by BigFix, Inc.



BigFix Console

Security Warning

The Security Warning dialog alerts you about scripting or relevance statements embedded in text.

Security Warning . &J

This message contains scripting and/or relevance.
Do you want to enable this dynamic content?

Title: Fixlet: Fixlet with Wizard

Source: BES Operator "bigfix" (signature verified).

| Enable || Disable

Whenever the Console detects that an embedded Relevance clause or a script is about to be displayed, this
warning pops up. Unlike Action scripts which require a password before they can be executed, embedded
scripts will be executed automatically and thus require scrutiny. In general, if these scripts are your own
creation from a custom site, you can click the checkbox to allow dynamic scripting to always be enabled.

If you are uncertain as to the source of the embedded script, click Disable.

This dialog appears whenever content containing a Relevance statement or a script is about to be displayed.
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Settings Tab

The Settings tab of the Edit Computer Settings dialog allows the administrator to apply certain settings to
multiple targeted computers, including locking, relays and custom variables.

Edit Comparter Settings

settings | Target | Execution | Users | Messages

Change the following settings:
| Locking Status
¥ Locked
Unlocked
| BES Relay Selection Method
Automatica :I:.-' Lo<cate Best BES er::.r
& Set BES Ffr-n}": Maniua }:,-'
¥ | PFrimary BES F‘!Hﬂ}'
Main BES Server
| Secondary BES Relay
Main BES Server

Custorn Setting

| |

QK Cancel

It includes the following controls:

= Locking Status. Check this box to either lock or unlock the targeted computers. You might wish to lock
a computer because it is currently being used in program development, it is in the middle of a lengthy
process or because it is running specialized software. As long as a computer is locked, no actions will

be executed on it.

e Locked. Click this button to lock the computer.
e Unlocked. Unlock the targeted computers.

= BES Relay Selection Method. Choose an automatic or manual Relay method.
e Automatically Locate Best BES Relay. Select this button to automate the process of
selecting a BES Relay. This is the recommended setting.
e Set BES Relays Manually. Force a manual selection of the BES Relays.

* Primary BES Relay. Select a primary BES Relay. Check the box and select a computer from the pull-
down menu. Any attached BES Clients will then gather Fixlet downloads from this relay rather than

directly from the BES Server.

» Secondary BES Relay. Select a secondary BES Relay. Check the box and select a computer from the
pull-down menu. Any attached BES Clients will then gather Fixlet downloads from this relay if the

primary relay is unavailable.
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» Custom Setting. This feature allows the BES Master Operator to create named variables that can be
associated with the targeted computers.

o Name. Type the name of a variable to be associated with all targeted computers, e.g.,
"department.”

e Value. Enter the value of the above-named variable, e.g., "payroll."

When multiple computers are selected, this dialog is available by right-clicking and selecting Edit Computer
Settings from the context menu.

Site Details Tab

The Details tab of the Site document provides you with information about the site and the subscription criteria.

External Sde BES Ascet !:hscm.'er}' Q.I:\ d‘ D
ﬂ Save Changes Dscard Changes | Gather 3 Remove
Details .'.'.'.umpu'tu Subscriptions | Operator Permissions

VS S—————

Type External Content Site

Current Version 38

hitp:/iftestsite. baghx.com/cgi-
bin/bégather/'besassetdiscoveryga

Publssher BigFix. Inc

B o

Subscription Group

This group includes computers with any of the following
proparties:

os confains “Win"

Gather URL

m

Location  conkaing “ltaly”

External Subscription Constraints

=
1f{ name of
operating system
Site Level Relevance atarts with "Win" )
then platform id of
operating system !=

3 elae true

The Details group provides information about the version, publisher and URL of the site.

The Subscription group provides information about how the criteria used to select clients for subscription to
the site.

This dialog is available by clicking the Site icon in the Domain Panel navigation tree, selecting a Site from the
resulting List Panel and clicking the Details tab from the document in the Work Area below.
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Site List and Document

A list of Sites is displayed when you click Sites, or any of its child nodes, from the Domain Panel navigation
tree.

File Edit View Go Tools Help (J
sl Back = WP Forward | " Show Hidden Content " Show Non-Relevant Content 3
All Content 4 Sites |SE.aru:h Sites ;

i [Fi Consple Operators (5] * | Mame = Type Domain

4[5 If_.rtel:l.*l] 05 Deployrment External :

g =| aEtom (2) — | Patches for Windows (English) External g
b i Bernal (12) SCM Checklist for DISA External
4 &l Wizards = | SCM,Checklist for DISA STI External
- |3 cklist for y erna
RPN [ttt St

A Site document is displayed in the Work Area of the BigFix Console when you click any item from this list. If
you open the Sites icon, you can filter the sites to either Custom or External types. Click an external site from
the list to open it in the Work Area below.

External Site: Patches for Windows (English) = O

953‘.’& Changes Discard Changes

Gather 3 Remove

Details | Computer Subscriptions

Operator Permissions

) PECEENU——

m

Type

External Content Site

Current Version 1,364

http:/{sync_bigfix.comfcgi-
Lol binfbfgather/bessecurity
Publisher BigFix, Inc.

At the top is a toolbar with four buttons:

e Save Changes: This button is grayed out for an external site.

o Discard Changes:This button is grayed out for an external site.

e Gather: This button with gather the contents of the site.

e Remove: This button allows you to remove the site from the Console.
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Beneath the toolbar are three tabs:

e Details: This read-only tab displays the version, URL and publisher of the site.
e Computer Subscriptions: This tab lets you specify which BigFix Clients will be subscribed to this site.
e Operator Permissions: This tab lets you attach Operators to the site as owners, writers or readers.

You can also create and edit your own Custom sites as well. If you have any custom sites, click one from the
list to view or edit it.

Custom Site: BigCorp Policy Site e

9531."2 Changes Discard Changes | Gather 3 Remove

Details | Computer Subscriptions | Operator Permissions

oy oo

Type Custom Site
Creator Joe
Created 72010 10:49:27 PM
The BigCorp Policy =ite i=s a -
o collection of Fixlets and Tasks to
Description gstablish warious corporate policies
across the network. E
Domain All Content -

Subscription

Mo clients are subscribed to this site, but BES will continue to maintain an up-
to-date version of the site in the database.

The document for a Custom Site is similar to that for an External site, with added abilities to edit the site. The
toolbar has the same four buttons:

Save Changes: After making edits to your Custom Site, click this button to record your changes.
Discard Changes: This button will clear all the changes you have made.

Gather: Because the contents of a custom site are typically stored locally, this tool may be grayed-out.
Remove: This button allows you to entirely remove the site from the Console.
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Beneath the toolbar are the same three tabs:

e Details: This tab allows you to view or edit the description of your custom site and to select the Domain

you want to host the site.

e Computer Subscriptions: This tab lets you specify which BigFix Clients will be subscribed to this site.
e Operator Permissions: This tab lets you attach Operators to the site as owners, writers or readers.

To view the Site list, click the Sites Icon (or any of its child nodes) in the Domain Panel navigation tree. Open

the icon to narrow the list down to either Custom or External sites.

To view a Site Document, click any item in a site list.

To create a custom site, select Tools > Create Custom Site.

Site Properties

The Site Properties dialog displays information about the selected Fixlet site, including the name of the Site

publisher and the URL from which the content is gathered.

External Site: BES Support

= O

953‘.’& Changes Discard Changes

Details

Gather ¢ Remove

Computer Subscriptions | Operator Permissions

o ostaie ————

Type External Content Site

Current Wersion 658

Gather URL http://sync_bigfix.com/cgi-bin/bfgather/bessupport
Fublisher BigFix, Inc.

Subscription

All clients are subscribed to this site.

m

1

The tabs in this dialog include:

» Details: This tab displays the Site type (internal, external), the version and information about the

publisher and subscriptions.

= Computer Subscriptions: This dialog allows you to winnow the list of computers that subscribe to the
chosen site. By eliminating superfluous or irrelevant Fixlet subscriptions, you can reduce the disk-

storage requirements of your client computers.
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= Operator Permissions: This is a list of the operators and their permission levels. For an external site,
you can typically only grant read access, but for a custom site you can grant ownership, write or read
permission.

This dialog is available by clicking the Sites icon in the Domain Panel navigation tree and then clicking an item
from the resulting List Panel. The Site information opens in the Work Area below.

Success Criteria Tab

The Success Criteria tab of the Take Action dialog lets you define the conditions under which the action will
be considered to be successful.

F Take Action
e e M o
Mame Force BES Clients bo Run Manual Relay Selection Create in domain: All Content -
Preset: | Defauht - Show only personal presets

Target | E-xl:«:utlonl Users | Messages | Offer | Post-Action | Applicabality | Success Critesia | Action Senipt

Consider thes sction successful whean..
the applicability relevance evaluates to false.
..&ll lines of the sction scnipt have completed successfully.

@ ,.the fiellowing relevance clause evaluates to false:

oW > "3un, L S5:16:58

f ! QK Cancel

There are three buttons in this dialog:

Consider this Action successful when:

e The applicability relevance evaluates to false: This is the default success criteria, requiring that the
Relevance statement that made the Action applicable is no longer TRUE. Since the Relevance
statement is designed to notice a problem and the Action is designed to fix it, this is generally sufficient
to establish success.

e All lines of the action script have completed successfully: You can make success dependent on
completing the action script.

e The following relevance clause evaluates to false: You may use a special Relevance clause to
ensure that the desired action has accomplished it goals.

If you choose the third option, the text box below becomes editable and you can create or revise an existing
Relevance clause.

This dialog is available by selecting a Fixlet message or Task from any list, then clicking an action button. From
the Take Action dialog, select the Success Criteria tab.
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Take Action

The Take Action dialog is similar to the Take Multiple Actions dialog, but it is designed to issue a single
Action.

[ 42 Toke b |
o Ao e ,
Mame:  Missing Office Web Components - BES Consale - OWC 2003 Create in domain: | All Conkent E
Preset:  Default Tl Show only personal presets

Target | Execution | Users | Messages | Offer | Post-Action -&ppllcubllrty“ur:ml:rrtw Action Scnpt

Comnstraints
[ {5tarts on 5 5/ at 5:05:00 PpA client local tme =
[+ Ends on 5¢ 772000 = at 5:05:01 PR . client local tirme
[~ Run between 1:00:00 AM and 25500 AM chent local time
[~ Run only on i ! [ f chient local time
[ Pumn onty when Active Directory Path miatches
Behavior
r-. On failure, retry birmes
& Wait "
" Wait until computer has rebooted

B Reapply this achion

& whenever it b es relevant agal
" while rele f
i |¥ Lirni
I [ Start client downloads before constraints are satisfied I’
[ stagger action start times over 5 muinutes to reduce network load

oK | Caneel

When you click an Action button, this dialog pops up, letting you specify exactly how the selected Action is to be

deployed to the computers on your network.

= At the top of this dialog is the Name of the Action. It is editable, should you wish to rename it or add
extra information to it.

= Nextto the name is the domain. The Action may be created and placed into any domain you choose
from the pull-down menu. The default is All Content, the top-level domain which includes objects from

all domains.

Below the Name box are some buttons that allow you to save or re-use your Action values:

» Preset: Thisis a pull-down menu with the names of your existing presets. One of these presets is
Policy, which will create an open-ended Action with no expiration date. Click on a named preset to
automatically fill out your Action settings.

» Show only personal presets: Check this box to limit the presets to your own personal presets.

» Save Preset: After creating custom settings for an Action, you can save them for later re-use.

» Delete Preset: Select a preset and then click this button to delete it.
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The body of the dialog contains several tabs, including:

= Target: Lets you specify subgroups of BES Clients to target with the selected Action. You can select
computers based on retrieved properties -- including your own custom properties -- or you can supply a
list of specific computers.

= Execution: Lets you constrain the execution schedule and allows you to specify the retry and reapply
behavior for execution and failure.

= Users: Lets you run an Action based on user presence. You can also expose specific users or groups
of users to a Client User Interface.

= Messages: Here you can specify some interactions that may take place with the end user before and
during the execution of the Action.

= Offer: Allows you to advertise the existence of programs or patches that your networked BES Clients
can opt into. This grants extra control to your users to customize their setup.

= Post-Action: Lets you specify a follow-up behavior for the Action, such as a restart or shutdown.

= Applicability: Lets you choose the original Action relevance or substitute your own custom relevance
expression.

= Success Criteria: Typically, an issue is considered fixed when the Fixlet message is no longer
relevant, meaning the problem can no longer be detected. This tab lets you use different criteria to
determine when a problem has been fixed.

= Action Script: Lets you choose the original Action script or substitute your own custom script.

When you decide to execute the Action, click OK. You will need to enter your password before the BES
Console will issue the Action. When you do, a progress dialog will pop up to keep you posted on the

deployment.

This dialog is available by opening a Fixlet message from any list and then clicking on an Action button.
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Take Multiple Actions

The Take Multiple Actions dialog is similar to the Take Action dialog, but is designed to issue multiple default
Actions in a single group.

;:' Take Multiple Actsons - : g —_ra X
Mame:  Multiple Action Group Create in domain: | All Content -
Preset: | Defauht - Show only personal presets

Target Ex:tl.rtm-nl Users | Messages | Offer | Past-Action | Pre-Execution Action Sonipt | Post-Execution Action Script | Applicability

Tar\g et
@ Specific computers selected in the list below
All computers with the property values selected in the tree below

The computers specified in the list of names below (one per ling)

4 | Selected Computers (1] Computer M., 05 CPU Last Report Ti..  Locked BES Relay Sele...
G By Retrieved Properties | ypoqyyy WinT61T76.. 1000 MHz AM.. S/6/2010 4D6:.. Mo Automatic
& By Group
f " 1t ¥
— [ Cancel

Right-click a selected group of Tasks or Fixlets containing default Actions, and select Take Default Action.
This dialog pops up, letting you specify exactly how the selected Actions are to be deployed to the computers
on your network.

= At the top of this dialog is the Name of the Action. It is editable, should you wish to rename it or add

extra information to it.
= After the Name field is a pull-down allowing you to specifiy the Domain where you wish to create the

Multiple Action. Choose from the set of existing Domains.

Below these fields are buttons that allow you to save or re-use your Action values:

= Preset: Thisis a pull-down menu with the names of your existing presets. One of these presets is
Policy, which will create an open-ended Action with no expiration date. Click on a named preset to
automatically fill out your Action settings.

= Show only personal presets: Check this box to limit the presets to your own personal presets.

= Save Preset: After creating custom settings for an Action, you can save them for later re-use.

= Delete Preset: Select a preset and then click this button to delete it.

The body of the dialog contains several tabs, including:

» Target: Lets you specify subgroups of BES Clients to target with the selected Actions. You can select
computers based on retrieved properties -- including your own custom properties -- or you can supply a
list of specific computers.

= Execution: Lets you constrain the execution schedule and allows you to specify the retry behavior for

execution and failure.
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= Users: Lets you run Actions based on user presence. You can also expose specific users or groups of
users to a Client User Interface.
= Messages: Here you can specify some interactions that may take place with the end user before and

during the execution of the Actions.

= Offer: Allows you to advertise the existence of programs or patches that your networked BES Clients
can opt into. This grants extra control to your users to customize their setup.

= Post-Action: Lets you specify a follow-up behavior for the Action group, such as a restart or shutdown.

= Pre-Execution Action Script: Lets you specify an Action Script to execute before the group of Actions
is deployed.

= Post-Execution Action Script: Lets you specify an Action Script to execute after the group of Actions
is deployed.

= Applicability: Lets you choose the relevance provided by the original Actions or substitute your own
custom relevance expression.

When you decide to deploy the set of Actions, click OK. You will need to enter your password before the BES
Console will issue the Actions. When you do, a progress dialog will pop up to keep you posted on the
deployment.

Right-click a selected group of Tasks or Fixlets containing default Actions, and select Take Default Action.

Target Tab

The Target tab can be found in various Action dialogs.

Target E:etutinnl Uisers | Messages | Offer | Post-Action | Pre-Execution Action Script | Pest-Execution Actien Script | Applicability

Target:
@ Specthic computers selected in the list below
All computers with the property values selected n the tree below

The computers specified in the list of narmes below [one per ling)

# 33 Selected Computers (3] Computer M... 05 CPU Last Report Ti..  Locked BES Relay Sele..,
Gl By Retrieved Propertie ypeppq Win761.76... 1000 MHz AM... 50/201032%.. Me Automatic
4 5 By Group e - T e —
W, external group (2)
&> G group (2}
& Mgroup (1)
& Win group (3]

BIGDOG WinVistaf.... 3000 MHz Cor... 5%200031%.. Mo Manual

When an Action becomes relevant, the BES Console operator can target a subset of users to receive the
action.

There are three radio buttons at the top of this dialog:

o Specific Computers selected in the list below. When you select this button, only those BES Clients
highlighted in the computer list will receive the actions. This is the default behavior. Note that you can
filter this computer list by selecting items from the tree view in the left panel. Once you click OK, the
selection of computers in this list will be frozen -- the retrieved values will not be reevaluated before the
action is deployed. Thus, if a computer is affected by this problem in the future, it will not be covered by
this option. It will trigger the same Fixlet, but will require you to target it again.
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e All Computers with the Retrieved Properties values selected in the tree below. This button will
cause continued evaluation of BES Client computers for relevance if they match the selected
properties. Unlike the scenario described above, if a new computer is affected by this problem in the
future, it will be automatically updated. You may also filter this set of relevant computers using the
retrieved property panel on the left. Because of the open-ended nature of this function, you may want
use the Execution tab to define an expiration date.

e The computers specified in the list of names below. This button allows you to enter (or paste) a list
of specific computers. Format the list with computer names (as displayed in the Console), separated by
newlines.

These options grant you great power over the deployment of Fixlet actions. Think carefully about your choices
here. The first button is the safest, since it describes a static set of computers that you wish to target. The
second choice is more powerful, because it will continue to evaluate and automatically deploy relevant actions,
but it could also have long-term consequences that you should consider. The third choice allows you to deploy
to a specific list of computers, for fine-grain control over your deployment.

This tab is available from several different dialogs:

Take Action, Take Multiple Actions and Edit Computer Settings.
Task List and Document

A list is created whenever you click Fixlets and Tasks from the Domain Panel navigation tree. This list
incorporates both Fixlets and Tasks, which you can filter by opening the Fixlet and Tasks icon and clicking All
Tasks beneath it.

File Edit Wiew Go Teools Help ’

Al Content # Al Tasks Search All Tasks

4 [ Eixlets and Tasks [48) “ | Name = Source SE‘VEFJ

o Back = Forward = | % Show Hidden Content ¥ Show Nen-Relevant Content Refresh Con?

= | BES Client Setting: Client Ul Enable/Disable M... {Unspecifie*

| BES Client Setting: Client UT Minimum &nalysi... {UHSFIECiﬁEd.
BES Client Setting: Client Ul Tray Mode Selecti...  <Unspecified= i
BES Client Setting: Communication Method <Unspecified=..

g CPU Usage <Unspecifie

)

- 55 Al Tasks (38)

2 BES Clisn
» E BES Server/Relay Settings
» ﬁ Fixlet Messages Relevant C

» E My Custom Fixlet Message

The List Panel on the right now contains all the currently relevant Tasks. The Task document is displayed in
the Work Area of the BES Console when you click any item in the list.
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Task: BES Client Setting: Communication Methed = 0

é’%TEkE.ﬂCﬁGr‘IT | # Edit Copy ac::)F_:{pcrrt| Hide Locally Hide Globally| ¥ Rernove

Description | Details | Applicable Computers (3) | Action History [U:I|

.3

The BES Client has two methods of communication over the network. The first
method uses the Windows URL Monikers AP, which is a higher-level network
interface that uses the Internet connection settings for the local computer, such
as proxy settings, secunty settings, etc.

The second method uses the winsock AP, which is a lower-level direct socket
access layer that does not use the local Internet connection settings. The BES
Client uses the URL Monikers method by default to connect to the Internet.
Using winsock will allow BES Gather to connect to the Internet without using
the Internet connection settings.

m

Note: Do not set the "Reapply” behavior when taking this action or you may
cause the BES Client to constantly reset this setting.

® Click here to have the listed BES Clients use the winsock API.

® Click here to have the listed BES Clients use URL Monikers.

At the top of the Task document is the name. Beneath that is a toolbar with the following tools:

Take Action: This tool executes the default action of Fixlet.

Edit: This option lets you edit the Fixlet. This tool is only available for custom Fixlets that you have
created yourself.

Copy: This option lets you copy or clone the Fixlet to customize its functionality.

Export: This tool allows you to export the Fixlet for editing in an external editor.

Hide Locally: Hides the Fixlet on this version of the Console.

Hide Globally: Hides the Fixlet on all Consoles.

Remove: Deletes this Fixlet (only available for Custom Fixlets).

There are several tabs in a Task document. They include:

Description: A text version of the Task, describing the problem and offering one or more Action
buttons or links to redress the issue. You can search any of the HTML interfaces in BES by pressing
Ctrl-F and then entering your search string.

Details: A list of the properties, Relevance statements and Actions that constitute the Task.
Applicable Computers: Lists the subset of computers are targeted by the Task.

Action History: Shows the history of the Action deployment. This list is empty unless the Action
associated with the Task has already been triggered.

To display a Task list, click the Tasks icon under the Fixlets and Tasks icon in the Domain Panel navigation

tree.

A Task document is opened whenever you open an item in a Task list.
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Users Tab

The Users tab can be found in various Action dialogs.

( ﬁ' Take Action

Mame:  TROUBLESHOOTIMG: Restart the BES Client Service Create in domain: | All Conbent
Preset: | [Custom] Default = | | Show only persanal presets | Sawe Preset..

Target Ex:cu‘tion: Users | Messages | Offer | Past-Action | Applicabulity | Success Lritena | Action Soript

(" Run only when there is no user logged on
(® Run independently of user presence, and display the user interface to the sebected wsers

{7 Run when at least one of the selected users i Ingged on, and |:m|:_.I desplay the user interface to those users

Selected Users
(" Al users

(™ Local users

Local user group "Administrators”
Ay WinNT User

Any Winx User Add Local Group... J

It allows you to fine tune the delivery of Actions based on the presence of users. For instance, you can target
long installs to just those computers where the users have logged off, ensuring that no downtime is incurred by

the install.

For installations that require user feedback, you can also expose specific sets of users to an interface. There

are three main user modes:

e Run only when there is no user logged on: Execute the action only in the absence of a user. This
might be desired for long installs that might happen overnight, but only on logged-off clients.

e Runindependently of user presence, and display the user interface to the specified users:
Execute the action whether a user is present or not. This can be useful for critical patches or small,
silent updates. You can specify a set of users (below) that will be allowed to view the BES Client

interface.

¢ Run when at least one of the specified users is logged on, and only display the user interface to
those users: Execute an Action and display a dialog only when one of the users specified below is
logged on. This might be desired when the action requires feedback or intervention from specific groups

of users.
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The lower section of this dialog lets you select user groups for notification and interaction:

e All users: Click this button to select all users for interaction with the user interface.

e Local users: Select only local NT-Vista users to interact with the user interface.

e Users in the following groups: Select users from the group below to interact with the user interface.
Typical groups include the Local user group, WinNT and Win9x users. There are also some buttons to
help you select user groups:

= Add Domain Group: Add an NT Domain group of users.

= Add Local Group: Add a local NT-Vista group to the set of users.

= Add All Win9x Users Group: Add users who are logged in to Win 9x Clients.
= Add All WinNT Users Group: Add users who are logged in as WinNT users.
= Remove: Remove the selected user group from the list.

This tab is available from several different dialogs:
Take Action, Take Multiple Actions, Action Settings and Edit Computer Settings.
View Action Info

The View Action Info dialog displays information on a specific action for a given computer.
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Title: Shows the title of the Fixlet or Task that initiated the Action.

Summary: A summation of the Action deployment for this computer. It includes the current Status, the Start
and End Time for the Execution of the Action and any Exit Code that may be returned by the Action.

Action: A listing of the Action script, usually a human-readable BigFix Script.
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This dialog is available from any Action document in the lower Work Area. Select the Computers tab, right-
click a computer and select Show Action Info from the context menu (or select Show Action Info from the
Edit menu).

Visualization Parameters: Colorization

The Colorization tab of the Visualization Parameters dialog lets you customize the colors for a graphical
representation of your network.
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Calarze Camputers By:
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E5 By Source Severity g
=g Admanistratrve Login Needed Important BES Support
'—" d C“t ) Version of Dbmslpcn.dll May Cause Handle Le...  Important BES Support
'__—E' E 5': j?:r:' Windows Firewall is Blocking BES Traffic - Win... Important BES Support
',_fl S Restart Mesded Moderate BES Support
E5 By Source Relesse Date -
Restart Meeded - Not Triggered by a BES Action  Moderate BES Support
BES Quick Reference - Production Loww BES Support
Fdlet wiith Wizard Master Actian §
'] m [
1} .
QK | Cancel

This tab offers four different ways to color the data, available from the main pull-down menu:

e No colorization: Select this option to have every computer displayed as white.

e Fixlet Message Relevance: Color each computer based on the Relevance (applicable or non-
applicable) of specific Fixlet messages. Specify the desired Fixlet message in the filter/list box below.

e Baseline Relevance: Color each computer based on the Relevance (applicable or non-applicable) of
specific Baseline groups. Specify the desired Baselines in the filter/list box below.

e Retrieved Property: Select the colors of the BES Client computers based on the specified retrieved
property.

e Action Status: Base the colors of the computers on the current status (completed, open, expired) of a
specified action. Specify the desired Action in the filter/list box below.

o Relevance Clause: Color each computer based on a Relevance Clause, as specified in the text box
below.

This dialog is available by selecting Tools > Launch Visualization Tool > Colorization.
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Visualization Parameters: Computers

The Computers tab of the Visualization Parameters dialog lets you limit the number of computers to be
graphed.
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This tab has two buttons to make your selection easy.
e Show all computers in visualization: This is the default option, allowing all BES Clients to be
displayed
e Show only selected computers in visualization: This option brings up a computer filter/list allowing
you to specify any subset of computers in your network by retrieved properties or groupings.

This dialog is available by selecting Tools > Launch Visualization Tool > Computers.
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Visualization Parameters: General

The General tab of the Visualization Parameters dialog helps you to customize a graphical representation of

your network.

Preset | Default

Visualization Parameters I:h.nh:rg . ﬂ

General | Colorizstion | Computers

@ Use BES Relay structure
Lise Active Directory Structure
Lz [P Address Structure
Use Retrieved Property Path Structure
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Path Separator String:
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= Shaw only personal presets

0K Cancel

There are several ways to represent the data:

e Use BES Relay structure: Display the network tree from the BES Relay point of view. This is the
default view.

e Use Active Directory Structure: Use the Active Directory to map out the network tree for visualization.

e Use IP Address Structure: Use the IP architecture to map out the network tree.

e Use Retrieved Property Path Structure: Use standard or custom properties of the client computers to
map out a custom network tree. If you select this option, you must specify the desired path-style
property from the section below:

Path Retrieved Property: This pulldown menu lists the available BES Client properties. Select
one of these to define the network graph. A path-style property has a separator string to delimit
the parts of the path. For instance, if you use an IP address as a path, you would select a
period as a separator. Another example is an actual directory path, where the delimiter is a
backslash. You can also create your own custom paths by concatenating fields with your own
chosen separator.

Path Separator String: Enter the delimiter you want to use to parse the path specified above.
For instance, to create a hierarchy from a directory path, use '\' as a separator string..

Reverse Path Hierarchy: Check this box if your chosen path-style property has the most
significant part on the right instead of the left.

Use first result if the computer has more than one result for this retrieved property: Many
properties return a list, rather than a single item. These values can be ignored, or you can
check this box to have the first element in the list used for the network map.

Group computers with the same retrieved property value: This option will create easy-to-
visualize groups from computers sharing the same property.

= Show labels on leaf nodes: Check this box if you want to display labels next to the computers at the
leaf nodes of the network tree.
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This dialog is available by selecting Tools > Launch Visualization Tool...

Visualization Tool

The BES Visualization tool allows administrators to view and manipulate data from their network. To start up
this tool, Select Launch Visualization Tool from the Tools menu. A dialog pops up allowing you to set certain
parameters:

[ Visualization Parameters Dialog g1

Preset |Default =l Show only personal presets

General | Colonzation | Computers

@ Uise BES Relay structure
Lise Active Directory Structure
Lkse [P Address Structure f

Use Retrieved Property Path Structure

Path Retrieved Property:

Path Separator String:

Shew labels on leaf nodes

QK Cancel

This dialog allows you to load and save your preset preferences, so you can customize individual views of your
network. The presets are managed with a simple interface:

= Preset: Select a named set of options from this pull-down menu of previously-defined preferences.
= Show only personal presets: Check this box to filter down the list of presets to just those you have

personally created.
= Save Preset: Click this button to save the current set of preferences as a named preset.

r z B '
Save Visualization Preset

Mew Preset Mame;

Show Propagating Actions

Make this preset available to all cperators

| QK | ’ Cancel
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You can choose to make your presets private, or you can share them with other BES Operators. Later,
if you wish to change the parameters of this preset, simply open it up, make the changes and save it
with the same name. You will be asked to confirm the update.

= Delete Preset: Deletes the currently selected preset.

Below the Preset interface, there are three tabbed areas:

= General: Describe the network hierarchy according to the specified structure.
= Colorization: Set up a coloring scheme for the display.
= Computers: Select all computers or a specified subset.

Before running the tool, your options will be checked for completeness. If it passes, the Visualization tool will
run with these values.

B BES Metwork Visualization

File  “iew Mavigation
Controls

Single-click %o
Double-click to

Descendants:

14 . [huide]

iy

@ 4
¥

With this screen, you can display network locations, relay hierarchies, Active Directory domains and other
administrator-defined hierarchies. The tool is 3D and you can rotate the graph to better visualize the network.

The tool makes it possible to view a real-time graphical network map showing Fixlet message status, Action
status, Retrieved Property information and much more. For instance, you could view all computers that are
currently unpatched for a specific Fixlet across your enterprise, and watch the clients change from red to green
as the patch is propagated.

This dialog is available by selecting Tools > Launch Visualization Tool. You will need to enable hardware
acceleration and OWC, if you haven't already.
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Part Four

Resources

Glossary

action password—See BES signing password.
Analysis—A set of retrieved properties that can be used to organize and report on your network.
BES—See BigFix Enterprise Suite.

BES Client—Software installed on each networked computer to be managed under BES. The Client accesses
a pool of Fixlet messages, checks the computer it’s installed on for vulnerabilities, and sends the BES Server a
message when such a condition occurs.

BES Console—A management program that provides an overview of the status of all the computers with the
BES Client installed in the network, identifying which might be vulnerable and offering corrective actions.

BES database—A component of the BES system that stores data about individual computers and Fixlet
messages. The BES Server’s interactions primarily affect this database, which is a standard Microsoft product
(SQL Server 2000 or 2005).

BES Generator Install folder—The directory on the installation computer where the Generator places the
installation files for the BES system.

BES Installation Generator—An application that creates installers for the core BES system components.

BES Relay—This is a BES Client (Win 2k, 2k3 or XP) that is running special server software. Relays spare your
server and the network by minimizing direct server-client downloads and by compressing upstream data.
Relays are automatically discovered by BES Clients, which dynamically choose the best Relay to connect to.

BES Server—A collection of interacting applications (web server, database server, etc.) that coordinates the
relay of information to and from individual computers in the BES system. The server processes may be hosted
by a single server computer or segmented to run on separate server computers.

BES signing password—The password (specified when the BES system was installed) used by a BES
Console operator to sign an action for deployment. It is called the action password in the Console interface.

BES Site Administrator—The person in charge of installing BES and authorizing BES Console operators.

BES system install folder—The directory on the BES Server where the BES Server and related files
(including Console and Client installers) will be installed.

BigFix technology—A process that enables knowledgeable computer technicians to disseminate information
about the causes of computer problems to BES Clients across a network and provide automatic solutions for
them.

BigFix Action Scripting Language—The language used for crafting action scripts. Action can be crafted in
different scripting languages, including AppleScript and Unix shells.

BigFix Enterprise Suite (BES)—A preventive maintenance tool for enterprises that monitors computers across
networks to find and correct vulnerabilities with a few simple mouse-clicks.

BigFix Relevance Language—The language in which relevance clauses are written.
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DSA—Distributed Server Architecture. Multiple BES Servers are linked to provide full redundancy in case of
failure.

Fixlet message—A mechanism for targeting and describing a problematic situation on a computer and
providing an automatic fix for it.

Fixlet servers—Web servers offering Fixlet site subscriptions. They can be either internal to the enterprise
network or external to the network (if direct external web access is allowed).

Fixlet site—A trusted source from which the BigFix Client obtains Fixlet messages.

installation computer—A secure computer (separate from the BES Server computer) that hosts and runs the
BES Installation Generator.

Management Rights—Ordinary BES Console Operators can be limited to a specified group of computers.
These limits represent the management rights for that user. Only a BES Site Administrator or a Master Operator
can assign management rights.

Master Operator—A BES Console Operator with administrative rights. A Master Operator can do almost
everything a BES Site Administrator can do, with the exception of creating new operators.

masthead—TFiles containing the parameters of the BES process, including URLSs that point to where trusted
Fixlet content is available. The BES Client brings content into the enterprise based on subscribed mastheads.

Mirror server—A server required in the BES system if the enterprise doesn’t allow direct web access but
instead uses a proxy server that requires password-level authentication.

Operator—A person who operates the BES Console. Ordinary operators can deploy Fixlet actions and edit
certain computer settings. Master Operators have extra privileges, among them the ability to assign
management rights to other operators.

signing password—See BES signing password.

SQL server—A full-scale database engine from Microsoft that can be acquired and installed into the BES
system to satisfy more than the basic reporting and data storage needs. A step up from MSDE.

standard deployment—A deployment of BES that applies to workgroups and to enterprises with a single
administrative domain. It's intended for a setting in which all BES Client computers have direct access to a sin-
gle internal server.

Task—A special type of Fixlet message that can be used to establish corporate policy or maintain a common
operating environment. You can create your own custom Tasks.

Throttling—A technique to limit bandwidth to accommodate shared users or thin connections. Throttling can be
static or dynamic.

Unmanaged Assets—A list of routers, printers and non-client computers that allows the BES Console to
extend coverage to these otherwise unmanaged devices.

Visualization—A tool for graphically analyzing your BES network data.

VPN—Virtual Private Network. An encrypted channel (or tunnel) that allows companies to extend their local-
area networks across the world by using an inexpensive Internet connection.

Web Reports—These reports can be collected from various BES Servers, providing a way to centrally
administer a set of separate networks.
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Expiration policy - 188
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export - 5, 87,91, 171,173, 176, 203
extension - 26, 97
extensive - 8, 25, 174

F

feedback - 204
File Menu - 91
Filter - 53, 97, 169
finalize - 70
find - 211
Find - 81, 94, 156, 169
fix - 5,11, 14, 24, 46, 52, 53, 84, 197, 212
Fixlet
List - 23, 128, 131, 169, 172, 187
message - 211, 212
Message - 8, 157, 169, 172, 174, 206
Relevance - 206
servers - 212
site - 212
Subscriptions - 26

G

gauge - 88
GHZz - 79
gigabyte - 81
global - 78, 174
Globally Hide
Analysis - 78
Go Menu - 96
graph - 5, 56, 89, 90, 206, 208, 210

H

hardware - 26, 60, 72, 80, 210

headers - 8, 14, 57, 58, 59, 73, 74, 84, 92, 98,
102, 112, 120, 122, 130, 131, 175, 176, 189

headings - 84

heartbeat - 7, 91, 187

Help for the BES Console - 173

Help Menu - 98

hidden - 8, 20, 21, 78, 86, 92, 94, 95, 169, 174

hierarchy - 6, 81, 89, 90, 98, 133, 208, 210

Highlight - 143

HKEY - 24

hops - 79, 80, 81
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HTML - 55, 60, 61, 73, 84, 85, 98, 102, 106,
111, 115, 141, 156, 157, 158, 166, 171, 173,
174, 180, 203

hyperlink - 9, 14

icon - 7,8, 13, 14, 32, 34, 36, 37, 40, 41, 43,
48, 50, 52, 56, 57, 59, 63, 64, 66, 67, 68, 70,
73,74,76, 78, 81, 83, 84, 86, 88, 89, 102,
107, 109, 111, 115, 117, 118, 119, 120, 121,
122,123, 124, 125, 126, 127, 128, 129, 130,
131, 133, 136, 139, 147, 148, 151, 154, 156,
159, 161, 162, 164, 169, 170, 171, 172, 173,
177,182, 193, 194, 196, 197, 202, 203

ID - 14, 19, 84, 86, 102, 108, 158

IE - 24

iexplore - 24

Include Action Settings Locks - 153

Include Custom Success Criteria - 153

input - 53, 92, 98, 110, 154

inspect - 9, 13, 24, 27, 44

Inspector - 18, 54, 85, 161

Inspector Guide - 54, 161

inspects - 6

Install - 4, 5, 6, 7, 56, 69, 79, 204, 211, 212

Install BES Relay - 79

installation - 211, 212

Installation - 4

instructed - 78

instructions - 4, 9

Intel - 4, 24

interactive - 89, 178

interface - 4, 12, 48, 52, 53, 56, 61, 64, 87, 88,
106, 107, 154, 176, 180, 181, 188, 204, 205,
209, 210, 211

Internet - 4, 6, 24, 212

inventory - 12, 75

IP Address - 90, 97, 133, 134, 177

IP Address Structure - 208

Issued Actions - 71, 139

Issued By - 102

K

key - 7,19, 24, 26, 75, 77, 86, 93, 98, 103,
116, 153

keywords - 117

kilobytes - 81
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L

LAN - 4,78

laptop - 4

laptops - 80

Last
Login Time - 71, 130
Report Time - 133

latency - 187

launch - 7, 86, 153

Launch Web Report - 87, 88, 98, 174

Launch Web Reports - 87, 88, 98, 174

leaf - 34, 37, 41, 208

Libraries - 18, 85

license - ii, 26, 103

licensing - 32, 75

Limit to XX reapplications - 168

linux - 104, 185, 186

List Panel - 8, 9, 10, 11, 13, 14, 16, 17, 20, 34,
35, 37, 41, 45, 46, 50, 57, 58, 59, 63, 64, 65,
66, 68, 70, 71, 73, 74, 76, 78, 83, 84, 86, 92,
96, 100, 102, 107, 108, 109, 112, 113, 114,
118, 119, 120, 121, 122, 123, 124, 125, 126,
128, 129, 130, 131, 133, 136, 138, 148, 151,
154, 156, 159, 161, 164, 170, 172, 174, 175,
177,179, 182, 193, 197, 202

listings - 56, 59, 98

load - 61, 62, 78, 79, 106, 167, 168, 188, 209

Locally Hide
Analysis - 78

lock - 63, 64, 105, 106, 153, 163, 192

Login - 49, 104

lowercase - 24, 72

M

Macintosh - 153

Main Console Window - 174

maintenance - 211

Make Custom Copy - 176

Manage Properties - 25, 58, 60, 75, 98, 176,
177

Management - 26, 33, 39, 69, 70, 71, 113,
122, 129, 130, 139, 140, 212

management rights - 212

Management Rights - 69, 70, 71, 113, 122,
129, 130, 139, 140, 212
Assignment - 71, 139, 140

managers - 4, 26, 69, 138

Manual Computer Groups - 66, 125, 126, 177
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master - 4, 10, 20, 78, 86

Master Operator - 7, 27, 29, 69, 71, 75, 86,
130, 139, 140, 176, 181, 193, 212

masthead - 212

Masthead - 26

maximum - 81, 82

megabytes - 81

menu - 7,8,9, 12, 15, 17, 18, 20, 22, 26, 30,
31, 38, 50, 51, 52, 53, 58, 64, 65, 66, 68, 70,
76, 78, 80, 82, 84, 85, 86, 90, 92, 93, 95, 96,
105, 109, 110, 113, 118, 132, 137, 141, 142,
143, 144, 145, 153, 154, 155, 156, 157, 159,
160, 161, 163, 164, 165, 166, 167, 169, 171,
173, 175,177, 179, 185, 186, 192, 193, 198,
200, 206, 208, 209

Message
tab - 178
Title - 184

mhz - 58

minutes - 7, 143, 168, 177, 184, 187

Mirror server - 212

modifications - ii, 86

monitor - 4, 7, 48, 56, 71, 72, 75, 87, 141, 176

More Options - 164

mouse - 12, 52, 56, 154, 211

MSDE - 212

N

numeric - 14, 84, 110

@)

offers - 87, 91, 92, 95, 96, 97, 98, 206

Office - 89

offline - 187

offload - 5

oldest - 98

online - 173

Open Action Count - 14, 84

operator - 4, 6, 7, 8, 20, 29, 63, 65, 69, 70, 71,
74,78, 79, 97, 103, 108, 113, 130, 132, 135,
137, 138, 139, 140, 162, 169, 173, 176, 178,
180, 181, 182, 183, 201, 211

Operator Permissions - 29, 31, 146, 181, 182,
195, 196, 197

organization - 5, 32, 113, 138

OS - 4, 39,58, 61, 62,67, 109, 125, 133, 134,
145, 160

Outgoing - 81
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output - 58, 62, 63, 87
overnight - 204

P
packed - 10
pane - 120

parse - 28, 208

password - 7,12, 19, 26, 28, 32, 48, 50, 66,
67, 68, 75, 77, 86, 87, 91, 93, 94, 103, 106,
116, 137, 145, 166, 191, 199, 201, 211, 212

Paste - 92

patch - 12, 14, 79, 148, 210

Path
Retrieved Property - 208
Separator String - 208

paths - 208

payroll - 193

Pentium - 4, 24, 58

performance - 4, 7, 58, 78, 81

periodically - 6, 188

persistent - 12, 65, 91

personnel - 69, 103, 166

pointers - 117, 119, 156

policy - 12, 75, 81, 97, 167, 168, 188, 212

preferences - 9, 91, 209

prevention - 211

preventive - 211

Primary BES Relay - 80, 192

Primary Relay Server - 163

printing - 60, 61, 87, 212

Private Key - 116

privileges - 5, 29, 212

processor - 4, 24, 58, 122

prompt - 103, 178, 188

propagate - 28, 32, 66, 67, 81, 94, 103, 141,
145

properties - 12, 14, 18, 19, 24, 25, 27, 28, 29,
31, 36, 45, 54, 56, 57, 58, 59, 60, 65, 67, 72,
73,75,76, 77, 84, 86, 88, 89, 97, 98, 112,
113,122, 125,127, 132, 133, 134, 138, 139,
141, 143, 144, 149, 153, 154, 157, 158, 166,
167, 169, 176, 177, 188, 199, 200,=202,
203, 208

Properties tab - 143, 158

Property name - 24

proxy - 212

pvk - 103
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R

RAM - 4, 62,79, 134

reapply - 18, 107, 167, 199

rearrange - 8, 175

reconnected - 78

redundant - 212

reevaluated - 120, 130, 131, 201

refine - 8, 53, 93

refresh - 8, 61, 62, 91, 174, 187

registration - 24

registry - 24, 46, 60, 148

relationships - 72, 89, 145, 160

Relay - 5, 6, 72, 78, 79, 80, 82, 122, 133, 134,
135,192, 211

Relevance - ii, 9, 12, 13, 14, 18, 23, 24, 25, 44,
46, 49, 54, 57, 58, 60, 61, 63, 65, 72, 73, 75,
77,83, 84, 85, 90, 93, 98, 102, 104, 108,
111, 112, 113, 115, 119, 125, 127, 133, 134,
141, 143, 144, 145, 149, 153, 154, 157, 159,
160, 161, 166, 171, 173, 176, 177, 188, 191,
197, 203, 206, 211
Clause, Expression - 9, 23, 24, 25, 58, 60,

133, 134, 145, 157, 160, 176, 206

Relevance Colorization - 188

Relevance tab - 144, 159

Relevant
Baselines - 122, 130
Fixlet Messages - 122, 131

Remove
Computer - 68
Custom Object - 93
from Database - 64

Remove Property - 77, 143

rename - 105, 176, 198, 200

Reporting Computers - 45, 102, 127, 128

representation - 206, 208

requirements - 4, 5, 79, 81, 107, 158, 196

responsiveness - 9, 69

Restart Action - 51, 94

retrieved properties - 211

Retrieved Properties - 7, 24, 25, 58, 59, 60,
70, 75, 90, 109, 113, 138, 145, 160, 165,
167, 188, 189, 199, 200, 206, 207, 208, 210,
211

retry - 54, 106, 167, 168, 199, 200

Reverse Path Hierarchy - 208

revoke - 69, 70, 94

routers - 212

Run between - 167
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S

safest - 202
SANS - 19, 86, 158
Save Preset - 53, 105, 198, 200, 209
scope - 4,72,78, 83, 88, 112, 161, 169
Secondary BES Relay - 192
Secondary Relay Server - 163
secure - 212
security - 5,9, 12, 14, 26, 75, 154, 212
Security Warning - 191
Select All - 92
Send Refresh - 93
separator - 208
Server - 212
Servers - 4,5, 78, 81, 87, 88, 98, 212
service - 168
session - 8, 9, 10, 188
Settings - 56, 64, 105, 122, 133, 135, 162,
164, 192
setup - 5, 54, 199, 201
Severity - 149, 157, 166
sh - 104, 153, 185, 186
sheet - 5, 62
shell - 104, 153, 185, 186
shortcut - 93
Show Action Info - 93, 206
Show all computers - 90, 207
Show only personal presets - 53, 105, 198,
200, 209
Show Status Bar - 95
shutdown - 106, 184, 199, 201
signing password - 211, 212
Site
Document - 181, 193, 194
Properties - 27, 196
Subscription - 28, 93, 132, 179
Source
ID - 14, 158
Release Date - 14, 158
Severity - 14, 15, 35, 41, 158
SQL - 211, 212
server - 212
standard deployment - 212
statistics - 87, 88
Stop Action - 50, 94
subgroups - 199, 200
Subnet - 134
Address - 134
subscription - 26, 27, 28, 31, 32, 132, 179, 193
Success Criteria - 54, 102, 108, 197, 199
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Suite - i, 211
system - 211, 212

T

Take Action - 8, 11, 12, 14, 46, 48, 49, 53, 55,
56, 81, 103, 104, 107, 108, 113, 115, 168,
171,173, 178, 180, 184, 197, 198, 200, 202,
203, 205

Take Default Action - 52, 53, 93, 185, 186,
200, 201

Take Multiple Actions - 113, 168, 178, 180,
184, 185, 186, 198, 200, 202, 205

Target tab - 12, 47, 108, 109, 201

technician - 4, 78

The BES Client - 212

The BES Server - 211

Throttle - 212

throttling - 81, 212

Time
Activated - 74
Issued - 50, 102

Tools Menu - 97

trusted - 212

tunnel - 212

U

unhide - 21, 78, 86, 92, 95
Unix - 104, 185, 186

unlock - 63, 64, 106, 192
Unlocked Computer Count - 14
Unmanaged - 212

Unmanaged Assets - 212
unpatched - 89, 210
unsubscribe - 7, 28, 32, 64, 93, 132, 179
upgrade - 12, 32, 178

upload - 79

upstream - 78, 211

User name - 7, 137

User Name - 134

users - 212

\Y

vendor name of processor - 24
vertical - 8

View Action Info - 205

View as Group - 65, 94
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viewpoint - 90

visibility - 4, 94, 169

Visit - 98

Visualization - 212

Visualization Parameters - 90, 206, 207, 208

Visualization Tool - 12, 56, 89, 90, 98, 206,
207, 209, 210

VPN - 6, 78, 212

vulnerability - 5, 6, 12, 52, 87, 153, 171, 211

vulnerable - 211

W
Wait XX between attempts - 168

Web Reports - 5, 12, 56, 59, 75, 87, 88, 174,
212
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Website - 25
winword - 24
Work Area - 8, 9, 11, 13, 14, 21, 23, 27, 28,

29, 32, 38, 43, 50, 51, 65, 73, 74, 83, 86, 89,
92, 96, 100, 101, 102, 108, 109, 110, 112,

115, 120, 123, 124, 125, 126, 128, 129, 130,
131, 136, 138, 170, 172, 174, 175, 193, 194,

197, 202, 206
workflow - 9, 10, 12
workgroup - 79
workstation - 79

X

XP - 211
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