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Follow these steps to install the CSPC ISO image on the hardware unit you created based on the
CSPC I1SO Application Note.

I[P Configuration

1. Boot up the server where the CSPC software will be installed.
2. Connect a keyboard and monitor to the server. Alternatively, connect to the box through a

console cable.
3. You will see the following screen. Press (F8) to start the CIMC configuration process as

seen below.

A 10.150.190.154 - KVM Console ==

File View Macros Tools Help

= kvm [ 2 vinual Media

llllnllll
CISCO

CIMC IP Addre
CIMC MAC Add
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The following window will be shown:

|T|ie View Macros Tools Help
|

|| =3 ®vM | virtual Media |

EEE SRS SRS TS 3 L EEESES SRR RS S R R RS E L SR

undancy
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4. Configure an IP address for the device.
e Fora STATIC IP address, fill in CIMC IP, Subnet mask, and Gateway

File View Macros Tools Help

Virtual Media

CIMC Car 3 Utility

cundancy

Factory Defaults

Default U

YLAN ) Fort Profile
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e Fora DHCP IP address, navigate to DHCP Enable, hit the spacebar to enable the
option.

A 10.150.190.154 - KVM Con.

File View Macros Tools Help

KVM | Virtual Media

HIC redundanc

Factory Defaults

Default U

Part Profile

5. Press (F10) to save the IP address information.
6. Press ESC to exit the CIMC configuration process.
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Software Configuration

1. Open a browser window and enter the CIMC IP address on the address bar as seen
below.
(The next steps may vary slightly depending on the browser. These steps were done on
Google Chrome)

2. Click Advanced

|| Cisco Integrated Manage: % ¥ [ Privacy error x

& = @ | b#pe//10.150.190.154/login him|

Your connection is not private

Attackers might be trying to steal your information from 10.150.190.154 (for example,
passwords, messages, or credit cards).

Advanced Back to safety

3. Click on Proceed to <your_ip_address> (unsafe).

[ Cisco Integrated Manage % ! [ Privacy error x

€ = C B bups//10.150.190154/ login html

Lo

Your connection is not private

Attackers might be trying to steal your information from 10.150.190.154 (for example,
passwords, messages, or credit cards)

Hide advanced Back to safety

This server could not prove that it is 10.150.190.154; its security certificate is not trusted
by your computer's operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

Proceed to 10.150.190.154 (unsafe)
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4. Login to the CIMC console with your admin credentials.

e C | A Not Secure | https://10. m=m =m8/|ogin.html T

C220=
Cisco Integrated Management

Controller

Version: 3.0(3c)

5. Launch the KVM session by selecting the button shown below. Choose whether to launch the
HTML or JAVA based KVM. In this example, HTML is used.

CISco
M / Chassis / Summary Refresh | Host Power | Launch KVM | P
Server Properties Javabased KVYM bd
HTML based KVM
Product Name: |JCS C220 M4S T
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6. Click on the link provided.
KWVM Server Certificate Load

https: (/11 B 2068/cert_check_redirect.htmli?redirect_url=https:// :fhtml/kvmViewer.htm

KWVM server certificate has been aceepted. Click this link to continue loading the KVM client application:
hitps://1 JhimlkvmViewer.html

7. On the screen displayed, select Virtual Media > Activate Virtual Devices.

File View Macros Tools Power Boot Device [|Virtual Medial Help

Activate Virtual Devices —

Mapping table

bhlkD: Aliac

8. Once virtual media is activated, map the ISO image by selecting Map CD/DVD... under Virtual
Media.

File “iew Macros Tools Power Boot Device | Wirtual Medial Help

Activate Virtual Devices

Map CO/OWD ..
Map Removable Disk ...

Map Floppy Disk ..
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9. Click on Browse, navigate to where the ISO image is located and click on Map Drive.

Yirtual Media

Image File ~

hap Drive Cancel

10. Confirm that the image has been mapped.

File “iew Macros Tools Power Boot Device Wirtual Media Help

Activate Wirtual Devices

CEPCZ7-x86_B4-IRC4.iso Mapped to CO/DVD ..

Map Removable Disk ..
' MWap Floppy Disk ..

File View Macros Tools |Power| Boot Device Virtual Media Help

Reset System (warm boot)

Power Cycle System (cold boot)

blkZ2: Alil
PciR
blk1:
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12. Once the reboot is underway, the screen below will display. Press (F6) to enter the Boot Menu.

I
CISCO

13. Select the Cisco vKVM-Mapped vDVD drive and press ENTER.
select boot device:

UEFI: Built-in EFI Shell

{Bus 05 Dew 00)IPCI RAID

Cisco wvKvM-Mapped wHDD1.

i CIMC—-Mapped wHDD1.

CIMC-Mapped wDVD1.

vKvHM-Mapped wFDD1.:
IBA GE Slot 0100 w1581
IBA GE Slot 0101 w1581
Enter Setup

T and 1
ENTER to se
ESE ta b
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14. As soon as the ISO image is loaded. You need to provide root password to proceed the installation
and click “Next”

File View VM
"Ny 8B GREe R

&9 The root account is used for administering
{| the system. Enter a password for the root
®7 user.

Root Password: |sesesese ‘

confirm:  |esessesee ‘

Weak Password

You have provided a weak password: it
is based on a dictionary word

| cancel Use Anyway
'y

B Next

To release cursor, press CTRL +ALT

Note: Same password cannot be used for login after installation, user need to enable root account from
adminshell and new password will be generated.

15. Allow the installation to complete, there are two intermediate reboots after installation. After this, the
CSPC software will be fully installed.
Note: Ensure that the computer runs on the KVM session, do not turn off or lose network connection during the
installation and connection should be active until first reboot is completed.

16. After installation is complete |

in screen appears, you should provide new admin login password.

er

ase set the password for ’admin’ user

New password: _

17. Select 1 to configure IPv4 address or select 2 to configure IPv6 address.
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Please enter your choice from the below options to configure the appliance :

1. IPv4 Configuration
2. IPvb Configuration
3. Go to Command Line (Shell)

Enter your choice :

18. Once you configure IP Address, you will be able to access the box with assigned IP-address via
ssh CLI or Web-UI (https://<ip-address>:8001)
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