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Chapter 1: Introduction

Chapter 1. Introduction

Thank you for choosing the FMUXO04. If you would like to skip right to the installation and
configuration of the Multiplexer, proceed to Chapters 2 and 3.

This manual is used to explain the installation and operating procedures for the FMUX04, 4
Port Fiber Optical EL/T1 Multiplexer, and present its capabilities and specifications. This
manual is divided into 5 Chapters, the Introduction, Installation, Operation, Loop Back
Testing and SNMP chapters. The Appendix includes the pin assignments of specia cables
and gives further information on options for placing the devicein service.

The divisions of the manual are intended for use by personnel to answer questions in general
areas. Planners and potential purchasers may read the Introduction to determine the suitability
of the product to its intended use; Installers should read the Installation Chapter and the
Cabling Specification Appendix; Operating Personnel would use the Operations Chapter to
become familiar with the line cards and settings. Operating Personnel and Network
Administrators should read the chapters on loop back testing and on SNMP to become
familiar with the diagnostic capabilities, network settings and management strategies when
the optional SNMP card isinstalled.

1.1 General Description

The FMUXO04 isa 1U (1.75") high standalone or half rack mountable EL/T1 multiplexer over
fiber link designed for cost effective applications. The FMUX04 provides an economic
optical connection solution in low-density E1 or T1 installations such as between remote
offices, where multiple high speed synchronous TDM (Time Division Multiplexing)
communications are required over a single fiber pair. By utilizing a fixed channel design, the
unit is extremely cost effective and provides quick return on investment.

1.2 Functional and Feature Description

The standard unit is a standalone chassis with local control (DIP switch settable or via
Console port) and ordered with either AC or DC power. The appropriate optical transceiver
may be selected when ordering to support multi-mode or single-mode fiber cable operation,
with avariety of power and connector options including ST™, SC, FC, or LC. WDM (Wave
Division Multiplexing) optical transceivers are also available to provide bi-directional
transmission on a single fiber to reduce cost when using leased fiber links. The range of
transmission for optical connection is from 2Km (for multi-mode) up to 120Km (single
mode).

SNMP (for local and remote management purposes) and FXS Order Wire are options that
may be factory ordered or may be ordered separately for later instalation in the unit. The
FMUXO04 is available in three power supply configurations. Depending on the model, power
may be derived from single AC 100~240VAC, single DC +18~36VDC, or single DC
+36~72VDC power source. The FMUXO04 provides al interface connections on the rear
panel. There are 4 channel connections for ITU-T G.703 EL/T1 on 4 x RJ-45 (USOC RJ-48C)
or 8 x BNC connectors. Each Channel connector provides an individua channel of E1 or T1,
depending on the unit's configuration.
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When configured for E1 operation, the 4 channels of the FMUX04 may use either BNC (75
Ohm unbalanced) or RJ}45 (120 Ohm balanced) connectors for E1 Line interface
connections. Each separate E1 channel supports a transmission rate of 2.048Mb/s (transparent
unframed E1) each.

When configured for T1 operation, the 4 channels of the FMUXO04 will use four RJ-45 (100
Ohm balanced) connectors for T1(DS1) Line interface connections. Each separate T1 (DS1)
channel supports a transmission rate of 1.544Mb/s (transparent unframed T1) each.

Three state LEDs (red, green or off) on the front panel will show both the channel statuses
and any alarm indications for the channels as well as the link status of the fiber optic link.
The FMUX04 E1 and T1 Interfaces fully meet al E1 and T1 specifications including ITU-T
G.703, G.704, G.732, G.733, G.823 and G.824.

Each EL/T1-CHANNEL features diagnostic capabilities for performing local loop back,
remote loop back, or to request remote loop back. The loop back function is controlled by
front panel DIP switch setting, terminal mode (RS-232 console) or, when the SNMP option
board isinstalled, via Telnet or SNMP set commands.

The FMUXO04 unit's optical transmission operates from an internal free running oscillator. All
E1 or T1 equipment may connect to the FMUXO04 without regard to master or slave timing.
The FMUXO04 is completely transparent to clocking and data transmission. This makes
configuration of the MUX extremely simple. However, the FMUXO04 provides no system
clock or clock source for the E1 or T1 connection. Therefore, the connected device on one
side must provide the required E1 or T1 clock timing (either internal clock or recovery
timing).

When the FMUXO04 is ordered with optional SNM P, an additional hardware card is installed
inside the unit. Configuration is accomplished via the asynchronous RS-232 port with a
standard VT-100 terminal, via Ethernet and Telnet, or via any standard SNMP network
management software over Ethernet. If the SNMP option is not installed, local management is
still possible via the unit's internal menu system accessible from the asynchronous RS-232
port with a standard VT-100 terminal. Very basic configuration may also be done via the
front panel DIP switches, in which case the consol e functions are disabled.

The FMUXO04 also includes the ability to do in-band remote configuration. Once the fiber
optic link has been established, the remote unit may be configured or status checked from the
local unit using any of the available management options, including SNMP.

The FMUXO04 has the ability to upgrade its hardware and operational code by using the
Xmodem protocol on the serial interface. Local upgrades are supported with this feature.
TFTP upgrading of local or remote is supported when an optional SNMP module isinstalled.
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When the FMUXO04 is ordered with optional Order Wire, a hardware card isinstalled inside
the unit. The front panel's RJ-11 jack provides a"hot line" between the two FMUX04 unitsin
the link. Standard telephones may be connected to the RJ-11 jacks and when a phone is taken
"off hook", the remote side will automatically ring. Once answered, both parties may talk
normally. Following the conversation, both parties will place the phones back "on hook" and
the system is again ready for any direct line calls.

Included within the FMUX04 system unit is integrated optical BERT (Bit Error Rate Tester).
This feature provides a built-in pattern generator and receiver. The BERT function is
designed to run "in-band" allowing BER Testing and data transmission to co-exist on the fiber
media. This allows the BERT function to be running constantly even while the unit is in
service, without effecting normal customer data transmissions. The status of the error rate on
the optical connection may then be monitored via LED indicators on the front panel of the
FMUXO04.

1.3 Features List

e Simple DIP switch or serial console setting.

AC or DC models

Non-redundant fiber for multi-mode and single mode, 2 to 120KM.

Transceiver optionsinclude ST™, SC, FC, or LC. WDM (Wave Division Multiplexing)
RJ-45 and BNC connectors for E1 and T1 connection.

ITU-T G.703, G.704, G.732, G.733, G.823 and G.824 compliant.

Fully transparent framing and timing.

In band remote configuration supported.

Optical and Electrical loop backs.

Local and remote upgrade supported.

Full timeintegrated Optical BER tester constantly monitors optical transmission.
Order Wire (FXS) option.

SNMP option.

1.4 Packing List

Upon opening your package, please check and be sure it contains the following items:
1. FMUXO04 unit, AC or DC depending on modem ordered.

2. DB9F to DB9M, 1 meter, seria cable for console configuration.

3. User's Guide (hard copy or CDROM)

4. CDROM with MIB file (if SNMP option installed)

5. Clover Leaf to local power connector AC cable.

If any of these items are missing, please contact your distributor.
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The following photo (AC model), with graphics, shows the major components which make up
the FMUXO04 (with the Order Wire and SNMP options installed).

AC Power Switch

E’SNMP Ethernet jack Switching Power (AC)

E1 BNC Connectors

Console Port
and Alarm Relay
Contacts

SNMP Module

Mainboard

Wire
(phone)

Order Wire Module

Optical
LED Indicators Transceiver

Figure 1-1: FMUX04 Major Components
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1.5 Technical Specifications

15.1E1Link

Ports 4 fixed ports

Framing Unframed (transparent)

Bit Rate 2.048 Mb/s +/-50ppm

Line Code AMI
HDB3

Line Impedance Unbalanced 75 ohms (BNC)
Balanced 120 ohms (RJ-45)

Receiver sensitivity
"Pulse" Amplitude

"Zero" Amplitude

Transmit Frequency Tracking
Recovery Timing

Jitter Performance

Complies With

Interface Connectors

Test Loops

1.5.2T1lLink

Ports
Framing
Bit Rate
Line Code

Line Impedance

Receiver sensitivity

"Pulse" Amplitude

"Zero" Amplitude

Transmit Frequency Tracking
Recovery Timing

Jitter Performance

Complies With

Interface Connectors

Test Loops

-43dB (long haul)

Nominal 2.37V+/-10% for 75 ohms
Nominal 3.00V+/-10% for 120 ohms
+/-0.1V

+/-50 ppm

According to ITU-T G.823

ITU-T G.703 and G.823

RJ45 120 ohm (USOC RJ}-48C)
BNC 75 ohm

LLB (Loca Loop Back)

RLB (Remote Loop Back)

RRLB (Request Remote L oop Back)

4 fixed ports

Unframed (transparent)

1.544 Mb/s +/-50ppm

AMI

B8zS

Balanced 100 ohms (RJ-45)

-36dB (long haul)

Nominal 3.00V+/-20% for 100 ohms
+/-0.15V

+/-50 ppm

According to ITU-T G.824

ITU-T G.703 and G.824

RJ-45 100 ohm (USOC RJ-48C)
LLB (Local Loop Back)

RLB (Remote Loop Back)

RRLB (Request Remote Loop Back)

11
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1.5.3 Local Setup and Configuration
DIP Switches A switch -12 pole, B switch - 2 pole
Console Port local VT-100 terminal connection

1.5.4 RS-232 Console Port

Port interface V.24/RS-232 asynchronous, DCE
Port connector DB9F
Data rate (*default) 19200 bps
Data format -One start bit
-8 data bits
-No parity
-One stop bit
DBYF Pin Usage DBSM (DCE) DBOF (DTE)
Cable pin definition 5 GND 5
2 TD 2
3 RD 3
Alarm Relay contact Pin
Contact ratings: 1A at 30 VDC resistive =~ 6 common
or 0.5A at 125 VAC resistive ‘; Eg (*)

* closed on alarm or closed if power fails or power is off

1.5.5 LED Indicators

Power Green On = Power active, Config by DIP switch
Flash = Config by console or SNMP
E1/T1 Mode Stateful Green = E1 mode (75 ohm)

Green/Flash = E1 mode (120 ohm)

Off = T1 mode (100 ohm)

Red/flash = Error in termination setting
Remote Error Stateful Green = remote no error

Red = remote has errors

Off = unknown or no optical link
Optical BER Stateful Green = 0 error rate
(Bit Error Rate) Green/flash = 0 to 10°® error rate

Red/flash = 10°® to 10™ error rate

Red = more than 10 error rate

(Optical) Link Stateful Green = Link Good
Red = Link failure
E1/T1 Channel (1~4) Stateful Green = In Service

Off = Out of Service

Red = Loss of Signal

Red/flash = loop back test active
Active (Phone) Stateful Off = On Hook

Green = Off Hook & Connected OK

Greenl/flash = call out or incoming call (ringing)

Red/flash = Off Hook & connect failed

Red = No Phone Option Installed
SNMP (rear panel) Green Active: ON = SNMP active (flash 1/sec)

Active: OFF = no SNMP option

Link: ON= LAN link OK; OFF = No Link

12
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1.5.6 Optical Specifications

Connector Type ST, SC, FC, LC, MT-RJ or WDM-SC (single fiber)
Optical mode Multi-mode or Single-mode

Wavelength 1310nm or 1550nm

Power Margin 11dB(2k,M/M), 12dB~35dB(15~120KM,S/M)
Line coding Scrambled NRZ

Datarate 10.922 Mbps

Bit Error rate Lessthan 10™

Test Loops LLB (Local Loop Back)

RLB (Remote Loop Back)
RRLB (Request Remote Loop Back)

1.5.7 Transceiver Options

Standard Types WDM Types*
Type M/M S/M SIM S/IM SIM S/M S/M S/M S/M
Distance (Km) 2 15 30 50 120 20(A)* 20(B)* 40(A)* 40(B)*
Tx: Tx: Tx: Tx:
Wavelength 1310 1310 1310 1310 1550 1310 1550 1310 1550
(nm) Rx: Rx: Rx: Rx:
1550 1310 1550 1310
BER** <10™ <10 <10 <10 <10 <10™ <10™ <10 <10™
Sensitivity -31dBm -32dBm -35dBm -36dBm -35dBm -32dBm -32dBm -32dBm -32dBm
Output Power -20dBm -20dBm -15dBm -8dBm 0dBm -18dBm -15dBm -10dBm -7dBm
Power Margin 11dB 12dB 20dB 28dB 35dB 14dB 17dB 22dB 25dB
Return Loss -12dBm -12dBm -12dBm -12dBm -12dBm -14dBm -14dBm -14dBm -14dBm
ST \ \' \' \' \'
5 sc \% \' \' \' \' \' \% \' \%
3 g Lc \Y Y \ v %
§F wr Y s \Y % %
RJ
FC \% \ \' \' \'

M/M: multi-mode S/M: single-mode [All optical transceivers are rated Class A.]

* WDM types must match (A) with (B) in pairs

** Bit Error Rate

It is highly recommended that the fiber transceiver installed at the factory match the remote
side's fiber transceiver.

1.5.8 Physical
Height: 43 mm (1.75")
Width: 195 mm (7.75")
Depth: 248 mm (9.75")
Weight: 8509 (1lb. 14 0z.) Net

930 g including Order Wire & SNMP

13
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1.5.9 Power supply

Voltage (AC source) 100 ~ 240 VAC

Voltage (DC range 1) 18~36VDC

Voltage (DC range 2) 36~72VDC

Frequency 47 to 63 Hz for AC power
Power consumption 15 VA maximum

1.5.10 Environment
Temperature 0-50°C/ 32-122°F
Humidity 0 to 90% non-condensing

1.5.11 Miscellaneous
MTBF 300,000 hours
Emission compliance meets FCC part 15 Sub B (class A)
EN55022:1994/A1:1995/A2:1997,
EN61000-3-2:1995, EN61000-3-3:1995,
and EN50082-1:1997

1.6 E1 Signal Structure

1.6.1 E1link line rate
The E1 line operates at anominal rate of 2.048Mb/s.

1.6.2 E1 link line coding
The basic E1 line signal is coded using either the Alternate Mark Inversion (AMI) or HDB3
rule. In the AMI format, "ones" are alternately transmitted as positive and negative pulses,
whereas "zeros' are transmitted as a zero voltage level. AMI is not used in most 2.048Mb/s
transmissions because synchronization loss occurs during long strings of data zeros.

In the HDB3 format, a string of four consecutive zeros is replaced with a substitute string of
pulses containing an intentional bipolar violation. The HDB3 code substitutions provide high
pulse density so that the receiving equipment is able to maintain synchronization with the
received signal.

When configured for E1, the 4-CHANNEL E1 Ports support one of two E1 line codes:

AMI coding.

HDB3 coding.
The 4-CHANNEL E1 Ports support only transparent unframed format. ie. The E1 will pass
through with its original framing structure completely intact.

14
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1.7 T1(DS1) Signal Structure

1.7.1 Tl link line rate
The T1 line operates at anominal rate of 1.544Mb/s.

1.7.2 T1 link line coding
The basic T1 line signal is coded using either the Alternate Mark Inversion (AMI) or B8ZS
rule. In the AMI format, "ones" are aternately transmitted as positive and negative pulses,
whereas "zeros' are transmitted as a zero voltage level. AMI is not used in most 1.544Mb/s
transmi ssions because synchronization loss occurs during long strings of data zeros.

In the B8ZS format, a string of eight consecutive zeros is replaced with a substitute string of
pulses containing an intentional bipolar violation. The B8ZS code substitutions provide high
pulse density so that the receiving equipment is able to maintain synchronization with the
received signal.

When configured for T1, the 4-CHANNEL T1 Ports support one of two T1 line codes:

AMI coding.

B8ZS coding.
The 4-CHANNEL T1 Ports support only transparent unframed format. ie. The T1 will pass
through with its original framing structure completely intact.

1.8 Applications / Capabilities

In the following example, the FMUXO04 utilizes an optical fiber connection between a pair of
units to provide 4channels of E1 or T1 between the units. The timing scheme for typical E1 or
T1 equipment is to transparently pass timing from a timing source unit on one side, to a
timing slaved unit on the other. Each of the up to 4 available channels of the FMUX04 is
independent of any other channel for transparent framing or timing.

Crder Wire
(FXS IIF)

(FXS IF)

E1

E1
Equipmant Equipment

@ FIBER

Figure 1-2 : Typical Point-to-Point Application of FMUX04
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Chapter 2. Installation

2.1 General

The Installation chapter will cover the physical installation of the FMUX04, Standal one/Rack
Mount Fiber Optical Multiplexer, the electrical connections, interface connections and
cabling requirements. A brief overview of the functional components such as main unit, order
wire option and management options will also be outlined in this chapter.

Required Tools

Y ou will need these tools to install the FMUX04:
Number 2 Phillips screwdriver for the 3mm and the 12-24 rack installation screws.
Wrist strap or other personal grounding device to prevent ESD occurrences.
Antistatic mat or antistatic foam to set the equipment on.

2.2 Site Preparation

Install the FMUXO04 within reach of an easily accessible grounded AC outlet or site DC
power. The outlet should be capable of furnishing 100 to 240 VAC (18 to 36VDC or 36 to 72
VDC for DC supply). Allow at least 10cm (4 inch) clearance at the rear and front of the
FMUXO04 for power lines and interface cables.

2.3 Unpacking

Outer cover

Inner cover ,

Transceiver

Figure 2-1. Unpacking the FMUXO04.

17
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2.4 Mechanical Assembly

The FMUXO04 is designed for standalone use, but it may be rack mounted as required with an
optional mounting kit. The rack installation only requires 1U space (1 3/4") in astandard EIA
19 inch rack. The FMUXO04 is delivered completely assembled. No provision is made for
bolting the FMUXO04 to atabletop.

Figure 2-2. Single and tandem rack mounting of FMUXO04.

18
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2.5 Electrical Installation

2.5.1 Power connection, AC
For a model with AC power supply, AC power (100~240VAC) is supplied to the FMUX04
through a becoming standard clover leaf 3-prong receptacle, located on the rear of the unit.
The FMUX04 should always be grounded through the protective earth lead of the power

cablein AC installations.

S CHI~ /cm\ BNC 7502
~ ~ - 2

— — 2

e

Active = =

Link = =

— CH1 CH2 CH3 CH4 m—
100~240Vac SNMP R45 10000/ 1200

47~63HZ 15VAMax

2.5.2 Power connection, DC
For a model with DC power supply, DC -24V (18~36VDC) or DC -48V (36~72VDC) is
connected to the detachable terminal block. The DC power connector uses a ‘Molex' type
connector with detachable termina block. Please take extra caution to observe the proper
polarity of the DC when wiring the connector. The FMUXO04 should always be grounded
through the protective earth lead via the frame ground connection for DC installations.

oN S CHZ- - S CHI~ [cm\ BNC 750
A3 ~ o ~ v m
Re o R Fa— b
=
Active ; r
o) )
| Link = =
- - 4+ L CHY cH2 CH3 CH4
SNMP RJ45 10002/ 12002

/\ 15VAmax

18~36Voc 36~72Voc

Figure 2-3: Supply connections, AC/DC models shown
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2.6 Rear Panel Connectors

The rear panel of the FMUXO04 supports the E1 and T1 interface connection, the AC or DC
power connectors, the power switch and the Ethernet connector for connection to the LAN
network for SNMP control (when the SNMP option is installed). The FMUX04 routes the
signals from the 4 EL/T1 channels to the multiplexing circuitry and sends the multiplexed
signals to the Fiber Interface on the front panel.

Unbalanced E1

on OFF-—r CH1~ — 7 CH2~ 7 CHI~ 7 CHé~ — BNCTS
A } A | I |
| |
=¥ ~ 4. o Fd ~ ~ = m |
™ Rx ™ Rx e R [} Rx i
2
| Active - e [
B 5
Link = =
. 100~240Vac

CH4
47~63HZ 15VAMAx RJ45 10001/ 12002

Ethernet (SNMP) Balanced EV/T1

Figure 2-4: Rear Panel Connections
2.7 Front Panel Switches, Connectors and Indicators

The front panel of the FMUXO04, holds the optical interface, LED display, DIP switches and
RS-232 Console port/Alarm Relay connector. The optical interface is fixed at the factory per
order. The FMUXO04 supports single mode or multimode transceiver with SC, ST, or FC
connector in powers that support 2, 15, 30, 50 or 120KM reach. The front panel also provides
the Order Wire phone jack that can directly connect to any standard tel ephone set.

LED Display Tx Rx Order wire phone

[ELIT ™ e84y oo ¢ e Fmuxos CTC
ok

HEWD) |
Lot ] o+ i e
L e J Acte )

+
o

I—Cnﬂg SW—I lEl-TlcmmalJ L— Optical Fiber — LmJ - Console & Alsm—

DIP switches Optical Transceiver Terminal (NMS) and

Alarm Relay contacts

Figure 2-5: Front Panel Controlsand Indicators
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2.8 Removal/Replacement Procedures

2.8.1 Order Wire Feature Module Removal / Replacement

***CAUTION***
This procedure should only be performed by qualified service personnel. In addition, all
power connections must be removed befor e attempting to open the case.

The Order Wire feature is installed as separate daughter cards inside the pair of FMUXO04.
The front panel RJ-11 telephone connector routes to the OW (Order Wire) interface PCB. The
OW option provides a standard FXS connection that links to the remote FMUX04 unit viathe
fiber optical interface. Calls are placed simply by lifting the telephone off-hook. The remote
telephone will ring.

Toinstall or remove the OW option;

1. Loosen the captive thumb screws on the rear of the FMUXO04 until the threads are
disengaged from the housing.

2. Gently pull the PCB assembly straight out the rear of the housing. Remove the Order Wire
module PCBA from it's protective wrapping. Refer to the graphic on page 10 for the location
of the Order Wire option.

3. Align the connector pins as in the following photos, seat the module, insert the two
securing screws, and tighten lightly.

4. Return the PCBA to the housing and tighten the thumb screws. The unit is now ready to
configuration and use.

Alignthe
Connector

Figure2-6: Installation of Order Wire module.

Note: Connecting the FXS port to alive PSTN line will permanently damage the Order Wire
module.
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2.8.2 SNMP Feature Removal / Replacement

*** CAUTION***
This procedure should only be performed by qualified service personnel. In addition, all
power connections must be removed befor e attempting to open the case.

1. If theunit isinstalled in arack, remove all connections and power cord.

2. Loosen the captive thumb screws on the rear of the FMUXO04 until the threads are
disengaged from the housing.

3. Gently pull the PCB assembly straight out the rear of the housing. Remove the SNMP
module PCBA from it's protective wrapping. Refer to the graphic on page 10 for the location
of the SNMP option.

3. Align the connector pins as in the following photos, seat the module, insert the three
securing screws, and tighten lightly.

4. Return the PCBA to the housing and tighten the thumb screws. The unit is now ready to
configuration and use.

Align the
Connector

g
=

Figure 2-9 : SNMP daughter card Removal / Replacement

Note: Follow the instructions in Chapter 4 SNMP to configure the SNMP option.
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Chapter 3. Operation

3.1 Introduction

This chapter will go into the details of the specific configuration and operation of the
FMUXO04. Broken into two parts, the first part outlines the procedures and functions when
using the front panel DIP switches for configuration. The second section will outline the
operation when using a VT-100 terminal connected to the RS-232 Console port. For more
compl ete operation, aterminal connection to the Console port is recommended.

3.2 DIP Switch Setting Detail
DIP Switch Setting Table

SW NO. Status Function
SW.A -1 ON CH 1 E1/T1 In Service
OFF CH 1 E1/T1 Qut Of Service
-2 ON CH 2 E1/T1 In Service
OFF CH 2 E1/T1 Out Of Service
-3 ON CH 3 E1/T1 In Service
OFF CH 3 E1/T1 Qut Of Service
-4 ON CH 4 E1/T1 In Service
OFF CH 4 E1/T1 Out Of Service
-5 ON CH 1 RRLB enable
OFF CH 1 RRLB Off
-6 ON CH 2 RRLB enable
OFF CH 2 RRLB Off
-7 ON CH 3 RRLB enable
OFF CH 3 RRLB Off
-8 ON CH 4 RRLB enable
OFF CH 4 RRLB Off
-9 ON Far End Fault (FEF) Enable
OFF Far End Fault (FEF) Disable
-10 ON Alarm Cut Off active
OFF normal
-11 ON Reserved
OFF Reserved
-12 ON Console and SNMP Configuration Mode
OFF DIP Switch Configuration mode*
SW.B -1 -2 OFF |OFF |E1 Line Impedance: 75 ohm
-1 -2 ON OFF |E1 Line Impedance: 120 ohm
-1 -2 OFF |ON T1 Line Impedance: 100 ohm
-1 -2 ON ON Undefined

* When set to DIP Switch Configuration mode, the serial terminal cannot connect to the
FMUXO04. Any DIP switch change is immediately recognized without any need to power
restart the FMUX04. When set to Console and SNMP mode, any other setting of DIP
switches is completely ignored.
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3.3 Terminal Mode Operation

A notebook computer has become an invaluable tool of the Systems Engineer. Connection
between the computer and the FMUXO04 is very straight forward. The only hardware required
isa DB9M to DB9F adapter cable (see pinout below). The FMUX04's RS-232 Console port
acts as a DCE to the PC's DTE communications port. A convenient application, provided with
the Microsoft Windows® 98/NT/2K/XP operating systems, is "HyperTerminal ™". The
settings for console port communication with the FMUXO04 are 19.2K baud, 8 bits, no parity,
1 stop bit and no flow control. In the HyperTerminal program terminal window click the
"properties’ icon and set the communication parameters as in the following graphics. Click
the "Configure..." button in the properties window and set the port settings. When set
properly, click "OK".

COM1 Properties

Port Settings |
Connect To
Bits per zecond: | 19200 w

Enter details for the phone number that you want to dial:

Country/region:

Phiare nurnber: | | Elow conbrol
Comect using: | EET T ~ |

Bestore Defaults
18 Cancel i 7
[ l [ ] | ak. | [ Cancel ] [ Apply ]

Figure 3-2 Hyper Terminal port settings for FMUX04

3.4 Connecting to the FMUX04

The console port on the FMUX04 is an RS-232D interface (DCE) that utilizes an RJ45
connector. Use the configuration cable that is supplied with the FMUXO04 or prepare a three
wire DBY(F) to DB9(M) cable with the following pin out:

DB9 (M) signal DB9 (F)
5 GND 5
2 TD 2
3 RD 3
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3.5 Configuring in Console Mode

The FMUX04 Control Port (labeled Console & Alarm on the front panel) is a console
terminal port designed to facilitate setup of all parameters through the use of a standard text
based terminal or any terminal emulation program running on a Personal Computer. Make the
appropriate connections, start the terminal application, apply power to the FMUXO04, then
press ENTER on the PC keyboard. If you are using "HyperTerminal ™" the display should
look like the following.

** Welcome to FMUX04 NMS System **

3-3 Terminal Connection

Pressing the Enter key will open the terminal Login screen.

3.5.0 Local or Remote Login
Pressthe"1" key to immediately enter into the Local Unit Terminal Mode.

hkkkkkkhhhhhhhhhhhkkkkkkkkkkhhhhkkkkkkkkkk*x
*%*%% CTC UNION TECHNOLOGIES CO.,LTD * Kok ok
*%%%  FMUX04 CONSOLE MODE Ver 1.00 Fk kK

x*%%%x  <http://www.ctcu.com> * kK k
EEEE SRS EEEEEEEREEEEEREREEEEEEEEERESESESRESREESESESE]

1. Local Login [ ]
ﬁqu password if set j
2. Remote Login [ ]
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If apassword is required to login, please enter the 4 digit password previously set. Please see
3.5.2.1 System Configuration regarding setting and clearing the password.

Thisisthemain "LOCAL" root menu that will be displayed after login.

R R R RS S S S SRR S S SRR R R R R R R R SRR EEEEEEEEEEEEEEEE]

***% CTC UNION TECHNOLOGIES CO.,LTD * ok ok ok
**%*%* FMUX04 CONSOLE MODE Ver 1.00 * ok ok ok
*%x*x  <http://www.ctcu.com> kKK

R R R RS S S S SRR S S SRR R R R R R R R SRR EEEEEEEEEEEEEEEE]

Logout

Display System Status
Configure System Status
Display Alarm Record
Device Information

B W R o

Please select the item 0-~4

3.5.1 Display System Status
From the main root menu, select "1" to display the real-time status of the FMUXO04.

____________________ i
|

ENABLED / Alarm OFF

i
|

Press <ESC> to previous menu.

<< Display System Status >> 2006/02/16 16:03:06
o mmmm s s m tommmm s m e mm tomm s m s +
|optical | [LOCAL] | [REMOTE] |
o mm s tom s m s o mm s m s +
Loss of Signal
Loopback Status
Far End Fault (FEF) |ENABLED ENABLED
Bit Error Rate Alarm|BER = 0 BER = 0
o mmmmm s o mm e m s m e o mm e m e +
| Channels |CH1L CH2 CH3 CH4 |CH1 CH2 CH3 CH4 |
o m e m s e m e mm o m e m s m e o m s m e +
Service Status ON ON ON ON ON ON ON ON
Loss of Signal
BPV status
Loopback Status
Line Code HDB3 HDB3 HDB3 HDB3 |HDB3 HDB3 HDB3 HDB3
Termination Type [ E1/120/RJ45 1|[ E1/120/RJ45 ]

ENABLED / Alarm OFF

i
|
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The display window shows the status for both the local and remote multiplexers. If the optical
link is broken, the remote status will be blank. The date and time shown are the date and time
from the unit that is showing the status window. If you are logged into the local device, the
time displayed is read from the local device. If you are logged into the remote device, the
"REMOTE" icon will be displayed in the upper |eft corner and the time displayed is the time
set in the remote device. No matter if logged into the local or remote unit, the status display
showing the local and remote status will display from the perspective of the local unit.

The Optical status will display 'Loss of Signal', whether loop back is active, if FEF is enabled
or not and what the optical Bit Error Rate is in real-time. The Channels status will show the
service status on or off, 'Loss of Signal', 'Bi-Polar Violation', loop back status, the running
line code and the connector/termination setting. The Alarm Relay will show if the alarm
relay function is enabled or disabled and what the current state of alarm is, on or off. The
Phone Status will display whether the phone is enabled, disabled or if the module doesn't
exist. The display is constantly being updated with fresh information reported from the
multiplexer. You will find that the 'Display System Status' screen is the most useful screen
when monitoring the status and health of the multiplexer and its transmission.

3.5.2 Define System Parameters

The 'Define System Parameter' menu is the main gateway to doing all configuration of the
FMUXO04. From the main menu, pressing '2' will directly enter the 'Define System Parameter'
menu. Note that the upper left corner will display the word "LOCAL" in inverse text,
indicating that the Terminal Mode connection is to the local unit and not the remote unit. The
following menu will be displayed with configuring options for the system unit, optical
interface, the 4 channels of EL/T1, alarm setting, date & time setting and configuration of the
optional SNMP if installed.

LOCAL| << Configure System Status >>

System Configuration

Optical Configuration

E1/T1 Configuration

Phone Configuration

Alarm Relay

Date & Time Setting

SNMP Configuration

Upgrade firmware using the XMODEM console

W ~JOoO Ul WN K

Press <ESC> to previous menu.
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3.5.2.1 System Configuration
Use the System Configuration menu option to save and load the single user setting, to load
the factory default settings, to clear the Alarm buffer or to modify the login password.

LOCAL << System Configuration >>
1. Save User Setting

2. Load User Setting

3. Load Default Setting

4. Clear Alarm Record

5. Modify Password

Press <ESC> to previous menu.

Functions 1 thru 4 are al immediately executed. When modifying the password please note
the following: only 4 numbers are allowed for passwords; when setting the password, it must
be entered twice and match; entering 4 zeros '0000" will clear the password; '0770' is the
backdoor password if it is forgotten (but will not work from a Telnet session).

3.5.2.2 Optical Configuration
From the 'Configure System Status' menu, press 2" to enter the 'Optical Configuration' menu.

<< Optical Configuration >>

1. Loopback [ OFF 1 VtheHWREMOTE

2. Far End Fault (FEF) [ DISABLED ] display, thisitemis
3. Clear Bit Error Rate Alarm N/A. not available

4. Insert Error Bit '

Press <ESC> to previous menu.
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L oopback Descriptions
* LLB (Optical local loop back)

Pa— «—

= g =

<+ —

Pa—— «—
near end (NE) far end (FE)

* RLB (Optical Remote loop back)

— 4 «—

= Q1 =

«— D ) «—

Pa— «—
near end (NE) far end (FE)

* RRLB (Request optical remote loop back)

RN P, D

—» > —>

= 1D D =

<+ ) -«

Pa—— «—
near end (NE) far end (FE)

FEF (Far End Fault)
The FEF function lets the receiving unit advise the far end unit that it has lost the receive
optical signal.

3. FEF received 4 AlS sent
—
¢ ) P
2-1. AlS sent j EZ'Z-FEF sent 1. Fiber Broken

In a FEF enabled unit above, loss of received optical signal will result in an FEF signal being
sent to the far end unit, and AlS (Alarm Indication Signal) sent in both E1/T1 directions.
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3.5.2.3 EVT1 Configuration

LOCAL| << E1/T1 Configuration >>

1. CH1 2. CH2 3. CH3 4. CH4
5. Service ON ON ON ON
6. Line Code HDB3 HDB3 HDB3 HDB3
7. Loopback OFF OFF OFF OFF
8. Termination Type [ E1/75/BNC ]

Please select 1~4 (Channel) or 8 (Termination Type) or [ESC] to
previous menu.

The third item from the 'Configure System Status menu is the EL/T1 Configuration. First,
select the channel (using 1 to 4) for configuration and then use the menu items;

"5" to enable/disable the channel's service

"6" to set the operating line code

"7" toinitiate loop back tests

Press "8" to select the interface type E1 75 ohm BNC, E1 120 ohm RJ-45 or T1 100 ohm RJ
45, Note that al four channels must be set to the same E1 or T1 mode and with the same
termination impedance.

L oopback Descriptions
* LLB (EL/T1 loca loop back)

— = 4 «—

—> > —>

DN ) (/) D

R ) «—

Pa—— «—
near end (NE) far end (FE)

Thislocal loop back will make the near end unit loop towards the copper side's channel.
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* RLB (EV/T1 Remote loop back)

— = 4 «—

—> > —>

RN ’ (/) D

«— ) «—

Pa— «—
near end (NE) far end (FE)

This remote |oop back will loop the logical channel from the near end unit back to the far end
unit viathe fiber.

* RRLB (Request EL/T1 remote loop back)

Pa— 4 = ——

—» > —>

RN ) (/) DN

<« Y «—

Pa— «—
near end (NE) far end (FE)

The RRLB will send a coded request from the near end unit to the far end unit to request a
channel to do aremote loop back.

3.5.2.4 Phone Configuration

LOCAL| << Phone Configuration >>

Phone Configuration [ ENABLED ]

1. Phone Enable
2. Phone Disable

Press <ESC> to previous menu.

The fourth item from the "Configure System Status' menu is the Phone Configuration. The
FMUX04 has the option of installing an Order Wire feature that will allow voice connection
between both near and far end units using standard telephone handsets. The phone function
may be enabled or disabled via the Phone Configuration menu.
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3.5.2.5 Alarm Relay
LOCAL << Alarm Relay >>
Alarm Relay [ ENABLED ]

1. Enable Alarm Relay
2. Disable Alarm Relay

Press <ESC> to previous menu.

The fifth item from the "Configure System Status' menu is the Alarm Relay Configuration.
When disabled, the alarm relay will not close to indicate any alarm indication. Please refer to
the Appendix for the relay connections and an application example using the relay.

3.5.2.6 Date& Time

1. Date [ 2006/02/16 ]
2. Time [ 16:03:06 ]

Press <ESC> to previous menu.

LOCAL << Date & Time Setting >>

The sixth item on the 'Configure System Status' menu is the date and time setting function.
The FMUXO04 has a battery backed up real time clock that is used for time-stamping
performance monitored data and alarm events. Select "1" to set the date and select "2" to set
the time. Within each field, use the "+" or "-" keys to modify the value, and then press
"Enter". Continue to modify each parameter, year, month day for the date and hour, minute,
and second for the time. (Time setting follows the 24 hour format.)
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3.5.2.7 SNMP Configuration
Please refer to Chapter 4 SNMP for the configuration of the SNMP option.

3.5.2.8 Upgrade firmware using the XMODEM console

LOCAL << Upgrade Firmware using the XMODEM console >>

1. Upgrade the Main Board Firmware
2. Upgrade the FPGA Firmware

Press <ESC> to previous menu.

Note: No upgrade feature is available when logged into the [RISI®J]= unit.

The 'Mainboard Firmware' is the operational program that controls the user interface (the
console mode), reads the DIP switch if console mode is disabled, and controls the operation
of the FMUXO04. The 'FPGA Firmware' is the code that loads into the field programmable
gate array at startup. The FPGA isthe physical heart of the FMUXO04, it provides the logic for
the multiplexing of the EL/T1 signals, controls the loop back functions, provides the optical
scrambling and integrated BERT among many other things. The FMUXO04 has the ability to
upgrade the hardware and working firmware via the serial console connection utilizing the
Xmodem seria transfer protocol. If we ever find bugs or wish to add operational
improvements to the FMUX04, then we have the ability to upgrade the units without opening
or changing any firmware chips. Upgrading the FPGA in an online unit will result in
temporary loss of transmissions as the multiplexer reboots with the new logic code however,
any mainboard firmware upgrades may be done without effecting the normal
transmissions on an on-line unit.

If you are using the HyperTerminal utility provided with Windows® operating system, then
the send file function is found under the "Transfer' pull down menu. The procedure to upgrade
the unit isto first obtain the binary code file and place it on the terminal machine, login to the
FMUXO04, browse to the upgrade menu, choose the right upgrade component, confirm your
intention to do an upgrade, and then send the binary file. After the binary image file has
successfully transferred, the FMUXO04 will write the new firmware and reboot. The following
page has the steps again in detail.
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Upgrade Procedure

Select the upgrade option; "1" upgrade the mainboard firmware, or "2" upgrade the FPGA
firmware.

Answer "y" to the confirmation message "Are your sure ....."

Now start the Xmodem file transfer. Here is an example using HyperTerminal.

“#.19200 - HyperTermina
File Edit

b

View  Call

3

1. Transfer & Send File
\

~u

=

Receive File. .,
Zapture Text...
Send Text File...

2. Browse and find the binary

are using the XMODE

/file send for 19200

ograd

iZapture ko Printer

3.:Select Xmodem protocol . 1

ding |E Suwork AFM U044 CPUDNV G2 bin

Packet:  [128 | Enor checking: [CRC

Warning

unstable.

Upgrading

upgrade process or the Flash will crash,

Are you sure you wish to proceed with the upgrade

(Y/N)

Please start XMODEM file transfer on your Terminal.

?

Reties: [0 Total retiizs: [0
04
| Lastenor | |
[Cward 1 A0\ CPUDVIZ BIN | Eowse. | | ]
4 1rc  [omnnnnn
‘Xmodam v| Elapsed:  [0000:21 | Remaining: [ 00:00:23 | Throughput [7400bps |
N\
Are e vou wish to proceed the upgrade {7
4. Send... 5. Monitor thetransfer ...
tra 4
LOCAL << Upgrade Firmware using the XMODEM console >>
1. Upgrade the Main Board Firmware
2. Upgrade the FPGA Firmware
<< Upgrade the Main Board Firmwares>

Y

R R R R R RS SRS RS S S E R R RS SRR R R R R R R R R SRR R R R R R R R R R R EEEEEEEEEEEEEEEEEEEEEEE]

DO NOT power off or terminate the file transfer during the

now

leaving the system

IR R R R R RS SRR RS S S E R R RS SRR R R SRR R R R SRR R R R R R R R R R R EEEEEEEEEEEEEEEEEEEEEEE]
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3.5.3 Display Alarm Record
From the main login page, press"3" to display the alarm record.

<< Display Alarm Record >>

<Channel> <Alarm Type> <Alarm ON/OFF> <DATE> <TIME>
Optical Signal Loss ON 2006/02/21 11:35:44
Port 2 BPV Error ON 2006/02/21 11:35:44
Port 2 Signal Loss ON 2006/02/21 11:35:44
Port 2 Signal Loss ON 2006/02/21 11:35:44
Optical BER >= le-3 ON 2006/02/21 11:35:44
Port 2 BPV Ok OFF 2006/02/21 11:35:45
Port 2 Signal Loss ON 2006/02/21 11:35:45
Port 2 Signal Loss ON 2006/02/21 11:35:45
Optical le-6 =< BER < le-3 OFF 2006/02/21 11:35:50
Optical Signal Link OFF 2006/02/21 11:35:50
Optical BER = 0 OFF 2006/02/21 11:35:51

== End of Alarm Record ==

Newest records are
listed at the bottom

Press <SPACE> to repeat, Press <ESC> to exit

The Alarm buffer keeps arecord of all alarm sources (optical or port 1-4), the alarm type and
a date & time timestamp of each alarm. A full list of alarm types is listed in the Appendix.
The buffer may be cleared by entering the 'Configure System Status menu from the initial
login and selecting "4" to clear the alarm buffer.

3.5.4 Device Information
From the main login page, press "4" to display the device information.

LOCAL << Device Information >>
+———Module————————————————:;;;i____________f/—hCNuEifnotprexnt :::
Phone Module : [EXIST]
SNMP Module : [EXIST] |

+---Firmware Version---------- +
Main Board F/W : 1.00
FPGA F/W : 1.00
SNMP F/W : 1.00

T +

Press <ESC> to previous menu.
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3.6 Remote Configuration

From the main login page select the second option "2", Remote Login.

REMOTE KAk kAR AR A A A Ak hhh kA AR R AR AR A A Ak hhhhhhh kAR KKKk
**** CTC UNION TECHNOLOGIES CO.,LTD Kok k ok
****  FMUX04 CONSOLE MODE Ver 1.00 *kk ok

*%x*x  <http://www.ctcu.com> *k oKk
R R R R R R R R R SRS R R R R R R R R R R R R R R R R R R R R R R R R EEEE]

. Logout

. Display System Status

. Configure System Status
. Display Alarm Record

. Device Information

B W R o

Please select the item 0~4

Note that the upper |eft hand corner of the terminal display shows"REMOTE" in inverse text.
The functions of the display and configuration are exactly the same as for the loca unit with
one exception; there is no optical 1oop back available.

The optical path between the two multiplexers carries not only the multiplexed data from the
E1/T1 transmissions, it also carries the integrated optical BER channel, the Order Wire voice
channel, and the EOC (embedded operations channel). The EOC provides the communication
path for console and SNMP between the local and remote units. Obviously if that channel is
compromised either by loss of optical signal or by an optical loop back performed from the
remote side, the channel and remote control will be lost. Therefore, loop back of optical when
logged in to the remote is not available. If the optical link should fail while logged into the
remote unit, the terminal session will auto-logoff from the remote.

This completes the overview of the Console mode configuration and status monitoring of the
FMUXO04.
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Chapter 4. SNMP

4.1 General

The Simple Network Management Protocol (SNMP) is one of many protocols in the Internet
Protocol (IP) suite. SNMP is the protocol recommended specifically for the exchange of
management information between hosts residing on IP networks. Network management
allows you to monitor and control network devices remotely using conventional computer
network technology.

The SNMP management functions of the FMUX04 are provided by an internal SNMP agent,
which utilizes out-of-band communication over standard 10Base-T or 100Base-TX Ethernet.
The SNMP agent is compliant with the SNMPv1 standard. SNMP communications use the
User Datagram Protocol (UDP). UDP is a connectionless transport protocol, part of the
TCP/IP suite. The SNMP application uses an asynchronous command/response polling
protocol and operates at the OS| Layer 7 (Layer 7 is the Application Layer. Other IP
applications that operate at this layer are FTP, Telnet, HTTP, SMTP, etc.). All management
traffic is initiated by the SNMP-based network management station. Only the addressed
managed entity (agent) answers the polling of the management station (except for trap

messages).
4.2 SNMP Operations

The SNMP protocol includes four types of operations:

getRequest Command for retrieving specific value of an "instance"
from the managed node. The managed node responds
with a getResponse message.
getNextRequest Command for retrieving sequentially specific
management information from the managed node.
The managed node responds with a getResponse
message.
setRequest  Command for manipulating the value of an "instance”
within the managed node. The managed node responds
with a getResponse message.
trap Management message carrying unsolicited
information on extraordinary events (that is, events
which occurred not in response to a management
operation) reported by the managed node.

4.3 The Management Information Base

The management information base (MIB) includes a collection of managed objects. Managed
objects are defined as parameters that can be managed, such as specific information on device
configuring or on performance statistics values.
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The MIB includes the definitions of relevant managed objects (MIB variables) for the specific
node. Various MIB's can be defined for various management purposes, types of equipment,
etc. The management data itself is a collection of integer, string and MIB address variables
that contain all the information necessary to manage the node.

A leaf object's definition includes the range of instances (values) and the "access' rights:

Read-only  Instances of an object can be read, but cannot be set.
Read-write Instances of an object can be read or set.

Write-only  Instances of an object can be set, but cannot be read.
Not accessible Instances of an object cannot be read, nor set.

4.4 MIB Structure

The MIB has an inverted tree-like structure (root over leaves), with each definition of a
managed instance forming one leaf, located at the end of a branch of that tree. Each "leaf" in
the MIB is reached by a unique path, therefore by numbering the branching points, starting
with the top, each leaf can be uniquely defined by a sequence of numbers. The formal
description of the managed objects and the MIB structure is provided in a specia
standardized format, called Abstract Syntax Notation 1, or ASN.1 (pronounced A-S-N dot
one).

Since the general collection of MIB's can also be organized in a similar structure, under the
supervision of the Internet Activities Board (IAB), any parameter included in a MIB that is
recognized by the IAB is uniquely defined.

To provide the flexibility necessary in a global structure, MIB's are classified in various
classes (branches), one of them being the experimental branch, another being the
management (mgmt) branch, and yet another the group of private (enterprise-specific) branch.
Under the private enterprise-specific branch of MIB's, each enterprise (manufacturer) can be
assigned a number, which isits enterprise number. The assigned number designates the top of
an enterprise-specific sub-tree of non-standard MIB's.

Enterprise-specific MIB's are published and distributed by their creators, who are responsible
for their contents.

The MIB supported by the FMUX04 SNMP Agent follows RFC 1158 (MIB-I1 standard).

4.5 SNMP Communities

To enable the delimitation of management domains, SNMP uses "communities'. Each
community is identified by a name, which is an alphanumeric string of up to 255 characters
defined by the user. Any SNMP entity (this term includes both managed nodes and
management stations) is assigned by its user a community name. In paralel, the user defines
for each SNMP entity a list of the communities which are authorized to communicate with it,
and the access rights associated with each community (this is the SNMP community name
table of the entity).
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In general, SNMP agents support two types of access rights:

Read-only  the SNMP agent accepts and processes only SNMP getRequest
and getNextRequest commands from management stations
which have aread-only community name.

Read-write the SNMP agent accepts and processes all the SNMP
commands received from a management station with a read-write
community name. SNMP agents are usually configured to send trapsto
management stations having read-write communities.

4.6 Configuring the SNMP Agent

The agent for the FMUX04 resides in the SNMP option card installed in the FMUXO4. Initial
configuration of the agent is accomplished viathe RS-232 Control Port of the FMUXO04.
Refer to Chapter 3, section 3.5 for operation of the console for the FMUX04 and the login
procedures. From the 'Configure System Status menu select 7", SNMP Configuration. Note:
No SNMP configuration is available when logged into the unit.

LOCAL << SNMP Configuration >>

SNMP Agent Configuration

Manager Configuration

TFTP Server Configuration

Save Configuration and Reboot the SNMP
TFTP and Upgrade Firmware

g wN R

Press <ESC> to previous menu.

Explanation

The SNMP agent is the process that runs in the SNMP module and has the ability to
control the FMUXO04. The agent requires network configuration, ie. IP address, subnet mask
and default gateway settings.

The manager configuration provides the needed information to the agent for the network
manager on your network. This information can be assigned for up to four different
management workstations. The information set includes the IP address of the management
workstation, the access rights (read/write or read only) which are provided by the community
string, plus if the agent is to send traps (unsolicited messages) to the management
workstation.

The TFTP server is required if doing any software upgrade of the SNMP agent. The two
configuration parameters are the IP address of the TFTP server and the path to the upload file.
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4.6.1 Configure the SNMP Agent
From the 'SNMP Configuration' menu select "1", SNMP Agent Configuration.

LOCAL << SNMP Agent Configuration >>
1. IP Address [172. 24. 1. 11]
2. Subnet Mask [255.255. 0. 0]
3. Gateway IP [172. 24.190.254]

Press <ESC> to previous menu.

Item number 1, IP addressisthe |P address that the SNMP card will answer to when
"pinged”, Telnet'd, TFTP'd or when accessed by SNMP.

Item number 2, isthe subnet mask for the network that the card is attached to.

Item number 3, isthe default gateway for the network that the card is attached to and is
required if the FMUXO04 is to be managed from a different subnet.

HINT: when entering | P addresses, enter without "dots" and include any leading zeros.
For example, the above IP address 172.24.1.11 would be entered as 172024001011 while
10.0.0.1 would be entered as 010000000001.

4.6.2 Manager Configuration

From the 'SNMP Configuration' menu, select item "2", Manager Configuration. Manager
configuration is required to tell the agent (the SNMP card) who has authority to access the
SNMP via"Get" commands (read) or "Set" commands (write) and where to send "trap"
messages (unsolicited messages that are usually generated by alarms in the FMUX04).

LOCAL << Manager Configuration >>

1. Access IP #1 [172. 24. 1.125] [Community String #1] [trapl]
2. Access IP #2 [192.168. 0. 15] [Community String #2] [trap]
3. Access IP #3 [172. 24. 1.126] [Community String #2] [ ]
4. Access 1P #4 [192.168. 0. 49] [Community String #2] [ ]
5. Community String #1 (Read/Write) [secret]

6. Community String #2 (Read Only) [public]

Press <ESC> to previous menu.
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The manager configuration has the ability to setup access for up to four (4) different
management workstations. The community strings act like passwords in dealing with the
device via SNMP protocol. By changing the community strings (numbered 1 & 2) for read /
write (‘secret' in this case) and read only (‘public’) access, and assigning a community string
to an access |P, an administrator can control access to the FMUXO04.

HINT: when entering | P addresses, enter without "dots" and include any leading zeros.
For example, the above IP address 172.24.1.125 would be entered as 172024001125 while
10.0.0.1 would be entered as 010000000001.

Note that in the above example, the management workstation with |P address 172.24.1.125
and using the community string 'secret’, has full read and write access and receives traps. The
management station at 192.168.0.15 has read only privileges when using the community
string ‘public’ and can also receive trap messages. The other two stations at Access IP 3&4
have read only access and do not receive any trap messages. After all settings have been
made, press ESC to the 'SNMP Configuration' menu and press "4" 'Save Configuration and
Reboot the SNMP'.

4.6.3 TFTP Server Configuration

LOCAL| << TFTP Server Configuration >>

1. TFTP Server IP [172. 24. 1.125]
2. File name of SNMP Firmware [c:\fmux04v1.0.bin]
3. File name of Main Board Firmware [c:\cpulv0.bin]

4. File name of FPGA Firmware [c:\fpgalv0.bin]

Press <ESC> to previous menu.

Item number 1, isthe IP address of a server running the TFTP protocol (trivial FTP) used for
updating the SNMP firmware image in the SNMP card.

Item number 2, isthe path and filename of the image file that the SNMP card will download
when the TFTP SNMP upgrade function is called.

Item number 3, isthe path and filename of the image file that the SNMP card will download
when the TFTP Main Board Firmware upgrade function is called.

Item number 4, isthe path and filename of the image file that the SNMP card will download
when the TFTP FPGA Firmware upgrade function is called.

Remember, when setting the "server path" information for a UNIX or LINUX based server,
the upper and lower case must be correctly observed. Also remember that UNIX path
separators use "/" while Windows uses "\" to separate path directories.
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4.6.4 Save Configuration and Reboot the SNMP

LOCAL << SNMP Configuration >>

. SNMP Agent Configuration

Manager Configuration

TFTP Server Configuration

Save Configuration and Reboot the SNMP
. TFTP and Upgrade Firmware

U W N

Press <ESC> to previous menu.

Saving the SNMP configuration, Please wait ...

From the 'SNMP Configuration' menu, press "4" to save the settings for the SNMP.

4.6.5 TFTP and Upgrade Firmware
To upgrade the SNMP firmware, configure a TFTP server on your network. Configuring a
TFTP server is beyond the scope of this document. Place the upgrade binary file on the server
and set the IP address and path of the server in the SNMP agent. Refer to 4.6.3 for
configuring the SNMP card for TFTP upgrading. For any changes to be remembered in the
agent, please select item #4 to " Save Configuration and Reboot the SNMP".

LOCAL << SNMP Configuration >>

. SNMP Agent Configuration

. Manager Configuration

. TFTP Server Configuration

. Save Configuration and Reboot the SNMP
. TFTP and Upgrade Firmware

U W N

Press <ESC> to previous menu.

From the main SNMP configuration menu, select item "5" 'TFTP and Upgrade Firmware' to
enter the TFTP and upgrade firmware page.
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LOCAL| << TFTP and Upgrade Firmware >>
1. Upgrade the SNMP Firmware

2. Upgrade the Main Board Firmware
3. Upgrade the FPGA Firmware

Press <ESC> to previous menu.

Make sure the TFTP server is running and enter your choice of upgrade item.

LOCAL| << TFTP and Upgrade Firmware >>

1. Upgrade the SNMP Firmware
2. Upgrade the Main Board Firmware
3. Upgrade the FPGA Firmware

<< Upgrade the Main Board Firmwares>

Are you sure you wish to proceed with the upgrade (Y/N) ? Y

IR R R R R S R R R R R R S R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R R
Warning : DO NOT power off or terminate the file transfer during the
upgrade process or the Flash will crash, leaving the system

unstable.
khkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkdhhkhkhkhkhkhkhkhkdhkhkhkhkhkhkhkdkhkhkhkhkdkhkdkhkhkhkhkhkhkdkhkdkhkhkhkhkhhkhkhkhkhkhkdhkhkhxk

Upgrading now

DO NOT INTERRUPT POWER DURING SAVE OPERATION OR THE FLASH
MEMORY MAY BECOME CORRUPT.

After the upgrade is complete and the multiplexer has rebooted, go to the 'Display
Information' menu and confirm the new firmware version is correct.
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CTC Union provides a TFTP utility program that runs standalone in Windows® without any
installation. We recommend that you copy the program and any binary image files for upload
to your Windows® desktop for convenience sake. If you place the binary files and server
program in the same directory, there is no need to enter any path information in the SNMP
agent. This simplifies the settings considerably, just enter the binary filename in the TFTP
filename location in the SNMP agent. If you have afirewall enabled, please disable it before
running the TFTP server or doing the upgrade.

Start the CTCU TFTP Server program just before executing the upgrade on the multiplexer,.

After initiating the upgrade, the TFTP server will show the progress and completion of the
file transfer, whether successful or not.

L CTCU TFTP Server

abouk
Mame TFTF Manager IF Address 192.168.0.49 ]
Opened  [10:47:20 &AM Action Sezzion 0
Total
Index | Action 1P | Type | T ftp File Mame | Status
1 192.168.0.253 Get froum04+0,9b. bin 0K
£ >
10:43.51 Ak ; Start transfering
10:43:53 AM : Transfer OK

CTCU TFTP Server after successful filetransfer.
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4.7 MIB File

A MIB is a "management information base" file that allows network management software
understand how to manage the FMUX04. Management software could be expensive packages
of software such as HP OpenView® and Computer Associates Unicenter® or inexpensive
MIB browsers such as those from MG-Soft. Additionally, Linux and unix type operationg
systems also have SNMP utilities that allow utilizing the MIB file to access the device agent
with SNMP protocol. The MIB file is just a key that fits our device; you still need the ‘car’
(management software running on aworkstation) in order to drive.

The FMUXO04 with SNMP is provided with a MIB (Management Information Base) file. The
MIB supported by the FMUX04 SNMP Agent follows RFC 1158 (MIB-Il standard). The
formal description of the managed objects and the MIB structure is provided in a special
standardized format, called Abstract Syntax Notation 1, or ASN.1 (pronounced A-S-N dot
one).

The following graphic shows the MG-SOFT MIB Browser software, after importing and
compiling the MIB file, accessing the FMUX04 and doing an 'SNMP Walk' on the local E1
configuration OID. The query results are shown on the right screen.

£ MG-SOFT MIB Browser Professional Edition

maatgmmn;tm_mmm%

il
Query |MiB | Fing |
Hemole SNMP Agent Spit
[192168.0.253 =] ﬂ W Verical
 MIB Tree 1 [~ Quem Regults
B MIB Tiee
=] ise SMMP QUERY STARTEL
B0 o 1: bocal_chl_service.0 (integer] an(1]
- :I ,.g 2 local_ch2_semvice. 0 (integer] on(1)
=[] dod 3 local_chd_ service.0 (integer) on(1)
=[] intesret
-] gt
B[ private
=] enlesprises 8- local_chd_linecode 0 finteger] hdb3{0)
E-] cte 9 local_chi_loopback D [intege:) ofi{0]
=] fre04 10t local_ch2_laophack. 0 (inte
-] local 11: local_ch_loopback. 0 (i

=] kocal_system_Configuration
{2 local_save_User_Setting
15 local_load_ser_Setling
12 local_load_Defaull_Seting
r;p local_clear_slam_Record
") lacal_oplical_| Eurfigumliun

g local_phone_ cmllguahm
5 local_alsm_relay
#-] local_Date_Time
-] local_display_alam_record
[ (] local_device_infeamation
H-C] remole

12: local_chd_loopback. 0 [ir

A | £
16: local_chd_elos 0 [integer| normallD)
17- local_ch1_bpw.0 [riege:] nomalll]
18: local_ch2_bpv.0 [reger] nomalll)

19: local_ch3 bpw.0 | 1] bpv_emor(1]
20t local_chd_bpw.0 [mteg wa_elrarIU
21: bcaLle-mlnannun iweUl eger) 81_75_bne(0)

SHMP OUERY

SNMP 'Walk' displayed on MG-Soft's MIB Browser
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4.8 Web Based Interface

When the FMUX04 is installed with the SNMP option, the unit has the added management

features of Telnet, SNMP and HTTP server. The HTTP server alows connection and

configuration in a graphical, point and click environment using any standard web browser.
4.8.1 Security Login

To connect to the FMUX 04 use the device's IP address as the URL location. For example

with our setup unit, enter http://192.168.0.253/ and Enter. A login security prompt will

display.

Enter Network Password fgl

@ This secure Web Site (2t 192.168.0.252) requires you to log on.

Please lype the User Name and Password that you use for FMLUX04

UserName  |admin ~|

Password ||

[ Save this password in your passward list

Cancel

The default user name is admin. The password isthe terminal password if it has been set, or if
no terminal password is set the default is 0000 (4 zeros).

4.8.2 Unit Select
3 Untitled Document - Microsoft Internet Explorer =5
w'i

Ele Edt Yew Favortes Jook e

\.)m' 7 ﬂg ;‘/.5““*". Favorkes )| (- &g [ - ﬁa@ﬂ‘-‘

address | 48] hitpelf192.168.0.253kogn.asp vy Beo s> &-
@ Local O Remote

2] oooe D Internet

Our first page isthe login page to access either the local or remote unit. Click ‘Login'.
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4.8.3 Display System Status

The default page shown will be the Display System Status page. Note that the navigation
menu isin the frame on the left side. The 'Local’ designation means we are viewing the local
unit (from the SNMP card's standpoint). The system status displays both local and remote.

3 fmuxD4 - Microsoft Internet Explorer

Ble Edt Yew Favorkes ook Hep ar
Qo - ©  [¥] A @ Psear et @ - L BF-EQOEHSB
aghess (@] bipaif172,24,1. 66 systemiradex. “ Boe ks * -
Local Dy Systen S
. Optical
P Location [LOGAL] REMOTE]
8 Change Location Loss of Sigail Lk Link
(3 Dphy SystemStats | 1 oopback Status CFF OFF
[ Realtine Status FaEnd Fault (FEF) Digable Digable
B0 Configue System Statws | (Bt Eeros Rate Alarm BER =0 EER=0
[8) Display Alam Record BT
[#) Device Information. Channels CHI [ cH3 CH4 CHL cH2 cH3 CH4
Service Staus on oN o o o o on oN
Loss of Signal Link Link Link Link Link Link Link Link
BV Status Homal | Homal Hormal Homal Hormal Homal Homal Hommal
Loopback Status OFF OFF CFF OFF OFF CFF OFF OFF
Line Code HDEZ HDEZ HDEZ HDE3 HDB2 HDEZ HDE3 HDE:
Temanation Type Enm Ein
Alam Relay ENABLED / Alsam OFF ENABLED / Alarm OFF
Phone Status ENABLED STANDEY ENABLED STANDBY
< 3 |« >
ijm 4 Inkernet

4.8.4 Realtime Display

The Realtime Display shows the active state of front panel LEDs and the current DIP settings.

2 fmuxD4 - Microsoft Internet Explorer

A1
Ele Edt Yew Favorkes lodk Heb o
Q- ©Q MR G P Srame @ - S B-JEOOEH B
Adress | 48] Hitp:lf172.24.1. 66/ systemyindex. him VB s &-
Local DIP Panel Status
3 FMUX04 I 2 3 4 5 6 7 g 9 0 {11213 )14
[@) Change Location ON |ON ON |ON OFF |OFF (OFF (OFF OFF OFF | |ON OFF (OFF
[8] Display System Statos
{3 Eesltie Statne LED Status
B Configare System Status
{8] Display Alum Record
{8) Dieviee Information
< 2>
lJ bttp:jj172.24.1,66/systemidip_led_status.asp 4D Internet
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4.8.5 System Configuration
The System Configuration page is used to save and load user settings, load default settings,
clear the dlarm buffer record and change the login password. (refer to 3.5.2.1)

2 fmux04 - Microsoft Internet Explorer
B¢ EdC yew Favortes [ook  Hep

Qe - ©  [¥] B @ Pseor oot @ - L B- JELQGOEH S

¥ Boo s ® &~

aghess | {8) g )f172.20.1. 66 systemidex. tm
Local System Confignration
S FMUX P
{8 Change Location
[8) Display5: S k.
2 DushrSmin s S——
@ Fealtime Statos
4] Configare System Status =
[# System Configuatior Lond Defuult Setting ()
[8] Optisal Configuratior
ok
[#] ENTI Configartion Load SHMP Default Setting
{9] Phone Configamtion
[8] AlsmEelay o
4 Alarm Record
{8] Dute & Timme Setting
{3 SHMP setup Modify Password
{8] Display Alsm Record New Fassword
@ Do Inpaation comfim Password.
< 3

4P Inkomet

] http:{{172.24.1 66 sysbemfsystem_config.him

4.8.6 Optical Configuration
The Optical Configuration page allows enabling the FEF function, clearing the BER Alarm
and setting the optical loop backs. (refer to 3.5.2.2)

2 fmux04 - Microsoft Internet Explorer

Ele Edt fiew Favortes Tooks Help
Qs - Q WRAG Pors oo @ - L F- KOO S
gkiress | 8] btgeif172.29.1. 86 systemindes. b Ee " G-
Local Optical Configuration
& FMUN04 Loopback | OFF

£ M Deatle ¥

[8] Display System States
[ Realtsn Stat Cleas Bit Evor Rate Alarm (Submit |
B J@':“"‘“s”""' s“‘f Insent Exror Bit
[ Optieal Configuntior
{8 EUTI Configumation
{#] Phone Configamtion
[8] AlsmRelay
[#] Date & Time Setting
E) SNMF setup
[#] Display Alsm Revord
[#) Device Information

< 2
] http:j{172.24.1 66{systemfoptical_config.asp

4D Intemet
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4.8.7 E1/T1 Configuration

The E1/T1 configuration page sets the channel service, line code and termination type for the
E1/T1. It also sets the loop back types (see 3.5.2.3).

2 fmux04 - Microsoft Internet Explorer

Fle Edt Yew Favodkes Tooks  Help
Qe - O A Poest e @ -2 F- A QOOEB
gkiress | 8] htgeif172.29.1. 86/ systeminde.hm H e ik B
Local EVT1 Configuration
3 FMUX04

{#) Changs Location

[8) Display System States cHi o s i

[B] Reoltion Statee

Sevice | |ON v [ Sumit | [oN w [ Submit | [on = [ Submit ]| [oN & [ Submit |

S Configare System Status
@ s -

LineCode |HDB3 v [ Submit | [HDB3 % [ Submit | [HDB3 % [Submit | [HOB3 v [Submit |

® Loopback |OFF v [Submit | [OFF w [Submit] [OFF w [Submit ] OFF w [ Submit
[8] ENTI Configmation
T E1120 v
) PlceCatgmiin o L
[#] AbsmRelay
{#] Date & Tize Setting
B SNMP setup

{#) Display Alsmm Record
[#) Device Information

< 2

£] Done

4D Intermet

4.8.8 Phone Configuration

The Phone Configuration allows enabling or disabling the phone function, if the order wire
phone option isinstalled. (refer to 3.5.2.4)

2 fmux04 - Microsoft Internet Explorer

Ele Edt few Faveetss Iook b

Q- Q WNRAG P Jormes @ -2 F- JEODOESB

gkvess | 8] bitg:#f172.24.1.86systemindes.btm v e s ® &-

Local Phione Configuration

£9 FMUN04 ) Phone Dissbile ® Phone Ensble
[B) Changs Locstio
[3] Display System Statos
B w
S Configare System Status
@ s o
®
C
{8 Phone Configumtion
{#] Abum Relay
{8] Date & Time Setting
E) SHMP sstup
[#] Display Alsm Revord
[#) Device Information

4D Intermet
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4.8.9 Alarm Configuration
The Alarm Relay page allows enabling or disabling the alarm relay function. (refer to 3.5.2.5)

2 fmux04 - Microsoft Internet Explorer

Fie Edt Yew Favorites Jook  Help

Qe - Q HMEA G Pswe e @ - LB JE O OES

ahess ] a1 72,24, 166 systemindes.Hm M= B

LOC'd] Alarm Relay

23 FMUN04 O Disable Alsrm Relay (@ Eaable Alsm Relay
[@] Chargs Locution
[8] Display System States
[@ Realtinne States

EHE Configare System Status

L]
C
® g
[# Alson Relay
[#] Date & Time Setting
E{) SNMF setup
[#] Display Alsmm Revord
[#) Device Information

< 3

] http:j{172.24.1 66{systemialarm,_relay.asp 4D Internet

4.8.10 Date & Time

The Date & Time page allow setting the real time clock. The clock is used for timestamping
alarm and performance data. (refer to 3.5.2.6)

2 fmux04 - Microsoft Internet Explorer

Fie Edt Yew Favorites Jook  Help

Qs - © HEA G P e @ - L F- K OOEHB
s @] a1 72,24, 166 systemindes.tm v Bew ks ® &-
Date & T
Local e & Time
&3 FMUX04 Date | 2006 v._\_‘j w8 v
[B) Changs Locution Time 11 % (31 v [43 v
{8) Display System Status
[8] Realtisne Statas

EH Configare System Status

O 1
[# Date & Time Setting

E{ SNMF setup

[#] Display Alsm Revord

[#) Device Information

4D Intemet
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4.8.11 SNMP Setup

4.8.11.1 SNMP Agent Configuration
Configures the agent |P, subnet mask and default gateway. (refer to 4.6.1)

3 fmuxD4 - Microsoft Internet Explorer

Ele Edt View Favortes Jook Hep

Agdress | @] Hitp:f172,24,1.88 ystemindex. bt

Q- O NEG Lo i @32 2-ULOOES

Y B s * &

Local

3 FMUX04
[#) Changs Location
[8) Display System States
[#) Healtime Statos

B3 Configae System Status

[CH Ol CA Ol A T

B2y SHME setup
{9 SHMP gt Configution
[8] Masager Configmtion
{8] TFTP Server Configunition
[8] Seve Configunation and Reboot the SHMP
{8] TFTP and Update Firmware

(8] Display Alum Racerd

{81 Device Information.

L

< >

SNMP Agent Configuration

IP Address
Subnet Mask

Cateway [P

17224166

|es5.285.00

17224190254
Fleset

] http:{]172.24.1 66{sysbom{snmp_agent.asp

4D Internat

4.8.11.2 Manager Configuration
Configures the information for up to 4 management workstations, plus the community strings.

2 fmux04 - Microsoft Internet Explorer

Els Edt  Yew Favortes Jook  Heb

ahess @] hitp:if172.24.1.68systemiradex.htm

Q- © MR G Pt foree @ - L B-LEOOE B

[8] Msmager Confimomtion
{8] TFTP Server Configumtion
[8] Seve Configuation and Reboot the SHMP
{8] TFTPand Update Firmaware

[8] Display Alerm Record

{#) Devace Information.

| Beo s * &
LOC"‘] MMamager Configuration
3 FMUM04
{8 Change Location - -
[8] DisphySystem States i ® | Community String Trap
{8 Realtisne Status Access [P | 192166145 public ¥ | O No @ Yes Submil
B Condigur System Statas Access TP 2 [172241.125 | pusiic v © No @ Yes
a T [ [yl [Ome o
T Access TP 4 [ | | public: v| O o ® Yes Submit
s el
3]
@ Comomurity String2 1
13 SHMP sstup Read) I
{9 =

] http:j{172.24.1 66 systemisnmg_manager.asp

4D Internet
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4.8.11.3 TFTP Server Configuration
Configures the SNMP card for TFTP upgrade. (refer to 4.6.3)

2 fmuxD4 - Microsoft Internet Explorer

Ele Edt \View Favortes Jook Hep
Qi - Q W @A B Pt v @35 B~

Agdrass _a] ikp:If172,24,1. 66 systemyindes:. hm

/E0OE3

v| B

~
Local TFTP Server Configuation
TFTP Sexver [P 172.241.128
3 FMUX04

[#) Change Location

[9) Display System Stats

@ -

Fille Name of SNMP Fizmoware ehfmux04v1. 0 bin

Fille Name of Main Board Firmorare cACPUTVINEIN

cAFPGATVIBIN

Fille Name of FPGA Firmware

C]
[8] Seve Configaation and Reboot the SHMP
{8] TFTP and Update Firmnware

[8] Display Alsm Recerd

{# Device Information. g

< ¥

8] http: /172241 86/systemititp_server_config.asm

4D Intemet

4.8.11.4 Save Configuration and Reboot

The Save Configuration page allows the settings to be written to non-volatile flash followed
by rebooting of the SNMP agent. (refer to 4.6.4)

A fmux04 - Microsoft Internet Explorer

Bie EM Yew Favertes ook Heb

Qut - Q HREAG P o @ B3-S F-UEOOE D

Agdress | 8] Mipsll172,24,1.66]systemindex.bim

v Beo ks * &~

~

Local Save Configuration and Reboot the SWMEP

ETT
{# Crangs Location
{8] Disph;
(@] Rea

43 Configare System Status

ystem Status.

[ [&

(EBEE

IEIE‘IS 2

[8] Ssve Confipuntion 1 the SHMP
{8] TFTP and Update Fimoware

(8] Display Alam Record

{# Devics Infommation A

&j it f172.24. 1 66/systemfreboot SNMP. him

& Internet
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4.8.11.5 TFTP and Upgrade Firmware
Once TFTPis properly configured, this pageis used to execute the upgrade for SNMP,
mainboard firmware or main unit FPGA firmware. (refer to 4.6.5)

2 fmux04 - Microsoft Internet Explorer

Fle Edt Yew Favokes Jooks  Help
Q- © HEA G Lo oo @ - L F- JEL OOED
gkiress | 8] eI 172.24.1.86/systemindex.htm v oo s * &~

Local

23 FMUX04
[8) Display System Statos
{3 Realtinne Star
EHES Configare System Status
CIE
L]

=
C]
o]

1 SHMP setup

@

[#) Display Alsm Record
{# Device Information.
<

° ;

Save Confignration and Reboot the SNMP

Update the SNMP Fivmrare
Update the Main Board Firmovare
Update the FPGA Firmrare

£] Done

4D Intermet

4.8.12 Display Alarm Status
This option page will display the contents of the alarm buffer, with newest entries at the

bottom. (refer to 3.5.3

2} fmux04 - Microsoft Internet Explorer

Ele Edt Wew Favorites Jooks  Help
Qe - © ¥ @ @ Psean oo @ -2 [F-LJE QOE S
agdress | 8] Hitp:if172, 24, 1.66] systemindex. bim v B s * &-
-
LOCH] Display Alann Record
— Channel Alan Type Alam ON/OFF |DATE TIME
@ — Mene Power Tum ON Hone I006030E 103200
= Mone NMS Configuration Made Hone 060308 103200
[3] Display System Statos -
- Optical [Le-6< BER< 4-3 OFF 200600308 103200
i ;:;:a’wSy.s;:mSmw Optical Signal Lank OFF 200610308 103200
— Fortl [PV Emor oN I060ENE 103200
|4°_] Displayr Alaom Record Portd Signal Link QFF 2006/0308 103200
[8) Device Information Optical [BER=0 COFF 20060308 103201
Portl [BPV Ok OFF 200610308 103201
Hone [Logn None I0GDIE 103218
Mone [Logout None 200610308 103847
None [Logn None 2006103108 103731
Optical BER>= 1e-3 oN 2060308 103839
Optical Signal Link COFF OEDEE 103839
Opticel Signal Link OFF 200610302 103239
Optical [BER =0 OFF 2006103108 103839
None [Login HNone 20603N0E 103857
Hone [Logout Hone 060INE 103929
Mone Remote Side Login Hone 006030 103934
Mone Remote Sids Logout Hone 2006103108 10:4022
Hone [Login Hone 2060302 10:4030
Mone [Logout Hone 006/03M0E 104058
Mone Remote Sids Login Hone 006030 104103
M Db Pisdn T ommmnh W s ne AN e o
&l D Internat
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4.8.13 Display Information

The Display Information page is where the current versions for main firmware, FPGA and
SNMP can be displayed. (refer to 3.5.4)

3 fmux04 - Microsoft Internet Explorer E|E]
o

Fle Edt Yiew Favorber Josk Help
= ) =
Qe - @ - [d (2] @ Oz Faotes &) (- i [(F - ﬁs@ﬁ]di
Agdress | ] Hetp:ifi 72,241, 86l systemiindes. bt v B s ® &
LOCR] Device Information
53 FMUN04 Module
; Fhone Module EXIST
@ Cia .
imvase version
Display System Status
] E' v y’ Main FAY Ver LD
_.ﬂ » o FPOA FIW Ver 100
#100 Configue Systera Sttt SHAE W Ve
® "
19 Dewvice Information
&l 4 Intemet

This completes the review of the Web based management features of the FMUX04.

4.9 Telnet Management

When the SNMP option is installed in the FMUXO04, Telnet connection is available for
console type management. Choosing a Telnet client is important to get the proper display
from the SNMP agent. Clients that we have found work well are Telnet in command window
for Win98, WinME, WinNT and Win2000. HyperTermina in TCP/IP mode works well for
all versions of Windows®.

Clients which we have found experience some difficulties with the agent are command mode
Telnet in WinXP, Telnet from Linux or FreeBSD and Windows packages such as Putty. In
command mode of WinXP, the terminal characters are echoed locally on screen, including
the password as it istyped. In Linux, FreeBSD, and Putty, an Enter key must be pressed after
every single keystroke, and again the characters are echoed.

When setting up HyperTerminal for Telnet, choose the connection as "Winsock' or ‘'TCP/IP,
and then connect with the agent's | P address. The following page has a screen capture of
Telnet session in HyperTerminal.
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Set IP
Corrct 10| Satings Bl [h few Gl Jransler oo login
DEFE of 05 &
& .. (| VA s
st atbeis | 12201 EE 1. Local Legin.
2. Remote Login.
Fetmgbe |3 =
Cogrmet uing | TEPAP fotranck) >
o ] [(Eee ]
) a5
Carmected 320021 L= IR

Ble Edt few Lol Traneler fieb
OF o f 05 o

2 ote Login.

Passmord: ===-

I LDCAL 1 LT
=sws  LCTC UHION TECHHOLOGIES CO. LTD.  s===
swws  FHUKDE TELHET WODE Wer B.9c LLLL]
LT hittp:Ffwmn_clou.com> m—

0. Logout

1. Display Sustem Status

2. Configure Svstem Status

3. Display Mlars Record

L. Device Informmation

Please select the ites nusber.

|

The above examples are Telnet using Windows HyperTerminal utility. The screen displaysin

Telnet are the same as those from local console (RS-232) connection. (Please refer to 3.3
Termina mode for operation details)
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Appendix A. Miscellaneous

A.1 Console port pin assignment

The console port on the FMUX04 serves two purposes; it provides the RS-232
communication interface for terminal configuration and also contains one set of relay contacts

for darm.
Pin Signa Description Direction Remark
1
2 TD Transmit Data IN Towards FMUX04
3 RD Receive Data ouT From FMUX04
4 NO Relay Normally open Closed if power fail
5 SG Signa Ground
6 COM Relay Common
7 CTS Clear To Send ouT From FMUX04
8 RTS Reguest To Send IN Towards FMUX04
9 NC Relay Normally closed Closed if noaarm

A.2 Alarm Relay Connection Detail

The following are examples of wiring audio or visual alarmsto the console/alarm relay DBIF

connector.

Contact Ratings:
1A @ 30vDC

0.5A @ 125VAC
0.25A @ 250VAC
500VAC Max.

7))

Audio Alarm

Visual Alarm
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A.3 Console cable pin assignment CAB-DB9DB9F-232-3

DBYF

Terminal

44— 100cm

A.4 Phone pin assignment

DB9M DB9M
11 11

1 2 | | 2 |

| 3 | | 3 |

4 4| NO
5 5

6 | g | Common
7| 7 |

| 8 | | 8 |
9| (o] NC
FMUX04 Alarm

» < 20cm —p

The phone connector is a standard RJ-11 telephone connector located on the front panel of
the FMUX04. The center two pins connect to a standard dial telephone.

Pin | Signd Description
1 NC No connection

2 NC No connection

3 Ring Phone connection
4 Tip Phone connection
5 NC No connection

6 NC No connection

A.5 E1/T1 RJ-45 pin assignment

Pin | Signd Description

1 RRing | Receive (-)

2 RTip Receive (+)

3 NC No connection

4 TRing | Transmit (-)

5 TTip Transmit (+)

6 NC No connection

7 Shield Chassis connection
8 Shield Chassis connection
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A.6 SNMP RJ-45 pin assignment

Pin | Signa Description
1 TX+ Transmit (+)*

2 TX- Transmit (-)*

3 RX+ Receive (+)*

4 NC No connection

5 NC No connection

6 RX- Receive (-)*

7 NC No connection

8 NC No connection

i

(standard Ethernet connection) * The Ethernet interface actually supports auto-MDIX

and auto polarity.

A.7 SNMP Trap Messages and Alarms

Trap Code Description Alarm
00 Alarm Buffer Overflow

01 System Fail ON
02 Power Turn ON

03 DIP Sw. Configuration Mode

04 NMS Configuration Mode

05 Login

06 L ogout

07 Remote Side Login

08 Remote Side Logout

09 Auto L ogout

10 Signal Loss ON
11 Signa Link

12 FEF Signal Loss ON
13 FEF Signal Link

14 BPV Error ON
15 BPV Ok

16 Loopback ON

17 Loopback OFF

18 BER=0

19 0<BER<1e6

20 le-6=<BER < 1e-3

21 BER >=1e-3 ON
22 Phone Enabled

23 Phone Disabled
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A.8 SNMP Object Details

Path=is0.org.dod.private.enterprise.ctc.fmux04.local
Object Identifier Object Type stat Parameters
Local_system Configuration

local_save User_Setting RW 0 - disable
1- enable

local_load_User_Setting RW 0- disable
1- enable

local_load Default_Setting RW 0 - disable
1- enable

local_load_snmp_Default_Setting RW 0 - disable
1- enable

local_clear_Alarm_Record RW 0 - disable
1- enable

local_optical_Configuration
Local_|oopback* RW 0 -off

1 - Local_Loopback
remote 2 - Remote_L oopback

RO 3-

Request_Remote_L oopback
loca_Far_End_Fault RW 0 - disable

1- enable
local_clear_Bit_Error_Rate Alar RW 0 - disable
m 1- enable
local_insert_Error_Bit RW 0 - disable

1- enable

local_el_t1_Configuration

local_chl_service (ch2~4) RW | O-off

1-on
local_chl_linecode (ch2~4) RW 0 - hdb3/b8zs

1-ami
local_chl_loopback (ch2~4) RW | O-off

1 - Local_Loopback

2 - Remote_L oopback
3-
Request_Remote_L oopback
local_ch1_elos (ch2~4) RO 0 - normal

1-loss
local_chl_bpv (ch2~4) RO 0 - normal

1- bpv_error
local_termination_type RO 0-€l_75 bnc
1-el_120 rj45

2-t1 100 rj45
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Object Identifier Object Type stat Parameters
local_phone_configuration RW 0 - off
1-on
local_alarm relay RW 0 - off
1-on
local_Date Time
local_Date RW YY/MM/DD
local_Time RW hh:mm:ss
local_display_alarm_record
local_alarm_recordl
(2~100)
local_1 channel (2~100) RO 0 - none
1- portl
2 - port2
3- port3
4 - port4
5 - optical
6 - phone
local_device information
local_phone_module RO 0 - not_exist
1-exist
loca_main_version RO Octet string
local_fpga version RO Octet string
local_snmp_version RO Octet string

Path=is0.org.dod.private.enterprise.ctc.fmux04.remote
The remote follows the same object structure as the local. Except * remote optical local
loopback is RO (read only).
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