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SAFE HARBOR

This presentation contains “forward-looking” statements that involve risks, uncertainties and assumptions. If the risks or uncertainties ever materialize or the assumptions prove incorrect, our results 

may differ materially from those expressed or implied by such forward-looking statements. All statements other than statements of historical fact could be deemed forward-looking, including, but not 

limited to, any projections of financial information; any statements about historical results that may suggest trends for our business and results of operations; any statements of the plans, strategies 

and objectives of management for future operations; any statements of expectation or belief regarding future events, potential markets or market size, or technology developments; and any 

statements of assumptions underlying any of the foregoing.

These statements are based on estimates and information available to us at the time of this presentation and are not guarantees of future performance. Actual results could differ materially from our 

current expectations as a result of many factors, including but not limited to: quarterly fluctuations in our business and results of operations; our ability to address market needs and sell our 

applications and services successfully; integration of acquisitions; acquisition-related liabilities and charges; the general market conditions, including the potential direct and indirect impact of events 

beyond our control such as the current coronavirus (COVID-19) pandemic on our business, financial condition and operations, including on our customers’ spending and on our expenses, supply 

chain, and employees; and the effects of competition. These and other risks and uncertainties associated with our business are described in our Annual Report on Form 10-K for the year ended 

2019 and our Quarterly Report on Form 10-Q for the three months ended September 30, 2020, and the other reports we file with the SEC, copies of which are available free of charge at the SEC's 

website at www.sec.gov or via our Investor Relations page at investors.proofpoint.com.  All forward-looking statements herein reflect our opinions only as of the date of this presentation and 

Proofpoint undertakes no obligation, and expressly disclaims any obligation, to update forward-looking statements herein in light of new information or future events.

In addition to U.S. GAAP financials, this presentation includes certain non-GAAP financial measures.  These historical and forward-looking non-GAAP measures are in addition to, not a substitute 

for or superior to, measures of financial performance prepared in accordance with GAAP. The most directly comparable GAAP information and a reconciliation between the non-GAAP figures are 

provided on slides at the back of this presentation.

Proofpoint is a registered trademark of Proofpoint, Inc. This presentation also contains additional trademarks and service marks of ours and of other companies. We do not intend our use or display 

of other companies’ trademarks or service marks to imply a relationship with, or endorsement or sponsorship of us by these other companies.
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Proofpoint Overview

$888M FY2019 

REVENUE
(24% increase Y/Y)*

People-centric cybersecurity and compliance platform 

Exceptional Execution

Track Record 

$200M+ FY2019

Free Cash Flow
(23% of revenue)*

7,100+ Enterprise 

Customers
(including over 50% of the Fortune 1000)

Compelling business model with >95% recurring revenues and strong free cash flow generation 

Product expansion fuels growth, market share gains and a $1B+ upsell opportunity

Large and growing $19B+ total addressable market (TAM)

*As announced January 30, 2020.  See appendix for non-gaap reconciliation   



Proofpoint Essentials: Security Made Simple For Your Small Business Strong Secular Drivers Fueling Growth Opportunity

Source: 2020 Verizon DBIR

Dynamic Threat 

Landscape

Malware and non-malware 

attacks

Move to 

the Cloud

Email is #1 

Threat Vector*

Strong growth of Office 365, 

G Suite and other SaaS 

applications

90%+ advanced threats 

propagated via email



Defenders Don’t Focus on People, Attackers Do

5

Source: 2020 Verizon DBIR

Source: Gartner Information Security, Worldwide 2017-2023, 

2Q 2019 update (2019 forecast)

Network

59%

Endpoint

19%

Email

10%

Web 

12%

96%
of breaches start 

with people

SECURITY SPENDING BREACHES
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Protecting Very Attacked People (VAPs)

6

Attack

Vulnerability Privilege

VAPs
Who Represents Risk to the 

Organization?

Who is Likely to Fall for 

those Threats?

Who Gets Targeted by 

Serious Threats?

Receive highly targeted, 

very sophisticated, or 

high volumes of attacks

Clicks on malicious 

content, fails awareness 

training, or uses risky 

devices or cloud services

Can access critical systems 

or sensitive data, or can be a 

vector for lateral movement
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z

- Email DLP
- CASB DLP
- Endpoint DLP
- Insider Threat
- ZTNA

z

Blueprint for People-Centric Security and Compliance

Threat 

Protection

Platform

Information

Protection

Platform

- Protection / TAP / TRAP
- Cloud Account Defense
- Isolation
- PSAT Enterprise
- People Risk Explorer
- Email Fraud Defense
- Domain Discover
- Internal Mail Defense
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Platform

- Supervision
- eDiscovery
- Content 
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- Email Archive
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People-Centric Integrations with Next Gen Leaders

Attacked

Vulnerable Privileged

Connect people-centric and 
endpoint malware detection

Connect people-
centric and network 
malware detection

Protect Very Attacked People  
with identity-level controls

Govern access for 
VAPs 

Protect and respond 
to attacks on 

privileged VAPs

Incorporate people-centric data 
into overall security visibility
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Why Customers Choose Proofpoint

Leadership position in email security which is the #1 threat vector

Overall product efficacy and real-time threat intelligence

Cybersecurity and compliance services delivered globally as a SaaS service

Broad portfolio of industry leading solutions across email, cloud and web vectors

Continued investment in innovation (~20% of revenue in R&D*) and active M&A strategy

*Excluding stock-based compensation expense and amortization of intangible assets



54%

F-1000 Penetration

Blue Chip Customers with Significant Growth 
Diversified customer based with significant headroom for growth

Reflects Q4 2019 results as reported January 30, 2020.  

80%

U.S.

20%

Int’l.

U.S. vs. International Revenue 

24%

Global 2000



Growth Strategy
Grow product suite 

through R&D and M&A

Expand reach 

through channel 

and ecosystem

Exploit 

international 

opportunity
Drive sales of 

emerging 

products and 

bundles Broaden 

customer base



Proofpoint Market Opportunity Continues to Grow 

Threat Response: ~$600M

CASB: $1.8B

$19+ Billion

Archiving: $2.1B

Enterprise Data Loss Prevention: $2.3B

Email Protection: $5.5B

2024

Browser Isolation: ~$800M

Digital Risk: ~$200M

Training & Threat Simulation: $3.0B

Insider Threat Management: ~$600M

Zero Trust Network Access: ~$900M

$12+ Billion

Archiving: $2.2B

Enterprise Data Loss Prevention: $1.5B

Email Protection: $3.2B

2020

Training & Threat Simulation

CASB

Threat Response

Browser Isolation

Digital Risk

Email Protection: $2.2B

2013

Archiving: $1.5B

Enterprise Data Loss Prevention: $700M

Advanced Threat: $400M

Emerging Products: $200M

Threat Intelligence

Threat Intelligence: ~$1.2B
Insider Threat Management

$5 Billion

2012 2020 2024
See Appendix for source data for market estimates.  



Financial Highlights

Compelling SaaS revenue growth with strong free cash flow at scale

Blue chip customer base and increasing penetration into the largest enterprises

Attractive opportunity to expand market share internationally

Broad product portfolio and strong attach rate leads to $1Bn+ upsell opportunity

High levels of customer satisfaction with strong renewal rates



Demonstrated Ability to Sell Deeper Into Existing Customer Base

56%

At Time of 2012 IPO

(~2,400 Customers)

Q4 2019 

(~7,100 Enterprise Customers*)

98%

44%

2%

1 or 2 products

3 or more products

* Enterprise customers spending over $10,000 in annually recurring revenue and as announced January 30, 2020.  



Compelling SaaS Revenue Growth

2016, 2017, 2018 and 2019 revenue reflects the Company’s adoption of ASC606 effective January 1, 2018.  Prior years are reported under ASC-605.  
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$138
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2012 2013 2014 2015 2016 2017 2018 2019

99%+ Subscription (FY2019)

Revenue ($MM) and Annual Revenue Growth (%)

CAGR 

35%

$888



Generating Substantial Cash Flow

$7 $13
$23

$47

$94

$154

$185

$243

$1 $5 $8
$21

$60

$107

$155

$207

2012 2013 2014 2015 2016 2017 2018 2019

Cash Flow from Operations Free Cash Flow

Operating and Free Cash Flow ($MM)

Free Cash Flow is a non-GAAP financial measure.  See reconciliation in appendix. Free Cash Flow defined as cashflow from operations less capex.
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Non-GAAP Reconciliation (Free Cash Flow)



Sources and Company Estimates:

1. Gartner: Forecast:  Information Security and Risk Management (July 2020)

2. Gartner: Magic Quadrant Enterprise Information Archiving (November 2019) 

3. Gartner: Forecast Analysis:  SOAR, Worldwide (May 2019)

4. Gartner:  Magic Quadrant for Security Awareness Computer-Based Training,  (July 2019)

Source Data for Market Size Estimates


