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Demonstration Lab Objective

“Remote demonstrations should be easily
accessed by our Cisco Channel partners, reliable,

schedulable, measurable, scripted, and tested
with the capability to be reset to a known good
configuration and full control of all equipment
iIncluding power cycle and password recovery .”

Scott Milosek
Cisco Systems Inc.



Nexus Lab Objective

= Train Cisco Channel Partners on the Data Center 3.0 Solution

Nexus 5000

Nexus 2000 .'I'.'I'.

Nexus 1000

MDS 9124 c I S c o
NetApp 2020

Fabric Manager

Device Manager B netapr (5 vmware
Vmware VSphere 4.0

=== EMIULEX
Fibre Channel over Ethernet

Emulex Converged Network Adapters



The Demonstration Lab

= Hosted by Technowledge in Carson City, Nevada

= Globally accessible via Internet at www.labgear.net
Some geographies may have last mile bandwidth constraints

= Requires IE 6.0 or better




Remote Lab Access

= |_ocations where labs have been used

Mexus S000 Remote Labs
Last Updsted by smilosek on Moy 24, 2005

THI Systems
4022 Technology Way
Carson City, Nevada, 89705, LISA

Set directions - Search nearby

b

3a70b844&l1=44. 91 ,-.8671 87&spn=140.381272,360&1=p8
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Lab Topology

Nexus 5010

Nexus 2148

Nexus 1000v

MDS 9124

Netapp 2020 Storage
Access Switch
Servers

Converged Network Adapter
Emulex

Virtualization
VMWare VirtualCenter
ESX

Management
Device Manager
Fabric Manager

Eth 10011

Nexus 5010

MDS 9124

>

Nexus 2148 Netapp 2020
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GE 1/0,24 IAI

FC 112 0a
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Catalyst 3750

192.168.1.254 vlan 1
192.168.2.254 vlan 20
192.168.3.254 vlan 23

GE 1/0/6 IGE 170111

wnnicl

VMware Virtual Center 192.168.1.10

Virtual Supervisor Module 192.168.1.200

1GE Management network

10GE Fabric Extender connection

10G Ethernet/Fibre Channel over Ethernet
1GE Production network

4GE Fibre Channel
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Nexus 5010

Ports to Fabric Extender —

o . & “ ] - ‘ l i
T =
10 GE ports Fibre Channel

expansion module

NXOS 4.0(1A)

Building Block for Unified Fabric with 10 GE and Fibre Channel
over Ethernet

Connects to Data Center LAN and SAN

Management of Fabric Extender



Nexus 2048 Fabric Extender
Virtual Chassis Mgmt

1GE Server ports  10GE Uplink
RJ45 Ports SFP+

From a management perspective, fabric extender is modeled as a
NX5K linecard

Nexus 5000 and Fabric extender communicate via inband
connectivity

There is no configuration stored on the Fabric Extender
Fabric extender is not an independent manageable entity



Nexus 1000v

vCenter VSM

ESX Server

= Nexus 1000v has two components
Virtual Supervisor Module (VSM)
Virtual Ethernet Module (VEM)

= VVSM is a Virtual Machine on same ESX server as
VirtualCenter (vSphere 4.0 is required)

= VEM is Distributed Virtual Switch on ESX Servers



Virtual Supervisor Module

1
[/ MOBILE - vsphere Client 9 [=] E3

. V M a C C e S S e d File Edit View Inventory Administration Plugins Help
S & B ‘Q Home b g8 Inventary b [l Hosts and Clusters

. A oE B RN G
using SSH S
B [F Labt

| 58]z Search Inventory

[ [192.188.1.20 Configurati
[ 192.188.1.30 . =
= B Hardware view:  Wirtusl Switch | [ Distributed Virtual Switch
= [ 1218813 Pracessors Nekworking Refrash
" 3 ¥C Server Memory
s vsM-Podt 2
B Storage )
Distributed Virtual Switch: YSM-Podi Manage Virtual Adapters... Manage Physical Adapters...
» Hetworking
Storage Adapters vSM-Podl @ =

T UpLink12 {0 NIC Adapters)
T UpLink13 {0 NIC Adapters)
T UpLink14 {0 NIC Adapters)
5 UpLink15 {0 NIC Adapters) |
virtual Machine Swapfile Location 3 Uplink16 (0 NIC Adapters)

be saved to tftp e BN

T UpLink10 (0 NIC Adapters)
. . Licensed Features Q Uniused_Or_Quararking_V..
Tirme: Configuration Virtual Machines (n)
I I l I NS and Routing
Power Management

B UpLink11 {0 NIC Adapters)
Yirtual Machine StarbupfShutdown

Network Adspters
Advanced Settings 8 Service-Console (= Unused_Or_Quarantine_Liplink (i}
T wirtual Machings (0) G Uplink1 (0 NIC Adapters)

Recent Tasks

Name Target [ Status It ili} W %) ‘ & @ © ‘ [

server
version 4.8(4)3U1(1)

username admin password 5 $1$I1c6FSPEY$kIWXbdtIANAPMGgnEe8P51 role network-admin
G telnet server enable
ip domain-lookup
ip host USM-Podl 192.168.1.288
kernel core target 8.8.8.8
kernel core limit 1

system default switchport
ver 3

host umnare id 41483531-3341-5553-4537-383542383252
ver 4

host ummare id 41483531-3341-5553-4537-38374e324a46
snMp-server user admin network-admin auth md5S AxB8daa9367e1d478abBcBB95983c9eBlea
priv BxBdaa9367e1d478abBcBA95983c9eBlea localizedkey
snup-server enable traps license
vrf context Management

ip route 9.8.8.8-8 1892.168.1.254
sWwitchname USM-Pod1l
vlan 1,288-281
vic USHM-Podl id 1

limit-resource wlan minimum 16 maximum 513

liMit-resource monitor-session minimum B maxinum 64

liMit-resource wrf minimum 16 maximum 8192

Use q or O to quitl_

vCenter

ESX Server




MDS 9124 —

NXOS 4.1(1b)
4G Fibre Channel to Nexus 5000 and Netapp SAN attached storage

Fabric Manager to manage the SAN fabric
NPV/NPIV supported



Netapp 2020

= With FAS2000 series systems you get versatility:

—Integrated block- and file-level data access over Fibre Channel and
Ethernet networks

—Primary and/or secondary storage
—Intelligent management software

—Data-protection capabilities of high-end systems, with NetApp ease of
use

—Internal SAS (serial-attached SCSI) or SATA drives
—Built-in remote management



Lab Bill of Materials

Part Numher

Description

Mak-Cal10P-BF
MEKUKE-401AM1.1
GLC-T
SFP-H10GE-CLTM
SFP-H10GEB-CLIGM
SFP-H10GE-CLAM
Mak-PAC-a0WY
CAB-MEKEA-MNA
Included: MEK-P2-BLMNK
D5-5FP-FC4G-Lw=

MNE000 1RU Chassis no PS5 2 Fan Modules 20 ports (req SFPH)
Mexus 5000 Base OS5 Software Rel 4.0.1a. 11 1

1000BASE-T SFP

10GBASE-CU SFP+ Cable 1 Meter

10GEASE-CU SFP+ Cable 3 Meter

10GBASE-CU SFP+ Cable 5 Meter

Mexus 58010 PSU module, 100-240%A0C S5504%Y

Power Cord, 210°220% 304 Morth America

Mexus 5020 PSU module, Blank slot cover

4 Ghps Fibre Channel-LvW SFP, LC, (10km Reach) spare

MEK-M1404= MSO000 1000 Series WMod 4x10GE 44FC 4/2/1Gireg SFP+SFP)

ME010-55k9= Mexus 8010 Storage Protocols Services License

M2K-C2148T-1GE Cisco Mexus 2000 Series 1GE Fabric Extender, 1PS, 1 Fan Module, 48x1G-BaseT + 4x10GE (reg SFP+)
M2K-C2148T-ACC= Cisco Mexus 2000 FEX 1GE Accessory Kit, spare

CAE-NEKEA-NA(S)

Power Cord, 210°220% 304 Morth America

WWS-C3560E-1250-E

Catalyst 3560E 12 SFRP+2*10GE(F2) IPS shw

SI5E0EWT-122445E CAT 3560E 105 UNNERSAL WO CRYPTO WITH WEB BASED DEY MGR
C3K-PWR-300WWAC Catalyst 3560E-120 and 3560E-1250 300WAC power supply
CAB-1BAWG-AC AL Power cord, 16AWG

CAB-INF-28G-1= 1m cable for 10GBage-CX¥4 module

CAB-INF-280-5= &m cable for 10GEBase-CX4 module

#2-10GB-Cri= 10GBASE-CH4 ¥2 Module

GLC-T= 1000BASE-T SFP

D3-C9124-K85 MDS 9124, 8 ports enabled base configuration
DE-9124-KIT-C5C0 MDZ 9124 Accessoary kit for Cisco

CAB-GR 24 MA, FPower Cord, 128WAC 134 NEMA 5-15 Plug, MNorth America
DS-5FP-FCAG-5= 4 Ghps Fibre Channel-5W SFP LT spare

LP21002-h Emulex Dual Port FCoE Converged Metwork Adapter- Optical

MC5-7845-H2-CT51=
CAB-AC

TelePresence MCS-7845 HF Platform *SPARE®
Power Cord,110%

FASZ020-RS
FASZ2020-RE617511
OC-FAS2020-RE
F2020-R4
DC-FAS2020-BASE-RS
FAS2020-BASE-RE-C
OC-T1-FAS2020-5WY
SW-T1-FLEXCACHE-C

FAS2020 Model RS

FAS2020 Model RS
OC-FAS2020-R5

2020 SubModel RS
OC-FAS2020-BASE-RA
FAZ2020 Base Appliance -C RS
OC-T1-FASZO20- 5y

FlexCache Software NFS T1 -C




Scheduling




Lab Interface

www.Nexus-demo.labgear.net

= Improved User
Interface

= Integrated lab Request
and Schedule

= Event Summary
Reporting for users

= Training and
Demonstration Guide

LabGear ® Remate-Demo™

HOME SCHEDULE LAR EWVENT SUhMAR Y TRAINING GUIDE DEWMONSTRATION GUIDE EDIT PROFILE LOGOUT

Nequs LabGear® Remote-Demo™ Program Qvendew:

Program Summany:
The Nexus Demonstration Labs are s training snd demonstration resource for Cizco Channel Partners focused on Data
Center 3.0 solutions. The technologies showcased in these lahs include the following procucts:

- Mesxuz 5000 - Fabric Manager

- Mesus 2000 - Device Manager

- Mexus 1000 - Yimware WSphere 4.0

- MDS 9124 - Fibre Channel over Ethernet

- MetApp 2020 - Emulex Converged Metwiork Adapters

Twvn types of labs are available for reservation including 4 Training lakbs and 2 Demonstration labs. The devices and
topologies are identical but they differ in the way they are pre-configured. The Training labs are inthe default state, ready
for the in-depth training exercises. The Demonstration labs are in & pre-configured state | prepared to demonstrats
solution feature sets with minimal additional configuration.

Detailed training snd demonstration materials are provided as downloadable WebEx session recordings.

Lah sessions are self-scheduled by the particinating partners in real-time with immediste confirmation. This can be done
after signing up for & LabGear® Remote-Demo™ scheduling sccourt. Scheduled sessions can wary from 1 to 8 hours
and can be for immediate or future use.

Program Requirements:
To particiate inthe Mexus Labs program you must be a Cizco Channel Partner focused on Data Center solutions. To use
the labs, & PC running Internet Explorer 6 or better with & broadband internet connection is recuirecd

Getting Started:
Step 1: Obtain a LabGear® Remote-Demo™ scheduling account. Click on the 'Sign Up' button sbove
Step 20 Click the Login’ button above to schedule labs snd access training resources and WebEx links.

Additional Information:

Lab Topology Disgram =5
Program Crverview -3
Lah Guide Crverview: -E
Cortact LabGear [&

Welcome, Scott Milosek

atlrer],
Cisco




Training Guide

LabGear ® Remote-Dema™ veloome, Sceft Mlosek

HOWE SCHEDULE LAR EWVENT SUNRLAR Y TRAINING GUIDE DEMONSTRATION GUIDE EDIT PROFILE LOGOUT

WehEx Training Links:

L
[ | I ab exe rC I Se The activities below are to be used with one of the Training labs. When the lab session starts, the devices will be in a default state ready for WebEx Recording 1. The
configuration activities should be dane in order because they build upan one another Ifyou have reserved a Demonstration |ab, use the Demanstration Guide from

the menu above.

L] L] L]
ACt I V I t I e S Activity 1 Activity 2 || Sctivity 3 || Activity 4 | Activity 5|

Introduction and Hetwork Configuration of the Hexus Lab
Looging in to the Mexus lab, exploring the lab intertace and configuring the network and S&HN.

= [ncludes Webex om0

| ]
S e S S I O I I S C re e I I The WCenter server alzo has a tftp server onthe desktop. Use the titp server to copy the final configuration files to the MDS and Mexus. The files can be found on the WCerter

server in CATFTR with file name:

C a pt I l re Of Chtftplpi-device-cfg-final  where ¥ = pod number; device is MDS, MSK, %'SM or 3750

1. Login to Yidual Center Server snd start the tip application from the desktop icon.
MetApp 2020 SAM disk i already configured.

[] ] 2
C O n f I g u rat I O n Ste p S &, LUMD - 0GB Shared disk (ESH1 and EZX2 are baoth in initistor grougp).

b, LUMT - 10GE disk for ESX1 — not shared so Whotion swill not swark swith this disk

. LUW2 - 10GA disk for ESX2 — not shared so Wiotion sl not weark with this disk
3. 373013 ALREADY COMFIGURED

Configure MDS 9124 (copy config file from tftp sereer) copy run start

] L] 4.

. N Ote S I I St Ste p S I n a.  Confirm flogi and fons database entries, if no entries problem exists
5. Configure Mexus SKI2K (copy config file from titp server), it takes two copies to get the configuration on the 2. The first copy creates the 2K instance on the SK and the
second copy configures the 2K ports. That's why you'll see errors reported but after two losds the configuration is complete. Confirm by looking for configured FEX ports

. . Ethernet 10004 and 1004/2 (description snd port mode is trunk).
a u I e V e rV I eW a.  Confirm flogi and fons databasze entries, if no ertries problem exists
I If noentries, could be problem with connectivity to intistors or targets including the FC link between the Mexus S000 or port FC 20 and the MDS 9124 FC M
ilable on home

page




Demonstration Guide

= Webex session of lab demonstration after final training
configuration which includes:
Fabric Manager and Device Manager
Unified Fabric using FCoE

vCenter and vMotion
LabGear ®remote-nemo™

HOWE SCHEDULE Lap EVENT SURBAAR Y TRAINING GUIDE DEONSTRATION GUIDE EDIT FROFILE LoGouT

Welcome, Scott Milosek

WeabEx Demonsiration Links:

The session below is to be used with one of the Demonstration labs. YWhen the lab session starts, the devices will be pre-configured =o that the various technologies
can be demonstrated with minimal user configuration. [fyou have reserved a Training lab, use the Training Guide from the menu above.

Dremio 1

Hexus Lab Demonstration
Thiz session shoves how to use the MNexus 521 labs to demonstrate FCoE using Emulex CHAs and Yhotion using the Cizco MEDS, Mexus 1000w Distributed Virual Switch and

Yhivweare YEphere 4.0, Cizco Mexus 2000 Fabric Extender, Cizco Mexus 5000, the Cizco MDS 9124 and MNetApp 2020 SAN sttached disks.

Demonstration 1 @)
24 Minutes



Sign Up

LabGear ®Remnre-.-'.'}emam
= Select sign up for access on s s e o
home page
= Use company email address
(personal email will not be crauses b
approved)
= Complete request form S s et
NOTE - If you move to a new R
company you must request a | b
new account using your new
company email address e




Login

= Confirmation of request
Your request fqr Fre-Gualification to the Mexus LahGear® Remote-Demo™ Program
presented on screen asheeneceed
Marrmally requests are processed within 2 business days. You will receive notification of

Wlth daCCcou nt | nfO 'm at|o N status atthe email address you submitted:
emailed to requestor parvemame@partrrcona

SIGN UP: Pre-Qualiication Reguest Received

= Select Login from home [ abGear ®remotevems™
page t00| bar HOME SIGH UP HESEI'FASSWDR

= Login using account cosi
information sent in email

Subject: LahGear Remote-Demo Sign Up Confirmation

LabGear® Remote-Demo™ SIGN UP: Confirmation and Password

Your Mexus LabGean® Remote-Demo™ Account has been validated.
To schedule lab sessions, go to:
http:inexus-demo.labgear.net

Click the Login button and use the username a assword found below:

lsername:
Password




Welcome Screen

Lab Gear ®Remate-.’.'}emom Welcome, Scott Milosek

HOME SCHEDLULE LAB EVENT SURbASRY TRAIMING GUIDE DBEMONSTRATION GUIDE EDIT PROFILE

LOGOUT
Event Reguest Sununary Calendar Window
Step 1: Choose Lab Current Selection CALEHOAR WIHOOW
_ Lab Type:
" Mexus-0ermo Lah: Tao Start, Choose a Lak, Timezone and Duration
H-gdMexus-Training Timezone:
Duration:
Start Time:

Step 2: Choose Time
Timezone: | Chooze the Timezone for the Demo w

Duration: | Chonze a Duration w

Start Time: Click on an available hour in the Calendar YWindow: st right.

Step 3: Location Details
Memuo:

Customer:
City:
Country; | Select & Country w




Edit Profile

Welcome, Scott Milosek

LabGear ®Remote—0emom

= Complete your
HOME SCHEDULE LAB EVENT SURMARY TRAINING GUIDE DEONESTRATION GUIDE EQIT PROFILE LoGouT
L]
p rOf I | e EDIT PROFILE:

Edit the infarmation below and then click the 'Update’ button.

. Change your First Hame: Scott
default timezone

Phone: 333
Email:
Cisco CCOID:  |scatt
Compamy:  cisco
Organization:  ww Channels

Default Timezone:

Update




Follow Steps on Screen to Schedule Lab

Step 1: Choose Lah

Calendar Window

™G lI ok ] Hou-09 [ Dec-09 [ Jan-10 [Feb-10 | Mar-10 [ Apr-10 ||

Hour of day that Event starts

EIQN gxls-Demo

- NX-DEMO-01
- NX-DEMO-02
E--QNEHUS-Training
: N}{'521'D1 2 hour Session starting
MNy-521-02 : 000  2un, Det 4
NX-521-03 e HH
Mx-521-04 T
13 | Tue ﬂ
14 =3}
LAmmy &
17 | Sat
18 |Sun

Step 2: Choose Time /
Timezone: |(GMT-0800) Pacific Time (US & CanadayfTjusns v

y A
Duration: |2 Hours / |
Start Time:  10:00 - Sunday, October 4, 2009 /

0 I A

Availahle Hot Available

Click on an available hour above to choose Session starting time.,

Ch OOSG th e | ab — Step 3: Location Details
Choose time on Calendar Customer: o
Include Location Details City: Cypress

S elect S ubmit country: |[IEIEES

1.
2.
3.
4.




Event confirmation

LabGear ®Remote-Demo'" Veleome, Seatt Miseclk

HOME  SCHEDULELAB  EVENT SUMMARY  TRAINING GUIDE  DBWONSTRATION GUIDE  EDITPROFILE  LOBOUT

= Confirmation posted on
screen and emailed to

Labgeart) Remote-Demo™ Confirmation 301243

Your Nexus Labgear Remote-Dema™ event request has been successiully
processed. The event details are as fallows

Event Confirmation Details

the address provided at

account creation

= Email includes link to

event, username,

password and Cance
button if event will no

used

City:

Country:
Confirmation #:
Lah Name:
Time Zone:

Test

Cypress

United States

301243

H-DEMO-0 (368)

(GMT-0800) Pacifie Time (US & Canaday; Tijuana
10:00-12:00, Sunday, October 4, 2008

2 Hours

Your LabGear® Event username and passwaord will be sentto your email address
momentarily. To access the lab at the above time, ao to

htp:ihwas | abgear.net

and log in

Ifyou finel thatyau are not going to use this resenation, please cancel it before it starts

by clicking the button below:

CANCEL

Subject: LabGear Remote-Demo Event Confirmation 301243

L abgear® Remote-Demo™ Confirmation 301243

“our Nexus Labgear® Rernote-Demo™ event request has been successfully
processed. Your LabGear® Event usermame and password and event details are as

Tallows:

Memo:
Customer:
City:

Country:
Confirmation #:
Lab Name:

Time Zone:

Time:
Duration:
LabGear® Username:

LahGear® Password:

Event Confirmation Details

Test

Cypress

United States

301243

NX-DEMO-01 (888)

(GMT-0800) Pacific Time (US & Canada),
Tijuana

10:00- 12:00, Sunday, October 4, 2009
2 Hours

P01-301243

aodyz

To aceess the lab at the above time, goto

http:ivravel aboear.net

and log in.

Ifyou find that you are not going to use this reservation, please cancel it before it starts
by clicking the button belaw:




Partners can run reports of events

LabGear ®Remate-DemoT"

HOME SCHEDULE LaB EWENT SLhbAR Y TRAIMING GUIDE DEWOMETRATION GUIDE EDIT PROFILE LOGouT

= Select Event Summary to list your events Status and
Details

= Use the CANCEL button if the event is no longer
required

EVENT SCHEDULING SUVMIWTARY:

Status BEvent Details Lah Memo Date Time Duration TimeZone

CAHCEL 301245 @ r-DERMOD-01 (553 Test 2 4 Cct 2003 (Sun)  13:00-1:3:00 2hr 5-CA
CAHCEL 1244 @ rx-DEMOD-02 (559) Test1 4 Cct 2003 (Sun)  10:00-12:00 2hr U5-Co
CAHCEL 301243 @ M-DEMOD-01 (555 4 Oct 2009 (Sun)  10:00-12:00 2hr US-CA




Event Started

= When the event has started click on the text in the
memo field to view a summary of the event and use
quick login to connect to the lab

EVENTDETAKS: Event# 301246 - Time Zone: (GMT-0800) Pacific Time (US & Canada); Tiuana

Event has Started Completed Sessions
Memo: Test3 Duration (Min) Login Logout IPAddress
Customer: Scott
City: Cypress
Country: United States
Confirmation #: 301246
Lah Hame: M:-DEMO-02 (223)
Time Zone: (GMT-0800) Pacific Time (US & Canada); Tijuana
Time: 16:00- 18:00, Saturday, Octaber 3, 2009
Duration: 2 hr
LabGear® Username: P02-301246
LabGear® Password: whmng

Quick Login

ent Sessions
f(Min) Login IPAddress
Mo Current Sessions

Mo Completed Sessions

Lab Gear ®Remote-0emom

HOME  SCHEOULE LAR  EWENT SUMMARY  TRAINING GUIDE  DEWMONSTRATION GUIDE  EOIT PROFILE
EVENT SCHEDULING SUMMIARY:

Status Event Details Lah
Started 301246 @ MF-DEMO-02 (839

Date Time Duration TimeZone
3 Oct 2009 (Sat)  16:00-18:00 2hr US-Co

CANCEL 3245 @ MH-DEMO-01 (SE5) Test2 4 Cot 2009 (Sun)  13:00-1500 2hr US-CA
CAHCEL 30244 @ ME-DEMO-02 (559 Test1 4 Qct 2009 (Sun)  10:00-12:00 2hr Us-ca
CANCEL 301243 [ MX-DEMO-01 (588) 4 Qct 2009 (Sun) 10:00-12:00 2hr US-CA



New Option on Lab Interface

Pod: POZ
Femaining Tirme: 01:30:25

User: PO2-301244
Powered by LabGearE g s COnline: B

Device Manager| Lah Guide| Suppo ESL Dashboard Mew
Mexus 2148 Mexus !!1[] MDS 9124 Metapp 2020

15215311 192168140

Lah# G539

Eth 117-20 Fo 2 FC A
o o o
o~ _ Mgmid Mgmig
. Ef 1M
Eth100HA ! ' '
152 168.1.x

OE 100 24 e E‘I'ﬂ.s -

Catalyst 3750
ccimel Be o 192162.1254 vln1
132168.2254 vlan 20
132968.3254 vian 23

I Usermame/Password
= iLO user/cisco123
Wiware Virtual Center  192.188.1.10 ESY Server rootlciscol123
Virtual Supervisor Module 1921681200 Virtual Center administrater/cisco
Virtual Machines ad ministrator/cisco
WSM admin/Cisco12345
______1GE MEF‘IEQEH"IEHT network MEKIMDS ad n‘inf1234qwer
——— 10GE Fabric Extender connection Fabric Manager admin/1234qwer
= = = = 10G Ethernet/Fibre Channel over Ethemet Device Manager  admin/1234qwer

1GE Production network
—— 4GE Fibre Channel




SSL Dashboard

= Alternative User
iInterface

* Includes same access
to tools as classic Ul

Topology
Device Manager

= Added SSL capability
and Reload option




Installing the SSL Client for Dashboard

Tools
Topology LabGear® SSL Client Summary Information:
. I n Stal I t h e S S L Device Manager The S5L Clientis used to establish an encrypted ‘tunnel' cannection through which all device traffic will go. The tunnel is
S5 Contral established an port 443 using either UDP aor TCP at the choice of the user. The user can control the connection state of the

tunnel from the S5L Connection Control web page. Installing the client will add the *labgear.netdomain to the trusted sites list

. Reload Dashhoard in Internet Explorer's security settings. All other [E settings should be at default. The first time the S5L Connection web page is
C I e n O u Se DEVICES used the user may be prompted ta allow a ‘LabGear Module'to run. The client will waork on both 32 and 64 bit versions of

Windows XP and Vista.

WDS_CON

"
t u n n e | I n g PEKUS_SK_CoN Download, Installation and Removal of the SSL Client:

SWITCH_COM
Download the client by clicking an a link at the bottormn of this section. After clicking the downlgad link you can choose ta run it
directly or save the file on your hard drive for stand-alone installation. During installation vou may be prompted to accept the
installation of the TAP-Win32 Adapter. ltis important that you allow it to he installed. It will not conflict with other TAP adapter

L]
. l | Sef u | at S IteS th at installations. You mustbe logged in to your computer as an administrator for the installation to succeed.

The client can be removed at any time by executing its un-install file, or by using the ‘Add/Remave’ control panel in Windows.
L]
The clientversion you have installed is shown at the hottorn of the S5L Control page. The most currentversion is: W2.1.0.2 If
you are using an older version, first uninstall that version and then install the latest with the hutton below.
T C P /l | D P t Click Here for .EXE| |Click Here for .ZIP|

Windows XP Users:
Windows Vista Users with User Access Control {UAC) disabled:
Windows Vista Users with Internet Explorer Protected Mode turned off:

WC_SERVER_RDP

Once the S5L Clientis installed, Click on the ‘Continue’ link below:

I Attention Windows Vista Users with User Access Control {UAC) enabled and Internet Explorer Protected Mode ON: !
Onceyou have installed the S5L Client, you must close all apen browsers and Log Off of windows and then log in again. You

can now log in to LabGean®with a new browser session and the S50 Client will wark properly. UAC is enabled by default an
Windows Vista. An alternate option is to turn 'Protected Mode' OFF in the Internet Explaorer Security Settings.

To Un-install the SSL Client:
Clase all open browser sessions, then
1) Select the Un-install link fram Start-=FPrograms-=LahGearClient

OR

2y Uninstall using the windows contral panel




SSL Installed

Tools

Topology

Dievice Manager S55L Connection Control

Pratocal Action Connection Status
S50 Control @ LDP (443)
Connect S5L
Feload Dazhboard 'O' TCP (443) I I ot Ccﬁmﬂeﬂ
DEVICES

Ilse Proxy Semver
MDS_CON

MEXLIS _SH_COM
SYITCH_CON
W(C_SERVER_RDP

SSL Not Connected.

SSL Client Install Information




Nexus Lab Outline

Posted on the scheduling site

7 page summary of the lab configuration steps necessary to build a
working solution

Includes a Webex session for each section showing how to do the
configuration

Includes a Webex session describing how to demonstrate FCoE and
VMotion using the fully configured pod

Alternative to written lab exercises
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Nexus Lab Overview
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Includes Lab Topology and Demo Guide

. Documents On SChedUHng Additional Information:

Lab Topology Disgrarm EE

i n te rface Prooram Cwervien 'E

Lab Guide Cwverwvie 'E

Lab Topology CortaciLobGer L
Nexus Lab Overview

Nexus 2148 Nexus !010 MDS 9124 Metapp 2020

emanzy  192M6BAT L rcan  192.166.1.40

Mgt 0 Hagrme 0,

FC1i2 0a

Eth 100111

192.168.1.% 0 l l ' 0 l l ' ]
GE 1/0/24 l@ |GE1!ﬂfﬂ - c I S c o

Catalyst 3750 Nexus 5000 Demonstration Lab
192.168.1.254 vlan1

GE 170/ E 1011
192.168.2.254 vlan 20

192.168.3.254 wvlan 23

= ; '-'ﬁm-‘
ESX2 et gwﬁl‘l = 1

192.168.1.30 B
. Scott Milosek
VMware Virtual Center 192.168.1.10 cott Milosel
WW Channel GTM Group
i i 192.168.1.200
Virtual Supervisor Module Technical Operations

With contributions from Christopher King, Keith Barto, Paul Michniak and Raj
hacko




Additional Lab Documents

= |nitial setup through final configuration

Nexus 5000
Nexus 2000
Nexus 1000
MDS 9124 T
= CLI and GUI configuration el g gy
i o contraton . S




Lab Interface




Intuitive Lab Interface

User: PO03-235161

Lab# 577 | Pod: P03 |
tinutes Online: 0 | Remaining Time: 16 Days and 06:16.03

Powered by LabGear

Device Manager| connguration Manager| Las Guiges| suppor| Device Dashboarg vev | Lngnul|

- D . C t I Nexus 2148 Nexus!l!ﬂ] MDS 9124 Netapp 2020
e Ce O n ro [CXEI. o 192168140
Vi Vo =" e e
Ein 10011 =t 14 =
—Power Cycle
O I I O
CI L' — Catalyst 3750
—glear Line el e AL
1921683254 vin 22
L ] [ ] R—
= Configuration Manage
n I r I n n r I Rk 120 Username/Password
o asseat0 iLO user/cisco123
WMware Virtual Center * ESX Semver root/cisco123
. — Virtual Supervisor Module 192.168.1200 Virtual Center administrator/cisco
|| a u I e A Device Configuration -... B| ‘@ Virtual Machines administrator/cisco
— VEM admin/Cisco12345
Clearing previous configurations. Please wail 1GE Management network MNEKMDS admin/1234qwer
%h Do not close window until guration is 10GE Fabric Extender connection Fabric Manager admin/1234qwer
complete! = = = = 10G EthernetFibre Channel over Ethernet Device Manager  admin/11234qwer
] S u p po rt (B! e (W9 ——— 1GE Praduction network

Clearing Devices

abGear® FAQS - Microsoft Internet Explorer

[ Completed  In Prograss || Pending [ Enor
emote Lab Support =
st of the issues and errors that Labgear® remote lab users encounter are addressed in this document.
™ pase read hefore ing Laby support.
Dew ce 1 on tro l = o s document is divided into three sections: £ |
NN ial Login, Remote Lab Graphical User Interface and Common Issues and FAQe.
itial Login
N u en you log into Labgear® the first time you will be prompted to run the digitally signed Labgear® Telnet Client. The use
igitally signed Java application allows the Labgeal elnet Client to seamlessly integrate with the clipboard of your
Device List digitall d I llows the Labgear® Telnet Gl less|  the clipboard of
™. The digital signature izsued by www.thawie com guarantees the java application is published by Technowledge
Status CD ntrul Metworks Inc. and has not been tampered with. There are 3 ways in which you can respond
Option 1) Leave Always trust content from this Publisher checked and click Run. This will enable all features including
the ahility to copy and paste directly tofrorm your PCe clipboard and terminal sessions. A digital cedificate
Powwer Off that can be removed at any time) will be installed in your Java cantral panel that will ensure that future logins ta
Labgear® are not interrupted with an application warning.
Option 2)  Uncheck Always trust content from this Publisher and then click Run. This will temporatily enable all
D Powwer Off features of the telnet client for the current session only. Subsequent sessions will require the re-acceptance of
the signed java application,
Option 3)  Click Cancel. This will allow the telnet client to be used with a limited feature set. The mast significant

ESH2

Wl FPowver Off
W] Power Off
(W] Pouver Off

Refresh Status

SITCH

Clear Line |

Clear Line |

difference is that the copy and paste functions will be limited to the specific terminal window from which they
are invoked. Copying betwesn terminal windows and/or your PCs cliphoard will not function

Below is a screenshot of the Labgear® Telnet Client installation prompt

The application’s digital signature has been verified.
De you want to run the application?

Name: LahGear. Applet

Publisher: Technowledae Networks Inc

b [E]

[E3




Summary

= Remotely accessible Nexus Solution labs are available to learn how
to configure and demonstrate a unified Fabric with;

Cisco Nexus 5000

Cisco Nexus 2000

Cisco Nexus 1000v

Emulex Converged Network Adapters
VMware VSphere 4.0

= Access granted to Data Center focused Cisco and Partner SEs

= Scripted labs and Webex sessions teach configuration and
demonstration of 10G Ethernet and Virtualization
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