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CHAPTER 1.
ABOUTYOUR CARD PROGRAM

Thank you for choosing Elavon. This Operating Guide contains instructions for processing card transactions with
Elavon and minimizing the risk of fraud to your business as well as responsibilities relatedto Company’s receipt of
other Elavon services.

Please familiarize yourself with this OperatingGuide, as you are the firstline of defense against fraud. Failure to
comply with this OperatingGuide may resultin financial loss to your business.

Throughout this guide, terms that have specific meaning to the payments industry are noted with initially
capitalized letters (e.g., Credit Card, Card Present Transactions). If you are not familiar with theseterms, refer to
AppendixA, Glossary for definitions.

Payments Insider and Merchant Connect

Payments Insideris an online customer portal, located at www.mypaymentsinsider.com, that provides a Company
with access to account information, statements, and payments activity. It supports delivery of Settlement,
Chargeback, adjustment and additional reporting via an online tool for viewing and exporting, as well asaccess to
additional customer support. Payments Insider can help streamline dailyreconciliation of CompanyTransactions
and answer questions about point-of-sale equipment, and it providesan overview of productsand services that
Elavon can provide. Company can go to the account section of Payments Insider to order supplies necessary to
complete Card Transactions. Payments Insider also hosts the latest version of the Terms of Service and Operating
Guide. For those Companies that do not currently have access to Payments Insider, MerchantConnect, an online
reporting system located at www.merchantconnect.com, includes muchof the information and functionality of
Payments Insider.

ABOUTTRANSACTION PROCESSING

To accept Credit Cards, Debit Cards or other Cards for payment, you process the Transactions through a POS
Device or with point-of-sale software. A group of Transactions is calleda Batch, and the process of sending these
Transactions to Elavon is called Settlement.

When you settle a Batch, information for each Transaction is sentto clearing networks across the country and
sometimes aroundthe world. Based on each Card number, Elavon sends information abouta Transaction to the
corresponding payment clearing network so they can forward to the corresponding Issuer to charge the
Cardholder. Then, Elavon receivesfunds for the Transaction and sends deposits to your Demand Deposit Account
(DDA). Refer to Chapter 2, Processing Transactions, for specific details about processing Transactions.

In exchange fortheseservices, you are chargeda percentage of each Transaction (known as a Discount), along
with Transaction fees, Authorizationfees, and any other fees specifiedin the Agreement. Fees arededucted from
your DDA on either a monthly or a daily basis.

When a Cardholderdoes not agree with a Transaction posted to his or heraccount, the Cardholder can contact the
Issuer and initiate a dispute. In this case, the Transactionamount is debited from your DDA and Elavonsendsyou a
Chargebacknotice. In orderto protectyourrights, itisimportant that you respondpromptly to any Chargeback
notice you receive. Refer to Chapter 5, Retrieval Requests & Chargebacks, for a detailed explanation of this
process.
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GENERAL OPERATING GUIDELINES
When processingTransactions, itis important to keepthe following general guidelines in mind:

. Do Not Set Restrictions on Card Transactions: Discover Network, Visa and Mastercard prohibit setting a
maximum purchase amount for Credit Card Transactions, unless youare a U.S. Federal governmentagency
or institution of higher education. A minimum transaction amount of $10 is allowed for Credit Card
Transactions. Discover Network, Visa and Mastercard permit adding a surcharge to a Credit Card
Transaction amount, subject to specificconditions and requirements. You may give adiscount from your
standard pricing or offer an in-kind incentive for payment by cash, CreditCard, Debit Card or any other
method of payment.

. Do Not Discriminate: Unless Laws expressly require otherwise, you must honor all valid Cardswithin your
acceptance categories when properly presented for payment, without discrimination, and maintain a policy
that does notdiscriminate among Cardholders seeking to make purchases with a particular brand of Card.

. Keep Passwords Secure: Keepall passwordsthatallow you to access Elavon’s databases or services secure.
Remember, you areresponsible for the actions of anyone who usesyourpassword. If you believe your
password has beencompromisedor shared with an unauthorized user, please contact Elavon immediately.

. Protect Cardholder Privacy: You may only require a Cardholder’s personal information ifitisnecessary to
complete a Transaction (such as a delivery address or telephone number for Card Not Present Transactions)
or if the Voice Authorization Center specifically requests it. You may not refuse to complete an otherwise
valid Card Transaction just because a Cardholder refuses to provide additional identification or information.
Discover Network, Visa and Mastercard regulations prohibit listing a Cardholder’s personal information on
the Transaction Receipt because it can expose a Cardholderto increased riskof fraud. You must not use any
Elavon systems, including custom fields or any other unprotectedfieldswithin Elavon’s systems, to collect,
transmit, or store any sensitive or confidential data (such as, Primary Account Numbers (PAN), Card
expiration dates, track data, Card Identification Numbers, Card Validation Codes, Social Security numbers,
Personal Identification Numbers, individually identifiable health information, or other private data) of
customers or cardholders.

. Plan Ahead for Fees and Chargebacks: Maintain sufficient fundsin your DDAto cover all fees, Chargebacks,
or any other adjustments that may occur. Monthly fees are debitedfromyour DDAnearthe beginning of
each month for the prior month’s activity. Elavon recommends thatyou keep five percent (5%) of your
average monthly processingvolume availablein youraccount to cover monthlyfees and the possibility of
Chargebacks. Keep in mind that thisis only arecommendationand your business may require additional
available funds. For example, businesses that conduct high-risk Transactions (suchas Card Not Present or
those with future delivery of products or services)should consider maintaining a higher percentage of their
average monthly processingvolumein theiraccount.

. Keep Cardholder Data Secure: Keep all Transaction Receiptsin alockedareathatis accessible only to select
personnel. Whenyou dispose of Transaction Receipts after the designated retention period, make sure that
accountnumbersand Imprints are rendered unreadable, as criminals can commitfraud with even a few
pieces of Cardholderinformation.

. Perform Regular Audits: In addition to balancing daily receipts, compare Transaction Receipts to the
register tape to ensure that they match. Periodicreviews helpidentify potential problems associated with a
specific register orsales associate. Itis your responsibilityto addressinconsistencies and educate your staff.

. Know Your Third Party Vendors: If you use software or other services (suchas an online shopping cart)
providedby athird party or, you may be impacted by and financially liable for security breaches or system
failures by the third partyvendor. Be sure to acquaint yourself with the third partyvendors’ requirements
and limitations so you can minimize disruptionin service and protect yourself from unauthorized access. Itis
your responsibility to ensure that all Cardholderinformation (including that accessed or maintained by your
third party vendor) is stored in an encrypted and secure environment.
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. Security Program Compliance: You, and any third party vendors that you use, must comply with all
applicable requirements of the Payment Card Industry (PCl) Data Security Standard.

. Data Compromise: Notify Elavonimmediately (withintwenty-four (24) hours), if you knowor suspect that
Cardholder information has been accessed or used without authorization, evenif this compromiseinvolves
a third party vendor. You must take immediate steps to preserve all business records, logs and electronic
evidence and contactlocal law enforcement authorities(including the local FBland U.S. Secret Service). You
must work with us to rectify any issues thatresult, including providing Elavon (andobtaining any waivers
necessary to provide Elavon with) all relevant information to verify your ability to prevent future data
incidentsin amanner consistent with the Agreement.

. Interchange: Interchange qualificationrequirements, as defined by the Payment Networks, affect yourfe es
or surcharges owed for Transactions. You will pay a higherdiscountrate, higher fees, and surcharges for
Transactions that do not meet the best rate qualification criteria or have been processedin a manner other
than that for which you were approved.

. Display of Card Marks. Unless otherwise informed by Elavon, you must prominently display the most
current versions of the Payment Network’s and EFT Network’s names, symbols, or service marks, as
appropriate, at or near the POS Device as may be required or requested by the Payment Networks.
Companiesthataccept Cards for Electronic Commerce Transactions must displaythose names, symbols or
service marks on Internet payment screens. You may also display those marks on promotional materials to
informthe public that such Credit Cardsand Debit Cards will be honoredatyour places of business. Your
use of such marks must comply with the requirements of eachmark’s owner. Your rightto use or display
such marks will continue only so long as the Agreement remains in effect. You must remove the marks
immediately upon termination.

. Prohibited Transactions. You must not: (a) submitfor paymentinto Interchange any Transaction that (i)
arises fromthe dishonor of a Cardholder’s personal check, (ii) arises from the acceptanceof aCardata POS
Device thatdispenses scrip, (iii) isillegal, or (iv) is otherwise prohibitedin the Operating Guide or in the
Payment Network Regulations; (b)accept Cardholder payments for previousCard chargesincurred at your
location; (c) accepta Card to collect or refinance an existing debt that has been deemed uncollectible by the
company providingthe associatedgoods or services; or (d) accept Cards at POS Devices that dispense scrip.

. Marketing; Opt-out. Elavonseeks to provide you with updated information regarding the products and
services that it offers to you. In addition to Elavon’s traditional methods of communication, it may also
reach out to you via mobile text messaging and email messages. By providing your mobile phone numberor
e-mail address in your CompanyApplication, youauthorize Elavon to use thatinformationto contact you
aboutyour account and to market additional products and services to you. You are notrequiredto provide
your mobile phone number or e-mail address in connection with your CompanyApplication orenrollment,
and, if you do, you may elect not to receive such communications from Elavon in the future by contacting
Elavon at optout@elavon.com.

Elavon 3



Operating Guide 0G2021/06

CHAPTER 2.
PROCESSING TRANSACTIONS

This Chapter explains the two steps involved in the Transaction process —Authorizationand Settlement — as well
as the different typesof Transactions.

COMPANY COMPLIANCE
1. Settlement of Transactions.
a. Subjectto the other provisions of the Agreementand to Company’s compliance with the terms

of the Agreement, Elavon will process Transactions daily, deposit funds to the DDA based on
Company’s properly-submitted daily transactions, and provide Companyprovisional credit for
such funds.

b. Company is responsible for monitoring its Transactions, and Elavon has no duty to monitor
Company’s Transactions for fraudulent or other suspicious activity. However, Elavon may do so,
and may suspend the processing of Transactions while Elavon investigates suspicious or
fraudulent activity. Elavon may delay, withinits reasonable discretion, crediting the DDA with
fundsfor Transactions that require investigation of suspicious or fraudulent activity or funds for
Transactions for which Elavon has not received funding from the applicable Payment Networks.
Elavon will investigate or process any delayed Transactions expeditiouslyand will use reasonable
efforts to notify Company if any Transactionsare delayed for more than 48 hours.

c. If Company maintains its DDA with Member, provisional credit for Transactions may be available
as soon as the same banking day on which Elavon processes the Transactions. Regardless of
where Company maintains its DDA, Company acknowledges and agrees that Elavon may use
either “direct” (ACHdebit authority pursuant to which Chargebacks, returns, adjustments, fees,
fines, penalties, assessments and charges from the Payment Networks and otheramounts due to
Elavon under the Agreement are debited from the DDA) or “net” (pursuant to which
Chargebacks, returns, adjustments, fees, fines, penalties, assessments and charges from the
Payment Networks and other amounts due to Elavon under the Agreementare deducted from
Transaction proceeds priorto delivering the proceeds to Company’s DDA) methods to recover
amounts owed by Company. Company authorizes and appoints Elavonto actas Company’s agent
to collect Transaction amounts from the Customer, the Issuer or the Customer’s financial
institution, to the extentrequired.

2. Deposits. Companyacknowledges that its obligation to Elavon for allamounts owed under the Agreement
arises out of the same transaction as Elavon’s obligation to deposit funds to the DDA, and such amounts
are owed in the ordinary course of business.

3. Provisional Credit. All credits for funds providedto Company are provisionaland subject to reversal if
Elavon does notreceive payment of corresponding settlement amounts from the Payment Networks. All
credits are subject to adjustments for inaccuracies and errors (including rejects) and Chargebacks in
accordance with the Agreementand the Payment Network Regulations. Company authorizes Elavon to
initiate reversal or adjustment (debit or credit) entries and to initiate or suspend such entries as may be
necessary to grantor reverse provisional credit for any Transaction. Further, Elavon may delay Company -
issued Cardholder credits (otherthan to PIN-Debit Cards) for up to seven businessdays for accounting
verification.

4, Chargebacks. Company will accept for Chargeback, and will be liable to Elavon for the amount of, any
Transaction disputed by the Cardholder or Issuer forany reason underthe Payment NetworkRegulations.
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Company authorizes Elavon to offset from funds due to Company or to debit the DDA or the Reserve
Accountforthe amount of all Chargebacks. Company will cooperate with Elavonincomplying with the
Payment Network Regulations regarding Chargebacks.

5. Original Transactions. Elavon will not be responsible for processing returns, refunds, or adjustments
related to Transactions not originally processed by Elavon.

6. Demand Deposit Account. Company will maintain sufficient funds in the DDA to accommodate all
Transactions contemplated by the Agreement and all Chargebacks, returns, adjustments, fees, fines,
penalties, assessments from the Payment Networks and other payments due under the Agreement.

7. Asserted Errors. Company is responsible for reconciling the statements regarding Transaction activity
receivedfrom Elavon, any Payment Network, and any third party vendors with the statements Company
receives for Company’s DDA.

a. Company must promptly examine all statements relating to the DDA and notify Elavon in writing
of any errorsin the statement Companyreceivedfrom Elavon. Company’s written notice must
include:

i. Company name and account number;

ii. The dollar amount of the asserted error;

iii. A description of the asserted error;and

iv. An explanationof why Company believes an error exists and the cause of it, if known.

b. If Company fails to provide written notice to Elavon of an asserted error within 45 days of the
date of the Elavon statement containing the asserted error, Elavonwill not be liable to Company
for any errorsrelated to that statement. Company may not make any claimagainst Elavon for
any loss or expenserelating to any asserted error for 45 days immediately following Elavon’s
receipt of Company’s written notice. During that 45 day period, Elavon may investigate the
asserted error (and Company will notincur any cost or expensein connection with the asserted
error without notifyingElavon), and notify Company of its proposed resolution of the asserted
error.

8. Use of Trademarks. Company will use and display the Payment Networks’ marks as required by the
Payment Networks and in accordance with the standards for use established by the Payment Networks.
Company’s right to use all such marks will terminate upontermination of the Agreementor upon notice
by a Payment Network to discontinue such use. Company’s use of promotional materials provided by the
Payment Networks must notimply that the Payment Networksendorse any goods or services other than
their own or that use of a Payment Network’s productis arequirement to purchase. Company must not
refer to any Payment Networks in stating eligibilityfor Company’s products or services.

9. Accuracy of Information. Company must notify Elavon in writing at least 10 business days prior to any
material changes to the information provided in the Company Application, in the bid process (if
applicable), orotherwise in the Agreement, including any additional location or facility at which Company
wants to use Elavon’s Services, the form of entity (e.g., partnership, corporation, etc.), achangein control
of Company, material changes to the type of goods and servicesprovided or payments accepted, and how
Transactions are completed (i.e., by telephone, mail, electroniccommerce, orin person at Company’s
place of business). Company will promptly provide any additional information that Elavon reasonably
requests regarding the change. Elavon may rely upon written instructions submitted by Company to
request changes to Company’s business information. Company may request written confirmation of
Elavon’s consentto the changes to Company’s business information.
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10.

Transaction Receipts. Company is responsible forall Transactions until Elavon has received and validated
those Transactions. Company will maintain sufficient “backup” information and data(e.g., Transaction
Receipts or detailedreporting) with respect to Transactions (and will provide such information and data
to Elavon upon request) to reconstructany informationor data lost due to any malfunction of Company’s
or Elavon’s systems. Elavon has no duty to recreate lost Transactions or Transaction Receipts unless the
loss results from Elavon’s breach of the Agreement. Company is responsible for developing, maintaining,
and testing adisaster recovery plan.

TRANSACTION PROCESSING PROCEDURES

When processing Transactions:

Transactions can be swiped, key entered or, if a Chip Card, inserted. Keep the Card in hand until the
Transaction is complete if doing swiped or key entered.

If the POS Device displays “Referral” or “Call Auth” during a Transaction, call the toll-free Voice
Authorization telephone number (located on a sticker on the POS Device) and follow the operator’s
instructions.

If Company receives an Authorization Approval Code, butthe Cardholder, Card, or circumstances of the
Transaction still seem suspicious, call fora Code 10 Authorization and follow the operator’s instructions.
Refer to Chapter4, Code 10Procedures, for additional information.

Use a ballpoint pen for steps that require handwritten information. Never use a markeror a pencilto write
ona Transaction Receipt.

Do notwrite additional information (e.g., Cardholder’s telephone number, address, driver’s license number,
Social Security number) on any Transaction Receipt.

To process aTransaction, follow these steps:

1.

Follow all Prompts and Enter all Data Elements. Companymustincluderequired elements to receive
approval for Transactions, and Company can include optional data elements to qualify for better
Interchangerates.

For example: Under the current datarequirements, Visa Business, Visa Corporate, and Visa Purchasing
Card Transactions mustinclude sales tax informationto qualify for the Levelll Interchange Rate, where
applicable.

Make Sure the Card is Valid. Checkthe Card’s expiration date and other featuresto ensure thatthe Card
is valid. Refer to Chapter 3, Preventing Card Fraud for additional loss-prevention information and
validation information.

Enter the Chip Card Into the POS Device/Swipe the Card through the POS Device. If the Card is
successfully inserted or swiped, the POSDevice may prompt Company to enter the last four digits of the
Card number. This process comparesthe account number in the Chip or Magnetic Stripe with the account
number embossed on the Card.

If the POS Device cannotread the Chipor MagneticStripe, press the appropriate keyto initiate a manual
Transaction. When prompted by the POS Device, enterthe Cardnumberand expiration date embossed
on the frontof the Card. If Company has an Imprinter, make an Imprint of the Card on a paper Transaction
Receipt to prove that the Card was present during the Transaction. Keep the Imprinted Transaction
Receiptwith the electronically printed Transaction Receipt from the POS Device.
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Ensure thatthe paper Transaction Receipt contains all of the information related to the Transaction, such
as the Transaction amount, Transaction date, Company information, Authorization Approval Code, and, if
applicable, Cardholder’s signature.

4, Enter the Amount of the Transaction. When prompted by the POS Device, enter Transaction amount
using the numerickey pad. Thereis no need to include a decimal point.

For Example: Enter $125.00 by pressingthe 1-2-5-0-0 keys consecutively, and thenpressing ENTER. The
POS Devicedisplays a message thatindicates the Transactionis being processed for Authorization.

5. Obtain the Authorization Approval Code. If the Transactionis approved, the Authorization Approval Code
prints on the TransactionReceipt. If a printer is not present, the POS Device displays the Authorization
Approval Code. If Imprinting the Card, remember to record the Authorization Approval Code on the
Transaction Receipt.

If the Transaction is declined, the POS Device displays “Declined” or “Declined-Pick-Up”.In these cases,
please ask for anotherform of payment.

If the POS Device displays a “Referral” or “Call Auth” message, call the toll-free Voice Authorization
telephone number (located on a sticker on the POS Device) and follow the operator’s instructions. Upon
receiving an Authorization Approval Code, enter itinto the POS Deviceto complete the Transaction. If
Authorization is declined, the Voice Authorization Center may ask Company to retain the Card. If this
occurs, follow the operator’s instructions. A reward may be paid for thereturn of a Card at the Voice
Authorization Center’s request.

6. When required, Have the Cardholder Sign the Transaction Receipt. In Card Present Transactions,
Transaction Receipts may needto be signed by the Cardholder. Company mustnothonor a Cardif (i) the
Card has expired; (ii) the signature on the Transaction Receipt does not correspond with the signature on
the Card, or if the signature panel on the Cardis blank or useslanguage to the effectof “see ID”; or (iii)
the accountnumberembossedon the Carddoesnot match the account number on the Card’s magnetic
stripe. If the Transaction or the Cardholder still seems suspicious, perform a Code 10 Authorization. Refer
to the Identifying Valid Cards section of Chapter 3 for more information.

7. Return the Card and the Customer Copy of the Transaction Receipt to the Cardholder. When the
Transaction is complete, return the Card to the Cardholder, along with the Customer copy of the
Transaction Receipt. Keep the Company copy of the Transaction Receipt for Company records.

AUTHORIZATION

The firststep in processing a Transaction is to request Authorizationfrom the Issuer to accept a Card for payment.
Company must obtain an Authorization Approval Code before completing any Transaction. An Authorization
requestis made viaone of the following two methods:

. Electronic Authorization. Company swipes a Card through, inserts a Chip Cardinto, or manually enters a
Card number into a POS Device. Then, the POS Device sends the Transaction Informationelectronically to
the Issuer for Authorization.

. Voice Authorization. Voice Authorization is usuallyused if a Company does not have aworking POS Device
orifthe Issuer requests additional information during Electronic Authorization. Company calls the Voice
Authorization Center, which thencommunicates the Transaction Information electronically to the Issuer. An
operator or an interactive voice response (IVR) unit provides Company with the Authorization Response
given by the Issuer. Voice Authorizationtoll-free telephone numbers arelocated on a sticker on the POS
Device. If thereis nota Voice Authorization sticker on the POSDevice, contact merchant services.
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The following diagram describes the electronic authorization process:
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Figure 2-1. Authorization Process

1. Authorization of Purchase: The Transaction process begins when a Cardholder wants to buy goods or
services using a Card. Before the Transactioncan be completed, Company must receive an Authorization
Approval Code fromthe Issuer.

2. Company: Company’s POS Device sends the Transaction Information to the Elavon Host to verify the
MerchantIdentification Number (MID), to read the Card number, and to route the information to the
appropriatelssuer.

3. Elavon Host: The Elavon Host sendsthe informationto the Issuer throughthe Discover Network, Visa, or
Mastercard network, or directly to other Issuer networks (e.g., American Express).

4, Issuer: The Issuer determines whether the Transaction should be approvedand sends an Authorization
Response back to Elavon.

5. Elavon Host/Company: The Elavon Host receives the Authorization Response from Issuer androutesit to
Company. Company receives the Authorization Response from the Elavon Host and follows the
appropriate steps to complete or decline the Transaction.

An Authorizationrequestis requiredfor every Transaction to determine whetherthe Card number is valid, the
Card has been reportedlostor stolen, and sufficient credit orfunds are available. The Issuer determines whether
the Transaction should be approved and sends one of the following responses backto Elavon, who then forwards
it to Company:

. Authorization Approval Code: Credit or funds are available to complete the sale and thatthe Card has not
beenreportedlost, stolen, or otherwise invalid. Company may complete the Transaction.

. Declined Code: The Issuer does not approve the Transaction. Company should ask for another form of
payment and should not resubmit that Card for Authorization.

. Declined Pick-Up: The Issuer does notapprove the Transaction and requests that the Card notbe returned
to the Cardholder. The Card should be cut lengthwise without damaging the Magnetic Stripe and sent,
along with the MID, Company address, and the date of the incident, to:

Exception Processing

ATTN: Card Pick Up

Elavon, Inc.

7300 ChapmanHighway Knoxville, TN 37920

. “Referral” or “Call Auth”: The Issuerrequests Company to call the Voice AuthorizationCenter, which will
either provide an Authorization Approval Code or ask Companyto request additional information from the
Cardholder (e.g., mother’s maiden name). The Voice Authorization Centerwill provide thisinformation to
the Issuer who will eitherapprove or decline the Transaction.
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Receiptof an Authorization Approval Code in response to an Authorizationrequest does not:

. Guarantee that Company will receive final payment for a Transaction;

. Guarantee that the Cardholder will not dispute the Transactionlater (all Card Transactions are subject to
Chargebacks even when an Authorization Approval Code has been obtained);

. Protect Company from Chargebacks for unauthorized Transactions or disputes regarding the quality of
goods or services; or

. Validate afraudulent Transactionor a Transactioninvolvingthe use of an expired Card.

Company will follow any instructions received during Authorization. Uponreceipt of an Authorization Approval
Code, Company may consummate only the Transactionauthorized and must note the Authorization Approval Code
on the Transaction Receipt. If a Transaction is completed without swiping, dipping, or imprinting the Card,
Company, whetheror notan Authorization Approval Codeis obtained, will be deemed to warrant the true identity
of the Customer as the Cardholder.

Full and Partial Authorization Reversals

An “authorization reversal” is areal-time Transaction initiated when the Customer decidesthathe or she does not
want to proceed with the Transaction or if Companycannot complete the Transactionfor any reason (e.g., the
item is out of stock, the Transaction “times out” while waiting for the Authorization response). To initiate an
authorization reversal, the Transaction must have already beenauthorized but not submittedfor Settlement. If the
Transaction has already been submittedfor clearing, then Companyshould initiate a void, refund, or other similar
Transaction so that the Customer’s available balance is restored. Companyshouldinitiate a partialauthorization
reversal whenever it determines that the final Transaction amount will be less than the amount of the
Authorization. Company must processan Authorizationreversal (i) for Card Present Transactions, within 24 hours
of the original Authorization request, or (ii) for Card Not Present Transactions, within 72 hours of the original
Authorization Request.

This requirement does not apply if Company is properly identified with any one of the following Merchant
Category Codes (MCCs):

. MCCs 3351 through 3441 (Car Rental Agencies);

. MCCs 3501 through 3999 (Lodging—Hotels, Motels, Resorts);

° MCC 4411 (Cruise Lines);

. MCC 7011 (Lodging—Hotels, Motels, Resorts—not elsewhere classified); and

. MCC 7512 (Automobile Rental Agency—not elsewhere classified).

SETTLING DAILY TRANSACTIONS

Settling Transactions daily can help eliminate balancing errors, promptly record deposits to Company’s DDA,
preventduplicate billing to customers, and minimize Chargebacks. To settle the daily Batch, perform the following
steps:

1. Total the day’s Transaction Receipts and Credit Transaction Receipts.

2. Verify that the Transaction Receipts equal the POS Device totals. Company may printareportfrom the

POS Deviceto assist with balancing. For moreinformation about balancing, refer to the instructions that
came with the POS Device. If the totals do notbalance, then do the following:
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a. Compare the TransactionReceipts to the individual entries in the POSDevice.

b. Make any necessary adjustments before transmitting or closing the Batch. To make adjustments,
refer to the instructions for the POS Device.

3. Close the Batch according to the instructions for the POS Device.

Note: Submit Transactions for processingdaily to obtain the mostfavorable pricing.

SETTLEMENT (PAYING COMPANY FOR TRANSACTIONS)

The final step in processing a Transaction is Settlement, which occurs when Company sends all of its Card

Transactions to Elavon to receive payment. During Settlement, Company is paid and Cardholders are billed for
previously-approved Transactions. The following diagram describes the Settlement process:
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Figure 2-2. Settlement Process

1. Company: Sends all approved, un-settled Transactions (known as the open Batch)inthe POS Device to
the Elavon Host to settle the Batch.

2. Elavon Host: Sends all Transactions to appropriate Payment Network (Visa, Mastercard, Discover, JCB,
and, as applicable, American Express). Transactions are sent onto Interchange and other Card
Transactions to the appropriate Issuer (e.g., American Express Transactions to American Express if
American Express funds Company directly). If the Transactions are not sent to Interchange, go to step 4.

3. Interchange: Payment Networksends Transaction Information to the appropriate Issuer.

/ﬂ?
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4. Issuer: Posts the Transaction to the Cardholder’s account. The Issuereither sends to Interchange the
difference between the Transaction amount and the Interchange feecharged to Elavon, or sends the
fundsto Company’s DDA (seestep 7).

5. Interchange: Payment Networksends the funding for the Transactionamount less the Interchange Fees
to the Elavon Host.

6. Elavon Host: Sends a message to the Automated Clearing House (ACH) to pay Company for the
Transactions.

7. Automated Clearing House (ACH): Electronicallytransfers the funds from Elavon to Company’s DDA.
TRANSACTION PROCESSING RESTRICTIONS
Surcharges on Credit Card Transactions.

Discover Network, Visa and Mastercard permit merchants in the U.S. to add a surcharge to a Credit Card
Transaction amount, subject to theirrespective Payment NetworkRegulations. As aresult, if permitted, Company
may add an amountto the posted price of Company’s goodsand services as a condition of paying with aDiscover
Network, Visa and Mastercard Credit Card. Surcharges may be assessed atthe Card Brand level(Visa, Mastercard,
Discover, American Express) or Card product type, but not both. Surcharges may be fixed ($) or variable (%), may
be applied after accounting for any discounts or rebates offered at the pointofsale, and may be assessed for
recurringpayments.

If Company chooses to apply a surcharge to such Transactions, it must abide by all Payment NetworkRegulations
applicable to surcharging, includingthe following:

. Company must notify VISA and Elavon of its intent to assess surcharges atleast 30 daysin advanceof their
implementation. Notification requirements are set forth in the applicable Payment Network Regulations and
may be available through the applicable Payment Network websites.

. A surcharge atthe Card Brandlevel must be the same regardless of the Credit Cardissuer or producttype.

. The surchargefee mustbe (i) included in the total amount of the Transaction(i.e., it cannot be split out
fromthe Transaction amount), and (ii) assessed by Company and not by a different merchant or third-party.

. Surcharges may not be exceed the cost of acceptance and Card Brand and surcharge cap levels of 4%.

. Surcharges must be clearly and prominently disclosed both at the pointof entryintoa Company location
and at the pointof sale. Pointof sale disclosures mustinclude the exactamount (S or %) of the surcharge, a
statementthatthe surchargeis assessed by Company and is only applicable to Credit Card Transactions, and
a statementthat the surcharge amountis not greater than the merchantdiscount rate and associatedfees.

. Merchants with point-of-sale devices that offer cardholders a choice for debit transactions in the form of
“credit” or “debit” buttons must (i) ensure that no Debit Cards (PIN or signature) are assessed asurcharge,
and (ii) make clear to the Cardholder that surcharges are not permitted on Debit Cards regardless of
whether acard holderselected the “credit” or “debit” button.

) For Electronic Commerce Transactions, Mail Order/Phone Order Transactions, and unattended Transactions
the Cardholder must be provided the opportunity to cancel the Transaction subsequent to the surcharge
disclosure.

° Surcharge details must be itemized within Transaction messages in designated fields.

. Surcharges must be disclosed on the TransactionReceipt.
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Return Policy. Company must properly disclose to the Cardholder, at the time of the Transaction, any limitation
Company has on accepting returned merchandise.

No Claim Against Cardholder. Unless Elavonrefuses to accepta Transactionor revokes its prior acceptance of a
Transaction (e.g., receipt of a Chargeback), (i) Companywill not have any claim against, or right to receive payment
from, a Cardholder for any Transaction; and (ii) Companywill notacceptany payments froma Cardholderrelating
to previous charges for merchandise or services included in a Transaction Receipt (and if Company receives such
payments, Company will promptly remit themto Elavon).

PROCESSING CREDIT (RETURN AND EXCHAGE) TRANSACTIONS
Returns and Exchanges.

If Company has a special policy regarding returns or refunds, it must make sure thatthe policyis clearly posted at
the point-of-sale, and printed on the Transaction Receipt using letters approximately % inch high and in close
proximity to the signatureline.

If Company is processing an evenexchange, no action is necessary. However, if an exchange involves merchandise
of greater or lesser value, Company must issue a Transaction Receipt or a Credit Transaction Receipt for the
difference. Company may instead give a full refund to the Cardholder forthe original Transaction amount and
processthe exchange as anew Transaction.

Credit Transaction Receipt. Refunds for a Transaction must be processed by issuing a creditto the Card on which
the original purchase was made. Do notrefund a Card purchase with cash or check. Do notrefund cash or check
purchasesto aCard. Company must prepare a Credit TransactionReceipt for the amount of credit issued and
submitit to Elavon within the period specified by applicable Law or Payment Network Regulations, whichever is
shorter. Companymust notsubmita Credit Transaction Receipt relating to any Transaction Receiptnotoriginally
submitted to Elavon or any Credit Transaction Receipt that exceeds the amount of the original Transaction Receipt.
Elavon will debit the DDA for the total face amount of each Credit Transaction Receipt sub mitted to Elavon.

Revocation of Credit. Elavon may, in its reasonable discretion, refuse to acceptany Credit Transaction Receipt for
processing.

Reprocessing. Company must not resubmit or reprocess any Transaction that has beencharged back.
TRANSACTION RECEIPTS

A Transaction Receiptis a paper or electronicrecord of the purchase of goodsor servicesfrom a merchant by a
Customer using a Card. Company must provide the Customer with a Transaction Receiptforhis or her personal
records.

Transaction Receipts are requiredfor all Transaction types and must be retained fora minimum of two years (or
such longer period as the Payment Network Regulations or the Laws may require). Company should store

Transaction Receipts in a safe, secure area organized in chronological order by Transactiondate.

A Transaction Receipt must contain the following information:

. Transaction date
. Total Transaction amount, including applicable taxes, fees and any adjustments or credits
. Transaction Type (e.g., credit, purchase)
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. Card account number (must be truncated on the Cardholder copy) including thespecific payment brand
(e.g., Visa, Mastercardor Discover)

. Space for Cardholder signature for Card Present Transactions

. Authorization Approval Code

. Company name and location

° Location code (i.e., POSDevice or MID issued by Elavon)

° Special return orrefundterms printed in close proximity to the Cardholdersignature line on the Transaction

Receipt, if restricted

. Indication of who will receive each copy of the Transaction Receipt (e.g., Company Copy, Bank Copy, and
Cardholder Copy).

Reproduction of Information

For Card Present Transactions, if the Cardholder’'s name, Card account number, Card expirationdate, or Company’s
name and place of business are notlegible or present on the Transaction Receipt, Companywill legibly reproduce
such information on the Transaction Receipt.

Truncation

° Cardholder’s Copy of the Transaction Receipt. The Cardaccount number must be truncated (all butthe last
four digits suppressed) and expiration date must be suppressed on all Cardholder copies of Transaction
Receipts and other paperwork provided to the Cardholder, regardless of the POS Device generating the
Transaction Receipt. Suppressed digits should be replaced with afill charactersuch as “x,” “*,” or “#,” and
notwith blank spaces or numeric characters. These truncationrules do notapply to Transactions in which
the only way to record a Card account number and expiration date is in handwriting or by making an Imprint

or copy of the Card.
. Company’s Copy of the Transaction Receipt. Company’s copy of the Transaction Receipt must suppress the
entire expiration date.

Unreadable Magnetic Stripes/Chips

For Card Present Transactions, if Companyauthorizesand presents Transactions electronically and Company’s POS
Device is unableto read the MagneticStripe or Chip on the Card, Companymustgeneratea manual Transaction
Receiptin additionto key-entering the Transactioninto the POSDevice for processing.

Manual Transaction Components

A manual Transaction Receipt must contain the same informationas listed above for anelectronic Transaction
Receipt, as well as the following information:

. Physical Imprint of the Card (nota photocopy)

. Cardholder signature

. Salesperson’sinitials or department number

NOTE: If the Cardholder presents an unembossed Card and the POS Device cannotread the Magnetic Stripe or

Chip then Company must request another form of payment. Manual Transaction Receipts are prohibited on
Transactions involving an unembossed Card.
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Delivery of Transaction Receipts to Cardholders

Company must provide a complete and legible copy of the Transaction Receipt to the Cardholder in either
electronic (e.g., e-mail, fax) or paper (e.g., handwritten, POS Device-generated) format at the time of the
Transaction.

Electronic Transmission of Transaction Receipts to Elavon

If Company uses electronic Authorization or data capture services, Company will enter the data related to
Transactions into a POS Device and settle the Transactionsand transmit the data to Elavon in the form specified by
Elavon no later than the close of business on the date the Transactions are completed. If Elavon requests a copy of
a Transaction Receipt, Credit Transaction Receipt, or other Transaction evidence, Company must provide it within
the time frame specifiedin the request.

Multiple Transaction Receipts

Company will include the total amount of goods and services purchased in a single Transaction on a single
Transaction Receipt unless (i) partial payment is entered on the Transaction Receipt and the balance of the
Transaction amount is paid in cash or by check at the time of the Transaction; or (ii) a Transaction Receipt
represents an advance deposit for a Transactioncompleted in accordance with the Payment Network Regulations.

Future Delivery

Company represents and warrants to Elavon that Company will notrely on any proceeds or creditresulting from
future delivery Transactions to purchase or furnishgoodsor services. Companywill maintain sufficient working
capital to provide for the delivery of goods or services at the agreed uponfuture date, independent of any credit or
proceeds resulting from Transaction Receipts or other Credit Transaction Receipts in connection with future
deliveryTransactions.

PROCESSING CARD NOT PRESENT TRANSACTIONS

Card Not Present Transactions occurwhenthe Cardis not physically presented to Companyatthe time of a sale.
Such Transactions include Mail Order (MO), Telephone Order (TO), and Electronic Commerce (EC) Transactions.
Company must be authorized by Elavonto process Card Not Present Transactions.

Obtain the following information from the Cardholder prior to processing a Card Not Present Transaction:
° Cardholder’s billing address
. Shipping address, if different from billing address

. Cardholder’s telephone number
. Cardholder’s account number
. Card expiration date

. CVV2/CVC2/CID number

. Purchaser’s name (in lieu of Cardholder signature)

NOTE: Company must not retain or record the CVV2/CVC2/CID data element beyondthe original Authorization
requestand mustnot printiton the Transaction Receipt or on any document givento the Cardholder.

In addition to the Transaction Receipt requirements set outin the Transaction Receipts section of this Chapter2, a
Card Not Present Transaction Receipt must also contain:
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. Company online address

. Customer service contact, including telephone number

Company must not settle a Transaction before shipping the goods. This increases the risk of a Chargeback to
Company and is prohibited by the Agreement.

Mail Order/Telephone Order (MO/TO)

Transactions processed via MO/TO are high risk and subject to a higher incidence of Chargebacks. Therefore,
Company is liable for all Chargebacks and losses relatedto MO/TO Transactions. Company may be required to use
an address verification service (“AVS”) on MO/TO Transactions. Company will obtain the expiration date of the
Card for aMO/TO Transactionand submit the expiration date when requesting Authorization of the Transaction.
For MO/TO Transactions, Company will type or printlegiblyon the signature line of the Transaction Receipt the
following applicable words or letters: telephone order or “TO,” or mail orderor “MO,” as appropriate. Elavon
recommends that Company obtain a signed Transaction Receipt or other proof of deliverysigned by Card holder for
MO/TO Transactions.

ElectronicCommerce

Company may process Electronic Commerce Transactionsonly if the Transactionshave been encrypted by Elavon
or a third party vendor acceptable to Elavon. Transactions processedvia the Internet are high riskand subject to a
higher incidence of Chargebacks. Therefore, Companyis liable for all Chargebacks and losses relatedto Electronic
Commerce Transactions, whether or not such Transactions have been encrypted. Elavon recommends that
Company obtain a signed Transaction Receipt or other proof of deliverysigned by the Cardholder for all Electronic
Commerce Transactions. Companywill be responsible forall communication costs related to Electronic Commerce
Transactions. Company understands that Elavon will not manage the telecommunications link for Electronic
Commerce Transactionsand thatitis Company’s responsibility to manage that link. Company authorizes Elavon to
performan annual auditand examination of Company’s website and such other due diligence reviewas required
by the Payment Network Regulations for Electronic Commerce Companies.

Visit http://www.pcisecuritystandards.org/security_standards/pci_dss.shtml or contact Customer Service at 1-800-
725-1243 for moreinformation relatedto card data standards.

Website Requirements. Company’s website must containall of the following information: (a) the identification of
the Company name as displayed on the website as both the Company and as the name that will appear on the
Cardholder statement; (b) Company name information, displayed as prominently as any other information
depicted on the website, other than images of the products or services being offered for sale; (c) complete
description of the goods or services offered; (d) returned merchandise and refundpolicy; (e) customer service
contacts, including electronic mail address or telephone number; (f) complete address(streetaddress, city, state,
zip code, and country) of the permanent establishment of Company’s business; (g) complete address of the
permanent establishment of Company’s business on either the checkout screen (which displaysthe total purchase
amount) or within the sequence of website pages presentedto the Cardholder during the checkout process; (h)
Transaction currency (suchas U.S. or Canadian dollars); (i) export or legal restrictions, if known; (j) delivery policy;
(k) Customer data privacy policy; and (I) Company’s method of Transaction security such as Secure Sockets layer
(SSL) or 3-D Secure. A Company must notrefuse to complete an Electronic Commerce Transaction solely because
the Cardholder does not have a digital certificate or other secured protocol.

Shipped Goods. For goods to be shipped on Electronic Commerce Transactions, Company may obtain
authorization up to seven days prior to the shipment date. Company does not need to obtain a second
authorization if the Transaction Receipt amount is within fifteen percent (15%) of the authorizedamountand the
additional amountrepresents shipping costs.
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Manual Transaction Receipts for Card Not Present Transactions
Follow these steps for manualTransaction Receipts:

1. Write the Cardholder’s Name and Card Number on the Transaction Receipt. Refer to Chapter 2,
Processing Transactions — Transaction Receipts forinformation on Transaction Receiptrequire ments. In
addition to the electronic Transaction components requirements, a manual Transaction Receipt for a Card
Not Present Transaction may include the full Cardaccount number and expiration date and mustinclude
the Cardholder’s billing address (and shipping address, if different) and telephone number. Do notrecord
CVV2/CVC2/CID data elements on the Transaction Receipt.

2. Record the Order Type on the Transaction Receipt. Write one of the followingon the signature line of the
Transaction Receipt: “Mail Order,” “Telephone Order,” or “Internet.”

POS Device-Generated Receipts

If usinga POS Deviceto generate a Transaction Receipt for a Card Not Present Transaction, enterthe Transaction
into the device by following these steps:

1. Pressthe appropriate key on the POS Device to initiate the Transaction.

2. When prompted, enter the Card number.

3. When promptedagain, enterthe Cardexpiration date.

4, Finally, when prompted, enterthe Transactionamount.

5. Record the Authorization Approval Code on the Transaction Receipt. Refer to Chapter 2, Processing

Transactions — Transaction Receipts for more information.
Card Identification Number and Address Verification Service

The use of CVV2/CVC2/CID and AVS can lessen the risk of Chargebacks by providing additional information to assist
with the decision on whetheror notto process a Card Not Present Transaction.

NOTE: The use of CVV2/CVC2/CID and AVS will not relieve Company of liability for Chargebacks. Company bears
the risk of loss associated with any Chargeback.

If using these services, follow the next two steps prior to processing a Transaction.

1. Verify the Card Identification Number (CVV2/CVC2/CID) Printed on the Front or Back of the Card (at the
end of the Card Account Number in the Signature Panel), as Applicable to the Specific Card Type. If the
POS Deviceissetup for CVW2/CVC2/CIDand if the CVV2/CVC2/CID numberis provided at the time of
authorization, the Issuer returns eithera “match” or a “no match” response. “Match” means it is more
likely that the Card is present and in the hands of the Cardholder at the time of the Transaction. “No
match” means Company should consider whether or not to process the Transaction. Even though
Company will receive an Authorization Approval Code following a “no match” response, the Authorization
Approval Code is nota guarantee of payment.

NOTE: Do not retain or record the CVV2/CVC2/CID data element beyond the original Authorization

request. Further, the CVV2/CVC2/CID data element must notbe printed on the Transaction Receiptor on
any documentgiven to the Cardholder.
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Refer to the Unique Card Characteristics section of Chapter 3 for more details concerning the Card
Identification Number. The following table sets forth CVV2/CVC2 response codes.

Code Definition

Space CVV2 processing not requested
M CVV2/CVC2 Match
N CVV2/CVC2 not matched
P Not processed
S CVV2 should be printed on the card, butit was indicated that

the value was not present
U Issuer does not support CVV2
X Service provider did notrespond
2. Verify the Cardholder’s Address by Using the AddressVerification Service (AVS). If the POSDeviceis set

up for AVS, it will make a prompt to enter the numeric portion of the Cardholder’s billing address and the
five digit zip code to verifythat the individual providing the Cardaccount number is the Cardholder. The
AVSresult codeindicates whether the address given by the Cardholder matches (exactly, partially, or not
at all) the address thatthe Issuer has on file for the Card. “Exactly” meansitis more likely thatthe Card is
being used by the authorized Cardholder. “Partially” or “not at all” means Company should consider
whether or not to process the Transaction. The decision to process a Transaction, regardless of the
responsereceived, is up to Company, as Companyis responsible for any risk associated with processing a
Transaction. The following table sets forth AVS response codes.

Code

Definition

A

Address (street) matches - ZIP Code does not

B

Streetaddress match, postal code in wrong format
(international issuer)

Streetaddress and postal code in wrong formats

Streetaddress and postal code match (international issuer)

Error response for Merchant Category Code (SIC)

Om[O|lO

Cardissued by anon-U.S.issuerthat does not participatein
the AVS system

Addressinformation not verified by international issuer

Streetaddress and postal code match (international issuer)

No match on address (street) or ZIP Code

No response sent

v|Oo(z|=Z]|—

Postal codes match, Street address not verified due to
incompatible formats

Retry, systemis unavailable ortimed out

Service not supported by issuer

Addressinformation is unavailable (domestic issuer)

Nine-digit ZIP Code matches - Address (street) does not match

Exact AVS Match

Address (Street) and five digit Zip match

N[<|}X|S|c|wn|=

Five-digit zip matches - address (street) does not match

NOTE: For more informationabout CVV2/CVC2/CID and AVS, contact merchant services.

)
Elavon
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For more information about processing Card Not Present Transactions, call the following numbers:

. MC (Mastercard) Assist: (800) 622-7747

. Visa’s Company Assistance Service: (800)847-2750

. American Express Address Verification Service: (800) 528-2121

. Discover Network: (800) 347-1111

The information provided by calling these numbers may allow Company to verify a Cardholder’s address and
obtain the Issuer’s telephone number.

ADDITIONAL REQUIREMENTS APPLICABLE TO ALL DEBIT CARD AND PREPAID CARD TRANSACTIONS

With respectto all Debit Card and Prepaid Card Transactions, Companies operating in the Merchant Category
Codesinthe table below (orfor the Discover Network, all Companies) must:

1. For all Card Present Transactionsoccurring atan attended POS Device or ata Cardholder-activated POS
Device identified with MCC 5542 (Automated Fuel Dispensers), support partial approvals;

2. For all Transactions, support full and partial reversals; and

3. For all Card Present Transactionsoccurring atan attended POS Device and conducted with a Prepaid Card,
supportaccount balance responses;

each as further described below.

)
Elavon

McCC

4111 Transportation—Suburbanand Local Commuter Passenger, including Ferries

4812 Telecommunication Equipmentincluding Telephone Sales

4814 Telecommunication Services

4816 Computer Network/Information Services

4899 Cable, Satellite, and Other Pay Television and RadioServices

5111 Stationery, Office Supplies

5200 Home Supply Warehouse Stores

5300 Wholesale Clubs

5310 Discount Stores

5311 Department Stores

5331 Variety Stores

5399 Miscellaneous General Merchandise Stores

5411 Grocery Stores, Supermarkets

5499 Miscellaneous Food Stores — Convenience Stores, Markets, Specialty Stores
and Vending Machines

5541 Service Stations (with or without Ancillary Services)

5542 Fuel Dispenser, Automated

5732 Electronic Sales

5734 Computer Software Stores

5735 Record Shops

5812 Eating Places, Restaurants
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MCC

5814 Fast Food Restaurants
5912 Drug Stores, Pharmacies

5921 Package Stores, Beer, Wine, and Liquor

5941 Sporting Goods Stores

5942 Book Stores

5943 Office, School Supply and Stationery Stores

5999 Miscellaneous and Specialty Retail Stores

7829 Motion Picture-Video Tape Production-Distribution
7832 Motion Picture Theaters

7841 Video Entertainment Rental Stores

7996 Amusement Parks, Carnivals, Circuses, Fortune Tellers
7997 Clubs—Country Membership

7999 Recreationservices—not elsewhere classified

8011 Doctors — notelsewhere classified

8021 Dentists, Orthodontists

8041 Chiropractors

8042 Optometrists, Ophthalmologists

8043 Opticians, Optical Goods, and Eyeglasses

8062 Hospitals

8099 Health Practitioners, Medical Services — not elsewhere classified

8999 Professional Services—not elsewhere classified
9399 Government Services —not elsewhere classified

Partial Approvals. When a Debit Card or Prepaid Card Authorization request is sent, the Issuer canrespond with an
approval amountless than the requested amount. When the approved amount is less than the originally requested
amount, Company should prompt Customer to pay the difference with another form of payment. If the Customer
does notwish to proceed with all or part of the Transaction (orif the Transaction “times out”), Company must
initiate an authorization reversal Transaction.

Account Balance Response. For some Prepaid Cards, the Issuer is required to include the remaining available
balance on the Cardholder’s accountin the Authorization response message. If the remainingavailablebalance is
included, Companymust printiton the TransactionReceiptor display it on a Customer-facing POS Device.

ADDITIONAL REQUIREMENTS APPLICABLE TO PIN-AUTHORIZED DEBIT CARD TRANSACTIONS

Debit Card Rules. Company will complywith and be bound by the Debit Card Rules. Except as otherwise provided
below, Company must complywith the general Card acceptance and Transactionprocessing provisions in this
Chapter when accepting Debit Cards. The Debit Card Rules are confidential information of the Payment Networ ks,
and Company will not disclose the Debit Card Rules to any person except as may be permitted under the
Agreement or under requirements of Laws.

Use and Availability of POS Devices and PIN Pads.

. A Cardholder’s Debit Card information and PIN are confidential. Company may not request or require a
Cardholder to disclose his or her PIN atany pointduring a Transaction.
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. Duringthe Transaction process, Company must provide a reasonably secure areaforCardholders to enter
their PINinto the PIN Pad. Company is responsible forinstalling the POS Deviceand PINPadin such a way
that Cardholdersmay entertheir PINinto the PIN Pad in a confidential manner.

. Company will take all reasonable steps to ensure thatall POS Devices and PIN Pads operated at Company’s
business locations functionin accordance with the standards established from time to time by Elavon and
the EFT Networks.

. Company will use a POS Device to initiate every PIN-authorized Debit Card Transaction,and Company will
requirethateitherthe Cardholder or Companytoinsertthe Chip Cardinto the POS Deviceor “swipe” the
Debit Card throughthe POS Device to initiate everyPIN-authorized Debit Card Transaction, except as set
forth herein. No PIN-authorized Debit Card Transaction may be initiated unless the Debit Card is physically
present.

. Company will require that each Debit Cardholderenter his or her PINusinga PIN Pad at the POS Device
when initiating a PIN-authorized Debit Card Transaction. Company may not require a Debit Cardholder
initiating a PIN-authorized Debit Card Transaction to sign a Transaction Receipt or otherreceipt, or require
any other means of identification.

No Minimum or Maximum. Company will not establish minimum or maximum Debit Card Transaction amounts
exceptto establisha maximum cash back dollar amount (not to exceed $200.00 or such lower amount as may be
required under applicable Payment NetworkRules).

Pre-Authorization Requests. Company may initiate pre-authorization requests pursuant to the following
procedures:

. The Cardholder mustenterthe PIN on the PIN Pad.
. The Debit Card must be insertedinto the Chip reader or “swiped” through the POS Device.

. The pre-authorization request must be fora specificdollaramountand only goodsand services, including
applicable taxes, may be purchased. The subsequent purchase pre-authorized hereunder must be
completedwithin two hours after the original pre-authorization request.

. Funds will not be transferred with respect to a pre-authorizationrequest.

. In order to complete the subsequent purchase pre-authorization, Company will transmit a completion
message indicating the actual dollar amount of the Debit Card Transaction, and will comply with all
requirements of a purchase Debit Card Transaction, at that time, except that entry of a PIN and “swiping” of
a DebitCardis notrequired to complete the subsequent purchase if thesesteps were properly taken in
order to pre-authorize such purchase. Such subsequent purchase will not be authorized or completed unless
the actual dollar amount of the purchase is less than or equal to the amount specified in the pre-
authorization request.

. If Company initiates pre-authorizationrequests, it will support the processing of partial pre-authorizations.

Debit Card Transactions. Companies that accept PIN-authorized Debit Cards will support purchases and
merchandise credits, and may also support purchase with cashback and balance inquiries if supported by the
applicable EFT Network.

Prohibited Transactions. Companywill initiate Transactionsonly for products or services approved by Elavon.
Company will notinitiate or facilitate a gambling or gaming transaction, or fund a stored value account for such
purposes.

Transaction Receipt Requirements. At the time of any Debit Card Transaction (other than a balanceinquiryor pre-

authorization request), Company will make available to each Cardholder a Transaction Receipt that complies fully
with all Laws and contains at least the following information:
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) Amount of the Debit Card Transaction;

° Date and local time of the Debit Card Transaction;

. Type of Transaction;

. If during the Debit Card Transactionthe Cardholder is promptedto select the type of account used, then the

type of accountaccessed must be displayed on the Transaction Receipt;

. Truncated Debit Card number (showing the final four digits);

° Company’s name and location at which the Debit Card Transactionwas initiated;

) Trace or retrieval reference number;

. Authorization Approval Code;

. Unique numberor code assigned to the POS Device at which the Debit Card Transaction was made; and
. Status and disposition of transaction (approved or declined).

Merchandise Returns. Company may electronically perform a merchandise return (if permitted by the applicable
EFT Network) for a Debit Card Transaction onlyat the same Company namedon the Transaction Receipt where the
original Debit Card Transaction was initiated. If permitted, a merchandise return requires the following
procedures:

° The Cardholder mustre-enter the PIN on the PIN Pad;
. The Debit Card must be inserted into the Chip reader or “swiped” through the POS Device; and

. Company musttransmit the reference number or Authorization Approval Code and the exact dollar amount
of the Debit Card Transactionto be returned.

For all merchandise returns or any other debit return initiated through Company’s POS Device or account,
Company bears all responsibility for such Transactioneven if fraudulent.

Balance Inquiries. Company may accommodate balanceinquiries if the applicable EFT Network and the Issuer
supportthe balanceinquiry function, provided that Companyrequires that the Cardholder enter their PIN on the
PIN Pad andinsertand “swipe” the Debit Card throughthe POSDevice.

Purchase with Cash Back. For each purchase with cash back, Companywill transmitin its Transaction message the
amount of cash given to the Cardholder (if permitted by Elavon’s Debit System). If arequestfor Authorization of a
purchase with cash backis denied solely because the cash requested exceeds the Debit Card Issuer’s limiton cash
withdrawals, Company will inform the Cardholder of the reason for the denial and that a new purchase
Transaction in the amount of the purchase alone might be approved. Theamountof cash backmay be limited by
the EFT Networks or Issuer.

Technical Problems. Company will ask a Cardholder to use a different method of payment if the Elavon Debit
System, the POS Device, or the PIN Pad isinoperative, the electronicinterface with any EFT Network is inoperative,
or the Magnetic Stripe or Chipon a Debit Card is unreadable, and Company elects notto or cannot store Debit
Card Transactions.

Termination/Suspension. When requested by any EFT Network, Company will immediately take action to (i)

eliminate any fraudulent or improper Transactions; (ii) suspend the processing of Debit Card Transactions; or (iii)
entirely discontinue acce ptance of Debit Card Transactions.
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CARD NOTPRESENT (CNP) DEBIT CARD TRANSACTIONS

Acceptance of CNP Debit Card Transactions. Company will comply with the general provisions of this Chapter
regarding Debit Card Transactions for CNP Debit Card Transactions except as specifically provided in this section.
CNP Debit Card Transactions are Card Not Present Transactions, meaning Companyis notrequired to “swipe” or
inserta Card in conjunctionwith any CNP Debit Card Transaction and the Cardholderand the Cardare notrequired
to be presentatthe time of the sale. Fees for CNP Debit Card Transactionswill include Authorization, Interchange
and access fees, as defined by the respective EFT Network or International Network.

Domestic CNP Debit Card Processing Services. If Company has elected to receive Domestic CNP Debit Card
Processing Services, Company may submit for processing such Transactions involving Debit Cards issued for
acceptance overthose EFT Networks identified by Elavonfrom time to time. Company acknowledges that Elavon
may not be able to accept Transactions for Debit Cards on all the EFT Networks.

International Network Requirements.

1. If Company has electedto receive International CNP Debit Card Processing Services, Company may submit
for processing such Transactions involving Cards issuedfor acceptance overthe International Networks
identified in the Agreement.

2. Company is not permitted to submit International Credit Card Transactions for processing pursuant to
this Chapter unless specifically indicated in the Agreement.

3. Exceptto the extentsuperseded by this Chapter, Company's acceptance and processing of International
CNP Debit Card Transactions will comply with the provisions of the Operating Guide applicable to
acceptance and processingof Debit Card Transactions, and references to “Debit Cards” in such provisions
will be understood to include International Debit Cards (and, if Company is permitted to accept
International Credit Card Transactions pursuant to the Agreement, International Credit Cards).

4, If Company supports CNP Debit Card Transactions, Company will comply with and be bound by the
Payment Network Regulations of the International Networks and the rules, regulations, and guidelines for
CNP Debit Card Transactions issued and amended by Elavonfrom time to time.

Use and Availability of Internet PIN Pads.

) A Cardholder’s Cardinformationand PIN are confidential.

. Company will implement and maintain appropriate technology for every Internet PIN Based Card
Transaction, including with respect to the Internet PIN Pad, so as to prevent the unauthorizedrecording or
disclosure of a Cardholder’s Cardinformationand PIN.

. Company will take all reasonable steps to ensure that all Internet PIN Pads operatedat Company’sinternet
website function in accordance with the standards established from time to time by Elavon and the
applicable EFT Networks or International Networks.

. Company will require that each Cardholder enter his or her PIN on an Internet PIN Pad when initiating an
Internet PIN-Based Card Transaction.

Transaction Receipt Requirements. At the time of any Internet PIN-Based Card Transaction, Company will make
available to each Cardholdera Transaction Receipt that complies with all Payment Network Regulations and Laws
and includes:
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) Amount of the Transaction, or, if a Convenience Fee applies, the amount debited from the Cardholder’s
account (exclusive of the Convenience Fee, shipping, handling and other fees), and the amount debited
fromthe Cardholder’s accountinclusive of the fees;

. Descriptionof the goodsor servicesand, for transactions involving the shipmentof goods, the promised
ship-by date;

. Date and local time (at Company’s physical address) of the Transaction;

. Type of Transaction;

. Authorization Approval Code, if available;

. Type of accountaccessed;

. Truncated Cardnumber (showing the final four digits);

° Cardholder’s name, email address, and telephone number;

° Company’s name, Merchant Identification Number, customer service contactinformation, and the website

address at which the Internet PIN-Based Card Transaction was initiated; and

) Trace or retrieval reference

Refunds / Cashback / Balance Inquiries. Credits, balance inquiries and purchases with cash back cannot be
performed as Internet PIN-Based Card Transactions. If permitted by the applicable International Network or EFT
Network, Company may electronically perform a merchandise returnor refund foranInternet PIN-Based Card
Transaction only if Companyinitiates the original Internet PIN-Based Card Transaction. If returns are permitted,
Company will transmit the reference number or authorizationnumber and the exact dollaramount of the Internet
PIN Based Card Transaction to be refunded.

Technical Problems. Company will ask a Cardholder to use an alternative means of paymentif the Elavon Debit
System, the Internet PIN Pad, or the electronic interface with any EFT Network or International Network is
inoperative.

Termination / Suspension. Whenrequested by Elavon, Company willimmediately (i) eliminateany fraudulent or
improper Transactions; (ii) suspend or terminate the acceptance of Internet PIN-Based Card Transactions with
respectto aspecific EFT Networkor International Network; or (iii) suspendor terminate the acceptance of all
Internet PIN-Based Card Transactions.

DEBITOPTIMIZATION PROGRAM

Elavon’s Debit Optimization programis a value added service that leverages intelligent routing to determine a path
to lower the cost of accepting Debit Card Transactions. There are three varieties of the Debit Optimization
program, available to different sized Companies: Priority Routing, Least Cost Debit Routing, and Priority Routing
with Negotiated Rates.

Priority Routing is primarily available for the small and medium business(SMB) and middle market Company. The
fee associated with Priority Routingis a Debit Enablement Service Fee (pertransaction) and is reflectedas such on
Company’s statement.

Least Cost Routing and Priority Routing with Negotiated Rates are available for certain Companies with over
$100,000,000 in annual Debit Card sales volume. The fee associated with Least Cost Routing and Priority Routing
with Negotiated Rates is a percentage of the total savings generated and is reflected as such on Company’s
statement.

Elavon 23



Operating Guide 0G2021/06

EBT TRANSACTIONS

EBT (Electronic Benefits Transfer Service) means a service that allows electronictransfer of government funds to
individuals through the use of a plastic debit-like Card and a Personal Identification Number (PIN). The United
States federal governmentrequires all states to distribute food stamps and cash benefitsin thismanner. An EBT
card may then be used for qualified purchases at Company locations. If Company accepts EBT Transactions,
Company will issue benefits to recipients in accordance with the procedures specified in the applicable Quick
Reference Guide provided to Company by Elavon, as amended from time to time, and in accordance with all Laws
and Payment Network Regulations pertaining to EBT Transactions.

OTHERTRANSACTION TYPES

Company may solicit the followingTransaction types only if (a) Companydiscloses suchmethodof processing to
Elavon in the Company Applicationor otherwise in writing, (b) Companyhas been approvedby Elavon to submit
such Transactions, and (c) Company meets the additional requirements for the applicable type of Transaction set
outbelow. If Company completes any of these Transactiontypes without having received Elavon’s approval, then
in addition to any other remedies available to Elavon under the Agreement, Laws, or Payment Network
Regulations, Companymay pay a surcharge on each such Transaction.

Credential on File, Recurring Payments, Installment Payment, and Pre-Authorized Healthcare Orders

“Credential on File” Transactions are those for which a Cardholder has suppliedaccountinformation or a payment
token for future purchases. These Transactionsmay fall into one of the following categories:

° Recurring Payments
. Installment Payments
. Ecommerce and Mail Order/Telephone Order Transactions for which the Cardholder has authorized use of

their payment information for future purchases. Such purchases may be initiated by the Company
(unscheduled merchant-initiated payments,) based upon agreed upon criteria, or by the Customer (for
example, using a stored payment method associated with the Customer profile on a website).

Note: Paymentinformation provided for asingle purchaseis notsubjectto these Credential on File requirements.
For example, if a Customer provides a Card numberfor a single hotel stay and that paymentinformation is used for
incremental charges to the room which will be settled at the end of the stay.

For all Credential on File Transactions, Company must:

. Obtain Cardholder consent for initial storage of the credentials.

. Properly identify Transactions as Credential on File. Company’s point-of-salesolution must provide the
mechanism to submit Transactions accuratelyfor authorization and settlementinclusive of required data
values.

. Submita payment Transaction, and successfully receive an approval before storing Cardholdercredentials

for future use. If no paymentisdue, submita $0 account verification Transactionfor authorization the first
time a credential is stored.

When first storing credentials, Company must disclose the following:

. A truncated version of the stored credential (for example, the last four digits of the account number)
° How the Cardholder will receive notice of any changes to the payment agreement

. How the stored credential will be used

. The expirationdate of the agreement, if applicable.
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Before processing the initial Transaction, Company must obtain the Cardholder's express, informed consent to an
agreement containing the following:

° The Transaction amount, or how it will be calculated
. Conveniencefee or surcharge (if permittedand applicable)
. For RecurringTransactions, the frequency of charges. Forunscheduled, merchant-initiated transactions,

eventthat will promptthe Transaction
. Cancellation and refund policies
° Location of Company

The agreement must be retainedfor the duration of the consent to be provided to the issuer upon request. A
recordofthe consent must be provided to the Cardholder whererequired by applicable laws or regulations.

“Installment Payments” are Transactions for which a Cardholder provides written permission or electronic
authorization to a Company to initiate one or more future Transactions overan agreed-upon period of time for a
single purchase of goods or services. The number of installments is agreed at the time of purchase.

“Pre-authorized Healthcare Orders” are Transactions in which the Cardholder provides written or electronic
authorization to charge his or her Card, one or moretimes, atafuture date for healthcare services. In thistype of
Credential onFile Transaction, the cardholder authorizes theircardto be chargedupto a defined maximum to
cover out-of-pocket expense following insurance adjudication. Companymust be authorized by Elavon to process
Pre-authorized Healthcare Order.

“Recurring Payments” are Transactions for which a Cardholder provides written permission or electronic
authorization to a Company to periodically charge, in fixed, regularintervals(notto exceed one year between
Transactions,) his or her Cardfor recurring goods or services (e.g., monthly membershipfees, utility bills, insurance
premiums, or subscriptions). When processing Recurring Payments, Company must obtain a separate
Authorization Approval Code for each Transaction.

Company must obtain asigned order form or other written agreement fromthe Cardholder for Pre-authorized
Healthcare Orders. The order form or agreement must contain the following information:

. A description of the requested services

. Permission for the Customer to charge the Cardholder’s account for the balance due following the
Merchant’s receipt of any applicableinsurance payment

. Time period (notto exceed one year) for which permission is granted

Company must keep a copy of the order form or written agreement for the duration of the recurring service, and
must also give Elavon a copy of the order form or agreement for Installment and Recurring Payments or Pre-
authorized Healthcare Orders upon request. A new order form or written agreement with the Cardholder is
neededwhenaRecurring Paymentis renewed.

Recurring Transaction Requirements. “Recurring Transactions” means, collectively, Recurring Paymentsand Pre-
authorized Healthcare Orders. Company will not complete any Recurring Transaction after receiving (i) a
cancellationnotice from the Cardholder; (ii) a notice from Elavon that authorityto accept Recurring Transactions
has been revoked; or (iii) aresponse that the Payment Device is notto be honored. Company is responsible for
ensuringits compliance with Laws with respect to Recurring Transactions. A Transaction Receipt must be provided
to the Cardholder at the time of Transactionfor any merchant-initiated Transactions.
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Limitations on the Resubmission of Recurring Transactions. In some limitedinstances, Companymayresubmit a
declined preauthorized Recurring Transaction up to four times within sixteen calendar days of the original
Authorization request, provided that the decline response is one of the following: (i) authorization denied; (ii)
insufficient funds; (iii) exceeds approval amount limit; or (iv) exceeds withdrawal frequency.

Recurring Transaction Receipts. Company must print legibly on the Transaction Receipt the words “Recurring
Transaction.” Company must obtain the Cardholder’s signature, which may be an electronic signature or other
similar authentication that is effective under applicable Laws, on the Transaction Receipt. Company must also
include the frequency and duration of the Recurring Transactionauthorization, as agreedto by the Cardholder, on
the Transaction Receipt.

Electronic Commerce Recurring Transactions. In additionto the above, for an Electronic Commerce Transaction,
Company must also provide a simple and easily accessible online cancellation procedure that complies with Laws.

Recurring Transactions with Varying Amounts. For Recurring Transactions of varying amounts the order form
must allow the Cardholderto specify a minimum and maximum Transaction amountto be charged, unless the
Cardholder will be notified of the amountand date of each charge, as specified in the remainder of this section.

To performa Pre-authorized Order, follow these specific guidelines:
. Separately authorize each Transaction for the exact amount of that Transaction (nota SO0 dollar amount or

in the amount of all Transactions combined).

. If applicable to the Transaction, write the words “Delayed Delivery,” and “Deposit” or “Balance” on the
Transaction Receipt. The Authorization date and Authorization Approval Code mustalso be printed on the
Transaction Receipt.

While Companymay process the Transaction forthe “Deposit” before delivery of the goodsor services, itmay not
process the “Balance” of the Transaction until the goods or services are delivered.

Delayed Delivery and Partial and full Prepayment Requirements

In Addition to the requirements above, if Customer is accepting partial prepayment (a deposit) or full prepayment
for later deliveryof goods or services, Company must provide and cardholder mustconsent to the following in
writing:

. Descriptionof promised merchandise orservices

° Terms of service

. Timing of delivery to Cardholder

o Transaction amount
. Cancellation (for partial prepayment) and refund (for full prepayment) policies
. Date and time that any cancellation (for partial payment) and/or refund (for full prepayment) privileges

expire without prepayment forfeiture
. Any associated charges

If partial prepayment, additionallythe following:

° Total purchase price (for partial prepayment)

. Terms of final payment, including the amountand currency
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Interestor finance charges must not be included.

If an Authorization Request for a subsequent paymentis declined, the Company mustnotify the Cardholderin
writing and allow the Cardholderatleast 7 days to pay by other means. The Company mustnot process an initial
Installment Transaction until the merchandise or services have beenprovided to the Cardholder and must not
process individual Installment Transactionsatintervals less than the monthly anniversary of the shipment date.

Retention of payment: If the Cardholder does not pay the balance (in the case of a partial prepayment) and does
not cancel within the termsof the cancellation policy, the Company may retain a prepayment only if the Merchant
has disclosed on the Transaction Receiptthat the prepaymentis nonrefundable.

Quasi-Cash Transactions

Quasi-Cash Transactions represent the sale of items thatare directly convertible to cash. Examples of Quasi-Cash
Transactionsinclude casino gaming chips, money orders, deposits, wire transfer money orders, travelerscheques,
travel money cards, and foreign currency.

Company must be authorized by Elavonto process Quasi-Cash Transactions. Company must not process a Quasi-
Cash Transaction as a cash disbursement. In addition to the general requirements describedin the Transaction
Receipts section of Chapter 2, Company must:

. Review identification (such as a valid passportor driver’s license) to validate the Cardholder'sidentity and
recordthe type of identification presented by the Cardholder on the TransactionReceipt, along with the
serial number, expiration date, and Cardholder name (if different than the embossed name on the Card) and
address.

. For Visaand Mastercard: Record the printed four digits from the face of the Card (found above or below the
embossed account number) on the Transaction Receipt. Referto the Unique Card Characteristics section of
Chapter 3 for moreinformation.

. For Discover Network: Record the printed three digits on the signature panel on the back of the Cardon the
Transaction Receipt. Refer to the Unique Card Characteristics section of Chapter 3 for more information.

. Compare the first four digits of the Card account number on the printed Transaction Receipt with the first
four digits of the embossed Card account number. If they do not match, decline the Transaction, attemptto
recover the Card (reasonably, lawfully, and peacefully), and note a description of the Cardholder.

Contactless Transactions

Company mustensurethatitis eligible, be approved by Elavonto accept Contactless Cards, and register with the
applicable Payment Networksto participate in theirrespective Contactless Card payment programs. Company will
ensure thatall POS Devices that accept Contactless Cards for Transactions meet the applicable Payment Network
specifications, are approved by Elavonand/orthe applicable Payment Networks for use with Contactless Cards,
and are configured to transmit the data elements required for Contactless Transactions. Companyisresponsible
for:

. Providing any data in the Authorization request as required by the applicable Payment Networks.

. Transmitting the full and unaltered contents of Track 1 or Track 2 data of the Card’s Magnetic Stripe or
Contactless payment chipin the Authorization request.

° Ensuring that Transactions are not processed as Contactless Transactions if currency conversion is
performed.
° Submitting only a single Authorization perclearing Transaction.
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If Company is eligible for both a Payment Network’s No Signature/PIN Requirement Program andto acce pt
Contactless Cards, it may combine these programs.

PClI COMPLIANCE PROGRAM

Unless otherwise agreed by the parties, if Companyis classified by the Payment Networks asa Level 4 merchant,
Company is automatically enrolled in Elavon’s PCl Compliance Program, which consists of the following:

1.

PCI Compliance Manager. Elavonwill provide access to the PCl Compliance Manager, an online portal
that takes Company step-by-step through the process of validating, reporting, and maintaining PCI-DSS
Compliance, and allows Companyto complete its self-assessment questionnaire to validate compliance
with PCI-DSS. If Company chooses to validate compliance without the PCl Compliance Manager through
an Elavon-approved PCI DSS vendor (whichwill not be consideredan Elavon third-party contractor), then
Company will provide the validation documentation received from that vendor by uploadingit into the
PCl Compliance Managertool.

Data Breach Reimbursement. If Company has validatedits PCI-DSS compliance, then, in the event of a
Data Incident, Company will be entitled to reimbursement or setoff from amounts owedto Elavon up to
$20,000per MID per Data Incident (or such other amount as specifiedin the Agreement) with respect to
(a) any documented sums reasonably requiredto conductan independent security audit of Company to
identify the source of the Data Incident, and (b) any fines and assessments levied or collected by the
Payment Networks in connection with a Data Incident.
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CHAPTER 3.
PREVENTING CARD FRAUD

It is important to take steps to educate staff to reduce Company’s risk of accepting a counterfeit or fraudulent Card
Transaction. Remember that Company is responsible for all Chargebacks, including those for fraudulent
Transactions. Fraudulent Card sales involve an invalid Card account number or, more commonly, a valid Card
number presented by an unauthorized user. Fraud normally occurs within hours of the loss, theft, or compromise
of a Card number or Card, and before mostvictims report the Card missing or discover the compromise.

If a Transaction is declined, do not request a Code 10 Authorization and do not complete the Transaction.
However, if you receive an Authorization Approval Code but suspecta Card has beenaltered oris counterfeit, call
the Voice Authorization Centerand requesta Code 10 Authorization (see Chapter 4, Code 10 Procedures).

The following sections provide tips to protect Company against fraud losses.

IDENTIFYING SUSPICIOUS CUSTOMER ACTIONS

Common sense isthe best guide for spotting suspicious behavior. Be sure to combine watchfulness with proper
Card identification and validation techniques.

Be aware of customers who:

. Make indiscriminate large dollar purchases without regard to size, color, style, or price
. Question the sales clerk about credit limits or the Authorization process
. Use their own phoneto call the “issuing bank” for an auth code. Auth codes shouldonly be obtained from

the Voice Authorization Center

. Attemptto distractthe salesclerk (e.g., continually delayselections, talk continuously)

. Decline EMV and ask for the Transactionto be keyed in

. Ask to have access to the terminal to input their PIN

. Hurry aclerk atquitting time

. Purchase a high-ticketitem, suchas a wide-screen HDTV monitor or other largeitem, and insiston taking it

immediately, ratherthan having it delivered —even when delivery isincluded in the price

. Buy a high-ticketitem and request thatit be sent next day air or request for someoneelse to pick up the
purchaseatalater time

. PullaCard froma pocketratherthan awallet

. Sign the Transaction Receiptin a deliberate or unnatural manner

. Appear too young to make purchases with a Card

. Buy clothing without trying it on for size or decline alterations thatare includedin the price

° Charge expensiveitems on a newly valid Card

° Do not have a driver’s license, tell you that his or her driver’s license is in the car, or provide only a

temporary license without a photo

. Do notask questions on major purchases
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. Make purchases, leave the store, and return to make more purchases

. Make purchases just after the store opens or just beforeit closes

. Use a Card belonging to afriend or relative

. Ship purchases to an address outside of the U.S.

. Recite the Card numberfrom memory rather than presenting the Card itself
. Ask to see the Card again before signing the Transaction Receipt

IDENTIFYING SUSPICIOUS CARD NOT PRESENT TRANSACTIONS

The increased use of Electronic Commerce, mail, and telephone orders hasresultedinanincreasing amount of
fraud. When acceptingCard Not Present Transactions, take cautionif a customer attempts to:

. Requestdelivery to afreight forwarder

. Request to wire money for shipping

. Order goods or services via a free e-mail service often with poor grammar and misspelled words

. Requestthatan orderbe rushedand wants a tracking number as soon as possible

° Purchaseitemsthatthe companydoesnotsell (the most commonitems are laptop computers and cellular
phones)

. Use more than one Card forany givenpurchase (also known as a “Split Ticket”)

. Use Cards that have sequential numbers or patterns

. Place an unusually large oruncommonorder compared to Company’s typical Transactions

. Use a Card issued by aforeignbank along with one of the otheractions within this list

. Requestdelivery to a post office box

. Requestdelivery to aforeigncountry

. Use phone relayservice where the Cardholder does not speak directlyto the company

. E-mail purchase orders thatinvolve multiple Cardaccounts in which eachorderincludes the same product

and dollar amount. This is sometimes commonfor Transactions resulting in foreign Cardfraud
. Place an orderand then call back to place subsequent orders usingthe same or different Cards
Product that are easily resold (for example, computer equipment, printer cartridges, and jewelry) are more

susceptible to fraud than perishable items such as food —although criminals can victimize virtually any type of
business.

NOTE: If Company receives an orderforalarge purchase fordelivery to aforeigncountry or to afreight forwarder,
Elavon recommends contactingthe Voice Authorization Center to request a Code 10specifically id entifying the

Transaction as a large foreignshipment Transaction.

IDENTIFYING VALID CARDS

Cards share similar qualities to helpidentify theirvalidity, and there are anti-fraud safeguards unique to each Card
Brand.
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Cards and Signatures

You should notaccepta Card thatis not signed. Many Card users write “Use other ID” (or something similar) in the
signature panel because they believe it providesa higher level of security. This is not actually true, it simply allows
a thief to sign his or her own name or use afake ID with any signature. If an unsigned Cardis presentedto you:

1. Inform the customerthat the Card must be signed.

2. Have the customersign the Card in your presence and provide a current, valid government ID that has
been signed (such as a passport or driver’s license). Do not accept a temporary form of ID, such as a
temporary driver’s license that does not have a photo.

3. Compare the signature on the ID to that on the Card.

4, If the customer refusesto sign the Card, do not complete the Transaction. Remember, youare liable for
any Transaction processed with a fraudulent Card.

Card Processing Tips

After you swipe a Card, the POS Device prompts you for specific information. The POS Device may also prompt you
to enter the last four digits of the account number to verify that the embossed account number matches the
number on the Magnetic Stripe (on the backof the Card). If the numbers do not match, the POSDeviceindicates a
mismatch of the digits or an invalid Card. Do notacceptthe Card. Onceyou receivean Authorization Approval
Code, verify thatthe Card number on the Transaction Receipt matchesthe numberembossed on the Card. If it
does notmatch, do notacceptthe Card.

Characteristics Of Most Cards
These characteristics typically apply to most Card Brands.

. Overall Card Quality: A Card may be any color (butis never faded or washed out) or featureabackground
pattern or photograph. The Card’s edge shouldbe smooth and clean, neverrough. The printshouldbe crisp
and clear. Check for any visible damage to the Chip or MagneticStripe.

. Matching Account and BIN Numbers: An identical series of numbers (known as the Bank Identification
Number or BIN) is printed directly above or below the first four embossed numbers on the Card andin the
signature panel.

. Embossing Quality: A hotiron is sometimes used to smooth embossed numbers and then emboss new
numbers. When this is done, the numbers can appearirregular in spacing or in vertical alignment, or there
can be aslight “halo” around the numbers. This techniqueis also used to modify the expiration date, so
check both the monthand the yearfor alterations. Refer to the Examples of Tampering section of Chapter 3
for details.

. Hologram Quality: An authentic hologram should reflect light and changein appearanceas you move the
Card. It should barelycatch on a fingernail, but shouldnot be suchthat it will peel off. A fake hologram is
often asliver of tin foil that lacks the features of an authentic hologram.

. Card Account Number and Card IdentificationNumber: The signature panel on the backof the Card should
include eitherthe entire Card account number or its last four digits, followed by the Card Identification
Number. These numbers should be printedin reverseitalics and should match the embossed numbers.

. Signature Panel Quality: The signature panelshouldnot be defaced (e.g., peeled-off white plastic, smudged
imprinting, or “void” appearingin the signature panel). Refer to the Examples of Tampering section below
for details.
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. Signature Panel Print Design: With the exception of some ATM Cardsand various store-branded Cards,
sighature panelsare rarely plain white. They usually contain an overprint or watermark.

Unique Card Characteristics

For the unique Carddesign elements specific to the Cards, please visit the following Card websites.

) Mastercard: http://www.mastercard.com/us/personal/en/aboutourcards/credit/index.html
. Visa: https://usa.visa.com/support/consumer/security.html

. American Express: http://www201.americanexpress.com/getthecard/home

. Discover Network: http://www.discovercard.com

Examples of Tampering

The following sectionidentifies common Cardtampering techniques. Although an American Express Cardis used in
the examples, these tamperingmethods are widespread amongall Card types.

1. Fraudulent Embossing. Characteristicsof fraudulent embossinginclude:

Figure 4-5. Example of Fraudulent Embossing

a. The black ink on the Card number (1) or Cardholder name (2) is smudged or messy.
b. The embossed numbers are crooked, out of line, or unevenly spaced(2).
c. The typeface of the Cardaccount number does not match therest of the Cardtypeface (2).
d. The Card numberembossedon the front does not match the number printed on the back (1).
2. Altered Magnetic Stripe. Characteristics of altered Magnetic Stripes include:
a. The Card numberon the printed Transaction Receipt does not match the numberembossed on

the frontof the Card or imprinted on the back.
b. The name printed on the Transaction Receipt does not match the name embossed on the Card.

c. The Magnetic Stripe or Chipis deliberatelyscratched oraltered makingit necessaryto manually
key the Card account number.

d. The signature panel has been whited out, taped over or erased.

//‘h
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IDENTIFYING SUSPICIOUS EMPLOYEE ACTIONS

Be aware — not all Card fraud is committed by Customers. Sometimes employees engage in fraud using the
following activities:

. Recording Card Numbers: Employees may pocket receipts left behind by Cardholders or may write Card
numbers on another piece of paper.

° Using Card Skimmers: Employees may use a Card skimmer (i.e., a battery-operated, hand-held electronic
device) thatreads a Card’s Magnetic Stripe and records it to memory. Cardnumbersare thendownloaded
from the skimmer and used to make counterfeit Cards or make unauthorized purchases. Some Card
companies offer areward forinformationleading to the arrestand conviction ofanyone involved in the
manufacture oruse of counterfeit Cards.

. Processing Credit Transactions to Personal Card Accounts: Employees may issue credits to theirown Card
or to an accomplice’s Card using Company’s POS Device. Often these credits do not have an offsettingprior
sale.

NOTE: Most POS Device products allow a Company to require a passwordin orderto process a Credit Transaction.
To help preventemployee-related fraud, do the following:

. Reconcile work daily rather than monthly.
° Password protect the POS Device, if this featureis available.
. Disable the credit functionon the POS Device.

. Securethe POSDevice during non-business hours.
FACTORING

Factoring (also known as laundering) occurs whenyou process another person’s transactions through a Company
account. Processingtransactions which belong to another personor business is in violation of the Agreement and
is prohibited by law in many states. Factoring may result in the termination of Company’s Card acceptance
privileges.

Be wary of the “fellow businessperson” who offers to pay you to process card transactions in return for a fee.
These transactions are often questionable orfraudulent. These schemes typically resultin a flood of Chargebacks
which are debited from the DDA. By the time you realize this has occurred, the otherbusiness will most likely have
relocatedundera different name.

To protectyou fromthese schemes and the devastatinglosses that ensue, educate yourselfand your staff about
this serious problem and immediately report factoring propositions to us or to the U.S. Secret Service. Remember,
Company isresponsible for all transactions processed usingthe Company MID, so make surethatall transactions
processed through thataccountrepresent transactions between Companyand the Cardholder.

Company will not present for processing or credit, directly or indirectly, any Transaction not originated as a
result of a transaction directly between Company and a Cardholder or any Transaction Company knows or
should know to be fraudulent or not authorized by the Cardholder. Perpetrators of fraudulent Transactions will
be referred to law enforcement officials. Company will not deposit any Transaction Receipt representing the
refinancing of an existing obligation of a Cardholder.
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CHAPTER 4.
CODE 10 PROCEDURES

Code 10isatermused by the Payment Networks to referto suspicious or questionable Transactions, Cards, or
Cardholders.

If you are suspicious of a Card Transaction, contact the Voice Authorization Center and request a Code 10
Authorization. Using the term “Code 10” allows you to call the Voice Authorization Center to question the
Transaction without alerting the Cardholder. Follow the instructions givento you on how to proceed to minimize
any discomfort between you and the Cardholder.

NOTE: Be alertto individualswho contact Company via phone or the Internet attempting to make large purchases
for overseasshipment, direct or through a freight forwarder. These individualsmay use one or more Cards in their
“urgent” request. If Company receivessuch arequest, Elavon recommendscontactingthe Voice Authorization
Center torequestaCode 10, specifically identifying the Transaction as a large foreign shipment Transaction.

NOTE: Fraudulent transactions, even when authorized, are subject to Chargebacks, and final payment is not
guaranteed.

CODE 10 AUTHORIZATION NUMBERS

To request a Code 10 Authorization for a Discover Network, Visa, Mastercard, or AmericanExpress Transaction,
call the telephone number on the Voice Authorization sticker (located on the POSDevice).

WHATTO DO WITH AN UNAUTHORIZED CARD

If you are informed that a Card has been reported lost or stolen, or is otherwise invalid, do not complete the
Transaction.

Card Recovery. If Company choosesto recover any Card, Company will use reasonable, peacefulmeans to recover
any Card: (i) on Visa Cards, if the printed four digits below the embossed account numberdo notmatch the first
four digits of the embossedaccount number; (ii) if Companyis advised by Elavon (or its designee), the Issuer, or
the designated voice authorization center to retain it; (iii) if Companyhas reasonable grounds to believe the Card is
lost, stolen, counterfeit, fraudulent, or otherwiseinvalid, or its use is not authorized by the Cardholder; or (iv) for
Mastercard Cards, if the printedfour digits below the embossedaccount number do not match the first four digits
of the embossed account number, or the Card does not have the “Twin Globes” hologram on the lower right
cornerofthe Card face.

If you are instructed to retainthe Card, follow these procedures:

. Cutthe Card through the account number lengthwise without damaging the Magnetic Stripe.

. Gather the following information:
o Company’s name, MID, telephone number, and address
o) Employee’s name, telephone number, and address
o Card accountnumber
o Reason for recovery
. Mail the information to:
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Exception Processing

ATTN: Card Pick Up

Elavon, Inc.

7300 ChapmanHighway Knoxville, TN 37920

NOTE: Do not challenge the Carduser. Avoid any physical confrontationwith anyone who may be using a lost,
stolen, or otherwise invalid Card. Do not jeopardize your safety or that of your employeesor Customers.

Once the personleaves your location, note in writing his or her physical characteristics and any other relevant

identificationinformation. Keepin mind thatareward may be offered by the Issuerfor the recovery and return of
a lost, stolen, or otherwiseinvalid Card.

ﬁﬁh
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CHAPTER 5.
RETRIEVALREQUESTS AND CHARGEBACKS

A Cardholder or Issuer may dispute a Transaction forany number of reasons, includingabilling error, a quality
dispute, or non-receipt of goodsor services. This Chapter describes the process for handling disputed Transactions
by explaining Retrieval Requests and Chargebacks.

Disputes with Cardholders. All disputes by any Cardholderrelating to the sale underlying any Transaction will be
settled between Company and the Cardholder. Elavon does not bear any responsibility for Transactions or
disputes, other than with respect to processing Chargebacks.

NOTIFICATION OF RETRIEVAL REQUESTS AND CHARGEBACKS

Company isresponsible for all Retrieval Requests and Chargebacks underthe Payment Network Regulations. When
Elavon receives a Retrieval Request or Chargeback from a Payment Network, it will forward the request or
documentationto Company. Company is responsible for responding, as appropriate, to each Retrieval Request or
Chargeback, including providing a copy of the relevantinformation to Elavon. In addition, Company will cooperate
with Elavon in complying with the Payment NetworkRegulations regarding Retrieval Requests and Chargebacks.
The followingis a non-exhaustive list of reasons why Company mightincura Chargeback. Itisnotacomplete list
andis intendedonly to highlight the most commonly encounteredsituations where a Chargeback may occur:

. Failure to respond to a Retrieval Request or failure to provide a legible, complete, or proper copy of a
Transaction Receiptin responseto a Retrieval Request

. Unauthorizeduse of a Card as alleged by the Cardholder

. Dispute by the Cardholder overthe quality of goods or services

. Failure by Company to provide goods or services

. The Transaction Receipt does not bearthe Cardholder’s signature

. The Transaction Receiptrepresents a Transactionfor which Authorizationwas initially declined and was
subsequently obtained by means of multiple Authorization attempts or other means not permitted
hereunder

. The Transaction Receipt fails to comply with the terms and conditions of the Agreement or fails to comply

with the Payment Network Regulations

. The Transaction evidenced by a Transaction Receipt or any other creditextended in respect thereofincludes
a cash disbursement made by Company

. The Transaction evidenced by a Transaction Receipt or any other creditextended in respect thereofis for
anyreasonillegal, null or void

° The Transaction Receipt refers to a Card which has expired or which Elavonhas notified Company not to
honor
. Copies of the Transaction Receipt have been deposited by Company more than once or Elavon has credited

the account more than once with the same Transaction Receipt

. Company has processed a Transaction for goods sold or services performed (or alleged to have beensold or
performed)by partiesotherthan Company

Company may elect to receive Retrieval Requests and Chargebacknotices by U.S. mail, Autofax (dedicated 24-hour
fax line), email or online. To update or change the way you receive a Retrieval Request or Chargeback notification,
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contact Customer Service or the Dispute Resolution department at the toll-free telephone number listed on
Company’s notice.

RETRIEVAL REQUESTS

A Retrieval Request (also known as a copy request) is initiated by the Issuer on behalf of the Cardholder foracopy
of the Transaction Receipt. A Retrieval Request occurs when a Cardholder:

° Loses his or her copy of the Transaction Receipt;
° Does notrememberthe Transaction; or
. Questions the Transactionfor any reason.

The Retrieval Request notice will include the followinginformation to helpidentify the Transaction:

. Card number. Retrieval Request notices do NOT include the Cardholder's name, because this information is
notprovided by thelssuer.

. Dollar amount. For Transactions charged on foreign Cards, the dollaramount may vary because of currency
exchangerates.

. Transaction date. The Transactiondate listed on the Retrieval Request may differafew days fromthe date
of the actual Transaction. If you cannot locate a specific Transaction Receiptin the Companyrecords for the
date specifiedon the Retrieval Request notice, search the records for three days before and three days after
the Transaction date listed.

Upon receivinga Retrieval Request notice, Company is required to provide Elavon with acopy of the applicable
Transaction Receipt so Elavon can send itto the Issuer on Company’s behalf. The Transaction Receipt copy must be
clear and legible and provided within the time frame specifiedin the notice.

Elavon suggests Company maintain Transaction Receipts in chronological order so that you can retrieve them
quickly and easily when needed. Records may be stored off site, provided theyare secure and readilyaccessibleto
the appropriate personnel.

Company’s response to a Retrieval Request may be sent by U.S. mail, Autofax, email or online, asoutlined in the
Retrieval Request notice. Due to possible delays using U.S. mail, Elavon recommends submitting the response via
Autofax, email, online or via overnight mail. If sending the response via U.S. mail, please allowsufficient time to
meetthe deadline.

If Elavon does notreceive the response to the Retrieval Request by the deadline given, a Chargeback could be
issued and Elavon will debit the DDA for the amount of the Transaction. This type of Chargeback cannot be
reversed. To avoid such Chargebacks, make it a priorityto respond to Retrieval Request notices within the time
frame specifiedin the notice.

CHARGEBACKS

A Chargebackis a Transaction disputed by the Cardholder orthe Issuer. If Company receives a Chargeback, Elavon
will debitthe DDA for the amount of the Transaction, including any applicable currency fluctuations, and willsend
Company a Chargeback notice. This noticeincludes the details of the Transaction as well as specificinstructions on
how to respond.

There are several situations in which Chargebacks may occur. The most common Cardholder-initiated disputes
include:
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. Dissatisfaction with the quality of merchandise or services received
. Failure to receive merchandise or services

. A questionable Transaction

. A processing error by Company staff

. Unauthorized use of a Card

While it may not be possible to eliminate Chargebacks entirely, companies can reduce their occurrence by
resolving issues and disputes directly with the Cardholder and by following the proper Authorization and
processing procedures. Because Chargebackscan be costly to Company, you should make every effortto prevent
them. Generally, remember to:

° Avoid duplicate processing of a Transaction.

. Work with the Cardholder to resolve disputes regarding the quality of merchandise or services rendered.

° Refuse to process a Transaction afterreceiving a Declined Code during Authorization.

) Call for Voice Authorization, if needed.

. Call for a Code 10 Authorizationif the Cardholder, Card, or Transaction still seems suspicious after receiving

an Authorization Approval Code.

. Followthe procedures for processing Transactionsas outlinedin Chapter 2, Processing Transactions.
. Include a description of the goods or services on the Transaction Receipt.
. Deliver merchandise or services within the approvedtime frame of charging the Card.

. Obtain avalid Authorization Approval Code.
) Obtain valid CVV2/CVC2/CID and AVS codes for Card Not Present Transactions, if applicable.

. Submit Transaction Receipts on the same day Transactions are authorized.

. Make sure an Imprintappears on a manual Transaction Receipt or that the relevant Transaction Information
appearsonthe POS Device-generated Transaction Receipt (see Chapter 2, Transaction Receipts for more
details).

. Never accept expired Cards or Cards having effective datespriorto the date of the Transaction.

° Make sure the signature on the Transaction Receipt matchesthe signature on the back of the Card.

. Obtain a signature from the Cardholder when merchandise is delivered.

. Be cautious of shipments to an address other than the Cardholder’s billingaddress.

How to Respond to a Chargeback
A Company’s written reply to a Chargebackis known as a Chargebackrebuttal.

Company must submit a rebuttal to Elavon in a timely manner so Elavon can presentitto the Issuer. If Company
submits a valid rebuttal within the time frame specifiedin the notice, Elavon will issue a provisional credit in the
amount of the Transaction to the DDA. The Issuer will thenreview the rebuttal to determineif the Chargeback is
remedied. If the Issuer determines thatthe Chargeback is not remedied, they will initiate a second Chargeback or
Pre-Arbitration thatcouldresultin a second debit to the DDA.
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Company must submitalegible and valid rebuttal within the time frame specified in the Chargeback notice. Failure
to do so could delay credit to the DDA and may resultin a waiver of Company’s right to rebut the Chargeback.

For more information on rebuttal procedures, contact the Dispute Resolution department using the toll free
number providedin the Chargeback notice.

Chargebacks That Cannot Be Reversed

There are specificinstances when a Chargeback cannotbereversed. In these cases, Company is responsible to
Elavon for the Transactionamountregardless of the Authorization Response received. These situationsinclude:

. When the Cardis present butitis notswiped, dipped or manually Imprinted;
. When the Card is present but Company did not have the Cardholder sign the Transaction Receipt; and

. When the signature on the Transaction Receipt does not match the signature of the Cardholder on the back
of the Card.

EXCESSIVE ACTIVITY

Company’s presentation to Elavon of Excessive Activity will be a breach of the Agreement and cause for
termination of the Agreementif the Excessive Activity thresholds outlinedin this sectionare met for Company’s
accounts asawhole. Alternatively, in Elavon’s sole reasonable discretion, if Excessive Activity occurs for any one or
more POS Deviceidentificationnumbersor MIDs, only the accounts that meet the Excessive Activity threshold may
be terminated. “Excessive Activity” means, during any monthly period, Chargebacks or Retrieval Requests in
excess of one percent (1%) of the gross dollar amount of Company’s Transactions, or returns in excess of two and
one-half percent (2.5%) of the gross dollaramount of Transactions. CompanyauthorizesElavon to take additional
actions as either of them may deem necessary upon the occurrence of Excessive Activity, including suspension of
processing privileges or creation or maintenance of a Reserve Accountin accordance with the Agreement.
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CHAPTER 6.
INTERNATIONAL TRANSACTIONS

DYNAMIC CURRENCY CONVERSION TRANSACTIONS

Dynamic Currency Conversion (DCC) is a service that allows Company to offerinternational Cardholdersthe option
to pay in their home currencyratherthan the currency used at Company’s point-of-sale. The following describes
how to process Dynamic Currency Conversion Transactions forthe designated Cards. Theseguidelines can help
Company: (1) understand Company’s responsibilities for DCC Transactions; (2) handle mailorder and telephone
order DCC Transactions; (3) process Electronic Commerce DCC Transactions; and (4) accept Priority/Express Check-
Out Transactions (in limited Travel and Entertainment (T&E) situations) as DCC Transactions.

COMPANY RESPONSIBILITIES ANDRESTRICTIONS

. Company must register with the Payment Networks through Elavon prior to offering DCC service to
Cardholders

. Company mustinformthe Cardholderthatthe DCC Transactionis optional and thatthe Cardholder must
actively choose to have the Transaction processed in his or her home currency. The Cardholder must
expressly agree to the DCC Transaction and check the “accept” box on the Transaction Receipt.

. If the Cardholder doesnotactively choose to have the Transaction processedin hisor her home currency,
Company must notcomplete the DCC Transaction, but may complete the Transaction in the local currency.
Depending on the POS Device, Company may be required to reverse or voidthe DCC Transaction when the
Cardholder does not actively choose to have the Transaction processed in his or herhome currency. Please
refer to the Quick Guide Reference or Point-of-Sale Operating Guide for complete instructions. If a void or
reversal is necessary, Company can complete the Transactionin the local currency.

. Company prohibitedfrom converting a Transaction in the local currencyinto an amountina Cardholder’s
home currencyafter the Transaction has been completed with the Cardholder but not yet entered into
Interchange.

. Failure to follow the Payment NetworkRegulations may resultin a Chargeback of the Transaction. If the

Transaction is processed in a currency different from the currency listed on the Transaction Receipt, a
Chargebackmay be issuedfor the fullamount of the Transaction. Thereis noright of re -presentment or
rebuttal of the Chargeback.

. If a Cardholder statesin writing that he or she was not offereda choice during the DCC Transactionprocess
or did notknow thata DCC Transaction would occur, a Chargebackmay be issuedfor the fullamountofthe
Transaction. Re-presentments may be requested using Company’s local currency but may notinclude DCC
Transaction commissions, fees, or mark-ups.

. Payment Networks have the right to terminate their provision of the DCC servicesto Company. Failure to
comply with the DCC requirements may resultin fines, penalties, and/or termination of the DCC services.

. The Agreement may be terminated for Company’s failure to comply with the DCC requirements.
DCC WRITTEN DISCLOSURE REQUIREMENTS

Company must comply with the following DCC Cardholder written disclosure requirements in all acceptance
environments, with the exception of telephone order (TO) Transactions.

. Currency symbol of Company’s local currency.

. Transaction amount of the goodsor servicespurchasedin Company’s local currency.
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. Exchange rate used to determine the Transactionamountin the Cardholder’s home currency.

. Any currency conversion commission, fees, or mark-up on the exchange rate over a wholesale rate or
government mandatedrate.

. Currency symbol of the proposed Transactioncurrency.

. Total Transaction amount chargedby Companyin the proposed Transaction currency.

For TO Transactions, Company must verbally notify the Cardholder of all the disclosure requirements listed above
before initiatinga DCC Transaction.

DCCTRANSACTION RECEIPTREQUIREMENTS

In addition to the appropriate electronic or manual Transaction Receipt requirements, DCC Transaction Receipts
mustalso include:

. The price of the goods or services in Company’s local currency, accompanied by Company’slocal currency
symbol nextto the amount.

. The total price in the Transaction currency, the Transaction currencysymbol, and the words “Transaction
Currency.”

. The exchange rate used to convert the total price from Company’s local currency to the Transaction
currency.
. The currency conversion commission, fees, or mark-up on the exchange rate over a wholesale rate or

government mandatedrate.

. A statementin an area easily seen by the Cardholder stating that the Cardholder was offered the option to
payin Company’s local currency.

. Cardholder expressly agrees to the Transaction Receiptinformation by marking an “accept” box on the
Transaction Receipt.

. Anindication that DCCis conducted by Company.
MAIL ORDER (MO) TRANSACTIONS

Prior toinitiating an MO DCC Transaction, Company must ensure that the following information isincluded on the
MO form:
. Specific Transaction currency agreed to by the Cardholderand Company.

. A statementthat the exchangerate that will be usedto convertthe Transaction amountfrom Company’s
local currency to the Cardholder’s home currency will be determined atalater time without additional
consultation with the Cardholder.

. Currency conversion commission, fees, or mark-up on the exchange rate over a wholesale rate or
government mandatedrate.

. That the Cardholder has a choice of payment currencies, including Company’s local currency.

. An “accept” box that Cardholder may mark to indicate acceptance of the DCC Transaction.
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ELECTRONIC COMMERCE TRANSACTIONS

Prior to initiating an Electronic-Commerce (EC) DCC Transaction, Company mustinform the Cardholder of all of the
DCC Written Disclosure Requirements listed above. Company must provide this information with an “accept” or
other affirmative button that requires Cardholder agreementto proceed.

PRIORITY/EXPRESS CHECK-OUT TRANSACTIONS (LIMITED T&E SITUATIONS)

Prior to initiating a Travel and Entertainment DCC Transaction, Company mustinformthe Cardholderofall of the
following information:

. The specific currency in which the DCC Transaction will take place.
. That the Cardholder has a choice of payment currencies, including Company’s local currency.
. The Cardholderhas agreed thata DCC Transaction will take place.

. That the exchange rateis determinedat a later time without further Cardholder consultation.

. Currency conversion commissions, fees, or mark-up on the exchange rate over a wholesale rate or
government mandatedrate.

. That Dynamic Currency Conversion is conducted by Company.

This information must be documentedin a written agreement thatis signed by the Cardholder before checkout or
rental returnthat authorizes Company to deposita Transaction Receipt without the Cardholder’s signature forthe
total amount of their obligation. Further, the Cardholder must expresslyagree to DCC by marking the “accept” box
on the written agreement. Company must sendthe Cardholdera copy of the Transaction Receipt through the
postal service (or by email if selected by the Cardholder) within three (3) business days of completing the
Transaction.

MULTI-CURRENCY CONVERSION

Multi-Currency Conversion (MCC) is a service that allows a Company to display the price of goods or services in a
currency other than, or in addition to, the local currency. No DCC is conducted. Company has the sole
responsibility to comply with Laws and Payment Network Regulations governing MCP, including all of the
following:

. The displayed price and currency selected by the Cardholder must be the same price and currency charged
to the Cardholder, printedon the Transaction Receipt and entered into Interchange by Elavon.

. Atleastone of the currencies of the prices displayed cannot be Company’s local currency.
° The Cardholder makes a purchase decision based on the price and currency displayed by Company.
° The Transaction must be completed with the price and currency selected by the Cardholder, with no

currencyconversion performedby Company.

In addition to the appropriate electronic or manual Transaction Receipt requirements, the Transaction Receipt
should clearly show the Transaction currency and the corresponding currency symbolor code, or thereceipt will
be assumed to be in Company’s local currency, which may give rise to Chargebackrights. The currency code is the
three digit ISO alpha country code. Elavon provides the currency exchange from the selling currency to the
Company’s domestic settlement currency. The exchange rate applied to each Multi-Currency transaction is
inclusive of a mark-up percentage from Elavon’s wholesale exchange rate or “cost.” The specific mark-up
percentageon eachcurrencyis determined by Elavonbasedon its risk assessment of handling thatcurrency. The
risk assessment for any currency can change without notice.
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CHAPTER 7.
PIN-LESS BILLPAYMENT TRANSACTIONS

This Chapter describeshow to process PIN-less Bill Payment Transactions using PIN-authorized Debit Cards. APIN-
less Bill Payment Transaction is a PIN-less Debit Card payment Transaction resulting in funds transfer from
Cardholders to companies in connection with payments for recurring services (e xcluding casual or oc casional
purchases) for which a corresponding invoice is periodically presentedto the Cardholder by Company,and which
Transaction isinitiated via a telephone (Voice Recognition Unit, Interactive Voice Recognition) or Internet device.

Acceptance of PIN-Less Bill Payment Debit Cards

Authentication. Prior to entering into a PIN-less Bill Payment Transaction, Company must authenticate the
Cardholder using information thatis not commonlyknown, butis only knownby the Cardholder and Company,
such asthe Cardholder’s account number with Company or information present on the Cardholder’s hard copybill
from Company. Company must submitits authentication procedures to Elavon forapproval by the appropriate EFT
Networks, and Company warrants that it will follow such authentication proceduresfor each PIN-less Bill Payme nt
Transaction. The use of an authentication procedure, or the approval of such procedure by an EFT Network, is not
a guarantee of payment, and Company remains liable forany Chargebacksresulting from any PIN-less Bill Payment
Transactions.

No Minimum or Maximum. Company will not establish minimum or maximum PIN-less Bill Payment Transaction
amounts. Company must accept PIN-less Bill Payment Transactions on terms no less favorable than the terms
under whichCompanyaccepts other Payment Devices.

Convenience Fees. Company may not add any amount to the posted price of goods or services Company offers as
a condition of paying with a Debit Card unless permitted by the applicable Debit Card Rules.

Purchases Only. Companywill support PIN-lessBill Payment Transactions involving purchases only. Company may
not initiate a Debit Card Transaction or a Credit Card Transaction for returns or refunds, and must use other
paymentavenues (such as cash, check, or invoice adjustment) to returnfunds to a Cardholder.

Prohibited Transactions. Companywill initiate Transactionsonly for services approved by Elavon.In no event will
Company initiate, allow, or facilitate a gambling or gaming transaction, or fundastored value account for such
purposes.

Internet Transaction Receipt Requirements

Atthe time of any Internet PIN-less Bill Payment Transaction, Company will make available to each Cardholder a
Transaction Receipt (printable froma screen or via e-mail) that complies fully with all Laws and containing, at a
minimum, the following information:

. Amount of the PIN-less Bill Payment Transaction, or if a Convenience Fee applies, the amount debited from
the Cardholder’s account (exclusive of the Convenience Feeg, shipping handlingand other fees), and the
amount debited from the Cardholder’s account (inclusive of the fees);

. Date and local time of the PIN-less Bill Payment Transaction;
. Type of Transaction;
° Type of accountaccessed;

. Truncated Debit Card number (showing the final four (4) digits);
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) Trace or retrieval number;

° Company name;

° MID;

. Company’s web site home page URL;

. Promised shipment time period (for Internet Transactionswhich involve shipment of goods);

) Cardholder’s name;

° Authorization Approval Code;

. Descriptionof the bill payment;

° Customer service contactinformation; and

. Feesimposed by Companyon the Cardholder, including shippingand handling fees, taxes, and Convenience

Fees, asapplicable.
Additional Internet Requirements

° Internet Payment Screen and Sales Policy. Company must prominentlydisplay onthe Internet Payment
ScreenCompany’s name, telephone number, city and state. Company must also obtain explicit confirmation
that the Cardholderunderstandsand agrees that the funds will be immediately debited from theiraccount
upon approval of the Transaction, before submission of the PIN-less Bill Payment Transaction. Company
must display a clearly visible and conspicuous notice on the Internet Payment Screen of the imposition of
any Convenience Fee or the payment of a rebate for a PIN-less Bill Payment Transaction prior to submitting
the paymentrequest fromthe Cardholder. Such notice mustinclude: (i) a heading of “Fee Notice” in atleast
14-pointtype; (ii) textin atleast 10-point type; and (iii) the amount of the Convenience Feeor rebate and
the name of the party imposing the Convenience Fee or the companythatreceivestheConvenience Fee.
“Internet Payment Screen” means the screendisplayedto a Cardholderduring an Internet PIN-less Bill
Payment Transaction payment process which allows the Cardholderto selectthe paymentmethod and to
confirmunderstanding and agreement with paymentterms, shipping and return policy.

° Communication and Encryption. Company must participate in an approved authentication program as
designated by the EFT Networks. All authentication information mustbe encrypted upon entryinto the
Internet device and must neverleave the Internet devicein cleartextform. The Internet device used by
Company must meet or exceedthe minimum communication and encryption protocol set forth by the EFT
Networks.

Telephone Transaction Requirements

At the time of a telephone PIN-less Bill Payment Transaction, Company will provide each Cardholder with
Transaction Information that complies fully with all Laws and containing, at a minimum, the following information:

. Approval or denial of the PIN-less Bill Payment Transaction,

) Amount of the PIN-less Bill Payment Transaction, or if a Convenience Fee applies, the amount debited from
the Cardholder’s account (exclusive of the Convenience Fee, shipping handlingand other fees), and the
amount debited fromthe Cardholder’s account (inclusive of the fees);

° Trace number;
. Authorization Approval Code or confirmation number;
) Customer service contact information; and
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. Feesimposed by Companyon the Cardholder, including shippingand handling fees, taxes, and Convenience
Fees, asapplicable.

Technical Problems. Company will ask a Cardholderto use an alternative means of paymentif the Elavon Debit
System or the electronic interface with any EFT Network is inoperative.

Company Warranty. In order to accept PIN-less Bill Payment Transactions, Company warrants that itis: (i) a
municipal, state or other public utility system operatedfor the manufacture, production, or sale of electricity,
natural or artificial gas, water or waste collection; (ii) an insurance service provider that s licensed by a state to sell
property, casualty, life and health insurance policies and that the Transaction involves the payment of premiums
on such policies; (iii) a publicor private provider of telecommunications services, including telephone, cellular,
digital and cable services, whichis licensedand governed by any federal, state or municipal authority; (iv)apublic
or private provider of cable or satellite media services, which is regulated by the Federal Communications
Commission or any other federal, state or municipal authority, or (v) any other acceptable Company type, or
covered undera pilot program approved by, the EFT Networks.

Termination/Suspension of Bill Payment. Whenrequested by any EFT Network in its sole discretion, Company will

immediately take action to: (i) eliminate any fraudulent or improper Transactions; (ii) suspend the processing of
PIN-less Bill Payment Transactions; or (iii) entirely discontinue acceptance of PIN-less Bill Payment Transactions.
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CHAPTER 8.
NO SIGNATURE/PIN REQUIRED TRANSACTIONS

No Signature/PIN Required Program. Certain Payment Networks have waived signature requirements that allow
qualifying Companies to process under-floor-limit transactions without having to obtain a Cardholder signature or
provide a Transaction Receipt unless a Cardholderrequests a Transaction Receipt. The No Signature/PIN Required
Programis limited to qualified Companies. Companyis responsible for validating that its Merchant Category Code
(MCC) is eligible for participation in a No Signature/PIN Required Program and that it has been appr oved by Elavon
to participate in the program. The No Signature Required Programis available to those Companiesin aqualifying
MCC segmentif the following Transaction criteria are met:

1. Transaction amountisless than $25.00for Visa and UnionPay Transactions (550.00 for Visatransactions
under MCCs of 5310 Grocery and 5411 Discount Stores), and lessthan $50.00 for American Express,
Discover, and Mastercard Transactions.

2. Transaction occursin a qualifying MCC. Please contact Elavon to determine if Company’s MCCis eligible.
3. The Cardholderis present and the Transaction occurs in a face-to-face environment.
4, The full and unaltered content of Track 1 or Track 2 data of the Card’s Magnetic Stripe is read and

transmitted as part of the Authorization, or the Transaction is processed via Contactless processing or
unaltered Chip datais sentfor Authorization.

5. One Authorizationis transmitted per clearing Transaction.

6. Applies to transactions conducted at U.S. merchants only.

7. Currency conversionis not performed.

8. For American Express transactions, Companyis not classified as high-risk.

9. Transaction is nota Chip fallback transaction.

10. Transaction is notan Account Funding Transaction, Cash-back, Quasi-Cash Transaction, nor Prepaid Load

Transaction.
Eligible Companies that submit Transactions meeting these requirements will receive Chargeback protection
against the signature requirement for Transactions that qualify under the specific Payment Network’s No

Signature/PIN Required Program.

Limitations. Participation in a No Signature Required Program provides only limited protection against specific
Chargebacks as designated by the sponsoring Payment Network.

POS Device. Itis Company’s responsibility to determineif a POS Device is configured properlyfor No Signature/PIN
transactions.
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CHAPTER 9.
WIRELESS SERVICE TRANSACTIONS

This Chapter describes how to process wireless Transactions using a wireless data service (the “Wireless
Services”). Companiesthat process wireless Transactions will adhere to the requirements set forth in this Chapter.

Use of Wireless Services. Company may use the Wireless Services solely as a means of establishing wireless
(cellular) connectivity between a POS Device that allows wireless processing, (a “Wireless POS Device”) and
Elavon’s systems. Company will not use the WirelessServicesfor remote medical monitoring or any unlawful,
fraudulent, abusive or otherunauthorized purposes. Company will promptly notify Elavonin writing if Company
becomes aware of any actual or suspected use of the Wireless Services in violation of the Agreement or the
Operating Guide. Company will locate all Wireless POSDevices accessing the Wireless Services within the areas
served by the wireless networkof the Elavon subcontractor that facilitates the Wireless Servicesand will ensure
that all equipment with roaming capabilitieswill not be permanently locatedin aroaming area. Company will not
use the Wireless Services in connection with any server devices, host computer applications or other systems that
drive continuous heavy traffic or data sessions, or as substitutes for private lines or frame relay connections.
Further, Company will not use the Wireless Services in a manner that results in highly concentrated usage in
limited areas of the wireless networkthrough which the Wireless Services are provided. If Company violates the
terms and conditionsin this Chapter, Elavon may suspend orterminate the Wireless Services.

Limitations of Wireless Technology. Companyacknowledges and agrees that because of the emerging nature of
wireless technology, certain limitations exist that may affect the performance, geographicareain which wireless
Transaction processing is available to Company(the “Coverage Area”), and reliability of wirelesstechnology and
wireless processing. Without limiting the generality of the foregoing, wireless processingand the use of a Wireless
POS Device are limited to the Coverage Area and may further be limited by a variety of other factors,
circumstances, and considerations such as the following: (i) use of a Wireless POS Device outside the Coverage
Areawill not be possible; (ii) within the Coverage Area, there may be certainweak coverage areas or other fringe
areas where wireless Transaction processing may be intermittent or otherwise interrupted; (iii) within the
Coverage Area, be certaingeographicareas in which wireless Transaction processing may be intermittent or not
possible; and (iv) atany time and without notice, any wireless network may become inoperative dueto technical
difficulties or for maintenance purposes, thereby affecting Company’s use of the Wireless Services. If Company’s
ability to use the Wireless Services is limited or prevented for any reason, Company will not process any
Transaction through the use of Wireless Services, and will instead obtain an Authorization Response for any such
Transaction through meansotherthan wireless processing, as describedin the Agreement.

Hardware Devices and Applications. Company may only use hardware devices and applications approved by
Elavon in conjunction with the Wireless Services. Companyacknowledges and agrees that hardware devices and
applications that have not be approved by Elavon may not function or may function improperly when used in
conjunctionwith the Wireless Services.

Completing Unauthorized Transactions. If Company chooses to complete a Transactionwithout an Authorization
Response because wireless coverageis notavailable (i.e., stores Transaction Information in a Wireless POS Device,
provides the Cardholder goodsor servicesand subsequently request Authorization of the Transaction), Company
doesso atits own risk. Company understands the risk associated with not obtaining an Authorization Response
prior to completing the Transaction (i.e., Companysubsequently may receive a “decline” or “error” message in
response to the later Authorization request). Company is fully liable for all Transactions whether or not an
Authorization Responseis received.

Prohibition on Use of Regeneration Equipment. Company must obtain written approval from Elavon prior to

installing, deploying or using any regeneration equipment or similar mechanism (for example, a repeater) to
originate, amplify, enhance, retransmit or regenerate the Wireless Services provided hereunder.
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Relationship Between Company and Underlying Wireless Services Provider. Company understands and agrees
that it has no contractual relationship whatsoever with the operator of the wireless network (or any of its affiliates
or contractors) throughwhichthe Wireless Services are providedand that Company is not a third party beneficiary
of any agreement between Elavonand any suchnetwork operator. In addition, Company acknowledges and agrees
that the operator of the wireless network through whichthe Wireless Services are providedand its affiliates and
contractors will have no legal, equitable, or other liability of any kind to Company, and Company hereby waives
any and all claims or demands thereof. Company further acknowledges that representatives of the operator of the
wireless network throughwhichthe Wireless Services are provided may have met with Companyindividually or
together with Elavon to discuss and review printed materials that explain such network operator’s understanding
of the servicesprovided by Elavonand such network operator hereunder. Company acknowledgesthatit has had
the opportunity to fully investigate the capabilities, quality and reliability of the Wireless Services and has satisfied
itself that such Wireless Services satisfactorily meetits business needs. Company agreesthat the operator of the
wireless network through whichthe Wireless Services are provided and its affiliates and contractors will have no
legal, equitable, or other liability of any kind to Companyarising from or related to any meeting, discussions or
explanations regarding the Wireless Services, and Companyhereby waives any and all claimsor demands it may
have against the operator of the wireless network through which the Wireless Services are provided and its
affiliates and contractors therefor.
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CHAPTER 10.
STAND-IN/STORE AND FORWARD APPLICATION
TRANSACTIONS

This Chapter describes how to process Stand-In/Store and Forward Transactions using specific product
applications. Specifically, Elavon has developed certain product applications which allow Companies to store
Transaction Information in a POS Device at the time of the sale if a communication channel for transmittal of
authorization is not available, and forward such Transaction Information to Elavon at a later time when a
communicationchannel is available (“Store and Forward Application”).

The Store and Forward Application Transactions general requirements are as follows:

Participation. Once Company has been approved by Elavon to accept Transactions using the Store and Forward
Application and its POS Device has been programmed with the Store and Forward App lication, Company may use
the Store and Forward Application, but only when a communication channel for transmittal of Authorization
information cannot be obtained.

Limitations. Company will not use the Store and Forward Application to process any type of PIN-based Debit Card
Transactions, Electronic Gift Card Transactions or ECS Transactions.

Forwarding Transaction Data. Company will forward Transaction Information to Elavon viaa POS Device within 24
hours of the Transaction.

Risk. Company understandsthat there is significant riskassociated with using the Storeand Forward Application
and not obtaining an Authorization at the time of the sale (i.e., Company may receive a “decline” or “error”
message in response to the subsequent Authorizationrequest). Company acknowledgesand agreesitis fully liable
for all Transactions whether or not an Authorization Approval Codeis received.

Changesto Store and Forward Application; Termination. Elavon may make changes to or terminate the Storeand
Forward Application at any time. Company will indemnifyand hold Elavon harmless for any action Elavon may take
pursuantto this Chapter.

Limitation of Liability
1. Elavonis notresponsible for Store and Forward Transactions.

2. Company understands that Transactions processed via the Store and Forward Application are high risk
and may be subjectto a higher incidence of declined Authorizationrequests and Chargebacks. Company is
liable for all Chargebacks, losses, fees, fines, and penaltiesrelated to Transactions processed via the Store
and Forward Application, including those resultingfrom or related to declined Authorization requests and
fraudulent Transactions. Further, Elavonis notliable to Company in the event the Transaction Information
is not stored within the POSDevice for any reason. Notwithstanding the provisions of the Agreement or
this Chapter, the liability of Elavon under this Chapterfor any claims, costs, damages, losses and expenses
for which they are or may be legally liable, whether arising in negligence or other tort, contract, or
otherwise, will not exceedin the aggregate One Thousand Dollars ($1,000.00).
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CHAPTER 11.
VEHICLERENTAL OR LEASING AUTHORIZATION PROCEDURES

In addition to the Authorization procedures set outin Chapter 2, Companies that provide vehicle re ntal will follow
the proceduresset outin this Chapter.

PREPARATION OF TRANSACTION RECEIPTS

Execution

Company must prepare Transaction Receipts forall Transactions as described in Chapter 2, Transaction Receipts.
The Cardholder mustsign the Transaction Receipt or the transaction must be conducted with anotheracceptable
Cardholder Verification Method (CVM). However, the Cardholder must not be required to sign until the total

Transaction amountis known and indicated on the Transaction Receipt.

In addition to the information described in Chapter 2, Transaction receipts must contain the following information:

. Daily rental rate

. Any applicable taxes

° Dates of pick-up and return

. Descriptionof additional costs

Multiple Card Transaction Sales

Company will include all items of goods and services purchased or leased in a single Transaction in the total
amount of a single Transaction Receipt except:

. When the balance of the amount due is paid by the Cardholderat the time of sale in cash or by check or
both
. When Companyis providing vehicle rental or leasing and the Transaction involves an additional ancillary

charge or acalculation error for whicha separate Transaction Receiptis completed and deposited

If Company is engaged in vehicle rental or leasing, Company may obtain Authorization for such Transactionsbased
upon estimates of the Transactions according to the following procedures:

1. Company estimates the amount of the Transaction based on the Cardholder’sintended rental period at
the time of rental, the rental rate, tax and mileage rates and ancillary charges. The estimate may not
include an extra amount for possible car damage, or for the insurance deductible amount if the
Cardholder has waivedinsurance coverage at the time of rental.

2. If Company later estimates that the Transaction amount will exceed the initial estimated Transaction
amount, Company may obtain incremental authorizations for additional amounts (not cumulative of
previous amounts) at any time before the rental return date. Company must disclosetothe Cardholder
the authorized amount for the estimated carrental or leasing Transactionon the rentaldate. A final or
additional authorization is not necessary for American Express, Discover, and Visa transactions if the
actual Transaction amount does not exceed 115% of the sum of the authorized amounts. All Mastercard
authorizations and incremental authorizations should equal the final transaction amount. Authorization
reversalsshould be processedfor any pending authorizationamounts thatwill not have a subsequent
clearing transaction.
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3. If Company alters a Transaction Receipt or prepares an additional TransactionReceiptto add delayed or
add-on charges previously specifically consented to by the Cardholder, Company must deliver an
explanation of the change to the Cardholder (i.e., mail a copy of the amended oradditional Transaction
Receiptto the Cardholder), and Company must fully comply with the requirements in Chapter 11, Vehicle
Rental Or Leasing Ancillary Charges.

4, Regardless of the terms and conditions of any written pre-Authorization form, the Transaction Receipt
amountfor avehicle rental or lease Transaction cannotinclude any consequential charges. Company may
pursue consequential chargessetforth in its terms and conditions by means otherthan Card Transaction.

VEHICLE RENTAL OR LEASINGANCILLARY CHARGES

If Company discovers additional ancillary charges or an error in calculation after the rental car is returned,
Company may bill the Cardholder provided that the signed rental contract allows foradditional charges and final
audit.

Company may notrecover charges relatedto car damage, theft or loss, unless the Cardholder expressly agrees to
approve the charge before Company processes the Transaction. A Transactionof this type must be processed
within 90 days of the vehicle return date. Company must first provide disclosure to the Cardholder that:

. Explains the charge and connects the charge to the Cardholder’s use of the merchandise or services during
the rental period;

. Includes any accident, police, or insurance report;

. For damage to a rental vehicle, provides at least two quotes from entities that are legally permitted to
performrepairs;

. Specifiesthe portion of the loss, theft, or damage that will be paid by insuranceand the reason that the
Cardholder is liable forthe amount claimed; and

. Informs the Cardholder that payment for loss, theft, or damage with the Cardholder’s Card is optional and
nota required or default payment option.

Other Valid charges may include (i) taxes, (ii) mileage charges, (iii) fuel, (iv) insurance, (v) rental fees, and (vi)
parking tickets and other traffic violations. For parking tickets and traffic violations: the incident must have
occurred while the Cardholder was in possession of the vehicle, and Company must support the charge with
documentationfrom the appropriate civil authority, including the license number of the rental vehicle, date, time
and location of the violation, statute violated, and amount of the penalty.

These charges must be processedon a delayedor amended Transaction Receipt within 90calendar days of the

rental returnor lease enddate. A copy of this Transaction Receipt must be mailedto the Cardholder'saddress as
indicated in the rental contract or folio.
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CHAPTER 12.
LODGINGACCOMMODATIONSAUTHORIZATION PROCEDURES

In addition to the Authorization procedures set outin Chapter 2, Companies that provide lodging accommodations
in the hotel and hospitality industry must follow the procedures set outin this Chapter.

PREPARATION OF TRANSACTION RECEIPTS

Execution

Company must prepare Transaction Receipts forall transactions as described in Chapter 2, Transaction Receipts.
The Cardholder must sign the Transaction Receipt/ folio, or the transaction must be conducted with another

acceptable Cardholder Verification Method (CVM). However, the Cardholder must not be required to sign until the
total Transaction amountis knownand indicated on the Transaction Receipt.

In addition to the information described in Chapter 2, Transaction receipts/ folios must contain the following
information:

. Dates of check-inand check-out

. Daily roomcharge

. Taxes

. Descriptionand dates of individual purchases

. Authorization dates, amounts, and Authorization Approval Codes

Multiple Card Transaction Sales

Company mustincludeall goods and services purchasedor leasedin a single Transaction in the totalamount of a
single Card Transaction except:

. When the balance of the amount due is paid by the Cardholder at the time of sale in cash, check or both,

. When Companyis providing lodging accommodations and the Transaction involves (1) Advance Deposit
Services or (2) an additional ancillary charge for which a separate Transaction Receipt is completed and
deposited.

Company may obtain authorizations for Card Transactions involving the provision of lodging accommodations
based upon estimates of the transactions according to the following procedures:

1. Company must estimate the amount of the Transaction based on the Cardholder’s intended length of stay
at check-intime, the roomrate, applicable tax or service charge and any Company-specific methods for
estimating additional ancillary charges. Company must request Authorization for the estimated amount of
the Transaction.

2. If Company later estimates that the Transactionamount will exceedthe amount previously authorized
based on the Cardholder’s actual charges, Company must obtain anincremental authorization for the
increasein the estimated Transaction amount. If necessary, Company may obtain and record additional
Authorizationsfor additional amounts (not cumulative of previous amounts) at any time before the check-
out date.
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A final or additional authorization is not necessary for American Express, Discover, and Visatransactions
only if the actual Transaction amount does not exceed 115% of the sum of the authorized amounts. All
Mastercard authorizations andincremental authorizations shouldequal the final transaction amount.
Authorization reversals should be processed forany pending authorizationamounts that will not have a
subsequentclearing transaction.

3. Company mustrecord on the Transaction Receipt the Authorization amount(s), Authorizationdate(s), and
Authorization Approval Codes for all authorizations obtained. If Authorization is declined, Company must
followits normal procedures for a declined Authorization.

4, If Company alters a Transaction Receipt or prepares an additional TransactionReceiptto add delayed or
add-on charges previously specifically consented to by the Cardholder, Company must deliver an
explanation of the change to the Cardholder (i.e., mail a copy of the amended oradditional Transaction
Receiptto the Cardholder), and Company must fully comply with the requirements in Chapter 12, Lodging
Accommodations Ancillary Charges.

5. Company understands that its right to use special Authorization procedures underthis section may be
terminated at any time if Elavon, Discover Network, Visa, or Mastercard determinesinitssole discretion
that Company has beenabusingits privileges under or not complying with prescribed procedures.

LODGING ACCOMMODATIONS ANCILLARY CHARGES

If Company discovers additional ancillary charges after the Cardholder has checked out, Company may bill the
Cardholder provided that the Cardholderagreedto be liable forsuchcharges.

Valid charges may include room, food, beverage andtax charges. Company may notrecover charges related to
theft, damage, or loss exceptas set out below.

Alldelayed or amended charges must be processedon a separateor amended Transaction Receipt within 90
calendar days of the check-out date. A copy of this Transaction Receipt must be mailed to the Cardholder’s address
as indicated on the itemized hotel bill.

Transactions for Loss, Theft, and Damages Charges

For Visa and Mastercard Transactions, charges for loss, theft, or damages must be processed as a separate
transaction fromthe underlying rental, lodging, or similar transaction. The Cardhold er mustauthorizethe charge
in writing after beinginformed of the loss, theft, or damage. To obtain the Cardholder Authorizationfor damages,
Company must prepare a Transaction Receipt with proof of Card presence, provide the estimated amount for
repairs (indicating that the amount will be adjusted accordingly pursuant to completion of the repairs and
submission of the invoice forsaid repairs), and obtain the Cardholder’s signature. Company must submita creditif
the final cost of repairsis less than the estimatedamount on the Transaction Receipt. Company has thirty (30) days
fromthe date of the subsequenttransaction related to damages to submitthe iteminto clearing. The charge for
damages must be directlyrelated to the services provided by the merchant to the cardholderduring the service
period, and must be the actual cost for replacement/repair of damage to the merchant’s property or for an
insurance deductible, whichever is less.

To support the charge, the merchant must provide documentation within 10 days of the check-out or
disembarkation date, and before processing any additional transactions. The documentation must:

° Explain the chargeand connect the charge to the cardholder’s use of the merchandise or services during the
service period;

. Include any accident, police, or insurancereport;
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. Specify the portion of the damage or loss that will be paid by insurance and thereason thatthe cardholder
is liable for the amount claimed; and

. Inform the cardholder that paymentfor loss or damage with the cardholder'sCard is optional and not a

required or default payment option

LODGING RESERVATION SERVICE

In order to be eligible to accept Discover Network, Visa and/or Mastercard Cardsto guarantee reservations for
lodging accommodations, Company will satisfy the following requirements and procedures:

1. Reservation Procedures

)
Elavon

Company will acceptall Discover Network, Mastercard or Visa Cards without discrimination for
all Cardholders requesting reservations underthe applicable Payment NetworkRegulations.

Company must obtain the Cardholder’s name, account number, and expirationdate embossed or
printed on the Card, and will also inform the Cardholder of the estimated authorization amount.

Company will inform the Cardholder that the accommodations are held until check-out time on
the day following the scheduled arrival date unless canceled by 6:00 p.m. establishment time
(defined as the time zone in which the physical premises of Company are located) on the
scheduled arrival date. Company must notrequire more than 72 hourscancellation notification
prior to the scheduled arrival date or as otherwise permitted under the applicable Payment
Network Regulations.

Company will advise the Cardholder that if he or she has not checked in (registered) by check-out
time the following day after his or her scheduled arrival date and the reservation was not
properlycanceled, the Cardholder is billed for one night’s lodging plus applicable tax. If Company
has other terms related to the reservation or cancellation those should also be disclosed to the
Cardholder duringthe reservation process.

Company will quote the rate of the reserved accommodations, the exact physical address of the
reserved accommodations, including name, address, city, state and country and provide the
Cardholder areservation confirmation code, advisingthat it be retained.

Company will verbally confirm and, if requested, provide a written confirmation to the
Cardholder of the reservation including the Cardholder name provided by the Cardholder,
accountnumber and Card expirationdate embossed or printed onthe Card, the reservation
confirmation code, name and exact physical address of the reserved accommodations, the
provisions of the applicable Payment Network Regulations relating to the Cardholder’s
obligation, including cancellation procedures and any other details related to the
accommodations reserved, and the rate of the accommodations.

Cancellation Procedures

Company will accept all cancellation requests from Cardholders, provided the cancellation
requestis made prior to the specified cancellationtime.

Company will provide the Cardholder with a cancellation code and advise the Cardholder that it
must be retained to preserve his or her rights in case of dispute. If requested, Company will
provide (by mail) the Cardholder written confirmation of the cancellation including the
Cardholder account number, expiration date and name embossed on the Card, the cancellation
code, and the details related to the accommodations canceled, including the name of Company’s
employeethat processedthe cancellation.
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3. Scheduled Arrival Date Procedures (Unclaimed Accommodations)

a. If accommodations reserved under the applicable Payment Network Regulations, havenotbeen
claimed or canceled priorto the specified cancellation time (a “No Show”), Company must hold
the room(s) available according to the reservation until check-out time the following day.

b. If the Cardholderdoesnot cancel the reservationor does not check-in within the prescribed
time, Company will deposita Transaction Receipt for one (1) night’s lodging plus applicable tax
indicating the amount of one (1) night’s lodging plus applicable tax, the Cardholder account
number, expiration date and name embossed or printed on the Card, and the words “No Show”
on the Cardholder signatureline.

c. Company will obtain an Authorization Response for the No Show Transaction.

4. Alternate Accommodations. If accommodations that were guaranteed pursuantto the Payment Network
Regulations are unavailable, Company will provide the Cardholder with the following services at no
charge:

a. Company will provide the Cardholder with comparable accommodations for one (1) night at
another establishment.

b. Company will provide transportation for the Cardholder to the location of the alternative
establishment.

C. If requested, Company will provide the Cardholder with athree (3) minute telephonecall.

d. If requested, Company will forwardall messages and calls for the Cardholderto the location of

the alternative establishment.
LODGING PRE-PAYMENT/ADVANCE DEPOSIT
In order to participatein partial or full pre-payment under which a Cardholder uses his or her Card for payment to

guarantee the reservation as required by Company to reserve lodging accommodations (“Pre-Payment”),
Company will adhereto the following procedures and requirements set forth below:

1. Reservation Procedures
a. Company will acceptall Cards fora pre-payment whenthe terms of the reservationare agreed to
by the Cardholder.
b. Company must hold a valid Pre-Payment service contract with us, either as part of the

Agreementor as a separate contract.

c. Company will determine the amount of a Pre-Payment Transaction by the intended length of
stay, which amount must not exceed the cost of sevennights of lodging (inclusive of applicable
taxes). The amount of the Pre-Payment Transaction must be applied to the total obligation.

d. Company willinform the Cardholder in writing (i) of Company’s advance depositrequire ments,
(ii) of the reserved accommodation and the Transaction amount, (iii) of the exact Company name
and location, (iv) of Company’s cancellation policy requirements, and (v) that the
accommodations are held forthe number of nights usedto determinethe amount of the Pre-
PaymentTransaction.

e. Company will obtain the Card account number, Card expiration date, the name embossed or
printed on the Card, telephone number, mailing address, scheduled date of arrival, and intended
length of stay.
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Company willinform the Cardholder (i) that Company will holdthe accommodationsaccording to
the reservation, and (ii) thatif changesin reservationare requested, written confirmation of such
changesis providedat the Cardholder’s request.

Company will advise the Cardholder thatif (i) he or she has notcheckedin by check-outtime the
day following the last night of lodging used to determine the amount of the Pre-Payment
Transaction, or (ii) the reservation was not canceled by the time and date specifiedby Company,
the Cardholder will forfeit the entire amount of the Pre-Payment Transactionor a portionof that
amount. Company will not, under any circumstances, present any additional No Show
Transaction in connectionwith a Transaction made under the Pre-Payment service.

Company will quote the rate of the reserved accommodation, the amountofthe Pre-Payment
Transaction and the exactlocation of the reserved accommodations. Companywill provide the
Cardholder with a confirmation code (advising that it must be retained) and with the actual date
and time the cancellation privileges expire.

Company will complete a Transaction Receipt for the amount of the advance deposit, indicating
the Cardholder account number, Card expiration date, the name embossed on the Card,
telephone number, mailing address, and the words “Advance Deposit” on the signatureline. The
Cardholder’s confirmation code, scheduled arrival date, and the last day and time the
cancellation privileges expire without forfeiture of the depositif the accommodations are not
used must also be indicated on the Transaction Receipt.

Company will follow normal Authorization procedures for lodging Transactions. If the
Authorization request resultsin a decline, Company will so advise the Cardholder and will not
depositthe Transaction Receipt.

Company will mail the Cardholder’s copy of the Transaction Receipt and Company’s written
cancellation policy to the address indicated by the Cardholder within three (3) business days
fromthe date of the Transaction Receipt.

Company will deposit the Transaction Receiptin accordance with usual procedures as specified in
this guide and the requirements for normal deposit for lodging Companies as specified in the
Payment Network Regulations.

2. Cancellation Procedures. Company will adhere to the following procedures whenthe Cardholder cancels
the reservation on atimely basis:

Company will accept all cancellation requests from Cardholders, provided the cancellation
requestis made prior to the specified cancellationdate and time.

Company will provide a cancellation code and advise the Cardholder thatit mustbe retained to
preserve his or herrightsin the case of dispute.

Company will complete a Credit Transaction Receipt including the entire amount of the Pre-
Payment Transaction, the Cardholder account number, Card expiration date, the name
embossed or printed on the Card, mailing address, the cancellation code, and the words
“Advance Deposit Cancellation” on the signatureline.

Company will (1) depositthe Credit Transaction Receipt within three (3) calendar days of the
Transaction date, and (2) mail the Cardholder’s copy of the credit voucher to the address
indicated by the Cardholder withinthree (3)business days from the date of the issuance of the
Transaction Receipt.

3. Alternate Accommodations

)
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If accommodations which were reserved under the Pre-Payment Service are unavailable,
Company will complete and deliver to the Cardholder a Credit Transaction Receiptto refund the
entire amount of the Pre-Payment Transaction.

Company will provide the following services at no charge to the Cardholder:

i Atleast comparable accommodations atan alternative establishment (a) for the number
of nights used to determine the amount of the Pre-Payment Transaction, not to exceed
seven (7) nights, or (b) until the reserved accommodations are made available at the
original establishment, whichever occurs first.

ii. Transportation to the location of the alternative establishmentand return
transportation to the original establishment. If requested, transportationto and from
the alternate establishment must be providedon a daily basis.

iii. If requested, forwardall messagesand calls for the Cardholderto the location of the
alternate establishment.

4, Central ReservationServices. Inthe eventthat Companyis a “Central Reservation Service” (definedas an
entity holding operatingagreements with various geographically contiguous lodging establishments to act
as a reservations resource for suchestablishments), Company further agrees and warrants as follows:

Company will have a written contract with eachsuchlodging establishment, whichwill be duly
executed by an officer or manager of the lodging establishment, setting out the respectiverights
and duties of Company and suchlodgingestablishment; and

Company will be registered with the CardBrands as a Central Reservation Service; will notuse an
agent to perform such services; will follow the procedures for reservations, cancellations,
alternate accommodations and Chargebacks hereinset out; and will accept full responsibility for
resolving any Cardholder problems related to the Pre-Payment Service.

PRIORITY/EXPRESS CHECK-OUT SERVICES

In order to participatein aservice under which a Cardholderauthorizes the use of his or her Card for payment of
his or her total obligation to Company, with or without prior knowledge of the total amount (“Priority/Express
Check-out”), Company will follow the following procedures and requirements (also see the Priority/Express Check -
Out Transactions (Limited T& E Situations) of Chapter6):

Check Out Procedures

1. Company must provide the Cardholder with a Priority/Express Check-out agreement which must contain,
at a minimum, the followinginformation:

)
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Cardholder account number

Cardholder’s name and address

Expiration date of the Card

Company’s name, address and telephone number
Check-in dateand departure date of the Cardholder

A statementauthorizing Company to charge the designated Cardholder Account numberfor the
amount of the bill and to presentthe Transaction Receipt without the Cardholder’s signature

Space for Cardholder’s signature

Transaction date
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i Transaction amountindicated in the Transactioncurrency

2. Company will inform the Cardholder that the Priority/Express Check-out agreement mustbe completed,
signed and returned, and thatthe Cardholder’s mailing address must be included to receivea copy ofthe
hotel bill supporting the final Transactionamount.

3. Company will obtain the completed Priority/Express Check-out agreement and ensure that the
Cardholder account numberidentified in suchagreementis identicalto the account numberimprintedon
the Transaction Receipt.

4, Company will follow the Authorization proceduresfor lodging transactions as setforth in this guide.

5. When the Cardholder has checked out, Company will complete the Transaction Receipt, indicating the
total amount of the Cardholder’s obligation and the words “Signature on File - Priority/Express Check-out”
on the signature line.

6. Upon the Cardholder’s departure, Company will provide the Cardholder’s copyof the Transaction Receipt,
the itemized hotel bill, and, if requested, the signed Priority/Express Check-out agreement to the
Cardholder in the manneridentified on the Priority/Express Check-out Agreement within three business
days of the Cardholder’s departure.
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CHAPTER 13.
PETROLEUM SERVICES

This Chapter describes certain services that are available to Companies engaging in Transactions related to
petroleum products or services, including SmartLink Services, Voyager® commercial fleet Card acceptance, and
Wright Express Card acceptance (“Petroleum Services”). Companies that use the Petroleum Services will adhere to
the requirements set forthin this Chapter.

PROVISIONS APPLICABLE TO ALLPETROLEUM SERVICES
1. Definitions.

“Equipment” means all equipment identified in the Agreement, including: (i) for SmartLink Services,
SmartLink payment gateway devices; or (ii) for Voyager® commercial fleet Card acceptance or Wright
Express Card acceptance, Fleet terminals.

“Software” means the software identifiedin the Agreement for SmartLink Services, SmartLink Access
Module or other programssupplied by Elavon and used for Internet-based electronic payment processing.

2. Access.

a. Elavon and Elavon’s authorized representatives may access, during normal business hours and
occasionallyafter normal business hours, the Equipment and Software and Company’s premises,
including offices, facilities, equipment, personnel and other Companyresourcesasrequired for
Elavon to performthe site survey, Equipment and Software installation, inspection, maintenance,
and other Petroleum Services. Companywill arrange permitted accessto areas of third -party
facilities as necessary. Elavon will comply with reasonable rules, regulations, and security
restrictions regarding access that Company provides in advance and in writing. Company will
allow Elavon electronicaccess to the Equipment and Software at all times. Company will make
sure that Elavon’s representatives have access to electrical power at Company’s location as
required for Elavon to efficiently performthe Petroleum Services.

b. Elavon reserves the right notto provide Petroleum Services with respectto any Equipment at a
Company location where Elavon reasonably determines that physical access to suchEquipment
or other conditions at the locations are unsafe. Elavon will notify Company of the unsafe
condition so that Company can correct the safety issue.

3. Unpermitted Access. Company will not attempt to obtain Petroleum Services by rearranging, tampering
or making unpermitted connectionwith Elavon’s (or its vendors’ or subcontractors’) system. Company will
not, and will notassistanyone else to, (i) copy or duplicate the Software, or (ii) decompile, disassemble,
modify, create derivative works of, tamper, reverse engineeror emulatethe Equipment or Software.
Company will notsell, rent, lend orallow physical or electronicaccesstoany Equipment, Software or
Petroleum Services without Elavon’s written consent.

4, Cooperation. Company will make sure that its personnel assist Elavon as necessary to install and integrate
the Equipment and Software, to troubleshoot and isolate faults in the Equipment or Software, and to
otherwise perform Petroleum Services. Company will also make surethatitslocations are adequately
staffed during installation and maintenance to assist Elavon to commission, troubleshoot, and isolate
faultsin any locations. Elavon will not be liable for any delay in performing, orinability to perform, its
duties underthis Chapterto the extent caused by any failure by Company to performthe duties assigned
to it or to provide such resources. Company will reimburse Elavon forthe reasonable expenses Elavon
incursasadirectresult of Companyfailing to meetsuchobligations.
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5. Fraud Prevention. Company will take reasonable steps to reduce, detect and manage fraud. Company will
appointarepresentative available to Elavon or its vendors or subcontractors to promptly respond to any
fraud-related matters.

6. Title to Software.

a. Company acknowledges that any Software and related updates Elavon supplies in connection
with the Petroleum Services are subject to the proprietary rights of Elavon or its vendors (the
“Licensors”). The Licensors will retain all right, title and interest in the Software, all copies, partial
copies, compilations and translations of the Software, and underlying intellectual property.

b. Company will have no ownership interest or proprietary right in the Software, or any
enhancements or derivative works, regardless of whether Company requests the development of
or pays for such Software, enhancement, or derivative work. If Company pays for such Software,
enhancement or derivative work, Company will have the right to use such Software,
enhancementor derivative work to receive the Petroleum Services.

c. Company acknowledges that the Software constitutes trade secrets of the Licensors and that the
Software is protected by copyright law. Company will use the Software and its related
documentation for its internal use only and will not distribute, sell, assign, transfer, offer,
disclose, reproduce, modify, lease or license the Software. Companywill not use the Software to
process the data of third parties orin aservice bureau operation. Company will notify Elavon
immediately of the unauthorized possession, use or knowledge of the Software.

d. Company agreesthatits breach of this Section 6 will cause the Licensorsirreparable harm.
COMPANY’S OBLIGATIONS FOR SMARTLINK SERVICES

1. Internet Access. “SmartLink Services” means Internet based operations for electronic payment
processing using Equipment or Software, and including Software supportand Equipment maintenance
services. Prior to using SmartLinkServices, Company mustsupply atits expense a high speed Internet
connection (e.g., business class DSLor cable Internet or the equivalent). Company will make such high
speed Internet connections available for SmartLink Services atall times. Elavon not be liable for such
Internetservices, and Company will be responsible for managing and repairing problemsassociated with
Company’s own telecommunications and processingsystems (both hardware and Software).

2. Integration. Companywill cooperate with Elavon to integrate SmartLink Services at Company’s locations,
including by reasonably assisting Elavon with interfacing the SmartLink Services with Elavon’s vendors and
subcontractors. Company is responsible for properly installing the Equipment and Software and is
responsible for providing suitable secure space, power, network connectivity and other services for the
proper operation of the Equipment and Software, in each case atits expense.

3. Included Maintenance. In considerationfor Company’s payment of the monthlyaccess and maintenance
feessetforth inthe Agreement, Elavon will provide corrective maintenance for SmartLinkServices.

4, Excluded Maintenance. Maintenance does not include the following services, unless specifically
requested by and paid for by Company at Elavon’s then-current rates: maintenance, repair, or
replacement of parts damaged or lost through catastrophe, accident, lightning, theft, misuse, fault or
negligence of Company, or causes external to the Equipment or Software, including failure of, or faulty,
electrical power or air conditioning, operator error, failure or malfunction of data communication
Equipmentor Software not providedto Company by Elavon, orfrom any cause other thanintended and
ordinary use; modifications or alterations to the Equipment or Software other than Elavon-approved
upgrades and configuration; modifications or alterations to the Equipment or Software by anyone other
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than Elavon; and deinstallation, relocation orremoval of the Equipment or Software or any accessories,
attachments, or other devices.

Modifications. Company is responsible forany alterations or modifications to the Equipment required to
comply with any applicable Law.

VOYAGER CARD ACCEPTANCE

Company agreesto abide by all terms and conditions that apply to accepting Voyager® commercial fleet Cards and
receiving payment, including the following:

1.

Company will honor all valid Voyager® Cards for purchases under the terms and conditions of the
Operating Guide and the Agreement.

Company isresponsible for checking the expirationdate and any printed restrictions for both electronic
and manual Transactions. Company will electronically authorize all Transactions. If the POS Device
authorization system malfunctions, Company will obtain an Authorization by calling the designated
Voyager® phone number. If asale is declined, the Voyager® Card will not be usedto complete the sale.

At Customer-activated POS Devices, the sales draft will include truncated account number, sub number,
truncated expiration date of the Voyager® Card, the Transaction date and time, type of fuel sold, the total
sale price, Authorization number, as required, and odometer reading.

All cashier-assisted electronic sales drafts and credit vouchers will be completedtoinclude POS Device
print showing the Card account name encoded in the Magnetic Stripe (if point-of-sale function is
applicable), truncatedaccount number, sub number, truncated expiration date of the Card, the signature
of the authorized user, the Transaction date and time, type of fuel sold, a description of the service
rendered (if requested), odometer reading (as permitted by the electronic POS Device), total sale price,
and the Authorizationnumber.

Company will provide a copy of the sales draft or receipt and credit vouchers to the Voyager® Card
Cardholder at the time of sale or return. Company will retain a copy of the sales draftforaperiod of six
months from the date of purchase.

A Chargebackwill be made forsalesthatare disputed forany reason, including (a) required Authorization
was notobtained, (b) were for unauthorized merchandise, (c) were fraudulently made by an employee of
Company, (d) the procedures for completing and handlingsales drafts or receipts or credit vouchers were
notfollowed, or (e) were in violation of printedinstructions. Elavon will promptly notify Company of any
Chargeback.

Company will maintain a fair policy for the exchange and return of merchandise. Company will promptly
submit credits for any returns thatare to be creditedto the Voyager® Card Cardholder’s account.

Feesfor processing Voyager® Card will accrue daily and be collected by electronically debitingCompany’s
DDA atthe same time that processing fees for other Payment Devices aredebited. If Company’s bank
rejects or returns Elavon’s debit, Company remains liable for payment of Voyager® processing fe es,
Equipmentand Software, along with any collection fees as specifiedin the Agreement.

WRIGHT EXPRESS CARD ACCEPTANCE

If Company has been approved to accept commercial fleet Payment Devices associated with Wright Express,
Company agrees to enter into and accept such Payment Devices pursuant to a Wright Express Charge Card
Acceptance Agreement. Company acknowledges that Elavon will only provide authorization or data capture
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services, or both, for Wright Express, and Company will rely upon Wright Express for all otherservices, including
settlement.

PRIVATE LABEL CARD ACCEPTANCE

If Company notifies Elavonand obtains Elavon’s approval, and enters into and abides by anagreement with the
issuer of a Payment Device designedfor commercial fleet Transactions issued by party other than Voyager® or
Wright Express (a “Private Label Card”) for the acceptance of such Private Label Cards, then Company may accept
such Private Label Card Transactions. Company agreesthat Elavon will only provide authorizationor datacapture
services, or both, for such Private Label Cards, and Companywill rely upon the issuer of the Private LabelCard for
all other services, including settlement.
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CHAPTER 14.
CONVENIENCE FEE, SURCHARGE, AND GOVERNMENT/ PUBLIC
INSTITUTION SERVICE FEE REQUIREMENTS

This Chapter describes the requirements applicable to the assessment of Convenience Fees by registered
Companies, surcharges applicable to Companies, and Government/Public Institution Service Fees (“GPISF”)
available to government and publicinstitution Companiesoperatingin certaindesignated Merchant Category
Codes (MCCs). Companies that elect to assess Surcharges, Convenience Fees or Government/Public Institution
Service Fees will adhere to the requirements in this Chapter.

TERMS APPLICABLE TO CONVENIENCE FEES, SURCHARGES, ANDGOVERNMENT/PUBLICINSTITUTION SERVICE
FEES

1. Compliance with Laws and Payment Network Regulations. Convenience Fees/Surcharges/GPISF may be
prohibited by Laws in some States, and Company may not charge Convenience Fees/Surcharges/GPISF
where prohibited by Laws. If an applicable government authority has passed legislation or regulation that
imposes requirements regarding the assessment of a Convenience Fee/Surcharge/GPISF orotherfees or
charges as a component of Payment Device acceptance, such Laws will control if they conflict with
Payment Network Regulations. If assessment of any Convenience Fee/Surcharge/GPISF or other fees or
charges as a component of Payment Device acceptance is not required by Law, Company bears all
responsibility associated with the assessment of suchfees. As between Company and Elavon, Company
remains responsible for all fines, penalties, assessments or charges assessed by the Payment Networks as
a result of non-compliance with Laws or the Payment Network Regulations. Convenience
Fees/Surcharges/GPISF may be prohibited by Laws in some States, and Company may not charge
Convenience Fees/Surcharges/GPISF where prohibited by Laws.

2. POS Devices. Company will ensure that its software, POS Devices and Payment Device acceptance
procedures complywith Elavon’s instructions and Payment Network Regulations, including with respect
to programming of software and POS Devices handling of eligible Transactions, for the proper assessment
of Convenience Fees/Surcharges/GPISF and modification of the amount of Convenience
Fees/Surcharge/GPISF charged upon request from Elavon. Company will also comply with all
requirements provided by Elavon to appropriately process the eligible Transactions to qualify for optimal
Interchange rateswithin five days of Elavon’s communication to Company of the same. If Company fails to
make changes to its POS Devicesor Payment Device acceptance procedures, or fails to adjust the amount
of the Convenience Fee/Surcharge/GPISF charged per Transaction within five days of Elavon’s request
Elavon may discontinue the program, or suspend a certain payment type, or bill Company for chargesin
excess of the Convenience Fee/Surcharge/GPISF to recoverlosses relatedto Transactions that did not
qualify for optimal interchange rates or did notinclude the Convenience Fee/Surcharge/GPISF amount
requested by Elavon.

3. Chargebacks. Companyremains responsible forall Chargebacks. Elavonwill notrefundto Company the
amount of the Convenience Fee/GPISF in the event of a Chargeback, but will refund the amount of a
surcharge.

4. Additional Processing Requirements. If Company voids an underlying eligible transaction, the associated

Convenience Fee/Surcharge/GPISF must be voided as well. If Company processes a refund for an
underlying eligible transaction, Company will disclose to Customers that the associated Convenience
Fee/GPISF is non-refundable. Company will be assigned separate MIDs for use in connection with eligible
transactions and related Convenience Fees/GPISFs. Companywill use MIDs assignedfor usewith eligible
transactions or Convenience Fees/GPISFs onlyto process eligible transactions. Additionalrequirements
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regarding surcharges are set forth in Chapter 2 under the heading “Surcharges on Credit Card
Transactions.”

5. Company-Managed Convenience Fee/Surcharge/GPISF. If Companyis eligibleto chargeaConvenience
Fee or GPISF, or chooses to asses a surcharge, and has elected to manage such Convenience Fees,
surcharge or GPISF (with or without the use of a Service Provider), then Company will:

a. Receive and retainthe Convenience Fee/Surcharge/GPISF;
b. Pay standard per-transactionfees to Elavon for Convenience Fee/Surcharge/GPISF Transactions;
c. Not assess or adjust a Convenience Fee/Surcharge/GPISF unless Company has disclosed such fees

to Elavon previouslyin writingand Company has been approved by Elavon to assess such fees. If
Company completes a Transaction and assesses a Convenience Fee/Surcharge/GPISF without
having disclosedsuchfee previouslyin writing and obtained Elavon’s consent, Company will be in
breach of the Agreement and Elavon may terminate the Agreement in addition to any other
remedies available underthe Agreement, Laws, and Payment Network Regulations. Company
acknowledges that with respect to Elavon’s C4 surcharge program, the surcharge amount is
predetermined and cannot be changedonceset.

d. Make conspicuously available to the Customer appropriate terms and conditionsregarding the
Convenience Fee/Surcharge/GPISF that are in line with industry standards and comply with
applicable Law.

6. Elavon-Managed Convenience Fee/Surcharge/GPISF. If Company is eligible to charge a Convenience
Fee/Surcharge/GPISF and has electedto have Elavon manage the Convenience Fee/Surcharge/GPISF,
then:

a. Elavon will assess the Convenience Fee/Surcharge /GPISF as determined by Elavon, Elavon will
retain the Convenience Fee/Surcharge/GPISF as payment for the processing of the Transactions,
and Company will have no right, title or interest in such amounts, including if the underlying
Transaction is subject to Chargeback.

b. Elavon may adjust the Convenience Fee/Surcharge/GPISF from time to time as necessary to
accommodate changes in Payment Network fees (including interchange), material changes in
average ticket size or monthlyTransaction volume, interchange classification or downgrades,
Chargebackrates, Payment Devices accepted or payment channels offered by Company, or if at
any time the Convenience Fee/Surcharge/GPISF does not cover Elavon’s costs for the
Transactions processed by Company.

c. Elavon may immediately terminate the Convenience Fee/Surcharge/GPISF Services if Company’s
Chargeback rates materially exceed industry averages or if Company’s Convenience
Fee/Surcharge/GPISF program presents a financial risk to Elavon.

7. Partner-Managed Convenience Fee/GPISF. If Company is eligible to charge Convenience Fees or GPISF
and has elected to have a Sales Partner manage the Convenience Fees/GPISF, then:

a. Company will assess the Convenience Fee/GPISF set by the Sales Partner, and Elavon will retain
the Convenience Fee/GPISF as payment for the processing of the Transactionsand will remit a
portion of the fee to the Sales Partner. Company will have no right, title or interestin such
amounts, including if the underlying Transactionis subject to Chargeback.

b. The Sales Partner may request that Elavon adjust the Convenience Fee/GPISF fromtime to time
as necessary to accommodate changes in Payment Network fees (including interchange),
material changes in average ticket size or monthly Transactionvolume, interchange classification
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or downgrades, Chargebackrates, Payment Devices accepted or paymentchannels offered by
Company, or if at any time the Convenience Fee/GPISF does not cover the costs for the
Transactions processed by Company.

c. Elavon may immediately terminate the Convenience Fee/GPISF Services if Company’s
Chargebackrates materiallyexceedindustry averages or if Company’s Convenience Fee/GPISF
program presents a financial risk to Elavon or the Sales Partner.

“Sales Partner” means aregistered third party sales organization sellingElavon services. For clarification,
a Sales Partneris nota third-party contractor of Elavon, and Elavon assumes no responsibility or liability
for the acts of any Sales Partner.

CONVENIENCE FEES
Convenience Fee Requirements

Companies who accept both Visaand Mastercard Credit Cards or Debit Cards and desire to assessaConvenience
Fee must comply with each of the following requirements:

. Company must provide a true “convenience” in the form of an alternative payment channel outside
Company’s customaryface-to-face payment channels, and the Convenience Fee mustbe disclosed to the
Customer as acharge for the alternative payment channel convenience thatis provided. (Companies that do
notacceptface-to-face payments are noteligible to assess Convenience Fees.)

° A Convenience Fee cannot be assessedfor recurring payments. The Convenience Feeisdesigned for one-
time payments and not for payments in which a Customer authorizes recurring charges or debits for
recurringgoods or services. Examples of recurring chargesincludeinsurance premiums, subscriptions,
internetservice provider monthly fees, membership fees, and utility charges.

. The Convenience Fee must be disclosed priorto the completion of the Transaction, and the Customer must
be given the option to cancelthe Transactionif they do not wantto pay the fee.

. The Convenience Fee must be (i) included in the total amount of the Transaction (itcannot be “split” out
fromthe Transaction amount), and (ii) assessed by the same Companyactually providing the goods and
services and not by a different merchant or any third party.

. If a Convenience Feeis assessed, it must be for all paymenttypes (Visa, Mastercard, Discover, American
Express and ACH) within a particular payment channel (mail order, telephone order, or internet).

. The Convenience Fee must be flatregardless of the value of the paymentdue (not tiered or percentage
based), except that an ad valorem amount is allowed where Company’s pricing is subject to regulatory
controls that make aflatfee infeasible.

If Visais notamong the types of Credit Cards or Debit Cards accepted by Company, then the Convenience Fee may
be:

) Charged in face-to-face Transactions;
) Tiered, percentage based, or flat;
. Authorizedand settled separately from the primary transaction; and

. Assessed by Company’s third-party agents.
GOVERNMENT/PUBLIC INSTITUTION SERVICE FEES

The following provisions apply to such Eligible Transactions and the related GPISF charged.
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1. Definition of Government/Public Institution Service Fee. A Government/Public Institution Service Fee, or
“GPISF,” is the fee charged by Elavon or Company, at Company’s election, to Customers conducting
Eligible Transactions (defined below) where Company is operating in an eligible MCC. GPISFinclude fees
referredto as a “service fee”, wherethe feeis processedas a separate Transactionfromthe underlying
purchase or payment Transaction.

2. Requirements for GPISFs. If Company accepts both Visa and Mastercard-branded Credit Cards or
signature Debit Cards for Eligible Transactions, Company will comply with the mostrestrictive of these
Payment Network requirements forall Transactions so as not to discriminate among different Payment
Devices or Payment Networks. Company may assess or have Elavon assess a GPISF to Transactions
involving Discover Network Payment Devices on the same terms as GPISFs are assessed to the other
Payment Devices Company accepts.

a. Eligible Transactions. Eligible Companies(as defined in (b) and (c)below) may charge or have
Elavon charge a GPISF only in connection with the following transactions (“Eligible
Transactions”):

i. Payments to elementary and secondary schools for tuitionand relatedfees, and school-
maintained room and board;

ii. Payments to colleges, universities, professionalschools, junior colleges, business schools
and trade schools for tuition and related fees, and school-maintained room and board;

iii. Payments to federalcourts of law that administer and process court fees, alimony and
child support payments;

iv. Payments to government entities thatadminister and process local, state and federal
fines;
V. Payments to local, state and federal entities that engage in financial administration and
taxation; or
Vi. Payments to Companies that provide general support services forthe government.
b. Companies Accepting Visa Cards for Eligible Transactions. The following requirements apply if

Company accepts Visa Credit Cards or Visa signature Debit Cards and wants to chargeortohave
Elavon charge a GPISF.

i Eligible Companies. Companies operatingin MCCs 8211 (Elementary and Secondary
Schools), 8220 (College Tuition), 8244 (Businessand Secretarial Schools), 8249 (Trade
Schools), 9211 (Court Costs), 9222 (Fines), 9311 (Tax) and 9399 (Miscellaneous
GovernmentServices) are eligible to charge or to have Elavon charge a GPISF to
Customersin connectionwith Eligible Transactions listedin Section (2)(b)(ii) below.

ii. Transaction Requirements. The followingrequirements apply to Eligible Transactions
under this Section (2)(b):

(1) Company must provide Elavon with the necessary documentation to facilitate
Elavon’s registration of Company in the “Government and Higher Education
Payment Program” as applicable within the Payment NetworkRegulations.

(2) The GPISF must be disclosedto the Cardholder priorto the completion of the
Transaction, and the Cardholder must be given the option to cancel the
Transaction if the Cardholder does not wish to pay the GPISF.

(3) Company may not also assess a separate Convenience Fee or U.S.Credit Card
Surcharge (as such terms are definedin Visa’s Payment Network Regulations).

(4) The GPISF must be disclosed as a fee assessed by Companyor Elavon.
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(5) Companies accepting Visa cards for Eligible Transactions must include the
words “Service Fee” in the “Company name” field of the Visa Transaction
clearingrecordfor the collection of the GPISF.

(6) Company mustaccept Visa as a means of paymentin all channels (i.e., face-to-
face, mail/telephone, and Internet environments, as applicable).

c. Companies Accepting Mastercard Cards for Eligible Transactions. The following requirements
apply if Company accepts Mastercard Credit Cards orsignature Debit Cards and wantsto charge
or to have Elavon charge a GPISF.

i. Eligible Companies. Companies operatingin MCCs 8211 (Elementary Schools), 8220
(Colleges/Universities), 8299 (Miscellaneous School and Education Services), 9211
(Courts), 9222 (Fines), 9223 (Bail and Bonds), 9311 (Taxes), 9399 (Miscellaneous
Government Services) and 9402 (Government Postal Services) are eligible to charge or
to have Elavon charge a GPISF to Customers in connection with Eligible Transactions
listed in Section (2)(c)(ii) below.

ii. Transaction Requirements. The followingrequirements apply to Eligible Transactions
under this Section (2)(c).

(1) The GPISF must be disclosedto the Cardholder priorto the completion of the
Transaction, and the Cardholder must be given the option to cancel the
Transaction if the Cardholder does not wish to pay the GPISF.

(2) The GPISF structure may be setas atiered, percentage, oraflat fee. This fee
would not have to be assessed for payments made by ACH, cash, check or PIN-
based Debit Card.

(3) The GPISF for Mastercard consumer Credit Cards can be different than the
GPISF for Mastercard commercial Credit Cards. Similar product types among
the various Payment Networks should be assessed equal fees as to not
disadvantage one Payment Networkoverthe other.

(4) The GPISF must notbe advertised or otherwise communicated as an offset to
the Company discount rate.

(5) Merchant may use a two transaction processing model or a one transaction
processing model.

3. Service Provider. If Companyis permitted by the Payment Network Regulations to use a Service Provider
to manage and assess Company’s GPISF, the “Companyname” field of the Transaction clearing record
mustinclude the Service Provider's name ratherthan Company’s name. The Service Provider must be
clearly identified to the Cardholder as the entity thatis assessing the GPISF.

4, Payment and Transaction Types Supported. GPISF capability for Credit Cards and signature Debit Cards
depends on Company's MCC and the Payment Network Regulations of the applicable Payment Network.
Not all payment and transaction types are supported forall products. Company’s proprietary software,
POS Devices, or Service Providers must be certified to processElavon-managed GPISF Transactions. Closed
network prepaid cards, electronic benefits transfer, and dynamic currency conversion arenotsupported
for GPISF processing.
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CHAPTER 15.
GATEWAY SERVICES

This Chapter describesthe Gateway Services available to Companies. Companies that use the Gateway Services
will adhere to the requirements setforth in this Chapter.

GATEWAY SERVICES AND FUNCTIONALITY

The following Services are the “Gateway Services:”

1. General.

The Gateway Services will support Payment Device authorization data and facilitate the
transmission of authorization and settlementinformationrelated to Transactions to and from
various Origination Points (e.g., POS Devices or other integrations) used by Company. A list of
Payment Devices and Transaction types supported by the Gateway Services is available from
Elavon upon request. Company must obtain and maintain certificationfrom Elavon, asset forth
in this Chapter, with respect to each supported Payment Device that Companywants to accept.

The Gateway Services include a browser-based userinterface operated by Elavonand located at
the URL designated by Elavon (the “Service Web Site”), that provides Company with the
functionality for Batch management, settlement balancing, and research and reporting of
Transactions. System reporting will be available to all Authorized Usersvia secure password and
log-on access. The Service WebSite applicationfeatures and services available to Company vary
depending on the Gateway Services used by Company.

The Gateway Services will submit Transactions received from an Origination Pointin accordance
with this Chapter for authorization to the Destination Point designated by Company, and will
return to the Origination Point the authorization response message received from such
Destination Point.

2. Settlement Functions.

a.

)
Elavon

The Gateway Services will facilitate the following settlement functions in connection with
Transactions:

i Upon Elavon’s receipt throughthe Gateway Services of a settlement file from Company,
the Gateway Services will initiate the transfer of the settlement file to the designated
Destination Points for Company’s Transactions. Company understands that Elavon
receives the settlement file from Company as-is for transmission to the designated
Destination Points and Company herebyagrees that Elavon will not be responsible for
the contentor accuracy of the settlement file Company provides except that Elavon will
accuratelycommunicate the settlementfile to the Destination Points as received from
Company. In no eventwill Elavon be responsible for the content or accuracy of
Transactions received from Company, and Elavon will not be responsible for the actions
or inactions of the designated Destination Points regarding processing the settlement
file or any Transactions.

ii. Within one business day of receiving written notice from Company of a Transaction
settlementdiscrepancy (which notice mustinclude details of the asserted discrepancy),
Elavon will initiate an investigation, make a preliminary assessment of the situation and
recommend a plan for resolution to Company to resolve the discrepancy.
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Company isresponsible for reconciling settlement on a daily basis to ensure proper transmission
and deposit of funds. If Company discovers a discrepancy in Transaction settlement Batch
amounts, interchangerates, late fees or any other element during Company’s daily reconciliation
process, Company must notify Elavonin writing (via email to gatewaysupport@Elavon.com) and
provide supporting detail within two business days of the expected funding of the affected
settlement file. Elavon will not be responsible for any damages, costs, claims, fees, fines or
penalties suffered by Company, evenif resulting from errors caused by the Gateway Services, if
Company does not satisfy the obligations contained in this Chapter. If Companyis enabled for
Store and Forward Transactions, the terms of Chapter 10, Stand-In/Store and Forward
Transactions, will apply.

GATEWAY SERVICES GENERAL TERMS AND CONDITIONS

The following terms and conditions applyto the Gateway Services:

1. Gateway Services and Hosted System.

)
Elavon

Company Access to and Use of Gateway Services and Hosted System. Elavon grants Company
the rightto access and use the Hosted System and Gateway Services as providedin this Chapter.
Specifically, subject to the terms, conditions and limitations set forth in this Chapter, Elavon
grants Company a limited, revocable, non-exclusive, non-assignable, non-transferable rightin the
Territory, as applicable, during the termto

i use the Gateway Services to exchange information with the Hosted System, and

ii. access and use the Service Web Site solelyfor Company’s own internal business
purposesin accordance with the terms and conditions of this Chapter.

Allsuch accessand use of the Gateway Services and the Hosted System will be from systems and
facilities located within Territory, as applicable.

Elavon Certification. In orderto provide Gateway Services with respect to a certain Destination
Point, Elavon must be certified with that Destination Point for the applicable Gateway Services
and Transactions requested by Company. Company acknowledges that

i all Gateway Servicesmay not be available forall Destination Points, and

ii. Elavon may not be certified with, or remain certified with, each Destination Pointin
order to provide the Gateway Services in connection with or to submit Transactionsto
that Destination Point.

Updates. Elavon may provide Updates to the Gateway Services, the Hosted System and
applicable Elavon materials from time to time. Any such Update will be provided to Company at
no additional cost, providedthat such Updateis providedto other Elavon merchants generallyat
no additional cost.

Hosting Facilities. As further described herein, Elavonwill:

i host the Gateway Services and “Gateway Data” (all Cardholder Data and Transaction
Information provided to Elavon by or on behalf of Company in order for Elavonto
provide the GatewayServices) at a facility operated by or on behalf of Elavon;

ii. maintain the operation, communications infrastructure, and security of suchfacilityin
accordance with this Chapter; and

iii. provide access to and use of the Gateway Services and Gateway Data by Company
under the terms of this Chapter.
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Settlement Funds. Elavonhas no responsibilityfor Company’s receipt of settlement funds in
connection with any Transaction pursuant to this Chapter, whetheror not the Transaction or
other datain connectionwith such Transaction was transmitted through the Gateway Services. It
is Company responsibilityto reconcile funds received in settlement of Transactionsagainst actual
Transaction activity, including any Transaction Receipts transmitted usingthe Gateway Services.
Further, Elavon has no responsibility underthis Chapter for the characterization or classification
of any Transaction by any Transaction Processor or Payment Services Entity for interchange or
other fee purposes.

Monitoring. Company acknowledges and agrees that the Gateway Services may allow Elavon to
monitor access to the Gateway Services and Hosted System and to prohibitany accessor use of
data or information within the Gateway Services and Hosted System that Elavon reasonably
believesis unauthorized, may violate Law or Payment Network Regulationsor that may pose an
unacceptablerisk of materialharmto Elavon, other Elavon Companies or the Hosted System.
Elavon has no obligation to detect or prevent, and will not be liable for failing to detect or
prevent, any unauthorized access to or use of the Gateway Services using any password or user
ID assigned to or by Company.

Company Location Set-up and Boarding. Company will cooperate with Elavon in relation to
Company boarding and validation process. If Elavon requires informationfrom third parties that
interact with Company to complete the boarding or validation process, Company will provide or
cause such third parties to provide to Elavon all suchinformation (including specifications and
data) so that Elavon may confirm that the Hosted System and each Company location and
Origination Point are configured to make use of the applicable Services and to process
Transactions through the Hosted System. Elavon is entitled to rely on the information provided
by Company in connection with Elavon’s set-up and boarding of a Company location and
Origination Pointin the Hosted System and in Elavon’s performance of the Gateway Services,
includingidentificationand set-up of Destination Points, Payment ServicesEntities, Company ID,
Company category code, and any otherinformation that may impact the Gateway Services or the
processing of Transactions by Elavon or any Payment Services Entity. Companywill notify Elavon
of any changes to any Company location information, including any Company ID, in writing at
leastten (10) days prior to the effective date of suchchangesand will identifyin the notice the
date as of which Elavon shouldimplement the change within the Hosted System. Elavon will use
commercially reasonable efforts to implement any such changes in accordance with Company’s
reasonable instructions. In no event will Elavon be liable for any errors in the handling of
Gateway Data, the processingof Transactions or in the performance of the Gateway Services that
are attributable to (i) inaccurate or incomplete information or data provided by Company or (ii)
Elavon’s reliance upon Company’s instructions with respect to Company boarding and validation.

Demand Deposit Account. Unless otherwise indicatedin the Agreement, Elavon may debit any
fees Company owesto Elavon via ACH or similar direct transfer from Company’s DDA within 30
days of the occurrence of the Transaction or otherevent that causedsuchfe esto be payable to
Elavon, and Elavon will submit a statement showing the amounts owedand debited within 30
days of debitingany DDA. If invoicingisindicated in aschedule or addendumto the Agree ment,
instead of direct debitingof DDAs when fees are owed, Elavon will submit to Company an invoice
for such fees owed by Company in connection with the Agreement on a monthly basis. Company
will pay amounts reflected in such invoices within the time period set forth in the applicable
scheduleor the invoice.

Conflict of Provisions. The provisions of this Chapter will governand prevail asto any purchase
orders, statements of work or order forms signed in connection with this Chapter regardless of
when signed.

2. Company Resources.

)
Elavon

70



Operating Guide

0G2021/06

)
Elavon

Access to Gateway Services and Connectivity. Companyis responsiblefor implementing and
maintaining Company’s access to the Gateway Services, including with respect to all Company
Connectivity Software, in accordance with Elavon’s specifications and requirements. “Company
Connectivity Software” means any software provided by or on behalf of Company, whether
integrated at Company’s or a third partyhosting or service provider'soperating environment,
and the associated interfaces and data collection routines implemented by or on behalf of
Company to access and use the Gateway Services, including plug-ins, agents, and operating
system components. Company is responsible for the physical and technical security and
safeguards of Company resources. If Company is using a third party provider to host any of its
equipment, resources or software necessary to access orinterface with the Hosted System, or if
Company will access the Gateway Services or transmit data to the Hosted System through a third
party hosting provider, Company will be responsible for compliance by that third party hosting
providerwith the terms and conditions of this Chapter andfor the acts and omissions of that
third party hosting provider.

Gateway Data; Retentionand Delivery.

i Elavon will not be liable for Company’s use of Company’s or athird party’s
telecommunications services and related networks, or for any connectivity failure,
erroneous transmission, corruption orloss of data, or inability to access the Gateway
Services or the Hosted System, resulting from Company’s or a third party’s
telecommunications systems, equipment, resources, or software.

ii. The Gateway Services rely on the data and directions provided by Companyand its
Authorized Users. Elavon is not responsible for ensuring or verifying the accuracy of the
contentor format of any Gateway Dataitreceives, and Elavon does notguarantee the
accuracy, completeness or adequacy of any Gateway Data or otherinformation
provided or made available by Companyor its Authorized Users. Elavon will not be liable
for any error, omission, defect, deficiency, or nonconformity in data or results obtained
through Company’s use of the Gateway Services, exceptto the extent caused by
Elavon’s breach of this Chapter.

iii. Elavon may rely on instructions and approvals submitted by Company regarding access
to and use of Gateway Data. The Gateway Servicesenable Company (andits Authorized
Users) to view and transmit certain Gateway Data via the Service Web Site. If Company
wants to access or receive Gateway Data thatis not accessible or downloadable viathe
Service WebSite, Company may request that Elavon provide such Gateway Data and
Elavon will work with Company to provide such Gateway Data on mutually agreed upon
terms, but Elavon will provide access to clear-text Cardholder Data only upon
Company’s execution of a completedclear card request form, whichis available from
Elavon upon request. Following the expiration or the termination of this Chapter, if
Company wants to access or receive copies of Gateway Data stored by Elavon, Company
will be required to (a) enterinto a data access agreement to be separately executed by
the parties and (b) pay any fees imposed by Elavon in connection with suchaccess.

iv. Subjectto Elavon’s obligationsunder this Chapter, Elavon will not be responsible forany
Gateway Data that Company accesses or downloads from the Hosted System. Company
will be responsible for maintaining “backups” of information and data (e.g., Transaction
Receipts or detailedreporting)as Company deems necessaryin order to permit
Company to reconstruct any information or data lost due to any malfunction of
Company’s or Elavon’s systems, including the Gateway Servicesor the Hosted System.

V. The Gateway Services orthe Hosted System may permit Authorized Users to send and

receive Gateway Data to and from third parties in connection with the viewingand
transmission of Gateway Data pursuant to this Chapter. Elavon is notobligatedto
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regulate or trackthe viewing, transmittal or receipt of any data to or by such third
parties and will not be liable or responsible for

(2) the viewing or use of Gateway Data by a third party who has accessed or
receivedsuch data (a) from Company or any Authorized User, or (b) using any
user ID assigned to Company; or

(2) Any transmission of Gateway Data outside of the Hosted System by Company,
an Authorized User or any third party using any user ID assignedto Company or
any Authorized User.

By transmitting any data to any third party or providing any third party with access to data,
Company warrants that it has the rightand authority to transmit or provideaccessto that data
to each such thirdparty.

3. Confidential Information. Irrespective of the confidentiality obligations set forth in the Agreement,
Elavon will not be responsible for the confidentiality obligations of, or the maintenance of confidentiality
of any information by, any Payment Services Entity (other than Elavon) or any other third partyto whom
Elavon may transmit information at the direction of Customer or as part of performing the Gateway
Services.

4, Effect of Termination or Expiration. If the Gateway Services terminate or expire, all permissionsgranted
to Company to use the Gateway Services willimmediately cease, and Elavon may disable connectivity and
all access by Company and Authorized Users to the Gateway Services, the Service Web Site(s) and the
Hosted System, including all userIDs and passwords. Companywill promptly pay Elavon all fees due to
Elavon up to the effective date of termination or expiration. If Company continues accessingthe Hosted
System or using the Gateway Services following the expiration or the termination of this Chapter,
Company will be subject to all of its duties and obligationsunder this Chapter consistent with such access
or use, includingCompany’s obligationto comply with Law and Payment Network Regulations and pay the
feesand other amounts due to Elavon forsuch access and use, until Elavon or Company terminates such
accessand use.
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CHAPTER 16.
CONVERGE SERVICES

This Chapter describescertain services that are available to Companies that have beenapproved by Elavon for
Converge Services, including Converge Tokenization Services if selected by Company. “Converge Services” means
the payment acceptance and processing services (whether for Card Present or Card Not Present) enabled through
Elavon’s Converge omni-channelcommerce platform (the “Converge Platform”). Companiesthat use Converge
Services will adhere to the requirements set forth in this Chapter.

USE OF CONVERGE SERVICES

Depending on the desired implementation, Company may access the Converge Platform through multiple
integration methods (e.g., full gateway integration/API, via a virtual terminal, via the Converge Platform mobile
application (the “Converge Application”)). Company’s use of the Converge Application is subjecttothe End User
License Agreement for the Converge Application, which is available on the Converge Application.

In connectionwith the Converge Services, Companyis responsible for:

. Compliance with the Developer Guide to the Converge Services, which is available at
http://www.convergepay.com, as the same may be updated by Elavonfrom time to time.

. All content, designand development of any Customer-facing payments website or interface, except to the
extent such content, design and development is exclusively controlled by Elavon as set forth in the
Developer Guide to the Converge Services.

. Configuring the Convergeinterface in accordance with the Developer Guide to the Converge Services.
ADDITIONAL TERMS APPLICABLE TO CONVERGE SERVICES

1. License Grant. Subject to paragraph 2 below, Elavon grants to Company a nonexclusive, nontransferable
license (without aright of sublicense) to access and use, as applicable, the Converge Platform (including
APIs and software, the Converge Application, and documentation), exclusively for Company’s internal
business use to receive the Converge Services.

2. Converge Services Restrictions. Company will not, and will ensure that its employees, agents, contractors,
and vendorsdo not:

a. copy (other than maintaining one backup orarchival copy for Company’sinternal business use
only), re-sell, republish, download, frame or transmitin any form or by any means the Converge
Platform, or any partthereof;

b. rent, lease, subcontract, operate or otherwise grantaccess to, or use for the benefit of, any third
party, the Converge Platform;

c. decompile, disassemble, reverse engineer or translate the Converge Platform;

d. change, modify, alter or make derivative works of the Converge Platform;

e. without Elavon’s prior writtenconsent, grant any third party access to the computers, hardware,

systemor equipment on whichthe Converge Platform or the Converge Services are accessible;

f. attemptto interfere with or disrupt the Converge Platform or attempt to gain accessto any other
services, hardware or networks owned, maintained or operated by Elavon or its suppliers;
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g. disclose any passwords or othersecurity or authentication device with respectto the Converge
Platformto any person other than the person to whomitwasissued;

h. remove, conceal or alterany identification, copyright or other proprietaryrights notices or labels
on the Converge Platform;

i directly or indirectly, ship, export or re-export the Converge Platform;
j. directly or indirectly resell or re-offer the Converge Services; or

k. actas a gateway through whichathird party may gain access to the Converge Platform or the
Converge Services.

3. Implementation. Company will pay for any preparation of its facilities necessary for it to access the
Converge Platform and use the Converge Services in connection with this Chapter.

4. Ownership. The Converge Platform, Elavon’s Internet websites, and any related intellectual property will
remain the exclusive property of Elavon or its licensors, as applicable. Company has no rightinor license
grant to any source code contained in or related to the Converge Platform. As between Elavon and
Company, Elavon or its licensors, as applicable, will retain all rights, title and interest in the Converge
Platform and the intellectual property. Anyinformation obtained or works created in violation of this
Chapter will be both the intellectual property and the Confidential Information of Elavon oritslicensors,
as applicable, and will automatically and irrevocably be deemedto be assignedto and owned by Elavon or
its licensors, as applicable.

5. Use by Third Parties. Company may allow one or morethird party service providers/developersto access
the Converge Platform and use the Converge Services, but only for Company’s benefitand in connection
with Company’s internal business operations and activities, including access to the Converge Platform and
use of the Converge Services from backup equipment at a secure off-site backuplocation and for testing
purposes, subject to the restrictions of this Chapter and provided such third parties have agreed to be
bound by the licensing terms and restrictions of this Chapter.

6. Upgrades. Elavon will make available to Company any updates, upgrades or modifications to the
Converge Platform that Elavon generally makes available to its other customers, and each such update,
upgrade or modification will be deemed to be part of the Converge Services and will be governed by the
terms of this Chapter. If Company action is neededto facilitate an upgrade, then Company will promptly
take such action.

7. Customer E-mails/Phone Numbers. If Elavon makes Customer e-mail addresses or wireless phone
numbers obtained throughthe use of the Converge Servicesavailable to Company, then Company will,
with respectto the use of suchinformation, comply with (and Companyunderstands thatthe collection,
use and disclosure of Customer email addresses and phone numbersisregulated and that Company's
accessto such addresses ornumbersis subjectto Company agreeing to complywith) all applicable (a)
privacy laws, including by publishing a privacy policy thataccurately reflects Company’s data collection,
use, and sharing practices, and (b) anti-spam laws, including TCPA and CAN-SPAMin the United States and
CASL in Canada.

8. Billing and Invoicing. Company is responsible for ensuring that the quotes and invoices it produces
through the use of the Converge billing & invoicing functionality complywith applicable Laws and are
sufficient to fulfill Company’s business needs. Companyacknowledges that Elavon has no responsibility
or liability to Company or Customers regarding such quotes or invoices, including with respect to
compliance with Laws. Elavon does not provide legal advice with respect to compliance with Laws, and
Company should consultits own legal counsel if it has questions regarding compliance.
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9. HIPAA. In providingthe Converge Services, including its auto-substantiation features, Elavonis engaging
in other activities by and for a financial institution, subject to the Section 1179 Exemption. When doing
so, Elavon is not functioning as a “business associate” even if Elavon has access to “protected health
information” all as defined in 45 C.F.R. § 160.103 of HIPAA.

10. Auto-Substantiation. Auto-Substantiationis the process of verifying that purchases made using a credit
card or debit cardfor health savings accounts (HSAs) or flexible spending accounts (FSAs) were for an
eligible medical expense. Auto-Substantiation supports line item details for HSAand FSA card spends to
aid in the verification that the purchase or a portion of the purchaseis an eligible medical expense. If a
Company elects to receive this Service, then the partiesacknowledge that Auto-Substantiation will pass
the line item detail, in the form of a code to which Elavondoes not have the key, of the purchase charged
to an HSA or FSA card through fromthe health care solution integrated in Converge. As partofthe Auto-
Substantiation process, Elavon will not collect data about the individual health care customer.

TERMS APPLICABLE TO CONVERGE TOKENIZATION SERVICES
Converge Tokenization Services.

The Converge Tokenization Services consist of a tokenization feature pursuant to which Elavon will provide
Company with randomized surrogate identifiers (each, a “Token”) in substitution for the account numbers
associated with certaintypes of cards and other payment devices as further specified in the Converge Developers
Guide, as the same may be updated by Elavon from time to time (each such number, a “Card Account Number”;
such services, the “Converge Tokenization Services”). More specifically, whena Card Account Number associated
with a Transaction is transmitted from Companyto Elavon throughthe Converge Services, Elavon will:

° generate a Converge Token;
. associate the Converge Token with the Card Account Number; and
. send the Converge Token, instead of the Card Account Number, back to Company in the Transaction

authorization response message.

Aslongas Company elects to purchase the Converge Tokenization Services, the Converge Token, rather than the
associated Card Account Number, may be submitted by Company to Elavon through the Converge Services to
process additional Transactions to the Credit Card or Signature Debit Card associated with such Converge Token
across all Company locations. The Card Account Number associated with each Converge Token generated by
Elavon can be retrieved by Elavon, on Company’s written request, until the date that is three years after the
expiration or termination of the Converge Tokenization Services, provided that the retrieval of Card Account
Numbers after the expiration or termination of this Chapter will be subject to additional terms and conditionsand
at an additional costto Company. Company acknowledges that the Converge Tokens will be formattedin Elavon’s
reasonablediscretionand may not be compatible with other Company software and systems.
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CHAPTER 17.
SAFE-TINSTANT TOKENIZATION™ SERVICES

This Chapter describesElavon’s card-not-present tokenization solution for back office payment processing and e -
commerce environments (the “Instant Tokenization Services”) available to Companies. Companies that use the
Instant Tokenization Services will adhere to the requirements setforthin this Chapter.

1. Tokenization. To facilitate a pre-authorization tokenization request, Elavonwill provide three options for
Company to implement Instant Tokenizationinto Company’s payment process — (1) aElavon-generated
pop-up window (for use with Company’s point-of-sale or property management system software
application), (2) iFrame (for use with Company’s point-of-sale or property management system browser -
based application), or (3) Customer’s browser-based payment form field. By way of the API, Elavon will
provide Company with randomized surrogate identifiers (each, a “Token”) in substitution for Credit Card
and Debit Card account numbers (each such number, a “Card Account Number”). More specifically, when
a Card Account Number is captured via one of the implementation methods noted above, and
transmitted to Elavon, Elavon will:

a. generate a Token;
b. associate the Token with the Card Account Number; and
c. send the Token, instead of the Card Account Number, back to Company for inclusion in the

Transaction authorizationrequest.

The Token, ratherthan the associated Card Account Number, may be submitted by Companyto Elavon to process
additional Transactions to the Credit Card or Debit Card associated with such Token across all Companylocations.
The Card Account Number associated with each Token generated by Elavon can be retrieved by Elavon, on
Company’s written request, until the date thatis three years after the expiration or termination of the Agreement,
providedthatthe retrieval of Card Account Numbers after the expiration or termination of the Agreementwill be
subjectto additional terms and conditionsand atan additional cost to Company. Company acknowledgesthat the
Tokens will be formatted in Elavon’s reasonable discretion and may not be compatible with other Company
software and systems.

2. De-Tokenization. Company may request a reversal of the Tokenization process as follows:

a. To reverse the Tokenization process on an individual Token basis, Company may access an Elavon
web portal and, with appropriate authentication credentials, retrieve the Card Account Number
associated with any Token.

b. To reversethe Tokenization process on abulk basis (i.e., in excess of 100 Tokens at a time), an
officer of Company must make arequestin writing to Elavon and provide Elavon with the Tokens
for which Company wishes to reverse the Tokenization process. Elavonwill provide Company’s
requesting officer with an encryptedfile containing the Card Account Numbers associated with
such Tokens within 30 days of receivingthe request. Company acknowledges and agrees that
additional terms and conditions may apply to reversal of Tokenizationon a bulk basis.

3. Company Responsibilities and Acknowledgements.
a. Elavon does not store Credit Card or Debit Card expiration dates. In order to use a Token to

process a Transaction, Company must provide the Token (in lieu of a Card Account Number)
together with the expiration date forthe original Credit Card or Debit Card.
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Company is responsible for properly integrating in accordance with the Documentation and
maintaining its software and systems for use with the Instant Tokenization Services.

Company has sole responsibility for the legality, integrity, accuracy and quality of the data
inputted by Company orits Customers in the use of the Instant TokenizationServices.

Elavon does notin any way guarantee the valid or non-fraudulent use of any payment method
for the purchase of goodsor servicesor of any of the Instant Tokenization Services by Customers.
Fraudulentor invalid use of a payment method cannot be exhaustively checkedfor and, without
prejudice to the other terms of this Schedule, Elavon expressly disclaims and excludes any
liability for invalid or fraudulent use of any payment method.

Use of API.

Subjectto the terms of this Schedule, Elavon hereby grants Company the non-exclusive rights to
use, copy, modify, or merge, copies of the applicable application programming interface (“AP1”),
and to permit persons to whom the APlis furnishedto do so.

Company acknowledges that Elavon will only be able to provide Instant Tokenization Service s to
Company and that Company will only be able to access the functionality relevantto the Instant
Tokenization Services if Company (i) properly uses the APl to integrate and maintainintegration
of Company’s software and systems into the Elavon system in accordance with the
Documentation; and (ii) does not alter, modify, translate, adapt, decompile, disassemble or
reverse engineer the APl so as to affect or in any way prejudice the functionality of the API.

Company willincludein all copies and portions of the APIthat Company makes available to third
parties the permission and copyright noticeincorporated into such APIfromtime to time, and
Company will not remove or alter in any way whatsoever any copyright notice or
acknowledgements appearingon the APl fromtime to time.
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CHAPTER 18.
ELECTRONICGIFT CARD (EGC) SERVICES

This Chapter describescertain services that are available to Companies that have beenapproved by Elavon for
Electronic Gift Card Services. Companies that process Electronic Gift Card Transactions will adhere to the
requirements set forthin this Chapter.

EGC PROCESSING SERVICES
1. General Obligations.

a. Company will comply with all Laws applicable to the issuance, sale, distribution, use, or
acceptance of Electronic Gift Cards (including all Laws relating to purchase, service and dormancy
fees, Laws relating to expiration dates, Laws governing the treatment of unused or unclaimed
funds or other property, Laws relating to moneytransmission, and Laws relating to consumer
protection), specificallyincluding the Prepaid AccessRule (31 CFR Parts 1010and 1022) and all
other rules promulgated and guidelines published by the Financial Crimes Enforcement Network
division of the United States Department of the Treasury. Elavon does not provide legal advice
with respect to compliance with Laws, and Company should consultits own legal counsel if it has
guestions regarding compliance. Companies located in jurisdictionsthatdo not allow service
fees (e.g., Arizona, New York) will not charge a service fee with respect to Electronic Gift Cards.

b. Company will establish procedures to verify the identity of a person who purchase Electronic Gift
Cards worth $10,000 or more during any one day and obtainidentifying informationconcerning
such a person, including name, date of birth, address, and identification number. Company must
retain such identifying informationfor five years from the date of the sale of the Electronic Gift
Cards.

c. Until EGC Cardholder Data and Transaction Information have been received and validated by
Elavon, Company will maintain enough “backup” informationand data (e.g. Transaction Receipts
or detailed reporting) with respect to Electronic Gift Cards sold to reconstruct any information or
data loss due to a system malfunction or transmissionerror.

d. Elavon must participate in all Electronic Gift Card Transactions. If a third party must also
participate in sucha Transaction, Company will use an Elavon-approved third party.

e. All Electronic Gift Cards must be printed by Elavon or an Elavon-approved third party.
f. Company isresponsible for all card productionand deliverycosts.
2. Direct Settlement. Company authorizes Elavon to initiate credit and debit entries among Company’s

individual chainlocations for any transactions that change the balance of an Electronic Gift Card. If Elavon
cannot accomplish a credit or debit entry to reflect the effect of a Transaction, Company authorizes
Elavon to creditor debit (as applicable) the designated Master Account or Primary Company. Elavon may
offset any debits against the related credit Transactions of the applicable chain or Company location.
Company will notify Elavon in writing of any asserted errors within 45 days of the statement date on
which the assertederror firstappearedand understands that any failure to do so will preclude further
claims or assertion of the error. Company will pay (or will cause its individual chain locations to pay)
related direct settlement fees.

3. Loss, Theft, and Fraud. Elavon is not responsible for lost, stolen or fraudulent Electronic Gift Cards.

4, Additional Locations. Locations added to this processing relationship will be boarded on Elavon’s system
accordingto the paperwork submitted by Company to Elavon. If Company submits paperwork reflecting
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an error or omission of fees payable by Company, the Services fees and other monthly fees appliedto the
locations duringthe initial set up or subsequent negotiationswill be applied to such locations.

5. Closing Locations. If alocation closesor changesits Merchant Identification Number (MID), Elavon may
bill the Primary Companyfor any fees associated with subsequent Transactions processedon Electronic
Gift Cards activated by the closed MID, including system generated transactions, suchasdeduction and
points conversiontransactions. Elavon may also bill to the Primary Companyany monthly fees billed for
Loyalty Cards or members activatedat the closedlocation.

6. Post Termination. Followingtermination of the Electronic Gift Card Services, Company will pay Elavon a
transfer fee based on, among other things, the number of issued Electronic Gift Cards that must be
converted to another processorand the data specifications required by Company or such other processor.

7. Additional Fees. Companyagrees to pay Elavon for EGC productiononce Company has approved the EGC
design proof. Company accepts full responsibility forall EGC productioncosts. One proof per EGC orderis
included in the cost of EGC production, and Company agrees to pay thirty-five dollars ($35)for additional
proofs. If any order is cancelled prior to EGC production, Company agrees to pay to Elavon aone hundred
dollar (5100) cancellationfee.

WEBSUITE SERVICES

“WebSuite Services” means an electroniccommerce solution provided by Elavon’s third party service providers
that permits Customers to purchase or add value to Electronic Gift Cards through Company’s “WebSuite” site.
Customers submit payment for the Electronic Gift Card viaa Payment Device throughthe Processing Services.

If Company has elected to receive WebSuite Services, the following terms will apply:
1. General Obligations.

a. Company will timely provide to Elavon specifications for the customization of Company’s
WebSuite site, including Customer options, web and e-mail content. Company modifications
subsequentto the initial submissionare subject to change fees.

b. Elavonis notresponsible for any Electronic Gift Card information Company poststo Company’s
WebSuitessite.

c. Elavonis notresponsible for incomplete or inaccurate paymentinformation provided by any
Customer in connectionwith the WebSuite Services. Company acknowledges that additional
Transaction verificationand fraud prevention data elements and processes may be available
through a particular Payment Network (including address verification) to reduce Transaction risk,
and Company agrees that Elavon will only be responsible forimplementing the Transaction risk
controlsthatare specificallyrequestedin writing by Company. The use of suchTransaction risk
controls does not constitute a guarantee of payment or prevent a Transaction from being
disputed or subject to Chargeback.

d. Company acknowledges that Elavon may provide sample terms of use, privacy policy,and other
contentand disclosure for use on Company’s WebSuite site. Company’s use of the WebSuite site
confirms that Company has had an opportunity to review the sample disclosuresand agrees to
be solely responsible for all contentand disclosureson the WebSuite site.

e. Companyisresponsible for all Retrieval Requests and Chargebacks underthe Payment Network
Regulations in connection with Transactions processed using the WebSuite Services. Upon
receipt of a Retrieval Request or documentation related to a Chargeback from a Payment
Network, Elavon will forward such request or documentation to Company. Company is
responsible forresponding, as appropriate, to each Retrieval Request or Chargeback.
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2. Electronic Gift Card Order Fulfillment. Elavon will fulfill all WebSuite Electronic Gift Card orders and
include with each ordera Company-approvedstandardized letter customized with the order detail. All
orders will be shipped pursuant to the method directed by the Customer.

3. Electronic Gift Card Loss Protection Program. Company will determine which data elements it will require
its Customers to provide to establish an account or register an Electronic Gift Card on Company’s
WebSuite site. Companyis responsible for notifying its Customers that to take advantage of the Electronic
Gift Card loss protection program, the Electronic Gift Card must be registered prior to the loss. Once a
registered Electronic Gift Card is reported lost or stolen via the WebSuite site, Elavon will notify Company
and freeze the unused balance of the Electronic Gift Card. Companyisresponsiblefor transferring the
unused balance to a new Electronic Gift Card, sending a replacement Electronic Gift Card to the Customer,
and notifying Elavon of the replacement Electronic Gift Card via the WebSuite site.

4. Reloading of Electronic Gift Cards. Companywill determine the Electronic Gift Card reloading options
available to its Customers. While the WebSuite Services permit the anonymousreloading of Electronic
Gift Cards, Elavon recommends that Company require its Customers to register the Electronic Gift Card in
order to reloadvalue onto the Electronic Gift Card.

5. Customer Information. The WebSuite Services will permit Company to have access to Customer
information and other data that Company requires to establish an account or register an Electronic Gift
Card. Company is responsible for maintaining the appropriate safeguards to protect such Customer
information, and to properly disclose the use of such information and its privacy policies on Company’s
WebSuite site or website. Company must maintain the confidentiality of all Transaction Information and
EGC Cardholder Data as provided in the Agreement.

6. E-Certificates. Company may choose to use the E-Certificate module, whichdelivers a “virtual gift card”
electronically. The terms applicable to Electronic Gift Cardsin this Chapterapply equallyto E-Certificates.

PROCESSING ELECTRONIC GIFT CARD TRANSACTIONS

In connection with processing Electronic Gift Card Transactions, Company must comply with the following
requirements:

. Supply Elavon with all information and data required by Elavonto perform services related to Company’s
acceptance of Electronic Gift Cards, including the location of POS Devices and EGC Cardholder Data.

. Maintain all Transaction Receipts and any otherreceipts as required by Laws.

. When Company sells an Electronic Gift Card from its physical location or locations, including sales
completedvia electroniccommerce, Company is responsible for the collectionand settlement of all funds
relating to the sale of the Electronic Gift Card, including processing costs associated with such purchase
(such asany Credit Card transactionfees or bank service fees, where applicable).

Electronic Gift Card Processing Services

Electronic processing of Transactions and purchases made by Customers using Electronic Gift Cards. Elavon will
confirmelectronically that the Cardholder presentingthe Electronic Gift Card for the purchase of goods orservices
through Company has an active account on Elavon’s Electronic Gift Card processing system and that there is
sufficient value associated with the Electronic Gift Card to allow the Customer to completethe purchase. Elavon
will adjustthe Cardholder’'s account through eithera debit or credit, as applicable, in the amount of any approved
Transaction.
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Transaction Record Maintenance. Elavon will maintain an accessible electronic record of the Transactions
conducted usingan Electronic Gift Card for the lifetime of the cardbalance and afterthe balanceonthe card has
been depleted fora period not less than sixty (60) days.

Downtime. Company will not process Electronic Gift Card Transactions if the Electronic Gift Card processing
systemis down and notable to verify the validity and available balance on an Electronic Gift Card. Companywill be
solely liable for any losses or damages incurred if Company processes an Electronic Gift Card Transaction without
receiptof suchverification.

Electronic Gift Card Artwork

Electronic Artwork. If applicable, Company is responsible for submitting electronicartwork to Elavon for approval,
as describedin the Graphic Specifications and Procedures manual provided separatelyby Elavon (the “Graphic
Specifications and Procedures”). Companywill complywith the Graphic Specificationsand Procedures. Company
understands that the card proof cannot be created without the submission of artwork, if requested or required.
Failure to submitartwork or comply with the Graphic Specifications and Procedures may resultin additional fees
charged to Companyfor design work performed to correct the artwork and will result in the delay of the card
productionprocess. Elavon and card manufacturer cannot be held responsible for the quality of cards produced
using artwork that does not meet the Graphic Specifications and Procedures. Digital artworkshouldbe submitted
to:

Artwork@ elavon.com
OR

Elavon, Inc.

Attn: Boarding— EGC
7300 ChapmanHighway
Knoxville, TN 37920

When sendingin artwork, pleaseinclude:

1. Company name and MID

2. Indicate standard or custom card order

3. Name and telephone number of graphic contact should there be any questions orissues with the artwork
submitted

For complete detailed specifications, please send a request for Graphic Specifications and Procedures to
Artwork@elavon.com. In the request please indicate either standard card or custom card specifications.

Proofing and Production Procedure. Proofs for custom card orders are providedelectronically and sent to the
email provided. Please print the proof, sign and fax back pursuantto the instructions on the proof. One proof is
included in the card production costs. Each additional proof will be billed at thirty-five dollars ($35) each. All proofs
for standard card orders are provided electronically as an Adobe pdf document. The proof will be sentto the email
address then currently on file with Elavon. If the proof is acceptable, simply reply to the email and indicate
approval. Provide detailed information if changes are required. In some instances Company may also receive a
printer’s proof and will be requiredto follow the instructions included with the proof. IMPORTANT: Incorrect
graphics WILL delay an order. After Company approves the proof, normal production timeframe for card
delivery is 2-3 weeks for standard cards and 6-8 weeks for custom cards.
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CHAPTER 19.
EMONEY SERVICES

This Chapter describescertain services thatare available to Companies thathave beenapproved by Elavon for
eMoney Services. Companies that use eMoney Serviceswill adhere to the requirements set forth in this Chapter.

USE OF EMONEY SERVICES

“eMoney Services” means one or more of the following services enabled via Elavon’s eMoney end-to-end
commerce platform (the “eMoney Platform”):

a. eMoney Enterprise Suite (the web application that provides Company with access to the other
eMoney Services)

b. eMoney Hosted Payments Interface (a web-based iframe orfinancial transactioncontainer that
allows Company to process Transactions. The iframe container includes a graphical user
interface to enable Customers to enter paymentinformation.)

c. eMoney Electronic Funds Transfer (EFT) and Billing Automation (tools to automate Company’s
back office collections and check processing, including allowing Company to create recurring
billing plans and scheduled payments for select Customers)

d. eMoney Checkout (provides Customers with access to online payment and management tools for
one-time and recurring payments through a secure login that can be setup on any
website. Customers can update their accounts and provision multiple payment methods)

e. eMoney Lovyalty (aloyalty and engagement platform)
f. eMoney Gift Card (a gift card creation, deliveryand management solution that enables Company

to issue a plastic gift card at the Point of Sale or an electronic gift card directly to email or a
mobile device)

g. eMoney Events (allows Company to create and share events such as outings, tee-sheets (forgolf
tee times), venues, conferences, rallies, fundraisers, competitions, and contests. Once created,
an eventcan be embeddedon Company’s website or offered as aredirect page).

h. eMoney Deals and Coupons (helps Company connect with Customers to market Company-
offered deals and coupons)

i eMoney TransVault (a solution for securing, transmitting, and storing Cardholder Data).

In connectionwith the eMoneyServices, Companyis responsible for:

. Compliance with any Documentationregarding the eMoneyServices.

. All content, designand development of any Customer-facing payments website or interface, except to the
extentsuch content, designand developmentis controlled by Elavon as set forth in the Documentation to
the eMoney Services.

. Configuring the eMoneyPlatforminterface in accordance with the Documentation.

GENERAL TERMS APPLICABLE TO EMONEY SERVICES

1. License Grant. Subjectto paragraph 2 below, Elavon grants to Company a nonexclusive, nontransferable
license (without aright of sublicense) to access and use, as applicable, the eMoneyPlatform (including
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APIs, software, and Documentation), exclusively for Company’s internal business use to receive the
eMoney Services.

2. eMoney Services Restrictions. Company will not, and will ensure thatits employees, agents, contractors,
and vendorsdo not:

a. copy (other than maintaining one backup orarchival copy for Company'sinternal business use
only), re-sell, republish, download, frame or transmitin any form or by any means the e Money
Platform, or any part thereof;

b. rent, lease, subcontract, operate or otherwise grantaccess to, or use for the benefit of, any third
party, the eMoneyPlatform;

c. decompile, disassemble, reverse engineer ortranslate the eMoney Platform;
d. change, modify, alter or make derivative works of the eMoneyPlatform;
e. without Elavon’s prior writtenconsent, grant any third party access to the computers, hardware,

systemor equipment on whichthe eMoney Platform or the eMoneyServices are accessible;

f. attemptto interfere with or disrupt the eMoney Platform or attempt to gain accessto any other
services, hardware or networks owned, maintained or operated by Elavon or its suppliers;

g. disclose any passwords or other security or authentication device with respect to the e Money
Platformto any person other than the person to whomitwasissued;

h. remove, conceal or alterany identification, copyright or other proprietaryrights notices or labels
on the eMoney Platform;

i directly or indirectly, ship, export or re-export the eMoney Platform;
j- directly or indirectly resell or re-offerthe eMoney Services; or

k. act as a gateway through which a third party may gain access to the eMoney Platform or the
eMoney Services.

3. Implementation. Company will pay for any preparation of its facilities necessary for it to access the
eMoney Platform and use the eMoney Services in connection with this Chapter.

4, Ownership. The eMoneyPlatform, Elavon’s websites, and any relatedintellectual property will remain
the exclusive property of Elavon or its licensors, as applicable. Companyhas no rightin or license grant to
any source code contained in or related to the eMoney Platform. As between Elavon and Company,
Elavon or its licensors, as applicable, will retain all rights, title and interest in the eMoney Platform and the
intellectual property therein. Anyinformation obtained or works created in violation of this Chapter will
be both the intellectual property and the Confidential Information of Elavon or its licensors, as applicable,
and will automatically and irrevocably be deemed to be assigned to and owned by Elavon orits licensors,
as applicable.

5. Upgrades. Elavon will make available to Company any updates, upgrades or modifications to the eMoney
Platformthat Elavon generally makes available to its other customers, and each such update, upgrade or
modification will be deemed to be part of the eMoney Services and will be governed by theterms of this
Chapter. If Company actionis neededto facilitate an upgrade, then Company will promptly take such
action.

6. Customer E-mails/Phone Numbers. Company understands that the collection, use and disclosure of
Customer email addresses and mobile phone numbers is regulatedand subject to privacyand anti-spam
laws. If Elavon makes available to Company any Customer e-mail addressesor mobile phone numbers
obtained throughthe use of the eMoney Platform, then Company will, with respect to the use of such
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information, comply with all applicable (a) privacy laws, including by publishing a privacy policy that
accuratelyreflects Company’s data collection, use, retention, and sharing practices, and (b) anti-spam
laws, including TCPAand CAN-SPAM in the United States and CASL in Canada.

7. Credit Arrangements. If Company chooses to use the functionality in the eMoney Platformto facilitate
payments under pre-existing payment plans, it will comply with all Laws relating to the offering and
marketing of consumer credit (including the federal Truthin Lending Act, Regulation Z, and any applicable
state laws), including by creating compliant disclosures and delivering them to Customers. Company
acknowledges that (i) the eMoney Platform doesnotitself establishcreditterms or evidence any credit
agreement, nor provide any disclosures or formatting required under state or federal credit laws relating
to the offering and marketing of consumer credit, and (ii) Elavon does not participate in any credit
decision and has no responsibility or liability to Customers or Company with respect to offering or
marketing of consumer credit. Company will not market eMoney EFT and Billing Automation or e Money
Checkoutasameansto createapaymentplan.

8. Recurring Payments and Storing Payment Information. If Company chooses to use the functionality in
the eMoney Platform that allows for recurring payments or storing Customer payment information for
later use, it will comply with all Laws relating thereto, including by creatingcompliant disclosures and
delivering themto Customers and obtainingany required Customer consents.

9. Deals and Coupons. Company acknowledges that the eMoney Platform does not itself establish any
discounts, rebates, or coupons with respect to Company’s products or services, and Elavon has no liability
with respect to marketing, offering, or fulfilling such discounts, rebates, or coupons.

10. Gift Cards and Loyalty. Company acknowledges and agrees that it is Company’s sole responsibility to
comply with all laws applicable to the eMoney Gift Cards and eMoney Loyalty Services, including those
relating to (i) the collection, storage and use of Customer Data for promotional or marketing purposes
(including the compliance of any such storage or use with Company’s applicable privacy policies and terms
and conditions), and (ii) the sale, distribution, redemption, expiry and escheat of gift cards (including
promotional cards) and related balances, (including all Laws relating to purchase, service and dormancy
fees, Laws relating to money transmission, and Laws relating to consumer protection), specifically
including the Prepaid Access Rule (31 CFR Parts 1010 and 1022), all other rules promulgated and
guidelines published by the Financial Crimes Enforcement Network division of the United States
Department of the Treasury, and all applicable territorial, provincialand federal lawsin Canada. Elavon
does not provide legal advice with respect to compliance with Law, and Company should consult its own
legal counselifithas questionsregarding compliance. Companies located in jurisdictionsthat do not allow
servicefees(e.g., Arizona, New York) will not charge a service fee with respect to eMoney Gift Cards.

ADDITIONAL TERMS APPLICABLE TO EMONEY LOYALTY SERVICES AND EMONEY GIFT CARD SERVICES
DEFINITIONS

“eMoney Gift Card” means a special card, code or device purchased by or provided to a Customer (including any
promotional card, code or device) that is redeemable for merchandise, services or other Transactions with
Company.

“eMoney Loyalty Program” meansa program established and managed by Company, using the eMoney Platfor m,
through which Company may endeavor to promote Customer loyalty and increased spending by offering
promotions, rewardsand incentives to enrolled Customers.

“eMoney Loyalty Program Account” means the eMoney Loyalty Program account established within thee Money

Platform for each enrolled Customer, which account may be managed by the enrolled Customer through the
eMoney Loyalty Website when such enrolled Customer becomes a eMoney Registered Customer.
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“eMoney Loyalty Website” means a Customer-facing website hosted by Elavonthrough which (i) Customers that
have not enrolled in Company’s eMoney Loyalty Program may enroll online as part of the registration process, (ii)
enrolled Customersmay access Company’s eMoney Loyalty Program disclosures, (iii) enrolled Customers may un -
enrollinthe eMoneyLoyalty Program, or (iv) Registered Customers may manage their eMoney Loyalty Program
Accounts.

“eMoney Registered Customer” means a enrolled Customer that has also registered at the eMoney Loyalty
Website.

GENERAL FEATURES AND REQUIREMENTS

. Company acknowledges and agrees that Elavon has no responsibility for recordingor storing any Custo mer
Data or information relatedto the sale of any eMoney Gift Card until suchinformation has been received
and validated by Elavon.

. Company understands and agrees that its data security obligations under the Agreement apply to any
Customer Datait collects or receives in connection with the eMoney Gift Card Services and eMoney Loyalty
Services,and Company agrees to comply with suchdata security obligations with respect to all Customer
Data Company may collect, access or receive in connection with the eMoney Gift Card Services and eMoney
Loyalty Services.

. If Company chooses to use eMoney Gift Card Services oreMoney Loyalty Services, it will exclusively use
Elavon (includingElavon-designated service providers) and Company will not receive services similar to the
eMoney Gift Card Services or eMoney Loyalty Services, as applicable, from any third parties notapproved by
Elavon in writing.

. ELAVONIS NOTRESPONSIBLE FOR THE UNAUTHORIZED ACCESS TO OR USE OF ANY PROMOTIONALOFFER,
REWARDS VALUE, OTHER EMONEY LOYALTY PROGRAM OFFER, OR ANY EMONEY GIFT CARD. FURTHER,
ELAVON MAKES NO REPRESENTATIONS OR WARRANTIES AS TO THE SUITABILITY OR PROFITABILITY FOR
COMPANY OF ANY (I) OFFER, PROMOTION ORREWARD ADOPTEDBY COMPANY IN CONNECTIONWITH ITS
LOYALTY PROGRAM, OR (II) EMONEY GIFT CARD ARRANGEMENT OR SOLUTION ADOPTED BY COMPANY IN
CONNECTION WITH ITS EMONEY GIFT CARD PROGRAM, IN EACH CASE EVEN IF ELAVON PROMOTES SUCH A
SOLUTION AS COMMON OR HISTORICALLY SUCCESSFULIN COMPANY’S INDUSTRY OR MARKET.

. If a particular locationcloses or changes its Merchant Identification Number (MID), then Elavon may bill any
open location forany fees associated with subsequent transactions processed on Gift Cards activated by the
closed MID. This would apply to any system generated transactions, including deduction transactions.
Monthly fees billed for eMoney Gift Card and eMoney Loyalty Services provided with respect to the closed
location may also be billed to any openlocation.

EMONEY LOYALTY SERVICES

Customer Enrollment. Company’s Customers must affirmatively enroll in Company’s eMoney Loyalty Program in
order to participate. Company may not use an opt-out or other negative consent campaignto enrollCustomers in
its eMoney Loyalty Program. A Customer is considered enrolled when the Customer explicitly opts into
participation in Company’s eMoney Loyalty Program and agrees to be subject to Company’s eMoney Loyalty
Program terms and conditions and related privacy policy. An enrolled Customer’s election to participate in
Company’s eMoney Loyalty Program will be communicatedto Elavon through the eMoney Platform (for point-of-
sale enrollments) or when the Customer registers for Company’s eMoney Loyalty Program online (for Customers
that do notenroll atthe point of sale).

Company eMoney Loyalty Website. As part of the eMoney Loyalty Services, Elavon will provide and host an

eMoney Loyalty Website for Customer registration and eMoney Loyalty Program Account management. Company
must ensure thatthe internetaddress of its eMoney Loyalty Website isincluded on every Transaction Receipt
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Company prints for Customers thatenroll in Company’'s eMoney Loyalty Program at Company’s point of sale (as
described below). The eMoney Loyalty Website will:

. Make available to Customers all Company eMoney Loyalty Program disclosures;

. Enable Customersto enrolland un-enroll in Company e Money Loyalty Program;

) Collect Customer Data; and

. Provide Customers with access to informationabout available rewards and programs, rewards eligibility,

and progress towardachieving rewards.
Methods of Customer Enroliment In Company’s eMoney Loyalty Program

Enrollment at Point of Sale. Customers may initially enroll in Company’s eMoney Loyalty Program at the time of a
point-of-sale purchase Transactionata Company location. Company offers Customersthe opportunity to enroll at
the point-of-sale through prompting via the eMoney Platform. Company may not offer point-of-sale eMoney
Loyalty Program enrollment other than throughthe eMoney Platform. Company is responsible for ensuring that
any Customer offered enroliment in Company’s eMoney Loyalty Program is notified that such enrollment is
optional and is not a condition to completing the purchase Transaction.

. Company must obtain a phone number fromthe Customerat the time of the Customer’s enrollmentat the
point-of-sale, and must input the phone number into the POS Device so that Elavon may reflect the
Customer as aenrolled Customerin Company’'s eMoney Loyalty Program.

. When a Customer enrolls at the point-of-sale, the TransactionReceipt provided to the Customer at the
conclusion of the Transaction must confirm enrollment and direct the enrolled Customer to follow the
internet link disclosed on the Transaction Receipt to Company’s eMoney Loyalty Website where the
enrolled Customer may view the full terms and conditions and privacy policy governing the enrolled
Customer’s participationin Company’s eMoney Loyalty Program.

Enroliment through eMoney Loyalty Website. Customers that do notenrollatthe point of sale may enroll by
visiting Company’s eMoney Loyalty Website and completing the online registration process described under
“eMoney Loyalty Program Registration” below.

eMoney Loyalty Program Registrationand Additional Features

eMoney Loyalty Program Registration. Customers that wish to enroll in Company’s eMoney Loyalty Program
online, and Customers that have enrolled at Company’s point-of-sale but wish to enhance their e Money Loyalty
Program experience, may register at Company’s eMoney Loyalty Website. Each registering Customer will be
required to provide a phone number and otheridentifying information to register through Company’s e Money
Loyalty Website.

Rewards. Company may use the eMoney Platform to create offers and establish rewards and qualifications. All
offers and rewards established under Company’s eMoney Loyalty Program are available to all enrolled Customers,
exceptwhere Elavon supports and Company elects to make certain offersor rewards available only to a select
segmentof enrolled Customers. Company s solely responsible for ensuring that all offers andrewards established
by Company (including any offers or rewards suggested by Elavon for Company’s use) are suitablefor Company’s
situation and business, and that all such offers and rewards (including how such offers and rewards are promoted
or marketed) comply with all Laws. Company will not make or promote offers or rewards that are unrelated to
Company’s business or thatinclude infringing, obscene, threatening, defamatory, fraudulent, abusive or otherwise
unlawful or tortious material, including material thatis harmful to children orviolatesthird party privacy rights.
Company is solely responsible for the costs and any other expenses or liabilities arisingfrom or in connection with
any offers or rewards made or promoted by Company.
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eMoney Loyalty Program Customer Terms and Customer Data

Company isresponsible for creating (i) a set of terms and conditionsgoverning its eMoneyLoyalty Program, and
(ii) a privacy policy addressing Company’s collection and usage of Customer Data. Elavon will post (which may be
by cross-reference link) Company’s terms and conditions and privacy policy, on Company’s behalf, on the eMoney
Loyalty Website hosted by Elavon. Company acknowledges that Elavon will not review Company’s privacy policy or
terms and conditionsgoverningits eMoney Loyalty Program forany purpose, including specifically for purposes of
assessing the legality or legal sufficiency of such disclosures. Company represents, warrants and covenants to
Elavon that the Customer terms and conditions and privacy policy governing Company’s eMoney Loyalty Program
will (i) establish sufficient rights for Company and Elavon to exercise all rights and perform all obligations
contemplated under the Agreement, including the Operating Guide, and (ii) prevent Company from sharing
Customer Data with any third party, affiliated or unaffiliated, except as permittedby applicable Law. Company
must inform Elavon, in writing (which may be by email), prior to the launch of Company’s eMoney Loyalty
Program, of the Customer-facing terms and conditions and privacy policy Company wishes Elavon to post (by
cross-referencelink) to Company’'s eMoney Loyalty Website.

Company represents and warrants that it will only use Customer Data in accordance with its eMoney Loyalty
Program privacy policyand terms and conditions. In addition, Company will obtain for the benefit of Elavon and its
licensor(s) any necessary consents, approvals or notifications required for Elavon or its licensor(s) to use any
Customer Data for the purpose of providing Customers with services relatedto the eMoney Loyalty Program.
Company understands that Elavon will have the authority to use and share Customer Data as described in the
Elavon Privacy Policyavailable at www.elavon.com.

Elavon may use the eMoneyLoyalty Website for purposes of obtaining Customer consent to use Customer Data in
accordance with the Elavon Privacy Policy. Elavon may use Customer Data for any of the purposes permissible
under the Elavon Privacy Policy.

Company will notshare Customer Data with any third parties, including any Company Affiliates, without Elavon’s
prior written consent.

Company will not collect or receive Customer Data from any source other than directly from the Customer
(including as aresult of any Customer transactions at Company) or Elavon, and Company willnot supplement or
enhance any Customer Data collected in connection with the eMoney Loyalty Program with any data or
information from sources otherthan the Customer or Elavon.

Company eMoney Loyalty Program Marketing and Communication

Companies using the eMoney Loyalty Services will have access to e-mail marketing services supported by the
eMoney Platform for communicating with and marketing to eMoney Registered Customers regardingCompany’s
eMoney Loyalty Program. eMoney Registered Customers will be ableto manage their marketing preferences
through their eMoney Loyalty Program Account accessible at the eMoney Loyalty Website. Company will control,
and is solely responsible for, the marketing or communication characteristics (such as frequency, timing,
recipients, and opt-out lists associated with such marketing or communications) and the content of any such
marketing or communication efforts through the eMoney Platform. Further, Company assumes full responsibility
and liability for ensuring that any such marketing efforts or communications comply with (i) Laws, including where
Company’s marketing materials are based on templates or make use of services provided by Elavon, (ii) are
conducted in accordance with the terms and conditionsand privacy policygoverning the eMoney Registered
Customer’s participationin Company’s eMoney Loyalty Program; and (iii) are consistent with any other disclosure
made by Company to a eMoney Registered Customer concerning Company’s marketing and information use
practices generally.

E-mail marketing and communication. Elavon provides Company with the ability to send marketing and
communicatione-mails to its eMoney Registered Customers through the eMoneyPlatform. Such e-mails must
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follow any format specifications provided to Company by Elavon. Elavon does not review the content of any e -mail
message requested to be sent by Elavon on behalf of Companyto its eMoneyRegistered Customers. Company
acknowledges and agrees thatitis solely responsible forthe content of any such e-mailmessage, and that all e-
mail messages sent using the eMoney Platform will relate to Company’s eMoney Loyalty Program relationship with
the eMoney Registered Customers. Nonetheless, Elavon reserves the right to refuse to facilitate any e-mail
communication requested by Company that Elavon deems to be in violation of any Law, thatis unrelated to
Company’s business, thatis infringing, obscene, threatening, defamatory, fraudulent, abusive, unlawful, tortious,
threatening orinappropriate for children, or thatis outside the scope of the eMoney Loyalty Services.

Customer “Unsubscribe” Option. All marketingand communication e-mails sent by Company throughthe eMoney
Platform will contain an “unsubscribe” link, which will direct the eMoney Registered Customer to a eMoney -
hosted “landing page” where the Customer can register his/herelection to stop receiving marketing e -mails from
Company. Elavon will track the marketing preferences specifiedby Company'seMoney Registered Customers,
including those who have elected to unsubscribe or opt-out from marketing e-mails from Company, which
information will be accessible by Companythrough the eMoneyPlatform. In addition, the eMoney Platform will
enable Companyto manually “unsubscribe” e Money Registered Customers who have communicated their opt-out
election to Companyoutside of the eMoney Platform.

EMONEY GIFT CARD SERVICES
Marketing

Company will not use any e-mails addresses Company collects in connection with eMoney Gift Cards for marketing
purposes without affirmative Customer consent (i.e., separate sign-up or “opt-in”).

Processing eMoney Gift Card Transactions

In connection with processing eMoney Gift Card Transactions, Company must comply with the following
requirements:

. Supply Elavon with all information and data required by Elavonto perform services related to Company’s
acceptance of eMoney Gift Cards, includingthe location of POS Devices and Customer Data.

. Maintain all Transaction Receipts and any other receipts as required by Laws.

. Establish procedures to verifythe identity of a personwho purchase eMoney Gift Cards worth $10,000 or
more during any one day and obtain identifying information concerning such a person, including name, date
of birth, address, and identification number. Company must retain such identifying information for five
years fromthe date of the sale of the eMoney Gift Cards.

. Ensure that no fees or expiration dates apply to the eMoney Gift Cards.

. When Companysells an eMoney Gift Card from its physical location orlocations, including sales completed
via electronic commerce, Company is responsible forthe collectionand settlement of all funds relating to
the sale of the eMoney Gift Card, including processingcosts associated with such purchase (such as any
Credit Card transaction fees or bank service fees, where applicable).

. Company agreesthat all eMoney Gift Cards will be printed by Elavon or an Elavon-approvedvendor.

eMoney Gift Card Processing Services

° Electronic processing of Transactions and purchases made by Customers using eMoney Gift Cards.Elavon
will confirm electronicallythat the Cardholder presenting the eMoney Gift Card for the purchase of go ods or

services through Company has an active eMoney Gift Card account on the eMoney Platformand thatthere
is sufficient value associated with the eMoney Gift Card to allow the Customer to complete the purchase.
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Elavon will adjust the Customer’s eMoney Gift Card account through eithera debitor credit, asapplicable,
in the amount of any approved Transaction.

. Direct Settlement. Company authorizes Elavon to initiate credit and debit entries among Company’s
individual chainlocations for any Transactions that change the balance of an eMoneyGift Card. If Elavon is
unable to accomplish a credit or debit entry to reflect the effect of a Transaction, Company further
authorizes Elavon to credit or debit (as applicable) the designated Master Accountor any open Company
location. Company also understands that Elavon may, in its sole discretion, offset any debits against the
related credit Transactions of the applicable Companylocation.

° Transaction Record Maintenance. Elavonwill maintain an accessible electronic record of the Transactions
conducted usingan eMoney Gift Card for the lifetime of the card balance and after the balance on the card
hasbeen depletedfor a period notless than sixty (60) days.

. Downtime. Company will not process eMoney Gift Card Transactions if the eMoney Platform is down and
not able to verify the validity and available balance on an eMoney Gift Card. Companywill be solely liable
for any losses or damages incurred if Company processes an eMoney Gift Card Transactionwithoutreceipt
of such verification.

Electronic Gift Card Artwork

Electronic Artwork. If applicable, Company is responsible for submitting electronicartwork to Elavon for approval,
as describedin the Graphic Specifications and Procedures manual provided separately by Elavon (as it may be
updated fromtime to time, the “Graphic Specifications and Procedures”). Companyunderstands that the card
proof cannot be created without the submission of artwork, if requested orrequired. Company will comply with
the Graphic Specifications and Procedures. Failure to submit artworkor comply with the Graphic Specifications and
Procedures may resultin additional fees charged to Company for design work performedto correct the artwork
and will resultin the delay of the card production process. Elavon cannot be held responsible for the quality of
cards produced using artwork that does not meet the Graphic Specifications and Procedures. Digital artwork
should be submitted to:

Artwork@elavon.com
OR

Elavon, Inc.

Attn: Boarding— EGC
7300 ChapmanHighway
Knoxville, TN 37920

When sendingin artwork, pleaseinclude:

1. Company name and MID

2. Indicate standard or custom card order

3. Name and telephone number of graphic contact should there be any questions orissues with the artwork
submitted

For complete detailed specifications, please send a request for Graphic Specifications and Procedures to
Artwork@elavon.com. In the request please indicate either standard card or custom card specifications.

Proofing and Production Procedure. Proofs for custom card orders are provided electronically and sent to the e-
mail provided. Please printthe proof, sign and fax back pursuant to the instructionson the proof. One proof is
included in the card production costs. Each additional proof will be billed at thirty-five dollars ($35) each. All proofs
for standard card orders are provided electronically as an .pdf document. The proof will be sent to the e -mail
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address then currently on file with Elavon. If the proof is acceptable, simply reply to the e -mail and indicate
approval. Provide detailed information if changes arerequired. In some instances Company may also receive a
printer’s proof and will be requiredto follow the instructions included with the proof. IMPORTANT: Incorrect
graphics WILL delay an order. After Company approves the proof, normal production timeframe for card
delivery is 2-3 weeks for standard cards and 6-8 weeks for custom cards.
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CHAPTER 20.
FANFARELOYALTY AND GIFT CARD SERVICES

This Chapter describescertain services that are available to Companies thathave been approved by Elavon to
receive Fanfare Services. Companies that use Fanfare Services will adhere to the requirements set forth in this
Chapter.

FANFARE-RELATED DEFINITIONS

“Elavon Fanfare Privacy Policy” means Elavon’s privacy policy applicable to Elavon’s use of Customer Data
obtained from consenting Customers in connection with Company’s Fanfare Loyalty Program.

“Fanfare Basic Registration” means a Customer’s completion of registrationin Company’s Fanfare Loyalty Program
at Company’s Fanfare Loyalty Website in which the Customer does not electto permit Elavon to communicate
with the Customer about products and services outside of Company’s Fanfare Loyalty Program.

“Fanfare Enrolled Customer” meansa Customer of Company that has enrolled to participatein Company’s Fanfare
Loyalty Program.

“Fanfare Full Registration” means a Customer’s completion of registrationin Company’s Fanfare Loyalty Program
at Company’s Fanfare Loyalty Website in which the Customer elects to permit Elavontocommunicate with the
Customer about products and services outside of Company’s Fanfare Loyalty Program.

“Fanfare Gift Card” meansa special card, code or device purchased by or provided to a Customer(including any
promotional card, code or device) that is redeemable for merchandise, services or other Transactions with
Company.

“Fanfare Gift Card Program” means a program established and managed by Company using the Fanfare Platform
in accordance with the Agreement and the Operating Guide.

“Fanfare Gift Card Services” means Fanfare Gift Card Program setupand Servicesprovided by Elavonto Company
as describedin the Agreementand the OperatingGuide.

“Fanfare Loyalty Card” means a plastic card obtained from Elavonand branded with Company’s logo displayed
within one of Elavon’s pre-defined styles, which cardis encoded with a magnetic stripefor use with Company’s
Fanfare Loyalty Program.

“Fanfare Loyalty Program” means a program established and managed by Company, using the Fanfare Platform,
through which Company may endeavor to promote Customer loyalty and increased spending by offering
promotions, rewardsand incentives to Fanfare Enrolled Customers.

“Fanfare Loyalty Program Account” means the Fanfare Loyalty Program account establishedwithin the Fanfare
Platform for each Fanfare Enrolled Customer, which account may be managed by the Fanfare Enrolled Customer
through the Fanfare Loyalty Website when such Fanfare Enrolled Customer becomes a Fanfare Registered
Customer.

“Fanfare Loyalty Services” means a loyalty program platform that supports Company establishmentof a Fanfare

Loyalty Program, Customer enrollmentin the Fanfare Loyalty Program, establishment and maintenance of the
Fanfare Loyalty Website, the abilityto generate marketing campaigns and offer promotions to Customers, and
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Services relatedto redemption of Customer rewards, in each case as more fullydescribed inthe Agreement and
the Operating Guide.

“Fanfare Loyalty Website” meansa Customer-facing website hosted by Elavon and co-branded by Elavon (Fanfare)
and Company through which (i) Customers that have not enrolled in Company’s Fanfare Loyalty Program may
enroll online as part of the registration process, (ii) Fanfare Enrolled Customers may access Company’s Fanfare
Loyalty Program disclosures, (iii) Fanfare Enrolled Customers may un-enroll in the Fanfare Loyalty Program, or (iv)
Registered Customers may manage their Fanfare Loyalty Program Accounts, in each case as more fullydescribed in
the Agreement and the Operating Guide.

“Fanfare Platform” means the systems hosted directly or indirectly by Elavon through which (i) Company
establishes its Fanfare Loyalty Program and/or Fanfare Gift Card Program, and (ii) the Fanfare Services are
providedto Company.

“Fanfare Registered Customer” means a Fanfare Enrolled Customer that has also completed Fanfare Basic
Registration or Fanfare Full Registration at Company’s Fanfare Loyalty Website.

“Fanfare Services” means the Fanfare Loyalty Services and/or Fanfare Gift Card Services providedby Elavon and
used by Company in accordance with the Agreement and the Operating Guide.

“Fanfare Web Portal” means a web-based portal provided by Elavon through which Company may obtain
information and guides pertaining to the Fanfare Services and Fanfare Platform, and may access Company-specific
program metrics via dashboards, view informationabout a Customer’s purchase Transactions at Company, create
additional Customer offers and retrieve reports regarding Company’s Fanfare Gift Card Program and/or Fanfare
Loyalty Program, in each case as applicable to the Fanfare Serviceselected by Company hereunder.

“Primary Fanfare Company” means the Merchant Identification Number (MID)/locationoriginally enrolled forthe
Fanfare Services and set up to be billed forall Fanfare Servicesprovided by Elavon.

“Supported Hardware” means the equipment, systems and hardware, including POS Devices, necessary for
Company to make use of Company’s selected Fanfare Services.

GENERAL FEATURES AND REQUIREMENTS

Overview of Fanfare Services. Company has electedto receive from Elavon oneor both of the Fanfare Loyalty
Services and/or the Fanfare Gift Card Services. Elavon delivers the Fanfare Services through the Fanfare Platform.
Company’s accessto and use of the Fanfare Services and the Fanfare Platform are subject to the Agreement, the
provisions of the Operating Guide, and the materials made available to Company by Elavon that relate to the
Fanfare Services, including any quick reference guidesand best practices guides.

Fanfare Web Portal. Elavon will provide Company with access to the Fanfare Web Portal. Company agrees to
review and to comply with any materials made available by Elavonthrough the Fanfare Web Portal from time to
time in connectionwith Company's use of the Fanfare Services and its operation of its Fanfare Loyalty Program
and/or Fanfare Gift Card Program.

General Provisions.

. Elavon will host and make available to Company the Fanfare Web Portal.

. Company must use SupportedHardwarein order to make full use of the Fanfare Services, and certain or all
Fanfare Services may be unavailable or may function improperly if Company does not use them in
connection with Supported Hardware. Company may obtain acurrentlistof Supported Hardware from
Elavon upon request, which Elavon may update from time to time. Elavon will have no responsibility or
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liability in connection with the performance or non-performance of the Fanfare Services, including in
connection with any errors or malfunctions that may occur in connection with the Fanfare Services, if
Company uses the Fanfare Services with any POS Devices that are not Supported Hardware.

. Company will not acquire any Intellectual Property Rights or any goodwill, know-how or any other
proprietary rights in any form whatsoever or howsoeverin the Fanfare Platform or the Fanfare Services. Any
and all Intellectual Property Rights in and to the Fanfare Platform or the Fanfare Services, and related
goodwill, know-how and other proprietary rights are and will remainthe absolute exclusive property of
Elavon or its licensors.

° Company will (i) cooperate with Elavon in connection with the Fanfare Services, and (ii) provide Elavonwith
reasonably requested information and access (which may be remote access) to equipment and to
Company’s personnel for purposes of facilitating setup of POS Devices for use in connection with the
Fanfare Services.

° Company will use all reasonable means to prevent any unauthorized access to or use of the Fanfare
Platform and the Fanfare Services, and if suchaccess or use occurs, Company will notify Elavonimmediately.

° Company acknowledges andagrees thatitis Company’s sole responsibility to comply with all Laws related
to its use of the Fanfare Services and all Laws governingits relationshipswith Customers and use of any
Customer Data in connection with the Fanfare Services, including (i) the collection, storage and use of
Customer Data for promotional or marketing purposes (including the compliance of any such storage or use
with Company’s applicable privacy policies and terms and conditions), (ii) the distribution(including by e -
mail or short message service (SMS)) of marketing or promotional materials to Customers (including through
any use of communication or marketingservices made available to Company throughthe Fanfare Platform),
and (iii) the issuance, sale, distribution, use and acceptance of gift cards, gift certificates, Loyalty Cards or
prepaid cards that may be applicable to Fanfare Gift Cards(including all laws relatedto purchase, service
and dormancy fees, Laws relating to expiration dates, Laws governing the treatment of unused or unclaimed
funds or other property and Laws relatedto money transmission). Further, Company agrees to comply in a
timely manner with any such Laws. Additionally, Companies locatedin New York will notcharge a service
fee with respect to Fanfare Gift Cards.

. Company acknowledges and agrees that Elavon has no responsibility for recordingor storing any Customer
Data or information relatedto the sale of any Fanfare Gift Card until such information has been received
and validated by Elavon.

. Company understands and agrees that its data security obligations under the Agreement apply to any
Customer Data it collects or receives in connection with the Fanfare Services, and Company agrees to
comply with such data security obligations with respect to all Customer Data Companymay collect, access
or receive in connection with the Fanfare Services.

. Company will exclusively use Elavon (including Elavon-designated service providers) for services similar to
the Fanfare Services,and Companywill not receive services similarto the Fanfare Servicesfrom any third
parties notapproved by Elavonin writing.

. Company or Elavon may terminate the Fanfare Services forany of the reasons that Elavon or Company, as
applicable, may terminate the Agreement.

. ELAVONIS NOTRESPONSIBLE FOR THE UNAUTHORIZED ACCESS TO OR USE OF ANY PROMOTIONALOFFER,
REWARDS VALUE, OTHER FANFARE LOYALTY PROGRAM OFFER, OR ANY FANFARE GIFT CARD. FURTHER,
ELAVON MAKES NO REPRESENTATIONS OR WARRANTIES AS TO THE SUITABILITY OR PROFITABILITY FOR
COMPANY OF ANY (I) OFFER, PROMOTION ORREWARD ADOPTED BY COMPANY IN CONNECTIONWITH ITS
FANFARE LOYALTY PROGRAM, OR (Il) FANFARE GIFT CARD ARRANGEMENT OR SOLUTION ADOPTED BY
COMPANY IN CONNECTION WITH ITS FANFARE GIFT CARD PROGRAM, IN EACH CASE EVEN IF ELAVON
PROMOTES SUCH A SOLUTION AS COMMON OR HISTORICALLY SUCCESSFULIN COMPANY’S INDUSTRY OR
MARKET.

Elavon 93



Operating Guide 0G2021/06

. If a particular locationcloses or changes its Merchant Identification Number (MID), then Elavon may bill the
Primary Fanfare Company for any fees associated with subsequent transactions processed on Fanfare Gift
Cards activated by the closed MID. This would apply to any system generated transactions, including
deduction and points conversion transactions. Monthly fees billed for Fanfare Services provided with
respectto the closedlocation may also be billed to the Primary Fanfare Company.

FANFARE LOYALTY SERVICES

Companies thatelectto use the Fanfare Loyalty Services will have access to the Fanfare Services and Fanfare
Platform made available by Elavonfor Company’s development, implementation and maintenance ofits Fanfare
Loyalty Program.

. Company Enrollmentand Set Up. Company mustenroll and be approved by Elavonto participate in and use
the Fanfare Loyalty Services. Once approved, Elavon will provide Company with a welcome kit that may
include Model Documents, generic branded marketing materials to help Company promote its Fanfare
Loyalty Program to Customers, marketing tips, staff training tips, and a terminal quick reference guide. Only
Fanfare Enrolled Customers may participatein Company’s Fanfare Loyalty Program.

. Model Documents. A sample set of customer terms and conditions and a privacy policy provided by Elavon
to Company for Company’s use in developing its own Customer-facingtermsand conditions and privacy
policy governing Customer participationin the Fanfare Loyalty Program.

. Customer Enrollment. Company’s Customers must affirmatively enroll in Company’s Fanfare Loyalty
Programin order to participate. Company may not use an opt-out or other negative consent campaign to
enroll Customers in its Fanfare Loyalty Program. A Customeris considered aFanfare Enrolled Customer
when the Customer explicitly opts into participation in Company’s Fanfare Loyalty Program and agrees to be
subjectto Company’s Fanfare Loyalty Program terms and conditions and related privacy policy. A Fanfare
Enrolled Customer’s electionto participate in Company’s Fanfare Loyalty Program will be communicated to
Elavon through Company's properly-enabled Supported Hardware (for point-of-sale enrollments) or when
the Customer registers for Company’s Fanfare Loyalty Program at Company’s Fanfare Loyalty Website (for
Customersthat do notenroll atthe pointof sale).

Company Fanfare Loyalty Website. As part of the Fanfare Loyalty Services, Elavon will provide and hosta Fanfare
Loyalty Website for Customer registration and Fanfare Loyalty Program Account management. Company must
ensure thatthe internetaddress of its Fanfare Loyalty Websiteis included on every Transaction Receipt Company
prints for Customers that enroll in Company’s Fanfare Loyalty Program at Company’s point of sale (as described
below). The Fanfare Loyalty Website will:

Make available to Customers all Company Fanfare Loyalty Program disclosures;

. Enable Customersto enrolland un-enroll in Company Fanfare Loyalty Program;
) Collect Customer Data; and
. Provide Customers with access to informationabout available rewards and programs, rewards eligibility,

and progress towardachieving rewards.
Methods of Customer Enroliment In Company’s Fanfare Loyalty Program

Enrollment at Point of Sale. Customers may initially enroll in Company’s Fanfare Loyalty Program at the time of a
point-of-sale purchase Transactionat a Company location. Company offers Customersthe opportunity to enroll at
the point-of-sale through prompting via Company’s Supported Hardware. Company may notoffer point-of-sale
Fanfare Loyalty Program enrollment other than through Supported Hardware. Company is responsible for
ensuring that any Customer offered enrollment in Company’s Fanfare Loyalty Program is notified that such
enrollment is optional and is not a condition to completing the purchase Transaction. When Company is
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collecting information in connection with enrolling a Customer in Company’s Fanfare Loyalty Program at the point
of sale, Company should clearly communicate to the Customerthat the purpose for collecting suchinformation is
loyalty program enrollment and not a part of the Transaction.

. Company must obtain a phone numberfromthe Customerat the time of the Customer’s enrolimentat the
point-of-sale, and must input the phone number into the POS Device so that Elavon may reflect the
Customer as a Fanfare Enrolled Customer in Company’s Fanfare Loyalty Program.

. Company may present a Customer electing to enroll at the point-of-sale with the option to (i) link the
Customer’s Credit Card or Debit Card with the Fanfare Enrolled Customer’s Fanfare Loyalty Program
Account, or (ii) receive a Fanfare Loyalty Cardlinked to the Fanfare Enrolled Customer’s Fanfare Loyalty
Program Account. Each of these options is described further below.

. When a Customer enrolls at the point-of-sale, the TransactionReceipt provided to the Customer at the
conclusionof the Transaction must confirm enrollmentand direct the Fanfare Enrolled Customerto follow
the internetlink disclosed on the Transaction Receiptto Company’s FanfareLoyalty Website where the
Fanfare Enrolled Customer may view the full terms and conditions and privacy policy governing the Fanfare
Enrolled Customer’s participationin Company's Fanfare Loyalty Program.

Enroliment through Fanfare Loyalty Website. Customers that do not enroll at the point of sale may enroll by
visiting Company’s Fanfare Loyalty Website and completing the online registration process described under
“Fanfare Loyalty Program Registration” below.

Fanfare Loyalty Program Registration and Additional Features

Fanfare Loyalty Program Registration. Customers that wish to enroll in Company’s Fanfare Loyalty Program online,
and Customers that have enrolled at Company’s point-of-sale but wish to enhance their Fanfare Loyalty Program
experience, may register at Company’s Fanfare Loyalty Website. Each registering Customer will be required to
provide a phone number and other identifying information to register through Company’s Fanfare Loyalty
Website. Fanfare Registered Customers may also elect to link a Credit Card or Debit Card, and/or a Fanfare Loyalty
Card, with their Fanfare Loyalty Program Account, each as further described below.

Linking a Credit Card or Debit Card to a Fanfare Enrolled Customer’s Fanfare Loyalty Program Account. A Fanfare
Enrolled Customer may link a Credit Card or Debit Card to the Fanfare Enrolled Customer’s Fanfare Loyalty
Account. Linking a Credit Card or Debit Card may be completed at Company’s point-of-sale using Supported
Hardware (including at the time of initial enrollment) or at Company’s Fanfare Loyalty Website.

Linking a Fanfare Loyalty Card to a Fanfare Enrolled Customer’s Fanfare Loyalty Program Account. If Company’s
selected Fanfare Loyalty Program supports this feature, Company may choose to offera Fanfare Enrolled Customer
the option to receive and use a Fanfare Loyalty Card as a means of accessingthe Fanfare Enrolled Customer’s
Fanfare Loyalty Account. Linking a Fanfare Loyalty Card may be completed at Company’s point-of-sale using
Supported Hardware or at Company’s Fanfare Loyalty Website. Fanfare Loyalty Cardsmustbe ordered through
Elavon and must comply with Elavon’s requirements related to Fanfare Loyalty Cards.

Rewards. Company may use the Fanfare Web Portal to create offers and establishrewards and qualifications. All
offers and rewards established under Company’s Fanfare Loyalty Program are available to all Fanfare Enrolled
Customers, except where Elavon supports and Company elects to make certainoffers or rewards available only to
a select segment of Fanfare Enrolled Customers. Company is solely responsible for ensuring that all offers and
rewards established by Company (including any offers or rewards suggested by Elavon for Company’s use) are
suitable for Company’s situationand business, and that all such offersand rewards(including how suchoffersand
rewards are promoted or marketed) comply with all Laws. Company will not make or promote offers or rewards
that are unrelated to Company’s businessor thatinclude infringing, obscene, threatening, defamatory, fraudulent,
abusive or otherwise unlawful or tortious material, including material thatis harmful to children orviolates third

Elavon 95



Operating Guide 0G2021/06

party privacy rights. Company is solely responsible for the costs and any other expenses or liabilities arising from or
in connection with any offers or rewards made or promoted by Company.

Fanfare Loyalty Program Customer Terms and Customer Data

Company isresponsible for creating (i) a set of terms and conditionsgoverning its Fanfare Loyalty Program, and (ii)
a privacy policy addressingCompany’s collectionand usage of Customer Data. Elavon will post (which may be by
cross-reference link) Company’s terms and conditions and privacy policy, on Company’sbehalf, on the Fanfare
Loyalty Website hosted by Elavon. Elavon will provide Companywith Model Documents that Company may adapt
and use to govern its Customers’ participationin the Fanfare Loyalty Program. Elavon makesno warranties with
respectto the legalityor legal sufficiency of the ModelDocuments. In addition, Company acknowledgesthatit has
sole responsibility for ensuring compliance with all applicable Laws and any pre-existing commitments or
obligations of Company to Customers in connection with (i) Company’s use of the Model Documents; (ii) the
content of the ModelDocuments, and (iii) any adaptations that Company may make to the Model Documents in
developing its own Customer-facing terms and conditions and privacy policy regarding the Fanfare Loyalty
Program. Company acknowledges that Elavon will not review Company’s privacy policy or terms and conditions
governing its Fanfare Loyalty Program for any purpose, including specifically for purposes of assessing the legality
or legal sufficiencyof such disclosures, regardless of whether Company uses the Model Documents, in whole or in
part. Company represents, warrants and covenants to Elavon that the Customerterms and conditions and privacy
policy governing Company’s Fanfare Loyalty Program will (i) establish sufficient rights for Company and Elavon to
exerciseall rights and perform all obligations contemplated under the Agreement, including the Operating Guide,
(ii) prevent Company from sharing Customer Data with any third party, affiliated or unaffiliated, except as
permitted by applicable Law and (iii) not be inconsistent with any provisionincluded in the Model Documents
providedby Elavon unless Elavon has grantedits prior written consent to any such inconsistency. Company must
notify Elavon, in writing prior to the launch of Company’s Fanfare Loyalty Program, of the Customer-facing terms
and conditions and privacy policy Company wishes Elavonto post (by cross-reference link)to Company’s Fanfare
Loyalty Website. If Company does not so notify Elavon of modified or different Customer-facing terms and
conditions and privacy policy that should govern Company’s Fanfare Loyalty Program prior to the launch of
Company’s Fanfare Loyalty Program, Company will be deemed to have instructed Elavon to post the Model
Documents, in the form provided by Elavon to Company, as Company’s Customer-facing terms and conditionsand
privacy policy. Company agrees that it has fully reviewed and approved, as appropriate for Company and its
Customers, the Model Documents Elavon posts to Company’s Fanfare Loyalty Website.

Company represents and warrants that it will only use Customer Data in accordance with its Fanfare Loyalty
Program privacy policyand terms and conditions. In addition, Company will obtain for the benefit of Elavon and its
licensor(s) any necessary consents, approvals or notifications required for Elavon or its licensor(s) to use any
Customer Data for the purpose of providing Customers with services related to the Fanfare Loyalty Program.
Company understands that Elavon will have the authority to use and share Customer Data as described in the
Elavon Fanfare PrivacyPolicy available at www.elavon.com.

Elavon may use the Fanfare Loyalty Website for purposes of obtaining Customer consent to use CustomerData in
accordance with the Elavon Fanfare Privacy Policy. Elavon may use Customer Data for any of the purposes
permissible underthe Elavon Fanfare PrivacyPolicy.

Company will notshare Customer Data with any third parties, including any Company Affiliates, without Elavon’s
prior written consent.

Company will not collect or receive Customer Data from any source other than directly from the Customer
(including as a result of any Customer transactions at Company) or Elavon, and Company willnot supplement or
enhance any Customer Data collected in connection with the Fanfare Loyalty Program with any data or
information from sources otherthan the Customer orElavon.
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Company Fanfare Loyalty Program Marketing and Communication

Companies using the Fanfare Loyalty Services will have access to e-mail marketing services supported by the
Fanfare Platform for communicating with and marketing to Fanfare Registered Customersregarding Company’s
Fanfare Loyalty Program. Fanfare Registered Customers will be able to manage their marketing preferences
through their Fanfare Loyalty Program Account accessible at the Fanfare Loyalty Website. Company will control,
and is solely responsible for, the marketing or communication characteristics (such as frequency, timing,
recipients, and opt-out lists associated with such marketing or communications) and the content of any such
marketing or communication efforts through the Fanfare Platform. Further, Companyassumes fullresponsibility
and liability for ensuring that any such marketing efforts or communications comply with (i) Laws, including where
Company’s marketing materials are based on templates or make use of services provided by Elavon, (ii) are
conducted in accordance with the terms and conditions and privacy policy governing the Fanfare Registered
Customer’s participationin Company’s Fanfare Loyalty Program; and (iii) are consistent with any otherdisclosure
made by Company to a Fanfare Registered Customer concerning Company’s marketing and information use
practices generally.

E-mail marketing and communication. Elavon provides Company with the ability to send marketing and
communication e-mails to its Fanfare Registered Customers through the Fanfare Platform. Such e-mails must
follow any format specifications provided to Company by Elavon. Elavon does not review the content of any e-mail
message requested to be sent by Elavon on behalf of Companyto its Fanfare Registered Customers. Company
acknowledges and agrees thatitis solely responsible forthe content of any such e-mailmessage, and that all e-
mail messages sent using the Fanfare Platform will relate to Company’s Fanfare Loyalty Program relationship with
the Fanfare Registered Customers. Nonetheless, Elavon reserves the right to refuse to send any e-mail
communication requested by Company that Elavon deems to be in violation of any Law, that is unrelated to
Company’s business, thatis infringing, obscene, threatening, defamatory, fraudulent, abusive, unlawful, tortious,
threatening orinappropriate for children, or thatis outside the scope of the Fanfare Loyalty Services.

Customer “Unsubscribe” Option. All marketingand communication e-mails sent by Company throughthe Fanfare
Platform will contain an “unsubscribe” link, which will direct the Fanfare Registered Customer to a Fanfare -hosted
“landing page” where the Customer can register his/her election to stop receiving marketing e -mails from
Company. Elavon will track the marketing preferences specified by Company's Fanfare Registered Customers,
including those who have elected to unsubscribe or opt-out from marketing e-mails from Company, which
information will be accessible by Companythrough the Fanfare Web Portal. In addition, the Fanfare Web Portal
will enable Company to manually “unsubscribe” Fanfare Registered Customers who have communicated their opt-
outelection to Companyoutside of the Fanfare Platform.

Important: Company Requirements for E-Mail Marketing to Customers

The Federal CAN-SPAM Act of 2003 (CAN-SPAM) places certain responsibilities on “senders” of e-mail. As a
Company sendinge-mails to Fanfare Registered Customers through the Fanfare Loyalty Program, itis Company’s
responsibility to comply with these CAN-SPAM requirements. Among these requirements, when a customer
responds to acommercial e-mail froma sender, and requests that the sendernot send future commercial e-mail
communications to the customer, this request must be promptly honored. Thisis true regardless of whetherthese
requestsarein response to an e-mail sentto a customer by Companythrough the Fanfare Loyalty Program, or
outside of the Fanfare Loyalty Program.

For Fanfare Registered Customerswho opt-out/unsubscribe from receiving future Company marketing e -mails
through the Fanfare Platform, the Fanfare Platform will automatically “block” further marketing e -mails from
Company to those Fanfare Registered Customers. However, itis Company’s sole responsibility to ensure that these
customers arealso blocked (i.e., unsubscribed) from receiving any future commercial e -mailswhich Companymay
send outside of the Fanfare Platform. Additionally, when a Fanfare Registered Customer responds to a commercial
e-mail sent by Company outside of the Fanfare Platform, and opts-out/unsubscribes from receiving further
commerciale-mails from Company, itis Company’s sole responsibility to record such opt-outrequest within the
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Fanfare Platform to ensure that future Fanfare marketing e-mails from Company to the Fanfare Registered
Customer are blocked.

To help facilitate compliance with these requirements, Fanfare provides Companies with access to all relevant opt-
out/unsubscribe information within the Fanfare Platform at all times. With this access, it is Company’s
responsibility to:

(1) Review the list within the Fanfare Web Portal of those Fanfare Registered Customers who have opted-
out/unsubscribed from receivingcommercial e-mails from Company throughthe Fanfare Loyalty Program and
ensure thatthese Fanfare Registered Customers are similarly blocked (or removed) from any other commercial e -
mail list that Company maintains or uses outside of the Fanfare Loyalty Services; and

(2) Regularly access the Fanfare Web Portal to manually blockany Fanfare Registered Customer from receiving
marketing e-mails from Company through the Fanfare Platform, when such Fanfare Registered Customer has
provided Company with a request, outside of the Fanfare Platform, to opt-out/unsubscribe fromreceiving future
commerciale-mails from Company.

Additional information regarding CAN-SPAM canbe found at the Federal Trade Commission’s Business Center, a
website designedto help small businesses understand and comply with various laws, including CAN-SPAM. The
business center can be found at http://business.ftc.gov/ and a CAN-SPAM guide for business can be found at
http://www.business.ftc.gov/documents/bus61-can-spam-act-compliance-guide-business. Elavon particularly
encourages those Companies that conduct e-mail marketing campaigns in addition to those conducted by
Company through the Fanfare Loyalty Services to understand the compliance obligationsimposed by CAN SPAM,
and to seek legal guidance on this issue if necessary.

FANFARE GIFT CARD SERVICES

Companies thatelectto use the Fanfare Gift Card Services will have access to the Fanfare Services and Fanfare
Platform made available by Elavonfor Company’s deployment and maintenance of its Fanfare Gift Card Program.

Processing Fanfare Gift Card Transactions

In connection with processing Fanfare Gift Card Transactions, Company must comply with the following
requirements:

. Supply Elavon with all information and data required by Elavonto performservicesrelated to Company’s
acceptance of Fanfare Gift Cards, including the location of POSDevices and Customer Data.

. Maintain all Transaction Receipts and any other receipts as required by Laws.

. Comply with all Laws applicable to the sale, distribution, redemptionand escheat of prepaidgiftcards and
related balances, specifically including the Prepaid Access Rule (31 CFR Parts 1010and 1022) and all other
rules promulgated and guidelines published by the Financial Crimes Enforcement Network division of the
United States Department of the Treasury. Elavon does not provide legal advice with respect to compliance
with Laws, and Company should consultits own legal counsel if it has questions regarding compliance.

. Establish procedures to verifythe identity of a personwho purchase FanFare Gift Cardsworth $10,000 or
more during any one day and obtain identifying information concerning such a person, including name, date
of birth, address, and identification number. Company must retain such identifying information for five
years fromthe date of the sale of the FanFare Gift Cards.

. Ensure that no fees or expiration dates apply to the Fanfare Gift Cards.

. When Companysells a Fanfare Gift Card from its physical location or locations, including sales completed via
electroniccommerce, Companyis responsible for the collection and settlement of all fundsrelating to the
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sale of the Fanfare Gift Card, includingprocessingcosts associated with such purchase (suchas any Credit
Card transaction fees or bankservice fees, where applicable).

. Company agreesthat all Fanfare Gift Cards will be printed by Elavon or an Elavon-approved vendor.
Fanfare Gift Card Processing Services

. Electronic processing of Transactions and purchases made by Customers using Fanfare Gift Cards. Elavon
will confirm electronicallythat the Cardholder presenting the Fanfare Gift Card for the purchase of goods or
services through Company has an active Fanfare Gift Card account on the Fanfare Platform and thatthere is
sufficient value associated with the Fanfare Gift Card to allow the Customer to complete the purchase.
Elavon will adjust the Customer’s Fanfare Gift Card account through either a debit or credit, as applicable, in
the amount of any approved Transaction.

. Direct Settlement. Company authorizes Elavon to initiate credit and debit entries among Company’s
individual chainlocations for any Transactions that change the balance of a Fanfare GiftCard. If Elavon is
unable to accomplish a credit or debit entry to reflect the effect of a Transaction, Company further
authorizes Elavon to credit or debit (as applicable) the designated Master Account or Primary Fanfare
Company. Company also understands that Elavon may, in its sole discretion, offsetany debits against the
related credit Transactions of the applicable chain or Companylocation. Both Company and the individual
chain locations agree to pay related direct settlement fees.

° Transaction Record Maintenance. Elavonwill maintain an accessible electronicrecord of the Transactions
conducted usinga Fanfare Gift Card forthe lifetime of the card balance and after the balance on the card
hasbeen depletedfor a period notless than sixty (60) days.

. Downtime. Company will not process Fanfare Gift Card Transactions if the Fanfare Platform or Fanfare
Services is down and not able to verify the validity and available balance on a Fanfare Gift Card. If
Company’s system are unable to communicate electronically with the Fanfare Platform, Company may call
Fanfare Services customer service at 1-800-725-1243 to verify the validity and available balance on a
Fanfare Gift Card. Company will be solely liable forany losses or damages incurredif Company processes a
Fanfare Gift Card Transaction without receipt of such verification.

Electronic Gift Card Artwork

Electronic Artwork. If applicable, Company is responsible for submitting electronicartwork to Elavon for approval,
as describedin the Graphic Specifications and Procedures manual provided separately by Elavon (as it may be
updated from time to time, the “Graphic Specifications and Procedures”). Companyunderstands that the card
proof cannot be created without the submission of artwork, if requested orrequired. Company will comply with
the Graphic Specifications and Procedures. Failure to submit artworkor comply with the Graphic Specifications and
Procedures may resultin additional fees charged to Company for design work performedto correct the artwork
and will resultin the delay of the card production process. Elavon cannot be held responsible for the quality of
cards produced using artwork that does not meet the Graphic Specifications and Procedures. Digital artwork
should be submitted to:

Artwork@ elavon.com
OR

Elavon, Inc.

Attn: Boarding— EGC
7300 ChapmanHighway
Knoxville, TN 37920

When sendingin artwork, pleaseinclude:

1. Company name and MID

Elavon 99



Operating Guide 0G2021/06

2. Indicate standard or custom card order
3. Name and telephone number of graphic contact should there be any questions orissues with the artwork
submitted

For complete detailed specifications, please send a request for Graphic Specifications and Procedures to
Artwork@elavon.com. In the request please indicate either standard card or custom card specifications.

Proofing and Production Procedure. Proofs for custom card orders are provided electronically and sent to the e-
mail provided. Please printthe proof, sign and fax back pursuant to the instructionson the proof. One proof is
included in the card production costs. Each additional proof will be billed at thirty-five dollars ($35) each. All proofs
for standard card orders are provided electronically as an Adobe pdf document. The proof will be sent to the e -
mail address thencurrentlyon file with Elavon. If the proofis acceptable, simply replyto the e-mail and indicate
approval. Provide detailed information if changes are required. In some instances Company may also receive a
printer’s proof and will be requiredto follow the instructions included with the proof. IMPORTANT: Incorrect
graphics WILL delay an order. After Company approves the proof, normal production timeframe for card
delivery is 2-3 weeks for standard cards and 6-8 weeks for custom cards.
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CHAPTER 21.
PAYMENT NAVIGATOR SERVICES

This Chapter describesthe Payment Navigator Services available to Companies. The “Payment Navigator Services”
include Payment Navigator, Healthcare Payment Processing Servicesand, if selected, Healthcare Administration
Services, all as described in this Chapter. Companies that use the Payment Navigator Services will adhere to the
requirements set forthin this Chapter.

PROVISIONS APPLICABLE TO THE PAYMENT NAVIGATOR SERVICES
“Healthcare Administration Services” means (as selected by (and available to) Company):

. the eligibility services (insurance eligibility/benefitinquiries for patient health plan status,deductible, co-
pay information);

. patient payment estimates (estimate of patient responsibilitybased on planned healthcare services);
. patient statements (productionand fulfillment of patient billing statements);

. electronicbill presentment services(online presentment of patient bills/statements); and

. one bill (simplified, consolidated mailed and online statement).

“Healthcare Payment Processing Services” meansthe acceptance and processing of paymentthrough Payment
Navigator by cash, check, Electronic Check Service, Credit Card, or Debit Card, acceptance of scheduledpayments
from checking or savings accounts, Credit Cards, or Debit Cards; posting of payments to patient accounts; receiving
patient payments through participating insurance plans; and related customer support.

“Payer” means an entity (other than the patient) that makes or administers payments to a healthcare provider for
healthcare services(e.g., Medicare, Medicaid, Blue Cross or Blue Shield-branded health plans, commercial insurers
and third party administrators (TPAs)).

“Payment Navigator” means (i) with respect to companies who are not Payers, a hosted web based patient
paymentapplicationthat enables transactionsatthe point-of-care (includinga patient payment portal for online
payments), streamlines back office collections, and automates posting of patient accounts, and (ii) with respect to
Payers, a hosted web based application and product offering for managing patient payments, including (a) a
patient payment portal for a Payer's members to make healthinsurance premium payments to the Payer and
healthcare payments to healthcare providers, and (b) billing solutions functionality.

Business Associate Services. Company may be a covered entity as defined in 45 C.F.R. § 160.103 of HIPAA. In
connection with its performance of services other than certain Payment Navigator Services under the Agreement,
Elavon is processing customer card transactionsand engaging in otheractivities by and fora financial institution,
subjectto the Section1179 Exemption. Whendoingso, Elavon is notfunctioning as a “business associate” evenif
Elavon has access to “protected healthinformation” all as defined in 45 C.F.R. § 160.103 of HIPAA. The Healthcare
Administration Services are, and some other Payment Navigator Services such as customer support may be,
consideredbusinessassociate services. With respect to any business associate services, the business associate
agreement agreed upon by the parties will apply. Companyagrees that the business associate agreement applies
only to those Payment Navigator Services provided by Elavon that are business associate services, and not any
Healthcare Payment Processing Services or other financial services provided by Elavonunder the Agreement that
are subjectto the Section 1179 Exemption.

1. Payment Navigator License Grant. Elavongrants to Companya nonexclusive, nontransferable license
(without a right of sublicense) to access and use, as applicable, the Payment Navigator application,

Elavon 101



Operating Guide 0G2021/06

services and documentation exclusively for Company’s internal business use to receive the Payment
Navigator Services. Company acknowledges and agrees that it has no right in or license grant to any
source code containedin or related to Payment Navigator pursuant to this Chapter.

2. Payment Navigator Application Services Restrictions. Company will not, and will ensure that its
employees, agents, contractors, and vendors do not:

a. Copy (other than maintaining one backup or archival copy for Company’sinternal business use
only), re-sell, republish, download, frame or transmit in any form or by any means Payment
Navigator, or any partthereof;

b. Rent, lease, subcontract, operate or otherwise grantaccess to, or use for the benefit of, any third
party, Payment Navigator;

c. Decompile, disassemble, reverse engineer or translate Payment Navigator;
d. Change, modify, alter or make derivative works of Payment Navigator;
e. Without Elavon’s prior written consent, grantany third partyaccess to the computers, hardware,

system or equipment on which Payment Navigator is accessible, provided, however, that only
written notice (not consent) will be required with respect to billing services organizationsacting
as Company’s agent for the collection of patientaccounts;

f. Attempt to interfere with or disrupt Payment Navigator or attemptto gain access to any other
services, hardware, or networksowned, maintained or operated by Elavon or its suppliers;

g. Disclose any passwords or other security or authentication device with respect to Payment
Navigator to any person otherthan the person to whomitwasissued;

h. Remove, conceal or alter any identification, copyright or other proprietary rights notices or labels
on Payment Navigator;

i Directly or indirectly, ship, export or re-export Payment Navigator;
j Directly or indirectly resellor re-offer Payment Navigator; or

k. Actas a gateway through which a third party may gain access to the Payment Navigator Services.

Company will promptly notify Elavon of any breach of this Section of whichCompanybecomes aware.

3. Payment Navigator Implementation. Company will, atits own expense, pay forany preparation of its
facilities necessary foritto access and use Payment Navigator in connection with this Chapter.

4, Use of Payment Navigator by Third Parties. Companymay allow one or more third parties to access and
use Payment Navigator, but only for Company’s benefit and in connection with Company’s internal
business operations and activities, including access to and use of Payment Navigator from backup
equipmentatasecure off-site backuplocationand for testingpurposes, subject to the restrictions of this
Chapter and provided such third parties have agreedto be boundby the licensing termsand restrictions
of this Chapter.

5. Upgrades. Elavonwill make available to Company any updates, upgrades or modifications to Payment
Navigator that Elavon generallymakes available to its other customers, and each such update, upgrade or
modification will be deemed to be part of Payment Navigatorand will be governedby the terms of this
Chapter.

6. Termination of Payment Navigator Services. Upon Termination of the Payment Navigator Services,
Company’s license to access and use Payment Navigator will terminate. Elavon mayterminate Payment
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Navigator Services for Payers upon 10 days’ prior written notice to Company if Company remains
delinquentin its payments to Elavon with respect to the Payment Navigator Services.

7. Credit Arrangements. Payment Navigator isintended to facilitate payments made under agreements
between the Company and its patient Customers. Payment Navigator does notestablishcreditterms or
evidence any credit agreement, nor provide any disclosures or formattingrequired under state or federal
credit laws relating to the offering and marketing of consumer credit (including the federal Truth in
Lending Act, Regulation Z, and any applicable state laws). Company issolelyresponsible for setting its
own creditterms and complying with all applicable Law. Company acknowledgesthatElavon does not
participate in any credit decision and has no responsibility or liability to Customers or Company with
respectto the offering or marketingof consumer credit.

8. No FDR. If Company is a Payer, then it acknowledges that Elavon is not a First Tier, Downstream, or
Related entity (FDR) as definedin 42 C.F.R. §423.501.

HEALTHCARE ADMINISTRATION SERVICES

The terms of this Section apply to Company’s use of any of Healthcare Administration Services that Company has
elected toreceive.

1. Expenses and Reimbursement for Third PartyTransaction Charges. Companywill,atits own expense,
pay for any preparation of its facilities necessary for the implementation of, access to and use of the
Healthcare Administration Services. Company will reimburse Elavon for all third-party Transaction charges
incurred by Elavon in connection with healthcare claim data and other Transaction Information and
Transactions submitted by Company in connection with the Healthcare Administration Services (the
“Third Party Costs”). For the avoidance of doubt, the parties intendthat Company will reimburse Elavon
for any Third Party Costs imposedon, or incurred by, Elavonin processing Transactions through third
parties where such third parties will charge Elavon a fee to process Company’s Transactions, such as
Transactions destined for the following: Medicare, Medicaid and other government or government-
related payers; most Blue Cross Blue Shield plans; some non-participating commercial plans; and all
Transaction submissions that cannot be completed electronically and must be submitted and processed
and otherwise “dropped” to paper. Please note that the fees for Healthcare Administration Services will
include all known Third Party Costs as of the effective date of Company’s use of the Healthcare
Administration Services.

2. Pass Through for any Future Taxes/Levies. Any applicable sales tax, use tax, duty, tariffs, levies or other
governmental charge arisingfromthe sales, export, import or use of Payment Navigator in connection
with the Healthcare Administration Services (other than taxeslevied on theincomeof Elavon) and any
related interest and penalties resulting from any payments made under this Section will be the
responsibility of Company and will be paid by Company in the ordinary course and on a timely basis.

3. Business Associate Agreement. In connectionwith its performance of the Healthcare Administration
Services, Elavon may have access to “protected health information” as defined in HIPAA. Accordingly, the
terms of the business associate agreement agreed to by the parties apply to Company’s use of the
Healthcare Administration Services.

4. Terms of Payment. Elavon will invoice Company on a monthly basis for the Healthcare Administration

Services. Companywill pay the amounts indicated on suchinvoice no laterthan 30 days afterthe date of
suchinvoice.
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CHAPTER 22.
MEDEPAY SERVICES

This Chapter describesthe terms and conditions applicable to the MedEpay Services. The “MedEpay Services”
include the MedEpay Platform and the Healthcare Payment Processing Services, eachas defined inthis Chapter.
Companies that use the MedEpay Services will adhere to the requirements setforth in this Chapter.

PROVISIONS APPLICABLE TO THE PAYMENT NAVIGATOR SERVICES

“Healthcare Payment Processing Services” means the acceptance and processing of payment through the
MedEpay Platform by cash, check, electroniccheck, Credit Card, or Debit Card, acceptance of scheduled payments
from checking or savings accounts, Credit Cards, or Debit Cards; posting of payments to patient accounts; receiving
patient payments through participating insurance plans; and related customer support.

“MedEpay Platform” means a hosted web-based patient payment portal that enables transactions at the point-of-
care (including a patient payment portal for online payments and a provider-facing portal), streamlines back office
collections, and automates posting of patientaccounts.

Business Associate Services. Company may be a covered entity as defined in 45 C.F.R. § 160.103 of HIPAA. In
connection with its performance of services other than certain MedEpay Services underthe Agreement, Elavon is
processing customer card transactions and engaging in other activities by and for a financial institution, subject to
the Section 1179 Exemption. When doing so, Elavon is not functioning as a “business associate” even if Elavon has
accessto “protected health information” all as defined in 45 C.F.R. § 160.103 of HIPAA. Some specific MedEpay
Services, suchas customer support, may be considered business associate services. With respecttoany business
associate services, the business associate agreement agreed upon by the partieswill apply. Companyagrees that
the business associate agreement applies only to those MedEpayServices provided by Elavonthat are business
associate services, and notany Healthcare Payment ProcessingServicesor otherfinancial services provided by
Elavon under the Agreement thatare subject to the Section 1179 Exemption.

1. MedEpay License Grant. Elavon grants to Company a limited, nonexclusive, nontransferable license
(withoutaright of sublicense) to access and use, as applicable, the MedEpayapplication, services and
documentation exclusively for Company’s internal business use to receive the MedEpay Services.
Company acknowledges andagrees thatithas norightin or license grantto any source code contained in
or related to the MedEpay Platform pursuant to this Chapter.

2. MedEpay Services Restrictions. Company will not, and will ensure that its employees, agents, contractors,
and vendorsdo not:

a. use the MedEpay Platform in violation of applicable Law, the Security Programs, or Payment
Network Regulations;

b. modify, decompile, reverse compile, install, copy, sell, reproduce, alter, disassemble, reverse
engineer, decrypt, or otherwise seek to recreate the source code or create a derivative work of
the MedEpay Platform or the Documentation;

c. access or monitor any material or information on the MedEpay Platform using any manual
process or robot, spider, scraper, or otherautomated means;

d. transmit any viruses or programming routines intended to damage, surreptitiouslyintercept, or
expropriate any system, data, or personalinformation;
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e. access the MedEpay Platform through any technology or means other than through the user
accountinformation provided to by Elavon, or through an integrationto an approved Service
Provider;

f. work around, bypass, or circumvent any of the technical limitations of the MedEpayPlatform; or
use any tool to enable features or functionalities thatare otherwisedisabled in the MedEpay
Platform;

g. perform or attemptto perform any actions that would interfere with the proper working of the
MedEpay Platform, disrupt or prevent access to or use of the MedEpay Platform by otherclients,
users, or partners;

h. Disclose any passwords or othersecurity or authentication device with respecttothe MedEpay
Platformto any person other than the person to whomit wasissued;

i Directly or indirectly, ship, export or re-export the MedEpay Platform; or
j. Actas a gateway through which a third party may gain access to the MedEpay Services.

Company will promptly notify Elavon of any breach of this Section of which Companybecomes aware.

3. MedEpay Implementation. Company will, at its own expense, pay for any preparation of its facilities
necessary for itto access anduse the MedEpayPlatformin connection with this Chapter.

4, Use of MedEpay by Third Parties. Company may allow one ormorethird partiestoaccess and use the
MedEpay Platform, but only for Company’s benefitand in connectionwith Company'sintern al business
operations and activities, including access to and use of the MedEpay Platform from backup equipment at
a secure off-site backup location and for testing purposes, subject to the restrictionsof this Chapter and
provided such third parties have agreed to be bound by the licensing terms and restrictions of this
Chapter.

5. Upgrades. Elavon will make available to Company any updates, upgrades or modifications to the
MedEpay Platform that Elavon generally makes available to its other customers, and each such update,
upgrade or modification will be deemed to be part of the MedEpay Platform and will be governedby the
terms of this Chapter.

6. Termination of MedEpay Services. Upon Termination of the MedEpay Services, Company’s license to
access and use MedEpay will terminate.

7. Security. Company will ensure that each information system or other system used by Company or its
service providers that contain MedEpay Platform code, or sends or receives information to the MedEpay
Platform, are maintainedin accordance with no less than commercially reasonable se curity standards.
Access to the MedEpay Platform may be immediatelysuspendedin orderto mitigate any detected or
suspected threat to the security of the MedEpay Platform originating from Company’s or Authorized
User’s use (and only for so long as the threat exists). Company is responsible for the security and
confidentiality of information once the information is in the Company’s control and maintaining the
security of servers, services, and networks that receive the information orreports.

8. Credit Arrangements. MedEpay isintendedto facilitate payments made under agreements between the
Company and its patient Customers. The MedEpay Platform does not establish credittermsorevidence
any creditagreement, nor provide any disclosures or formatting required under state or federal credit
laws relating to the offering and marketing of consumer credit (including the federal Truth in Lending Act,
Regulation Z, and any applicable state laws). Company is solely responsible for setting its own credit
terms and complying with all applicable Law. Company acknowledgesthat Elavon does not participatein
any creditdecisionand has no responsibility or liability to Customers or Company with respect to the
offering or marketingof consumer credit.
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CHAPTER 23.
TRANSEND PAY SERVICES

This Chapter describescertain services thatare available to Companies thathave been approved by Elavon to
receive the Transend Pay Services. Companies that use the Transend Pay Services will adhere to the requirements
setforth in this Chapter.

Overview of Transend Pay Services. The “Transend Pay Services” are the Services Elavon provides that (i) allow a
healthcare provider Company to streamline its revenue cycle management and (ii) are an efficient and secure way
for Company to receive healthcare-related and benefit payments from Healthcare Payers. “Healthcare Payer”
means any third party administrator, payer of healthcare benefits and healthcare-related payments, health planor
self-insured entity that remits a paymentto Company in connection with the Transend Pay Services.

Transend Pay Services Website. Elavon, through Elavon’s vendor, will provide Company with accessto a website
hosted by Elavon’s vendor through which Company can access Remittance Data (the “Transend Pay Services
Website”).

Elavonis notresponsible for the form, format or content of the Transend Pay Services Website or any Remittance
Data. “Remittance Data” means remittance information thatis (i) supplied by a Healthcare Payerto Company, and
(ii) connected to each of the payments made to Company by a Healthcare Payer viathe Transend Pay Services.
Company agreesto abide by any terms of use and/orenduserlicense(s) provided by Elavonor Elavon’svendor in
connection with the Transend Pay Services Website.

Questions regarding Payments made via the Transend Pay Services. Questionsregarding payments received from
Healthcare Payers, including remittance advice, identity of the relevant Healthcare Payer and related questions
should be directed to Elavon’s vendor using the procedures outlined in the agreement between Company and
Elavon’s vendor or as otherwise indicated on the Transend Pay Services Website. Questions regarding the
Transend Pay Services provided by Elavon, including funding settlement and Company reporting, should be
directedto Elavon via the general customer service process.

Waiver of Claims. Company expressly acknowledges and agrees that,immediately upon Elavon’sreceiptof funds
that are to be processed via the Transend Pay Services in connection with a payment owed to Company by a
Healthcare Payer, Company's claim relating to such payment fromthe Healthcare Payer will be extinguished, and
Company automatically waives any and all claims against the applicable Healthcare Payerin connection with such
payment.

Fraud Prevention. Company will take reasonable steps to reduce, detectand manage any fraud-related issues
related to Company’s receipt of the Transend PayServicesand Company'saccesstothe Transend Pay Services
Website. Company will appoint a representative available to Elavon or its vendors or subcontractorsto promptly
respond to any fraud-related matters.

Warranties and Limitation of Liability. Company acknowledges that Elavon will engage third party service
providers to assist with the provision of the Transend Pay Services, including the provision of the Transend Pay
Services Website. Company acknowledges and agrees that Company may be required to enter into a user
agreement with, or agree to be bound by certain terms and conditions provided by, Elavon’svendor in order for
Company to access the Remittance Data.

Termination of Transend Pay Services. Elavon may terminate the Transend Pay Services at any time upon notice to
Company.
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Participation of Healthcare Payers. Participating Healthcare Payers may change from time to time. Participation by
a Healthcare Payer in the Transend Pay Services is at the discretion of the individual Healthcare Payer,and Elavon
is notresponsible for the participation (or lack thereof) of any Healthcare Payerin the Transend Pay Services.

Protected HealthInformation. No “protected health information” (as definedin HIPAA) will be provided to, or
transmitted by, Elavon in connection with the Transend Pay Services. Company acknowledges and agrees that
Company will not deem Elavon to be a “business associate” (as defined in HIPAA) and that Elavon will not be
required to enter into a business associate agreementin conne ction with the provision of the Transend Pay
Services.

Disclosure of Information. Notwithstanding any other provisions in the Agreement, Elavon may disclose

information related to Company’s receipt of the Transend Pay Services, including Transaction Information, to third
parties to the extent necessary to allow Elavon to provide such services to Company.
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CHAPTER 24.
BILL PAYMENT SERVICES

This Chapter describesthe bill payment servicesavailable to Companies. Companiesthatselect the Paycentric Bill
Pay Services or the Biller Direct Services will adhere to the applicable requirements in this Chapter, the Paycentric
Bill Pay Services Enrollment Form or Biller Direct Services Enrollment Form, as applicable, and the applicable

portions of the ECS MOG.
GENERAL PROVISIONS APPLICABLE TO THE PAYCENTRIC BILL PAY SERVICES

The “Paycentric Bill Pay Services” are the electronicbill presentment and payment platform offered by Elavonthat
allows Company to accept Payment Devicesin an online, telephone or Integrated Point of Sale environment in
connection with Company’s sale of goods or services or its receipt of bill payments. “Integrated Point of Sale”
means Company’s point-of-sale environment thatis integrated with Elavon’s Paycentric Bill Pay Services. Company
will adhere to the requirements in this Chapter andthe applicable portions of the ECS MOG.

Transactions.

1. Transaction Requirements. Before Elavon processes a Transactionon Company’s behalf, the Customer
must affirmatively agreeto engagein the Transaction throughthe Paycentric Bill Pay Services payment
channels.

a. Customer Authentication. Companywill provide to Elavon such Customerinformationas Elavon
reasonably requests to performtheir obligationsunder the Agreement and this Chapter.

i. If Company has selected Secure Handoff Customer authenticationfor the Paycentric Bill
Pay Services, Company will authenticate the identity of each Customer priorto allowing
the Customer to access the Paycentric Bill Pay Services to initiate a payment to
Company. Elavon may rely on suchauthentication and the accuracy of the Customer
information Companyprovides. Elavon will not be responsible for authenticatingthe
Customer or for any Transaction (whether or nottheresult of fraud or other
unauthorized access) processed with respect to a Customer that accessesthe Paycentric
Bill Pay Servicesafter aCompanySecure Handoff. “Secure Handoff’ means a data
stringin a Paycentric Bill Pay Services-specified format that is passed securely to the
PaycentricBill Pay Services platform after Company’s authentication of a Customeron
Company’s website. The data passedto the Paycentric Bill Pay Servicesplatform
includes information usedto identifythe payer,amount due, and other datarelevant to
the effective processing of the Transaction.

ii. If Company has selected Bill Load File Customer authenticationfor the PaycentricBill
Pay Services, Elavon will authenticate the identity of each Customeron Company’s
behalf based solely on the Customerinformation Company provides and using the
authentication criteria as Company directs. Elavon may relyon the accuracy of the
Customer information provided by Company, and Elavonwill only be responsible for
authenticating each Customer as directed by Company in writing. “Bill Load File” means
a file of datain a Paycentric Bill Pay Services-specified format thatis provided by
Company to Elavon via data transmission or uploadto the PaycentricBill Pay Services
platform on aregularly scheduled basis (including data used to identify the Customer,
amountdue, and other data relevant to the effective processing of the Transaction).

iii. Company will be responsible for, and will indemnify Elavon against, any losses that may
resultfrom: (a) errorsin the authentication of a Customer or in the processing of
Transactions that result fromincorrect Customerinformation provided to Elavon;and
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(b)inaccurate or incomplete authentication of a Customerthat does notresultfrom
Elavon’s errors or omissions. Company grants Elavonand its designated agents access to
and use of Customer informationand such otherdata asis necessary for Elavonto
performits obligations under this Chapter. Companyrepresents that Company’s
provision of such Customer information to Elavon will not breachany agreement to
which Company is a party or violate Laws.

b. Transaction Risk. Elavon will attempt to collect from each Customer the payment-related
information necessary for Elavon to process a payment Transaction from the Customer to
Company in connection with the Paycentric Bill Pay Services. Elavon will notbe responsible for
incomplete or inaccurate paymentinformationthata Customer may provide in connection with
the Paycentric Bill Pay Services. Company acknowledgesthat additional Transactionverification
and fraud prevention data elements and processes may be available through a particular
Payment Network, including address verification, to reduce Transactionrisk, and that Elavon will
only be responsible for implementing any such Transaction risk controls that Company
specificallyrequests in writing. The use of such Transaction riskcontrols does not constitute a
guarantee of paymentor preventa Transaction from being disputed or subjectto Chargeback.
Regardless of any additional Transaction risk mitigation options Companyelects, Company will
remain responsible for monitoring Customer account activity for suspicious or fraudulent activity.

2. Transaction Controls. Company will notify Elavon of any materialchange oranticipated material change
in daily dollar activity or type of Transaction processingin connection with the Paycentric Bill Pay Services,
and Company will obtain Elavon’s consent to any such change. Elavon will not be responsible for any
losses or expenses incurred by Elavon or Company arising out of any material change or anticipated
material change in Transactionactivity that Companydoesnot promptlyreport.

3. Processing Limits. Elavon may impose a limit on the aggregate dollar amount or individualdollar amount
of Transactions that it will process for Company and may change the limit from time to time without prior
notice to Company. If Company exceeds the established limit, Elavon may suspend the processing of
Transactions in excess of the limit or may process Transactions in excess of the limitbuthold the excess
fundsin a separate account or Reserve Account.

4, Recurring Transactions. Forrecurring Transactions (e.g., recurring or preauthorized payment of insurance
premiums or subscriptions), the Customer must consent to the initiation of the recurring charges using
the Customer’s designated Payment Device. Elavonwill not process recurring Transactions after Elavon
receives (i) acancellation notice fromthe Customer provided through the Paycentric Bill Pay Services
interface; (ii) a notice from Company through the Paycentric Bill Pay Services interfacethat authority to
acceptrecurring Transactions has been revoked; or (iii) aresponse fromthe IssuerofaPayment Device
that the Payment Deviceis notto be honored. If a Customer advises Companythat the Customer wishes
to revokeits recurringpayments authorization, Company will immediately notify Elavon by cancellingthe
recurringpaymentinstructionthrough the Paycentric Bill Pay Servicesinterface. Anynotices thatare not
fully processedthrough the Paycentric Bill Pay Servicesinterfacepriorto 5:00 p.m. Eastern time one
business day before the day a Transaction is scheduledto be processed will not affect that Transaction
butwill be effective for subsequent Transactions.

5. Retrieval Requests and Chargebacks. Companyis responsible for all Transaction receipt retrieval requests
(“Retrieval Requests”) and Chargebacks under the Payment Network Regulations in connection with
Transactions processed using the Paycentric Bill Pay Services. Elavon will forward to Company any
received Retrieval Requests or documentation related to a Chargeback from a Payment Network.
Company isresponsible for appropriately responding to each Retrieval Request or Chargeback, including
by retrieving a copy of the relevant Transaction Receipt fromthe PaycentricBill Pay Services interface.
Company also will cooperate with Elavon to comply with the Payment Network Regulations regarding
Retrieval Requests and Chargebacks.
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Fees; Other Amounts Owed; Taxes

1. Fees. Companywill compensate Elavon forthe Paycentric Bill Pay Services as setforthinthe Paycentric
Bill Pay ServicesEnrollment Form.

2. Billing. Company acknowledges that the minimum annual Transaction fees it pays to Elavon for
Transactions processed using the Paycentric Bill Pay Services will be at least equal to the “Minimum
Annual Fees” amount identified on the Paycentric Bill Pay Services Enrollment Form. The Minimum
Annual Fees requirement becomes effective on the first day of the first month that begins following the
earlier of (i) the date Elavon processes the first Transactionfor Company using the Paycentric Bill Pay
Services, or (ii) ninety (90) days from Chapter Effective Date. For any partial period of less than a full
calendar year, the actual amount of feesCompany paid to Elavon for Transactions processed using the
PaycentricBill Pay Services will be annualized to determine if Company has satisfied this obligation. At the
end of each year (the first year beginning on the effective date of the Minimum Annual Fees
requirement), Elavon may notify Companyif the actual Transaction fees Companypaidin respect of the
Paycentric Bill Pay Services are less than the Minimum Annual Fees amount. If Company’s actual
PaycentricBill Pay Services Transaction processing fees for such period are less than the Minimum Annual
Fees, Company will promptly pay Elavon the difference.

Fraud Controls and Responsibility for Fraud

Company acknowledges that Elavon monitors Transactions systematically using fraud and risk parameters to
minimize Elavon’s financial exposure, and such monitoring may resultin afinancial benefitfor Company. Elavon
may suspend processing of Transactions or declineto processone ormoreindividual Transactions if, based upon
fraud detection and prevention controls or other se curity or Transaction verification or validation procedures,
Elavon reasonablybelieves that such Transactions submitted to Elavon are the result of fraud or error. Elavonmay
suspend the disbursement of funds related to any Transaction for any reasonable period of time required to
investigate suspicious or unusual Transactionor deposit activity and that Elavon will not be liable for any losses
Company may attribute to a suspension of funds disbursement. Companywill be responsible for all fraudulent
Transactions unless suchfraudresults from Elavon’s failure to authenticate a purported Customer as required
under this Chapter using information provided to Elavon by Company under Section 1(b) above. Elavonmay refer
perpetratorsof fraudulent Transactions to law enforcement officials.

Suspension of Paycentric Bill Pay Services.

Elavon may suspend Company’s or a Customer’s accessto (or temporarily restrict the use of) the Paycentric Bill
Pay Services if Elavon determines there is a security, credit or legal risk that may interfere with providing the
PaycentricBill Pay Services. Elavon may also permanently terminate a Customer’s access to the PaycentricBill Pay
Services uponnotice to Companyif Elavon reasonably determines the Customer is misusing the Paycentric Bill Pay
Services or is engaged in suspicious or illegal activity. Elavon may refuse any Transaction where Elavon reasonably
believesthatthe Transactioninvolves a material probability of legal, fraud, or credit risk. Companywill cooperate
inresolving any claims or errors alleged by a Customerand in investigating any claims of fraud consistent with
Laws and Payment Network Regulations.

PAYMENT DEVICE SERVICE PROVISIONS

1. Authorization. Elavon will attempt to obtain an Authorization Response before completing a Transaction.
“Authorization Response” means aresponse sent by the Issuerin response to an authorization request
that indicates whetherthe Transactionis approved. Responses may include: “Approved,” “Declined,”
“Declined Pick-Up,” or “Referral” (“Call Auth”). Elavon will only process Transactions that receive an
Authorization Response indicating that the Transaction is approved and the Payment Device may be
honored(“Authorization Approval Code”). An Authorization Approval Code does not:
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a. guarantee Company final paymentforaTransaction;
b. guarantee that the Transaction will not be disputedlater by the Cardholderasall Transactions
are subjectto Chargeback;
c. protect Companyin the eventof a Chargeback regarding unauthorized Transactionsor disputes
involving the quality of goodsor services; or
d. waive any provision of this Chapter or otherwise validate a fraudulent Transaction.
2. Credit Transaction Receipt. If Company agrees to grant a Cardholder a refund of a Payment Device

Transaction processed by Elavon, Company will request a Credit Transaction Receipt through the
Paycentric Bill Pay Services interface and will issue the credit using the Credit Transaction Receipt.
Company will notissue cash or acheck as arefundfor any previousTransactions processed on a Payment
Device. Elavon will debit the DDA for the total face amount of each Credit Transaction Receipt Elavon

processes. Elavon will not process a Credit Transaction Receipt relatingto any Transaction receipt that
Elavon did not originally process, and Elavonwill not process a Credit TransactionReceipt that exceeds
the amount of the original Transaction receipt. “Credit TransactionReceipt” means adocument, in paper
or electronicform, evidencingCompany's refundor price adjustment to be creditedto the Cardholder’s
accountand debitedfrom Company’s DDA. This is also known as a credit slip or credit voucher.

3. Interchange. Elavon is not responsible for the Interchange categoryor pricing(including discount rate,
feesand surcharges) applied by the Payment Networks or otherwise owed by Companywith respect to
any Transaction processed usingthe PaycentricBill Pay Services, except to the extentthat Company has
to pay greater Interchange with respect to a Transaction solelybecause Elavonfailsto comply with the
Transaction processing requirements agreedto between Companyand Elavon.

ECS AND ACHPROVISIONS

1. General. If Company’s Agreement is a Master Services Agreement, Company must enter into Schedule |,
ElectronicCheck Services Terms, to receive electronic check services. If Company’s Agreementisa Terms
of Service, the terms of Schedule C (Electronic Check Services) will apply. A Customer must provide
authorization to Elavon before Elavon will initiate an ACHdebit to the Customer’s account, in accordance
with the ECS MOG. Elavon will record the Customer’s ACHdebit authorization. Elavonwill either retain
the original or a duplicate record of the Customer’s authorization for the period required by the
applicable ECS Rules, and will make a copy of such record available to Company for afeeasindicated on
the Paycentric Bill Pay Services Enrollment Form.

2. Additional Representations. Companyrepresents, with respectto all ECS and ACH Transactions accepted
and processed by Elavonunder these Paycentric Terms, that

a. for prearranged payment or deposit (PPD) entries or recurring debit entries, the Customer has
duly authorizedthe debiting of the Customer’s accountin writingin accordancewith Laws and
ECSRules,

b. the business transaction represents an obligation of the Customerwhoisinitiating the ECS or

ACH Transaction, and

c. the ECS or ACH Transaction is for amounts actually owed by the Customer to Company (including
tax) and does notinvolve any element of credit.
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GENERAL PROVISIONS APPLICABLE TO THE BILLER DIRECT SERVICES

The “Biller Direct Services” are the electronic bill presentment and payment platform offered by Elavon pursuant
to this Chapter thatallows a Company to accept Payment Devices in an online, telephone or Integrated Point of
Sale environment in connection with Company’s sale of goods or services or its receipt of bill payments.
“Integrated Point of Sale” means a Company-operated Point of Sale environment thatisintegrated with Elavon’s
Biller Direct Servicesoffering.

Transactions.

1. Company Compliance. Company’s obligation to comply with Laws includes the obligation to comply with
all requirements under the Electronic Signatures in Global and National Commerce Actin connection with
the Biller Direct Services. Otherthan for Integrated Point of Sale Biller Direct Services, Company will not
receive Transaction Information andtherefore does not need to comply with the requirements governing
Company receiptand handling of paymentinformation from Customerswhen using Biller Direct Services.

2. Transaction Requirements. Before Elavon processes a Transactionon Company’s behalf, the Customer
must affirmatively agreeto engagein the Transaction throughthe Biller Direct Services web site, via the
telephone, or in an Integrated Point of Sale environment.

a. Customer Authentication. Companywill provide to Elavon such Customerinformationas Elavon
reasonably requests to performtheir obligationsunder the Agreementand this Chapter.

i If Company has selected Secure Handoff Customer authenticationfor the Biller Direct
Services, Companywill authenticate the identity of each Customer priorto allowing the
Customer to accessthe Biller Direct Services to initiate a payment to Company. Elavon
may rely on such authenticationand the accuracy of the Customerinformation
Company provides. Elavonwill not be responsible forauthenticating the Customer or for
any Transaction (whetheror not the result of fraud or other unauthorized access)
processed with respect to a Customer thataccessesthe Biller Direct Services aftera
Company Secure Handoff. “Secure Handoff” means a data stringin a Biller Direct
Services-specifiedformat thatis passed securelyto the Biller Direct Services platform
after Company’s authentication of a Customer on Company’s website. The data passed
to the Biller Direct Services platform includes information used to identify the payer,
amountdue, and other data relevant to the effective processing of the Transaction.

ii. If Company has selectedBill Load File Customer authenticationfor the Biller Direct
Services, Elavon will authenticate the identity of each Customer on Company’s behalf
based solely on the Customerinformation Company provides and using the
authentication criteria as Company directs. Elavon may relyon the accuracy of the
Customer information provided by Company, and Elavonwill only be responsible for
authenticating each Customeras directed by Company in writing. “Bill Load File” means
a file of datain a Biller Direct Services-specified format thatis provided by Company to
Elavon via data transmission or upload to the Biller Direct Services platformon a
regularly scheduled basis (including data used to identify the Customer, amount due,
and other datarelevant to the effective processing of the Transaction.

iii. Company will be responsible for, and will indemnify Elavon against, any losses that may
resultfrom: (a) errorsin the authentication of a Customer or in the processing of
Transactions thatresultfromincorrect Customerinformation provided to Elavon;and
(b)inaccurate or incomplete authentication of a Customerthat does notresult from
Elavon’s errors or omissions. Company grants Elavonand its designated agents access to
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and use of Customer informationand suchotherdata asis necessary for Elavonto
performits obligations under this Chapter. Companyrepresents that Company’s
provision of such Customer information to Elavon will not breachany agreement to
which Company is a party or violate Laws.

b. Transaction Risk. Elavon will attempt to collect from each Customer the payment-related
information necessary for Elavon to process a payment Transaction from the Customer to
Company in connection with the Biller Direct Services. Elavon will not be responsible for
incomplete or inaccurate payment informationthat a Customer may providein connection with
the Biller Direct Services. Companyacknowledges that additional Transaction verification and
fraud prevention data elements and processes may be available through aparticular Payment
Network, including address verification, to reduce Transactionrisk, and that Elavon will only be
responsible for implementing any such Transaction risk controls that Company specifically
requestsin writing. The use of such Transaction riskcontrols doesnot constituteaguarantee of
paymentor preventa Transaction from being disputed or subject to Chargeback. Regardless of
any additional Transaction risk mitigation options Company elects, Company will remain
responsible for monitoring Customer account activity for suspicious or fraudulent activity, as
more fully describedin Section 3 of the General Provisions of this Chapter.

3. Transaction Controls. Companywill notify Elavon of any materialchange oranticipated material change
in daily dollar activity or type of Transaction processingin connection with the Biller Direct Services, and
Company will obtain Elavon’s consent to any such change. Elavon will not be responsible for any losses or
expenses incurred by Elavon or Company arising out of any material change or anticipated material
change in Transaction activity that Company does not promptly report.

4, Processing Limits. Elavon may impose a limit on the aggregate dollar amount or individualdollar amount
of Transactions that it will process for Company and may change the limit from time to time without prior
notice to Company. If Company exceeds the established limit, Elavon may suspend the processing of
Transactions in excess of the limit or may process Transactions in excess of the limitbut hold the excess
fundsin a separate accountor Reserve Account.

5. Recurring Transactions. Forrecurring Transactions (e.g., recurring or preauthorized payment of insurance
premiums or subscriptions), the Customer must consent to the initiation of the recurring charges using
the Customer’s designated Payment Device. Elavonwill not process recurring Transactions after Elavon
receives (i) a cancellation notice from the Customer provided through the Biller Direct Services interface;
(ii) a notice from Company through the Biller Direct Services interface that authority to accept recurring
Transactions has been revoked; or (iii) aresponse fromtheissuer of a Payment Device that the Payment
Device is not to be honored. If a Customer advises Company that the Customer wishes to revoke its
recurringpayments authorization, Company willimmediately notify Elavonby cancelling the recurring
paymentinstruction throughthe Biller Direct Services interface. Anynotices thatare notfully processed
through the Biller Direct Services interface prior to 5:00 p.m. Easterntime one business day before the
day a Transaction is scheduledto be processed will not affect that Transaction butwill be effective for
subsequent Transactions.

6. Retrieval Requests and Chargebacks. Companyis responsible for all Retrieval Requests and Chargebacks
under the Payment Network Regulations in connection with Transactions processed usingthe Biller Direct
Services. Elavon will forward to Companyany received Retrieval Requests ordocumentationrelated to a
Chargeback from a Payment Network. Company is responsible for appropriately responding to each
Retrieval Request or Chargeback, including by retrieving a copy of the relevant TransactionReceipt from
the Biller Direct Services interface. Company also will cooperate with Elavon to comply with the Payme nt
Network Regulations regarding Retrieval Requests and Chargebacks.
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Biller Direct Services; Fees; Other Amounts Owed; Taxes

1. Implementation Fees. Company acknowledges that Elavon will incur significant costs integrating
Company’s billing process with the Biller Direct Services. As a result, Company will pay to Elavon the
implementation fee set forth on the Biller Direct Services Enrollment Form uponthe effectiveness of this
Chapter. Payment of the implementationfeeis not contingent upon use of the Biller Direct Services, and
Company will be responsible for payment of the full implementationfee regardless of whether Company
discontinues implementation oruse of the Biller Direct Services.

2. Billing. Company acknowledges that the minimum annual Transaction fees it pays to Elavon for
Transactions processed using the Biller Direct Services will be atleastequal to the “Minimum Annual
Fees” amount identified on the Biller Direct Services Enrollment Form. The Minimum Annual Fees
requirement becomes effective on the first day of the first month that begins following theearlier of (i)
the date Elavon processes the first Transaction for Companyusing the Biller Direct Services, or (ii) ninety
(90) days from the effectiveness of this Chapter. For any partial period of lessthan a full calendaryear, the
actual amount of fees Company paidto Elavon for Transactions processed using the Biller Direct Services
will be annualized to determineif Company has satisfied this obligation. At the end of eachyear (the first
year beginning on the effective date of the Minimum Annual Fees requirement), Elavon may notify
Company if the actual Transactionfees Company paid in respect of the Biller Direct Services areless than
the Minimum Annual Fees amount. If Company’s actual Biller Direct Services Transaction processing fees
for such period are less than the Minimum Annual Fees, Company will promptly pay Elavon the
difference.

Fraud Controls and Responsibility for Fraud

Company acknowledges that Elavon monitors Transactions systematically using fraud and risk parameters to
minimize Elavon’s financial exposure, and suchmonitoring may resultin a financial benefitfor Company. Elavon
may suspend processing of Transactions or decline to processone or moreindividual Transactions if, based upon
fraud detection and prevention controls or other security or Transaction verification or validation procedures,
Elavon reasonablybelieves that such Transactions submitted to Elavon are the result of fraudor error. Elavonmay
suspend the disbursement of funds related to any Transaction for any reasonable period of time required to
investigate suspicious or unusual Transactionor deposit activity and that Elavon will not be liable for any losses
Company may attribute to a suspension of funds disbursement. Companywill be responsible for all fraudulent
Transactions unless suchfraudresults from Elavon’s failure to authenticate a purported Customer as required
under the Agreement using information provided to Elavon by Company under Section 1(b) of the General
Provisions of this Chapter. Elavon may refer perpetrators of fraudulent Transactions to law enforcement officials.

Suspension of Biller Direct Services.

Elavon may suspend Company’s or a Customer’s access to (or temporarily restrict the use of) the Biller Direct
Services if Elavon determines there is a security, credit or legal riskthat may interferewith providing the Biller
Direct Services. Elavon may also permanently terminate a Customer’s access to the Biller Direct Services upon
notice to Company if Elavon reasonably determines the Customer is misusing the Biller Direct Services or is
engaged in suspiciousor illegal activity. Elavon may refuse any Transaction where Elavonreasonably believes that
the Transaction involves a material probability of legal, fraud, or credit risk. Companywill cooperate in resolving
any claims or errors alleged by a Customer and in investigating any claims of fraud consistent with Laws and
Payment Network Regulations.

PAYMENT CARD SERVICE PROVISIONS
1. Authorization. Elavonwill attempt to obtain an Authorization Response before completing a Transaction.

Elavon will only process Transactions that receive an Authorization Approval Code. An Authorization
Approval Code does not
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a. guarantee Company final paymentforaTransaction;

b. guarantee that the Transaction will not be disputed later by the Cardholderasall Transactions
are subjectto Chargeback;

c. protect Companyin the event of a Chargeback regarding unauthorized Transactionsor disputes
involving the quality of goodsor services; or

d. waive any provision of the Agreement or otherwise validate a fraudulent Transaction.

2. Credit Transaction Receipt. If Company agrees to grant a Cardholder a refund of a Payment Card
Transaction processed by Elavon, Companywill requesta Credit TransactionReceiptthrough the Biller
Direct Services interface and will issue the credit using the Credit Transaction Receipt. Company will not
issue cash or acheckasarefund forany previous Transactions processed on a Payment Card. Elavon will
debitthe DDA for the total face amount of each Credit Transaction Receipt Elavon processes. Elavon will
not process a Credit Transaction Receipt relatingto any Transaction Receipt that Elavon did notoriginally
process, and Elavonwill not process a Credit Transaction Receipt that exceeds the amount of the original
Transaction Receipt.

3. Interchange. Elavon is not responsible for the Interchange categoryor pricing(including discount rate,
fees and surcharges) applied by the Payment Networks or otherwise owed by Companywith respect to
any Transaction processed usingthe Biller Direct Services, except to the extent that Company has to pay
greater Interchange with respect to a Transaction solely because Elavon fails to comply with the
Transaction processing requirements agreedto between Companyand Elavon.

ECS AND ACHPROVISIONS

1. General. A Customer must provide authorization to Elavon before Elavonwill initiate an ACH debitto the
Customer’s account, in accordance with the ECS MOG. Elavon will record the Customer’s ACH debit
authorization. Elavon will either retain the original or a duplicate record of the Customer’s authorization
for the period required by the applicable ECS Rules, and will make a copy of such record available to
Company for afee asindicatedon the Biller Direct Services Enrollment Form.

2. Additional Representations. Companyrepresents, with respectto all ECS and ACH Transactions accepted
and processed by Elavonunder this Chapter, that

a. for prearranged payment or deposit (PPD) entries or recurring debit entries, the Customer has
duly authorizedthe debiting of the Customer’s accountin writing in accordancewith Laws and
ECSRules,

b. the business transaction represents an obligation of the Customerwho isinitiating the ECS or

ACH Transaction, and

c. the ECS or ACH Transaction is for amounts actually owed by the Customer to Company (including
tax) and does notinvolve any element of credit
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CHAPTER 25.
3D SECURE 2.0 SERVICES

This Chapter describesthe 3D Secure services that are available to Companies (the “3DS Services”). Companies
that use 3DS Services will adhere to the requirements setforth in this Chapter.

3DS DEFINITIONS

“3DS” or “3D Secure” means an e-commerce authentication protocol that is meant to enable a more secure
method of processing Credit Cardand Debit Cardtransactions through use of Authentication.

“3DS Client” has the meaning set forth in the 3DS Specifications.

“3DS Data Elements” means all data elements that are capable of being collected and used as part of 3DS
authentication and, for the sake of clarity, includes required, optional, and conditional data elements.

“3DS Transaction” means any payment transaction in relation to which3DS is used in an attempt to authenticate
the cardholder/consumer.

“Access Control Server” has the meaning setforth in the 3DSSpecifications.

“Authentication” means the process of confirming that the person making an e-commercetransactionisentitled
to use the Credit Card or Debit Card.

“Challenge” has the meaning set forth in the 3DSSpecifications.
“Directory Server” has the meaning setforthin the 3DS Specifications.

“3DS Specifications” means the EMV 3-D Secure Protocol and Core Functions Specification (Version 2.2.0,
December 2018), the EMV 3-D Secure SDK Specification (Version 2.2.0, December 2018), and the EMV 3-DSecure
SDK-Device Information specification (Version2.1.0, October 2017), all of which are promulgated by EMVCo and as
may be amended by EMVCo from time to time.

GENERAL PROVISIONS
Description of 3DS Services.

. When a3DS Transactionis initiated, certain 3DS Data Elements are collected by Company’s 3DS Client and
communicatedto Elavon’s 3DS Server (as definedin the 3DS Specifications). The 3DS Serverthentransmits
an Authentication request, along with the collected 3DS Data Elements, via the Card Brand’s Directory
Server to the Issuer’s Access Control Server in accordance with the 3DS Specifications. Upon receiptof and
depending on the nature of the Authentication request and applicable 3DS Data Elements, the Issuer’s
Access Control Server may initiate a Challenge to the Cardholder via Company’s 3DS Client in order to
complete the Authentication process. Elavon has no control over when or under what circumstances
Challengesareinitiated. Based upon all inputreceived, the Issuer’s AccessControl Server will return an
Authentication response (for example, successful, failed, attempted, unavailable, error).

. 3DS Servicesareonly to be used in relation to e-commerce (card-not-present) transactions.

. For any 3DS Transaction, the 3DS Services are dependent upona numberoffactors outside of Elavon’s
control, includingthatthe Credit Card or Debit Card is enrolled for 3DSTransactions, that the Card Brand

Elavon 116



Operating Guide 0G2021/06

and Issuer supportand conformto the 3DS Specifications, and that all third party systemsand servers are
available and functioning properly.

Warranty and Limitations.

. Elavon warrants that the 3DS Services are compliant with, and have beendesigned in accordance with, the
3DS Specifications. If EMVCo amends or updates the 3DS Specifications, upon becoming aware of such
amendments or updates, Elavonwill use commercially reasonable efforts to review such amendments or
updates and make any changes to the 3DS Services as may be required by suchamendments or updates.

. Elavon is notresponsible for any errors or deficienciesin the 3DS Specifications and does notwarrant that
the 3DS Services will prevent all fraudulent transactions.

. The 3DS Services do not include, and Elavon is not responsible for, any communications between the
Cardholder, onthe one hand, and the Issuer or Company on the other hand, including any Challenge related
communications transmitted from or to Company’s 3DSClient or other devices or applications.

) Elavonis notresponsible for any error, default, neglect, or omission by any Card Brands or Card Issuers
arising fromor related to the 3DS Services or 3DSTransactions.

. The 3DS Services are dependent upon the availability and properfunctioning of Directory Servers, Access
Control Servers, and other non-Elavon systems, servers, software, and equipment, including Company
systems, servers, software, and equipment. Accordingly, Elavonis notresponsible for the availability or
proper functioning of, or any inaccuracies or errors caused by, any such non-Elavon systems, servers,
software, or equipment.

. In the event of a fraudulent transaction, the determination of liability protection or liability shift is the
exclusiveresponsibility of the Card Brands, and Elavon is notresponsible for any determination of liability
protectionor liability shift thatis adverse to Company.

Company Obligations.

. Before any 3DS Transaction is initiated, Company will ensure that, through its website terms of use, privacy
policy, or other means, the applicable Cardholder/consumer has agreed to the collection of all 3DS Data
Elements that may be collected or used in connectionwith the 3DS Services.

. Company is responsible for ensuring that its 3DS Client and systems are fully compliant with the 3DS
Specifications, including, without limitation, by collecting and providing all required and appropriate 3DS
Data Elements for each3DS Transaction.

. Company isresponsible for the Cardholder experiencein the event thatan Issuer’s Access Control Server
initiates a Challenge as part of the Authentication process, including, without limitation, by properly
displaying and presenting any Challenge-related information to the Cardholder.

Discontinuance of 3DS Services. Notwithstanding anything in the Agreement to the contrary, Elavon may
terminate the provisionof 3DS Services to Companyin its discretion atany time for any reason by providing at
least 30 days’ prior notice to Company, including if the 3DS Specifications areamended inamanner that Elavon
deems unacceptable. If Elavon terminatesthe 3DS Services, all other Services provided underthe Agreement will
continue in full force and effect unless the parties mutually agree otherwise in writing.
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CHAPTER 26.
ORIGINAL CREDITTRANSACTION (OCT) SERVICES

This Chapter describesthe original credit transaction Services that are available to Companies. Companies that use
such Services will adhere to the requirements setforth in this Chapter.

ON DEMAND

“On Demand” is the Debit Card batch funding Service that allow Companies to direct settle funds for an
outstanding batch of Transactions to a Visa or Mastercard Debit Card on file with Elavon through Elavon’s
Converge platform.

1. Company will enroll via the add equipment form to complete the boarding process. Company mustadd a
valid Visa/Mastercard Debit Card through Payments Insider to be on file via Converge and must set up
multi-factor authentication via email or text message.

2. Once the Debit Card is on file, Company can opt within Converge to settle aparticular batch using On
Demand expedited funding.

3. Once complete, the batchwill close and include asingle lineitem that shows a credit for the entirebatch
amount using On Demand. This will zero out the batch to prevent double funding.

4, Elavon will, the day following receipt of the settlement file from the Payment Network, debit the funds
fromthe Company’s DDA to complete the settlement activity.

5. Company may only attempt On Demand transactions in an aggregate of $10,000 per day per MID.

6. Note: each issuing bankhas its own limits for fast funds to debit cards. The limitin place maybe lower
than the funds being disbursed, in which case the transaction will be declined. If the transaction is
declined, then Companywill needto use an alternate methodto receive the funds on their debit card.

STRAIGHT SEND

“Straight Send” is the original credit transaction disbursements Service that allow Companies to disburse funds
fromtheir business DDAto a Customer’s Visa or Mastercard Debit Card.

1. Company will enroll via SAT (Sales Automation Tool) or an add equipment form and complete the
boarding process.

2. Company will complete a Straight Send transaction by entering applicable Debit Card informationvia the
Converge platform.

3. As the Debit Card information is entered, Elavon will pre-check the BIN for eligibility, and for eligible
cards, transmit a single message SMS to the Payment Network, whichwill return an authorization or a
decline. If the transaction is authorized, the Payment Network will send the requested funds to the
receiver’s Debit Card.

4, The Payment Network will settle authorized transactions with Elavon atthe end of the day and indicate to
Elavon via a settlement file that Companydisbursed the funds.

Elavon 118



Operating Guide 0G2021/06

5. Elavon will, the day following receipt of the settlement file from the Payment Network, debit the funds
fromthe Company’s DDA to complete the settlement activity.

6. Company may only attempt straight send transactions in an aggregateamountof $10,000 per day per
MID.
7. Note: eachissuingbank hasits own limits for fast funds to debitcards. The limitin place maybe lower

than the funds being disbursed, in which case the transaction will be declined. If the transaction is
declined, then Companywill needto use an alternate methodto distribute funds to the recipient.

ﬁﬁh
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CHAPTER 27.
SERVICES IN CANADA

This Chapter describescertain requirements with which Companies operating in Canada (“Canadian Companies”)
must comply. Canadian Companies must execute a separate agreement or otherwise be approved to receive
Services from Elavon for Transactions accepted at Company locations in Canada. Canadian Companies must
comply with the requirements set forthin the Agreementand in the Operating Guide, as suchrequirements are
supplementedand/or modified by the following requirements contained in this Chapter.

For purposes of Transactionsin Canada, please note the following:

) All references to “U.S. Mail” also include the Canadian Postal Service.

. AllU.S. dollar amounts contained within the Operating Guide shouldbe deemed to be Canadian dollars by
Canadian Companies.

. Allreferencesto U.S.law enforcementagencies in the OperatingGuide are replaced with references to the
Royal Canadian Mounted Police or the local police of the jurisdiction, as applicable.

Chapter 1

The following provisions are herebyadded to or amendedin Chapter 1 of the Operating Guide, About Your Card
Program:

. In the “General Operating Guidelines” section of Chapter 1 of the Operating Guide, About Your Card
Program,in the “Do Not Set Restrictions on Card Transactions” section, the followingis hereby addedafter
the second sentence: “Further, Company may provide differential discounts among different Payment
Networks. All discounts must be clearlymarked at the point-of-sale.”

. In the “General Operating Guidelines” section of Chapter 1 of the Operating Guide, About Your Card
Program, the “Do Not Discriminate” sectionis deleted and replaced with the following: “No Obligation to
Accept All Cards of a Payment Network: If Company accepts Credit Card payments from a particular
Payment Network, itis not obligated to accept Debit Card payments from that same Payment Network, and
vice versa. Company can choose to accept only Credit Card or Debit Card payments from a Payment
Network without having to accept both.”

Chapter 2

The following provisions are hereby added to or amended in Chapter 2 of the Operating Guide, Processing
Transactions:

. In “The Electronic Authorization Process” section of Chapter 2 of the Operating Guide, Processing
Transactions, Canadian Companies must send “Declined Pick-Up” Cards to the following Canadian address:

Exception Processing
ATTN: Card Pick Up
Elavon Canada Company
P.O.Box 4373 STNA
Toronto, Ontario M5W3P6

. The “Transaction Processing Restrictions” section, “Surcharges” paragraph, of Chapter2 of the Operating
Guide, Processing Transactions, is inapplicable, as surcharging of Credit Card Transactions is not permitted in
Canada.
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. o In the “Processing Card Not Present Transactions— Card Identification Number and Address Verification
Service” section of Chapter 2 of the Operating Guide, Processing Transactions, Canadian Companies needing
more informationabout processing Card Not Present Transactions should call thefollowing numbers for
assistance from American Express and Discover Network:

o American Express: (800)268-9824
o Discover Network: (800) 263-0104

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter2
of the Operating Guide, Processing Transactions, the following provisions are hereby added with respect to
PIN-authorized Debit Card Transactions in Canada:

Surcharges. Company may add an amount to the price of goods or services Company offers as a condition of
paying with a Interac Debit Card providedthatthe Cardholderis notified through the POS Device of such amount
and the Cardholder has the option to cancel the Debit Card Transaction, without cost, prior to the Debit Card
Transaction being sentto the Issuerfor Authorizationand providedthatthe addition of asurchargeor user fee is
permitted by the Debit Card Rules. Visa, Mastercard and Discover Network do not generally permit surcharging of
Credit Card or Debit Card Transactions in Canada.

Non-Disclosure of Debit Card Rules. Companywill notdisclose the Debit Card Rules to any personexcept as may
be permitted underthe Agreementor required by applicable Law. For purposes of Transactions in Canada, the
Debit Card Rules include all applicable rules and operating regulations of the EFT Networks, and all rules,
directions, operating regulations, and guidelines for Debit Card Transactions issued by Elavon from time to time,
including allamendments, changes, and revisions made theretofrom time to time. Company agrees to take careto
protectthe Debit Card Rules using a degree of care atleast equal to that used protect Company’s own confidential
information, and Companywill not use the Debit Card Rules for its own benefit or the benefit of any third person
without the consent of the EFT Networks.

Employee Logs; Due Diligence. Company will maintain accurate logs of employee shifts, and will provide these logs
to Elavon within 24 hoursof arequestto do so as part of an investigation of a Debit Card fraud orotherincident.
Company acknowledges andagrees that the EFT Network requires Elavon orits designated agents to perform a
due diligence review to determine that Company is able to complywith all applicable requirements for the Debit
Card Transaction services, including security and technical standards specified by Elavon and the EFT Networks.
Company acknowledges that additional due diligence may be conducted by Elavon or its designatedagents in the
event of a change in control of Company’s business. Elavon will not be required to provide the Debit Card
Transaction services to Company if Elavon determines that to do so would pose a material riskto the security or
integrity of the Debit Card Transaction services.

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter 2
of the Operating Guide, Processing Transactions, the following provisions are added to the “Use and
Availability of POS Devices and PIN Pads” heading with respect to PIN-authorized Debit Card Transactionsin
Canada:

o Company isresponsible for installing the POS Deviceand PIN Pad in such a way that Cardholders may
enter their PINinto the PIN Pad in a confidential manner. Company must notinstall the PIN Pad in a
location that will allow easy visibility by third parties whenthe PIN Pad is in use by a Cardholder. For
attended operations, Company must equipthe PIN Pad with a privacy shield ordesignitto be hand -
held so thatthe Cardholder canshieldit with his or her body.

o) Company must take all reasonable precautions to ensure that all POS Devices are closed and
unavailable for use after business hours. Company also must advise Elavon immediatelyif Company
suspects thatany POS Device has been tampered with or if any PIN Pad has been lost or stolen.
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o Company must not manually key direct Debit Card information into a POS Device in order to
complete a Transaction. Company must give the Cardholder a Transaction Receipt regardless of
whether a Debit Card Transaction is approved, declined or not completed.

o If Company’s printer is not operational and Company’s POS Device has processed the Debit Card
Transaction, Company will (i) provide an alternate Transaction Receipt, such as a completed and
dated sales slip or manually created facsimile showing the account number on the Debit Card to
indicate that payment was made with that Debit Card, or (ii) reverse the Debit Card Transaction on
the day of the request or the next business day if the Cardholder requests that Companydo so.

o) If a Debit Card is left at Company’s premises, Company agrees to promptly return it to the
Cardholder, subject to satisfactory identification of the Cardholder, or if Company is unableto return
the Debit Card or if the Debit Card is not claimed within twenty four (24) hours, Company must
deliver such card to us at Company’s first available opportunity.

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter 2
of the Operating Guide, Processing Transactions, in addition to the listed requirements under the
“Transaction Receipt Requirements” heading, the following requirements apply with respect to PIN-
authorized Debit Card Transactions in Canada:

Transaction Receipt Requirements. Company will retain a copy of each Debit Card Transaction Receiptfora period
ofthree (3) yearsfromthe date of the applicable Transaction.

The following requirements are hereby added to the information which must be contained on a Debit Card
Transaction Receipt:

o) Unique numberor code assigned to the POS Device at which the Debit Card Transactionwas made;
o) Issuer Authorization Number;
o) Indicate the status and disposition of the Transaction, approvedor declined; and
o) Amount of any user fee or surcharge amount, ifimposed.
. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter2

of the Operating Guide, Processing Transactions, in addition to the listed procedures under the
“Merchandise Returns” heading, the following procedures applywith respect to PIN-authorized Debit Card
Transactions in Canada:

Merchandise Returns.

o For all Merchandise returns, or any otherdebit returninitiatedthrough Company’s POS Device or
account, Companybears all responsibility for such transactions even if fraudulent.

. In the “Other Transaction Types” section of Chapter 2 of the Operating Guide, Processing Transactions,
under the “Quasi Cash Transactions” heading, the following additional language is addedto “Casino gaming
chips”:

o Casino gaming chips—must be authorized using a POS Device that is capable of reading the Card
Verification Value from the Magnetic Stripe. A key-entered Transaction is not permitted for the
purpose of obtaining Casinogaming chips.

Chapter4

The following provision is applicable to Canadian Companies and is hereby added to Chapter 4, Code 10
Procedures:
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. Canadian Companies that encounter unauthorized Cards should send the information set forth in Chapter 4
to the following Canadianaddress:

Exception Processing
ATTN: Card Pick Up
Elavon Canada Company
P.O.Box4373STNA
Toronto, Ontario M5W3P6

Chapter?7

The provisions set forth in Chapter 7, PIN-less Bill Payment Transactions, are inapplicable, as these services are not
available to Canadian Companies.

Chapter 8

The provisions set forth in Chapter 8, No Signature Required Transactions, are inapplicable, asthese services are
not available to Canadian Companies.

Chapter9

The provisions set forth in Chapter 9, Wireless Service Transactions, are inapplicable, as these services are not
available to Canadian Companies.

Chapter 10

The provisions set forth in Chapter 10, Store and Forward Application Transactions, are inapplicable, as these
services are notavailable to Canadian Companies.

Chapter11

The provisions setforth in Chapter 11, Vehicle Rental or Leasing AuthorizationProcedures, are inapplicable, as
these services are not available to Canadian Companies.

Chapter 12

The provisions set forth in Chapter 12, Lodging Accommodations Authorization Procedures, are inapplicable, as
these services are not available to Canadian Companies.

Chapter 14

The following provision is hereby added to Chapter 14 of the Operating Guide, Convenience and
Government/Public Institution Service Fee Requirements in the Convenience Fee subsection:

. Company may charge a convenience fee only if Companydoes notaccept Visain the channelof commerce
to which the convenience fee is applied (Visa does not permit convenience fees in Canada).

The following provision is hereby added to Chapter 14 of the Operating Guide, Convenience and
Government/Public Institution Service Fee Requirements in the Government/Public Institution Service Fees
subsection:

. Company may charge a GPISF only if Company does not accept Mastercardin the channel of commerce to
which the GPISF is applied (Mastercard does not permit service fees in Canada).
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Section 2(b) of the GPISF section of Chapter 14 is modified as follows:

i Eligible Companies. Companies operating in MCCs 4900 (Utilities), 6513 (Property
Management/Rent), 8220 (Universities & Colleges), 8211 (Private Elementary &
Secondary Schools), 8351 (Childcare), 9222 (Fines), and 9311 (Taxes)are eligible to
charge or to have Elavon charge a GPISF to Customers in connection with an Eligible
Transactions listed in 2(b)(ii) below.

ii. Transaction Requirements. The followingrequirements apply to Canadian Eligible
Transactions under Section 2(b).

(1)

(2)

(3)

(4)

(5)

(6)
(7)

(8)

The GPISF may only be assessed for Transactions resulting from Card Not
Presentchannels. The GPISF may be applied on recurring Transactions.

The GPISF must be disclosedto the Cardholder priorto the completion of the
Transaction, and the Cardholder must be given the option to cancel the
Transaction if the Cardholder does not wish to pay the GPISF.

The GPISF may be assessed by Company or a third party, with the assessor of
the servicefeeclearlydisclosed to the Cardholder.

The GPISF should only be assessed on the final Transactionamount, after all
discounts and rebates have been applied. The GPISF may be recorded and
processed as a separate Transaction if assessed by a third party.

The GPISF must be recorded separately onthe transaction receipt, regardless
of the assessor.

The GPISF must notbe identifiedas a “Visa Fee.”

Company may not assess a separate Convenience Fee or Credit CardSurcharge
(as such terms are defined in Visa’s Payment Network Regulations) or if
prohibitedbasedon local law.

The GPISF fee cap is 0.75% for debitand 1.75% for eligible Credit, Prepaid, and
International Credit Card Transactions. The GPISF may not be greaterthan the
servicefee chargedon asimilar transactions using a similar form of payment
through any other Payment Networkat the same Company. The GPISFmust be
the same for all similar Card products, regardless of the issuer.

Companies accepting Visa cards for Eligible Transactions must include the
words “Service Fee” in the “Company name” field of the Visa Transaction
clearingrecordfor the collection of the GPISF.

Company mustaccept Visa as a means of paymentin all Card Not Present channels.

Chapter 20

The provisions set forth in Chapter 20, Fanfare Loyalty and Gift Card Services, are inapplicable, as these services
are notavailable to Canadian Companies.

Chapter 28

The provisions set forth in Chapter 28, Services in Puerto Rico, are inapplicable, as these services arenotavailable

to Canadian Companies.

)
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Chapter 34

The following provisionis applicable to Canadian Companiesand is herebyaddedto Chapter 34 of the Operating
Guide, Additional Resources:

. To obtain Payment Network-specific information, Canadian Companies can access the following websites:

American Express: http://www.americanexpress.ca

Discover Network: http://www.novusnet.com

Mastercard: http://www.mastercard.com/canada/business/merchant
Visa: http://www.visa.ca

INTERAC ONLINE SERVICES

“InteracOnline” is a service wherebyan Interac Online Cardholder may choose to pay Company for goods and
services purchasedover the Internet from a customer’s bank account. The following provisionsareapplicable to
Canadian Companies using the Interac Online services.

Interac Online Rules. Company will comply with and be bound by all applicable rulesand operatingregulations of
the Acxsys Corporation, including the Interac Online Functional Specifications, the Interac Online Operating
Regulations, the Interac Online Customer Service Rules, and the Interac Online By-laws, the Trade-mark License
Agreement, the Canadian Code of Practice for Consumer Protection in Electronic Commerce
(http://cmcweb.ca/epic/internet/incmc-cme.nsf/en/fe00064e.html) and any other directive, guideline or policy
passed by resolution and promulgated by the Acxsys Corporationand all applicable federaland provincial laws,
and all rules, operating regulations, and guidelines for Interac Online Transactions issued by Elavon from time to
time (the “Interac Online Rules”). Elavon and the Acxsys Corporation may amend the Interac Online Rules and any
of their requirements or regulations atany time and continued use of the InteracOnline services will evidence
Company’s agreement to be immediately bound by any new requirements or regulations. Company hereby grants
to Elavon the right to verify that Company is in compliance with the Interac Online Rules. Company will not
disclose the Interac Online Rules to any person except as may be permitted underthe Agreement or as required by
applicable Law.

Due Diligence. Elavon or its designated agent may performa due diligence review to determine Company’s ability
to comply with all applicable requirements of the Interac Online Rules, and may conduct additional due diligence in
the eventof achange in control of Company’s business. Elavon will not be requiredto provide the Interac Online
services to Company if Elavon determines that to do so would pose a material risk to the security or integrity of the
Interac Online system. Company provides informed consent that Elavon may use any information collected fromits
companies.

Security. Company will provide to Elavon the information required to complete Elavon’s security compliance
certificationprogram as required by the Interac Online Rules.

Minimum Transaction. Company will comply with any minimum transactionvalues whichmay be setby Elavon or
the bank or other financial institution issuing the Interac Online Card.

Types of Transactions. Company may processpurchases and refunds (credits) for Interact Online Cardholders.
Company may not process Transactions for cash back or balance inquiries.

Interac Online Transaction Fees. Company may not add any amountto the posted price of goods or services as a
condition of paying with an Interac Online Card, unless permitted by the applicable Interac Online Rules.

Display of Interac Online Logo or Wordmark. Unless otherwise informed by Elavon, Company will prominently
display the most current version of the Interac Online logo or wordmark on the checkout page of Company’s
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website in accordance with the specifications and requirements set forthin the Interac Online Rules. Company’s
rightto use or display such marks will continue onlyas long as the Agreement remains in effect and suchright will
automatically terminate upon termination of the Agreement.

Website Requirements. Company’s website must comply with the Agreement and the Interac Online Rules,
including the following:

° Confirmation Page: Company must display both the bank or other financial institution’s name and
confirmation number as received in the form post message. The Customer must be given the opportunity to
print the confirmation page as a record of the Transaction, which may be accomplished using the web
browser’s printfunction. Further, the confirmation page shouldstate that the Transactionwas successful.

. Timeout message: If Company allows less than 30 minutes for a Customer to complete a Transaction
through anissuer’s website, Companywill post notice on the Company website to inform the Customerthe
amount of time allotted to complete the Transaction and that the Transaction will “timeout” if the
Customer does not complete the Transactionwithin the allottedtime.

. Currency: Company website must disclose the amount that will be debitedfrom the Customer’saccount in
Canadian funds, and indicate that the currency is Canadiandollars (e.g., by using the prefix “CS” or “CAD”).

. Learn More: Company must provide a link to the “Learn More” site before the Customer initiates the
Transaction and leaves Company’s website.

CHIP AND PIN TRANSACTIONS

. The Chip Card and Cardholder must be present for all Chip and PIN Transactions.
. To initiate a Chip and PIN Transaction, insert the Chip Card into the Chip-Reading Device.

. Company will require that each Cardholder enter his or her PIN at the Chip-Reading Device. No data
referencing the Cardholder’s PIN will be printed on any Transaction Receipt.

. Company must submit Authorization and clearing messages for Chipand PIN Transactions using full data.

. Company must provide the Authorization Responsein the clearing record for all Chip and PIN Transactions
that are approved offline.

. If a Canada Issuer (or its agent) issues a Declined Code or a Declined Pick-Up Code, or a Chip Card that
complies with all Payment Network Regulations declines a Chip and PIN Transaction, the Transaction must
notbe processedby any other means.

. If the Chip or Chip-Reading Device is inoperable, Company must obtain a Magnetic Stripe Authorization. If
the Magnetic Stripe cannot be read, or if Magnetic Stripe Authorization is not available, existing Card
acceptance and Transaction processing procedures apply. Note thatwhere an Authorizationrequest is
made when the Chip or Chip-Reading Deviceisinoperable, Company mustinclude the appropriate valuesin
the Authorization request identifying the Transaction as a fallback Transaction to the Chip and PIN
Transaction.

. Company must comply with all, and ensure thatits Chip-Reading Devices comply with all, Payment Network
Regulations applicable to Chip and PIN Transactions, including all operating requirements, technical guides
and other requirements specified by the applicable Payment Networks in connection with the acceptance of
Chip Cards.

Note that Company will have sole and exclusive liability for counterfeit and fraudulent Transactions thatoccur but

that could have been prevented had Company installed and properly used Chip and PIN Technology in accordance
with all Payment Network Regulations.
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CHAPTER 28.
SERVICES IN PUERTO RICO

This Chapter describes certain requirements with which Companies operating in Puerto Rico (“Puerto Rican
Companies”) must comply. Puerto Rican Companies must execute a separate agreement or otherwise be approved
to receive Services from Elavon for Transactions accepted at Company locations in Puerto Rico. Puerto Rican
Companies must comply with all requirements set forth in the Agreement and in this Operating Guide, as such
requirements are supplemented or modified by the provisions contained in this Chapter.

Chapter 2

The following provisions are hereby added to or amended in Chapter 2 of the Operating Guide, Processing
Transactions:

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter2
of the Operating Guide, Processing Transactions, the following provisions are hereby added with respect to
PIN-authorized Debit Card Transactions in Puerto Rico:

Surcharges. The ATH Network does not permit surcharging of Debit Card Transactions at POS Devices. The Card
Brands do not permitsurcharging of Credit Card Transactions.

Non-Disclosure of Debit Card Rules. Companywill not disclose the Debit Card Rules to any personexcept as may
be permitted underthe Agreementor required by applicable Law. For purposes of Transactions in PuertoRico, the
Debit Card Rules include all applicable rules and operating regulations of the EFT Networks, and all rules,
directions, operating regulations, and guidelines for Debit Card Transactions issued by Elavon from time to time,
including allamendments, changes, and revisions made theretofromtime to time. Company agrees to take careto
protectthe Debit Card Rules using a degree of care at least equal to that used protect Company’'s own confidential
information, and Company will not use the Debit Card Rules for its own benefit or the benefit of any third person
without the consent of the EFT Networks.

Employee Logs; Due Diligence. Company will maintain accurate logs of employee shifts, and will provide these logs
to Elavon within 24 hoursof arequestto do so as part of an investigation of a Debit Card fraud orotherincident.
Company acknowledges andagrees that the EFT Networks require Elavon orits designated agents to perform a
due diligence review to determine that Company is able to complywith all applicable requirements for the Debit
Card Transaction services, including security and technicalstandards specified by Elavon and the EFT Networks.
Company acknowledges that additional due diligence may be conducted by Elavon or its designatedagents in the
event of a change in control of Company’s business. Elavon will not be required to provide the Debit Card
Transaction services to Company if Elavon determines that to do so would pose a material risktothe security or
integrity of the Debit Card Transaction services.

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter 2
of the Operating Guide, Processing Transactions, the following provisions are added to the “Use and
Availability of POS Devices and PIN Pads” heading with respect to PIN-authorized Debit Card Transactions in
PuertoRico:

o Company is responsible for installing the POS Device and PIN Pad in such a way that Cardholders may
enter their PINinto the PIN Pad in a confidential manner. Company must notinstall the PIN Pad in a
location that will allow easy visibility by third parties whenthe PIN Pad isin use by a Cardholder. For
attended operations, Company must equip the PIN Pad with a privacy shield ordesignitto be hand -
held so thatthe Cardholder canshieldit with his or her body.
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Company must take all reasonable precautions to ensure that all POS Devices are closed and
unavailable for use after business hours. Company also must advise Elavon immediatelyif Company
suspects thatany POS Device has been tampered with or if any PIN Pad has been lost or stolen.

Company must not manually key direct Debit Card information into a POS Device in order to
complete a Transaction.

Company must give the Cardholder a Transaction Receipt regardless of whether a Debit Card
Transaction is approved, declined or not completed. If Company’s printer is not operational and
Company’s POS Device has processed the Debit Card transaction, Company will (i) provide an
alternate Transaction Receipt, such as a completed and datedsales slip or manually created facsimile
showingthe account number on the Debit Card to indicate that payment was made with that Debit
Card, or (ii) reverse the Debit Card Transactionon the day of the request or the next business day if
the Cardholder requests that Company do so.

If a Debit Card is left at Company’s premises, Company agrees to promptly return it to the
Cardholder, subject to satisfactory identification of the Cardholder, or if Company is unableto return
the Debit Card or if the Debit Card is not claimed within twenty four (24) hours, Company must
deliver such card to us at Company’s first available op portunity.

. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter 2
of the Operating Guide, Processing Transactions, in addition to the listed requirements under the
“Transaction Receipt Requirements” heading, the following requirements apply with respect to PIN
authorized Debit Card Transactions in Puerto Rico:

Transaction Receipt Requirements. Company will retain a copy of each Debit Card Transaction Receiptfora period
of three years from the date of the applicable Transaction. The followingrequirements are hereby added to the
information which must be contained on a Debit Card Transaction Receipt:

o Unique numberor code assigned to the POS Device at which the Debit Card Transaction was made;
o Issuer Authorization Number;
o Indicate the status and disposition of the Transaction, Approved or Declined; and
o Amountof any user fee or surcharge amount, ifimposed.
. In the “Additional Requirements Applicable to PIN-Authorized Debit Card Transactions” section of Chapter2

of the Operating Guide, Processing Transactions, in addition to the listed procedures under the
“Merchandise Returns” heading, the following procedures apply with respect to PIN-authorized Debit Card
Transactionsin Puerto Rico:

Merchandise Returns.

@)

Chapter?7

For all Merchandise returns, or any otherdebit returninitiatedthrough Company’s POS Device or
account, Companybears all responsibility for suchtransactions even if fraudulent.

The provisions setforth in Chapter 7, PIN-less Bill Payment Transactions, are inapplicable, as these services are not
available to Puerto Rican Companies.

Chapter 14

The following provisionis herebyaddedto Chapter 14 of the OperatingGuide, Convenience Fee Requirements:

)
Elavon
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. Company may charge a convenience fee only if Companydoes notaccept Visain the channelof commerce
to which the convenience fee is applied.

Chapter 20

The provisions set forth in Chapter 20, Fanfare Loyalty and Gift Card Services, are inapplicable, as these services
are notavailable to PuertoRican Companies.

IVU (IMPUESTODE VENTA Y USO) PROGRAM

Companies operating in Puerto Rico must comply with the requirements of this Chapter. All Companies that
operate locations in Puerto Rico are obligated to register with the Department of Treasuryand may be required to
participate in the IVU program. Companies operating in Puerto Rico must complete the IVU registration process to
determineif Company qualifies.

Company Obligations in the IVU Program

Allcompanies are obligated to register for the IVU program. Please follow the registration stepsbelow:

. Visit the Department of Treasury’s internet website at www.ivuloto.pr.gov and click on the Portal de
Registro.

. Duringthe registration process, please select Elavon as the processor.

. Company will be notified whether its businessqualifies for the IVU programand (ifitdoes) will receive a

Merchant Registration Number.

. If you completethe registration process, but are advised thatyou are noteligible for the IVU program, you
have compliedwith the requirements of the IVU program.

. Please note that any company that does not register could be subject to a penalty imposed by the
Departmentof Treasury.

All eligible Companies must:

. Processorregister through the POS Device all transactionsfor goods or services for which the purchaser is
presentatthe pointofsale.

. Provide the purchaser the official purchase receipt, with the control code, printed by the POS Device.

. Transmit, on a daily basis, all sales tax data to Elavon via the POS Device and Elavon will relay that

information to the Department of Treasury.

° Exercisedue carein using the POS Device.
Guidelines for Companies

Elavon offers several POS Devices that support the IVU program as an integrated feature of its transaction-
processing services.

Boarding
° Contact Elavon Customer Careto request support for the IVU program on the POS Device.
. Complete and sign an Add Equipmentform. Be sureto include Company’s Merchant Registration Number

receivedfromthe Department of Treasury.
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. Submitthe Add Equipment formto Elavon.

. The POS Device will be updated with the appropriate IVU-supported application.

Transaction Processing

For all on-line transactions, such as Credit Card or Debit Cardtransactions, Company must enter the amount of the
sale plus the State Sales Tax and the Municipal Sales Tax into the POSDevice duringthe course of entering the

Transaction Information.

For cash and cash equivalent transactions, such as cash, check or money order transactions, Company must enter
these transactions into the POSDevice, including the State Sales Tax and Municipal Sales Tax.

During periods of time whenthe system and/or POS Device are not functioning properly, control codeswill not be
generatedfor transactions until such time as the systemis restored and/or the POS Device is repaired.

Please note that Elavonis not responsible for the validity of the information entered into the POS Devicefor each
transaction.

Sample Receipt

Below is an example of the mannerin whichthe sales tax informationwill appear on the purchaser receipt:

AMOUNT = +* = . a8
State TAX: E 2 . 1=
Mun. TAX: + B.az=z
TOTAL : + 2.149

Below is an example of the mannerin whichthe IVU-relatedinformation will appear on the purchaser receipt:
CONTROL: NNNNN-NNNNN

EG

More Information

You can find more information regarding the IVU program, including contactinformation and technical support
information, at www.ivuloto.pr.gov.
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CHAPTER 29.
CONNECTIVITY EQUIPMENT LOCATION TERMS

Additional Definitions

“Connectivity Equipment” meansall computer router equipment, accessories, peripherals, software and other
materials provided by Elavonthatare designated on aschedule or addendumto the Agreement to be installed in
the Designated Space and provide connectivity to the Elavon’s systemsthat enable the Services, and includes any
replacement or updated equipment provided by Elavon from time to time.

“Designated Space” means the location on the premises of Company (orits third party hosting provider) at which
the Connectivity Equipment will be installed.

Installation and Access

1. Installation. Company may install, or cause to be installed, the Connectivity Equipmentin the Designated
Space after obtaining the appropriate instructions from Elavon forinstallation. If Companywants Elavon
to install the Connectivity Equipment, then Company grants Elavon (orits designated subcontractor) the
right to install, implement, configure, operate, and maintain the Connectivity Equipment at the
Designated Space. If Elavon is performing the installation, implementation, configuration, operation or
maintenance of Connectively Equipmentin the Designated Space, Company will allow (and causeits third
party hosting providerto allow, as applicable) Elavon to access the Designated Space at times mutually
agreed by the parties to perform suchfunctions.

2. Access. Company will provide, or cause to be provided to, Elavon (orits designated subcontractor) access
to the Designated Space on atwenty-four hour, seven day a week, three-hundred-sixty-five day a year
basisin order to performthe Services, including access to replace and remove Connectivity Equipment
and to provide routine support and maintenance services. Notwithstanding the foregoing, Company
acknowledges and agrees thatimplementation, set-upand initial configuration, support and maintenance
for the Connectivity Equipment may be performed by Elavon (or its designated subcontractor) by remote
access to the Connectivity Equipment unless otherwise agreed by the parties in writing. Onsite installation
and configuration by Elavon of the Connectivity Equipment at the Designated Space may result in
additional installation and servicesfees.

3. Company Cooperation. Company will provide to Elavon such information as Elavon may reasonably
requirein orderto enable Elavon (orits designated subcontractor) to instruct Company (or its third party
hosting provider)in the installation of the Connectivity Equipment, and to enable Elavon to operate and
maintain the Connectivity Equipment at the Designated Space, including information on size limitations,
power consumptionlevels, infrastructure support requirements and similar requirements. In addition to
installation of the Connectivity Equipment by Company (or its third party hosting provider) at Elavon’s
instruction, at the request of Elavon, Company (or its third party hosting provider) will assist and
cooperate with Elavon in performing light duties or correcting minor problems such ascircuit problems
and/or outages, which may include:

a. Rebooting of equipment.

b. Pressing of reset or other readily accessible buttons or switches.

c. Reconfiguration of non-restricted cables with push-ontype connectors.

d. Working cooperatively with Elavon or Elavon’s subcontractorsto locate and fix circuit problems.
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4, Relocation of Connectivity Equipment. Company (or its third party hosting provider) will not arbitrarily or
capriciously require Elavonto relocate the Connectivity Equipment; however, upon at least 120 days’
written notice or in the event of any emergency, Company may require Elavon to relocate Connectivity
Equipment; provided however, the site of relocation will afford comparable space and environmental
conditions for the Connectivity Equipment and comparable accessibility to the Connectivity Equipment. In
the eventthat Company requires Elavon to relocate Connectivity Equipment, all reasonable costs incurred
by Elavon associated with such relocation, and all costs incurred by Company, will be borne by Company.
Company will notify Elavon in advancein writing of any changes to the infrastructure, power, cabling or
electrical requirements, network connectivity or similar requirements of the DesignatedSpace that may
affectthe maintenance or operation of the Connectivity Equipment.

Designated Space

Company (or its designatedthird party hostingprovider, as applicable) will provide and maintainthe Designated
Space in amanner suited for proper storage and operation of the Connectivity Equipment with appropriate space,
power and environmental controls to protect and preserve the Connectivity Equipmentandin compliance with
applicable city ordinances, building codes, and laws, including: (i) A/C power to the outbound port on the
Connectivity Equipment serving power distribution unit (PDU) 100% of the time; and (ii) HVAC (Heating,
Ventilation and Air Conditioning) with industry standardtarget ambientroomtemperatureand fire suppression
measures in the area where the Connectivity Equipmentis located. Companywill furtheradheretoand enforce,
and cause to be enforced atthe Designated Space, those physical and logical security and access standards and
monitoring practices regardingaccess to the Designated Space and Connectivity Equipment that Company applies
to itsown equipment and data centers, and no less than commercially reasonable industrystandards, in order to
maximize the security of the Designated Space and Connectivity Equipment.

Telecommunications

Company will permit Elavon and each applicable telecommunications carrier to install circuits necessary to enable
the Connectivity Equipment to receive data transmissions from Companyand to transmit datain orderto perform
the Services. Company will cooperate with Elavon to notify Company’s telecommunications carriers when Elavon
wishes to terminate or modifycircuits associated with the Connectivity Equipment or Companyconnectivity to the
Hosted System. As between the parties, Companyis responsible for providing all telecommunications and network
connectivity, including internet, localand long-distance telecommunications lines and any and all necessary cross -
connects between Company’s systems and equipment and the Connectivity Equipment.

Connectivity Equipment

Company will have no right, title or interest (ownership or otherwise) in any of the Connectivity Equipment and
will have no rightto granta security interestin or otherwise encumber any of the Connectivity Equipment or to
cause or permitany Connectivity Equipment to become subject to any security interest, lienor encumbrance. The
Connectivity Equipment will not be deemed or become fixtures of the Designated Space. Duringthe Term, Elavon
(or its designated subcontractor) will provide routine support and maintenance services for the Connectivity
Equipment. Company will promptly notify Elavon at any time that Company becomes aware that any of the
Connectivity Equipmentis not operational or has been damaged or destroyed. Notwithstanding anything else to
the contrary in this Chapter or the Agreement, Company will be liable and responsible for any loss, damage or
destruction to the Connectivity Equipment or for repair and replace ment costs relating to the Connectivity
Equipment caused by the negligence or acts or omissions of Company, its employees, representatives or agents
(including any third party hosting provider). Company will not remove, alter, deface or obscure any legends,
notices, identification or identifications of ownership orany disclaimer of warranty or security or safety notices
providedon or with the Connectivity Equipment. This is a services agreement and is notintended to and will not
constitute alease of any real or personal property. In particular, Elavon acknowledges and agrees thatElavon has
not been granted any real property interest in the Designated Space, and Elavon has no rights as a tenant or
otherwise underany real property orlandlord/tenant laws, regulation or ordinances.
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CHAPTER 30.
EQUIPMENT

LIMITED WARRANTY TERMS FOR PURCHASED TERMINALS/PIN PADS

With respectto any terminal or PIN pad purchased from Elavon, Elavon warrants to Companythatfor one year (in
the United States) and threeyears (in Canada) following the date Elavon deliveredthe terminal or PIN pad to a
common carrier, the terminal or PIN pad will perform substantiallyas describedin the manufacturer's published
specifications as of the date of shipment for such terminal or PIN pad.

Elavon or its equipment vendor will facilitate the warranty service as follows: Prior toreturning any terminal or
PIN pad under warranty, Company must first obtain a return merchandise call tagfromElavon. Company must
then ship such terminal or PIN pad to Elavon’s equipment vendor at the address provided by Elavon and using the
calltag provided. Elavon’s equipmentvendor will either handle the warranty issueitself or ship the terminal or
PIN pad to the OEM for furtherhandling. Upon Elavon’s equipmentvendor eitherhandling the warranty issue
itself or receiving a repaired or replacement terminal or PIN pad from the original equipment manufacturer,
Elavon’s equipment vendor will ship the repaired or replacement terminal or PIN pad to Company.

Company will bear the risk of loss of any returned terminal or PIN pad until the time of delivery to Elavon or their
equipmentvendor via proper use of the call tag provided. Forany repairedor replacement terminal or PIN pad
shipped to Company, the riskof loss will transferto Company at the time of deliveryto Company. In all cases,
Company will be responsible for all shipping and handling costs associated with suchwarranty service, including
reimbursing Elavon forany shipping and handling costs paid by Elavon on Company’s behalf.

PROVISIONS APPLICABLETO APPLE, INC. EQUIPMENT

If Company has received Apple, Inc. Equipment from Elavon (as specified onaschedule to the Agreement, an
additional equipment form, or other mutuallyagreedform), thenthe following terms apply:

Support. Elavonwill provide Companywith full supportand assistance with any troubleshooting orany other help-
desk function as needed orrequired in connection with Company’s use of Apple, Inc. EqQuipment. Company may
also purchase AppleCare to provide additional supportforits Apple, Inc. Equipment, although Apple Care does not
apply to any components used in connection with the Apple, Inc. Equipment thatare not produced by Apple, Inc.

Warranty. Company acknowledges that Apple, Inc., its officers, affiliates and subsidiaries make no warranties or
endorsements with respect of Company’s use of Apple, Inc. Equipment as a POS Device, nor any other POS Device,
third-party product, or combination of any Apple, Inc. and any such third-party product or POS Device.

PROVISIONS APPLICABLE TO RENTALEQUIPMENT

Companiesthatrentequipment (as specifiedon a schedule to the Agreement, an additional equipment form, or
other mutually agreed form) from Elavon on a month-to-month basis (“Rental Equipment”) will adhere to the
following requirements. For clarity, the provisions of this Chapter do not apply to Leased Equipment.

Rental Term. Company agrees to the rental term and to pay the fees for Rental Equipment set forth in the
Agreement. Company may terminate the rental term at any time upon written noticeto Elavon, provided that
rental payments will not be prorated. Company will pay the full monthlyrental payment for each full or partial
month until the Rental Equipmentis returned to Elavon in good repair, conditionand working order. Other that
with respectto Rental Equipment used in connection with Safe-T Services, Elavon may charge a restocking fee
upon rental termination, and Companyagrees thatany such feeis nota penalty, butis areasonablefee covering
the expense Elavonincurs for shipping and refurbishment of the returned equipment.
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Ownership. Elavon will at all times retain title to the Rental Equipment. Company will not create, incur, assume or
suffer to existany mortgage, lien, pledge or otherencumbrance or attachment of any kind whatsoever upon,
affecting or with respect to the Rental Equipment.

Care and Use; Risk of Loss. Company will maintain the Rental Equipmentin good operating condition, repair and
appearance, and protect the same from deterioration otherthan normal wearand tear. Company will only use the
Rental Equipmentin the regular course of its business, and will complywith all Laws with respect to Company’s
use, maintenance and operation of the Rental Equipment. Company will bearall risk of loss of and damage to the
Rental Equipment whilein Company’s possession. In the event of aloss of, or damage to, the Rental Equipment,
Company will pay to Elavon the then-current standard full purchase price of the Rental Equipment.

Rental Equipment Replacement. Elavonwill replace any inoperable or non-functioning Rental Equipment during
the rental term; provided, that (i) such Rental Equipmentis notinoperable ornon-functioning due to any act of
Company or any damage for which Company is responsible, (ii) Company has paid allrental payments due and
owingto Elavon, and (iii) other than with respect to Rental Equipment used in connectionwith Safe-T Services,
Company pays the standard swap fee for the shipping and handling of the replacement Rental Equip ment. Rental
Equipmentreplacement will constitute Company’s sole remedy and Elavon’s sole obligation with respect to any
inoperable or non-functioning Rental Equipment. Company must returnRental Equipment thatis being replaced
within 30 days of receivingthe replacement Rental Equipment. If Company fails to returnthe Rental Equipment to
Elavon within the periodspecified, Companywill pay to Elavon the then-current standard full purchase price of the
Rental Equipment.

Return of Rental Equipment. At termination of the rental, Company will returnthe original Rental Equipment,
freight prepaid, to Elavon in good repair, condition, and working order, ordinary wear and tear excepted, to a
location designated by Elavon. Company must return the original Rental Equipment within 10 days (30 days for
Rental Equipmentusedin connection with Safe-T Services) of the termination date or the date replacement Rental
Equipmentis received, as applicable. If Company fails to return the Rental Equipment to Elavon withinthe period
specified, Companywill pay to Elavon the then-current standardfull purchase price of the Rental Equipment.
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CHAPTER 31.
DIGITAL WALLETS

MasterPass™

Companies using the Converge Platform are able to participate in Mastercard’s MasterPass™ digital wallet service,
an integrated digital wallet platform designed and provided by Mastercard to enable customersto pay for goods
and services in e-commerce transactions (the “MasterPass Wallet Services”). The MasterPass Wallet Services
enable online acceptance of digital wallets that have integratedfeatures, including (i) Mastercard’s proprietary
digital wallet product, which is an electronic means of storing and transmitting payment card and related
information on behalf of a Cardholder, and (ii) third-party digital wallets that have integrated into Mastercard’s
MasterPass Wallet Services.

Company agreesto the terms and conditions Mastercard has established for its MasterPass Wallet Servicesin the
MasterPass Operating Rules, currently available at https://masterpass.com/SP/Company/OperatingRules.
Additional details regarding the operation and use of the MasterPass Wallet Services are set forth in the
MasterPass Operating Rulesand in related technical and operational specifications provided or made available by
Mastercard. Company agrees to maintain all Mastercard and MasterPass branding, trademarks, and logos in
accordance with the MasterPass™ Company Branding Requirements, currently available at:
https://masterpass.com/SP/Merchant/OperatingRules.

Visa Checkout Services

Companies using the Converge Platform also are enabledto participate in Visa Checkout digital wallet service, an
integrated digital wallet platform designed and provided by Visa to enable customers to pay for goods and services
in e-commerce transactions(the “Visa Checkout Services”). The Visa Checkout Services enable onlineacce ptance
of digital wallet platforms that have integrated features, including the Visa Checkout’s digital commerce platform,
which is an electronic means of transmitting payment card and related information on behalf of a Cardhol der. By
using the Converge Platform and the integrated Visa Checkout Services, Company agrees to the terms and
conditions set forth herein and to the Terms of Use and Interface Guidelines Visa has established for the Visa
Checkout Services, currently available at https://developer.visa.com/capabilities/visa_checkout/docs,. Additional
details regarding the operation and use of the Visa Checkout Servicesincluding required Visaand Visa Checkout
branding, trademarks, and logos are available at https://developer.visa.com/capabilities/visa_checkout/docs.

Apple Pay

Companies using the Converge Platform and compatible POS Devices may also elect to accept Apple Pay
transactions. Please note that Elavon is acting only to facilitate passing purchase information to Apple, Inc.
(“Apple”) at the point of acceptance. Company’s relationship with respect to Apple Pay transactions will be with
Apple and Elavon does not fund Apple Pay transactions. Company mustinformits customers that Elavon is an
intermediary party passing Transaction Information to Apple in the course of Apple Pay transactions.

Company will promptly notify Elavon of any security breach whicharises from Company’s use of the Apple Pay
platform. Company authorizes Elavon to share with Apple any Company confidential informationrelatedto Apple
Pay transactions, including information regarding Company security breaches and rates of fraud, as necessary for
Elavon to comply with its obligations to Apple. In addition, Companywill provide any information and assistance
reasonably necessary for Elavon to meetits contractual obligations with Apple.
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For each Apple Pay transaction, Company represents that, to the extent required by applicable Law, it has
obtained all consents necessary for Companyto provide Elavon with Transaction Information.

In addition to Company’s indemnification obligations elsewhere in the Agreement, Company will indemnify and
defend Elavon, its Affiliates, and their respective employees, officers, directors, and agents against losses,
damages, liabilities, fines, judgements and expenses (including all reasonable attorneys’ fees) in connection with
claims, actions, demands or proceedings (made or threatened) brought by a third-party arising out of (a) any
Company action or omissionthat causes Elavonto violate any agreement Elavon has with Apple, or any Law or
Payment Network Regulationin connectionwith the ability to conduct Apple Pay transactions, (b) any Company
action or inaction thatviolates the terms of any agreement Company has with Apple relatingto Apple Pay, (c) any
Company security breach impacting information associated with Apple Pay transactions; and (d) any unauthorize d
Apple Pay transactions.

Elavon may change the terms associated with Apple Pay transactions atany time based on Apple’s changing its
terms with Elavon. By continuing to accept Apple Pay transactions following a change, Company will be deemed to
have accepted such change. In addition, Apple may updateits services and APIs atany time. Therefore, Company
may be required to make changes to its systems atits own cost to continue accepting Apple Pay transactions.

Elavon may deactivate Company’s accessto Apple Pay and revoke Apple web certificates on the Converge Platform
if (i) Company breaches its terms with Elavon or with Apple, (ii) Companyfails to enactany necessary changes to
remain compatible with Apple Pay, or (iii) Company’s agreement with Elavon causesany conflict with Elavon’s
agreements with Apple.
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CHAPTER 32.
PAYPAL ACCEPTANCE

Companies participating in Elavon’s PayPalProgram are able to accept certain PayPal Payment Devices. Those
Companies will be able to accept PayPal Cards in the same manner as any Credit Card, and participating Companies
using compatible POS Devices may also accept PayPal Mobile Transactions. Please note thatElavonisacting only
to facilitate passing purchase information to PayPal, Inc. (“PayPal”) at the point of acceptance. Company’s
relationship with respect to PayPal transactions will be with PayPal, and Elavon does not fund PayPal transactions.

“PayPal Card” means a payment card bearingthe PayPallogo thatis linked to a Customer’s account with PayPal.

“PayPal Mobile Transaction” means a term encompassing the various means by whicha Customerwith a PayPal
account may initiate a transaction with a Company using an application on the Customer’s mobile device that is
linked to the Customer’s account with PayPal. PayPal Mobile Transactions are describedinfurther detail in the
PayPal Program Documents.

“PayPal Payment Devices” means PayPal Cards and PayPal Mobile Transactions.

“PayPal Program Documents” means the PayPal Operating Regulations, the PayPal Dispute Rules Manual, and the
PayPal Technical Specifications, including all appendices, exhibits, and attachments.

1. PayPal Marks. Company may use the brands, emblems, trade marks, and logos that identify acceptance of
PayPal Payment Devices as described in Appendix A of the PayPalOperating Regulations (the “PayPal
Marks”) only to promote PayPal products, offers, services, processing and acceptance. Company use of
the PayPal Marks is restricted to the display of decals, signage, advertising, and marketing materials
provided or approved by PayPal in writing pursuant to the process set forth in the PayPal Program
Documents. Company will not use the PayPal Marks in such a way thatcustomers couldbelieve that the
products or services offered by Company are sponsored or guaranteed by the owners of the PayPal
Marks. Company recognizes thatit has no ownership rights in the PayPalMarks. Company will notassign
to any third party any right to use the PayPal Marks. Company will not use the PayPal Marks other than as
permitted by the PayPal Program Documents unless expresslyauthorized in writing by PayPal. Company
will only use and display the PayPal Program Marks in accordance with the PayPal Program Documents.

2. POS Devices. Company will use POS Devices capable of accepting PayPal Cardsin accordance with the
PayPal Program Documents.

3. Merchandise on Display; Inventory. Companywill have merchandise on displayat the point of sale thatis
related and relevant to the MCC assignedto Company, and that thereis sufficientinventory on premises
to transact business.

4, Evidence of Being an Operating Business. Company must provide to Elavon upon request such
documentation, suchas bank or supplier documentation, reasonably requiredby Elavon to verify that
Company isactually operating a business.

5. Telephone and Storefront. Company must maintain a working telephone and retail storefront.

6. Compliance with the PayPal Program Documents. Company must complywith all applicable terms of the

PayPal Program Documents in the course of its participation in the PayPal Program, including the
acceptance of PayPal Cards and PayPal Mobile Transactions.
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CHAPTER 33.
LEVELIlI DATA

Companies that have been approved by Elavon to submit detailed Transaction Information including line item
detail about purchases (“Level Il Data”) to Elavon in connection with certain Visa or Mastercard Commercial Card
Transactions can qualify for Level lllinterchange rates. “Commercial Cards” means Cards issued on the Visa or
Mastercard network to businesses that provide additional reporting to such businesses, including those designated
by Visa or Mastercard as Corporate, Business, or Purchasing cards. Company must have a separate MID for Level Il
Transactions and correctly input each of the data elements set forthbelowin order to be eligible to receive the
favorable interchange rates associated with submitting Level Il Data, in addition to the sales tax data and
customer code data elements required for Transactions to qualify for Level Il. Elavon may update these data
elementrequirements from time to time in separate communications to Companies or through updates to this
Operating Guide. In Canada, Visa requires Company registration to qualify for Level lllinterchange rates.

Required Data Points for Visa Transactions

Company mustinclude the following data elements with each eligible Visa Commercial Card Transaction:

DataElement

Description

Entry Parameters

Discount Amount

The total discountamount applied to an
entire Transaction.

Must not be all zeros if a discount
amount exists and last two digits are
implied decimal places. Must be all zeros
if discountamountdoes not exist.

Freight/Shipping
Amount

The total freight/shipping amount
applied to a Transaction.

Must not be all zeros if a freight/shipping
amount exists and last two digits are

implied decimal places. Must be all zeros
if freight/shipping amount does not exist.

Duty Amount The total duty amountapplied to a Must not be all zeros if a duty amount
Transaction, which would include any exists and last two digits are implied
Import Tax, Excise, Customs Tax Impost decimal places. Must be all zeros if duty
or Levy. amountdoes notexist.

Item Commodity Code | Commodity codesare used by corporate | Mustnotbe all spacesor all zeros.

purchasing organizations to segment and
manage their total spend across diverse

productlines.

Item Descriptor

A specific text description of the item
purchased in the Transaction.

Must notbe all spaces or all zeros.

Product Code

Product code is typically the supplier's
unique productidentifier, such as a part
number or catalog number. This is
usually identified with an inventory

number or UPC code.

Must notbe all spaces or all zeros.

Quantity

Number of units purchased forthe line
itemin the Transaction.

Must notbe all spaces or all zeros. The
last four digits are implied decimal

places.

Unit of Measure

The metric or measurement code used
for describing the quantity of units.

Must notbe all spaces or all zeros.

Unit Cost

The cost of each unit purchased forthe
line item.

Must notbe all spaces or all zeros. The
last four digits are implied decimal

)
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DataElement

Description

Entry Parameters

places.

Discount Per Line Item

Amount of discountappliedtoa
particular lineitem.

Must not be all zeros if a discount exists.
Must be all zeros if discount does not
exist.

Line ItemTotal

Total amountfor the line item,
calculated as using the following
formula: Line ltem Total = (Unit Cost x
Qty) — Discount PerLine ltem.

Last two digits implied decimal places.
Must notbe all spaces or zeros.

Required Data Points for Mastercard Transactions

Company mustinclude the following data elements with each eligible Mastercard Commercial Card Transaction:

DataElement

Description

Entry Parameters

Product Code

The non-fuel related product code of the
individual item purchased.

Must not contain all zeros or all spaces.

Item Description

Text description of the individual item
purchased.

Must not contain all zeros or all spaces.

Item Quantity

The quantity of the item purchased.

Must be numeric and greater than zero.

Item Unit of Measure

The metric or measurement code used
for describing the quantity of units.

Must not contain all low values, all high
values, all zeros, or all spaces.

Extended Item
Amount

The amountspenton the line item,
calculated as price multiplied by the
quantity.

Mustbe a number greaterthan zero.

Debit or Credit
Indicator

Indicates whether the net of extended
item amount, net of discount, taxes, and
price, isadebitor credit.

Must be a letter.

)
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CHAPTER 34.

AMERICAN EXPRESS® ACCEPTANCE PROGRAMS (OPTBLUE®

AND PUBLIC SECTOR)

GENERAL TERMS

If Company is eligible forand has elected to accept American Express Cards throughthe OptBlue® Program or
through the American Express Public Sector Program, then Company agrees to the following terms and conditions:

1.

Additional Definitions. As used in this Chapter, the capitalized terms set forth below will have the
following definitions:

“American Express Charges” means a payment or purchase onan American ExpressCard.

“American Express Card” means (i) any Card, account access device, or Payment Device or service bearing
American Express or American Express Affiliate’s Mark and issued by an Issuer or (ii) the unique
identifying number thatthe Issuer assignsto the American ExpressCard whenitisissued.

“American Express Merchant Operating Guide” means the Merchant Operating Guide published by
American Express containing the rulesand regulations of American Express applicable to the American
Express Acceptance Program in the United States, together with all technical specifications,
documentation, and other policies or procedures incorporated therein and currently located at
http://www.americanexpress.com/merchantopguide, as amended from time to time.

“American Express Program Merchant Guide” means the American Express Program Merchant Guide
published by American Express containing the rules and regulations of American Express applicable to the
American Express Acceptance Program in Canada, together with all technical specifications,
documentation, and other policies or procedures incorporated therein and currently located at
www.americanexpress.ca/merchantguide, as amended from time to time.

“Company Data” means names, postal and email addresses, tax ID/socialsecurity numberand names of
the authorized signer of Companyand similar identifying information about Company.

American Express Guides. For the purposes of acceptance of American Express in the United States,
Company will comply with the terms of the American ExpressMerchant Operating Guide, available at
www.americanexpress.com/merchantopguide. For the purposes of acceptance of American Expressin
Canada, Company will comply with the the American Express Program Merchant Guide, available at
www.americanexpress.ca/merchantguide.

Conflictin Terms. To the extent there is any direct conflict between the terms of this Chapterand those
elsewherein the Agreement, the terms of this Chapter will govern solely with respectto the Company’s
acceptance of American ExpressCards and solely to the extent necessary to resolve the conflict.

Authorization. Company authorizes Elavon to submit American Express transactions to, and receive
settlement from, American Express on Company’s behalf.

Data Use and Sharing. Company agrees that (i) Elavon may disclose American Express Transaction Data
(which for purposes of this Chapter will have the same definitionas “TransactionData” inthe American
Express Merchant Operating Guide or Program Merchant Guide, as applicable), Company Data, and other
information about Company to American Express, (ii) American Express may use such information to
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performits responsibilities in connection with the AmericanExpress OptBlue® Program or American
Express PublicSector Program, promote the American Express Network, perform analytics and create
reports, and for any other lawful business purpose, including marketing purposes and important
transactional or relationship communications from American Express, and (iii) American Express may use
the information obtained in the application at the time of setup to screen and monitor Company in
connection with American Express Card marketing and administrative purposes.

6. Assignment. Company will not assign to any third party any American Express-related payments due to it
under the Agreement, and all indebtedness arising from American Express Charges will be for bona fide
sales of goods and services (orboth) atits locations and free of liens, claims,and encumbrances other
than ordinary sales taxes; provided, however, that Company may sell and assign future American Express
Transaction receivables to Elavon, its affiliates, or any other cash advance funding source that partners
with Elavon or its affiliated entities, without consent of American Express.

7. Third Party Beneficiary. Companyagrees that American Express will have third party beneficiary rights,
but not obligations, to enforce the Agreement against Companyto the extent applicable to American
Express processing. Termination of American Expresscard acceptance will have no direct or indirect effect
on Company’s rights to accept othercardbrands. To terminate American Expressacceptance, without
penalty, Company may contact Elavon customer service as describedin the Agreement.

8. Termination. Without limiting any other rights provided herein, Elavon will have the right to immediately
terminate Company’s acceptance of American Express Cards upon request of American Express or if
Company breaches any of the requirements herein or the American Express Merchant Operating Guide.

9. Refunds. Company’s refund policy for purchases on an American Express Card must be at least as
favorable asits refund policy for purchases usingother payment types, and such policy must be disclosed
to Cardholders at the time of purchase an in compliance with applicable Law.

ADDITIONAL TERMS APPLICABLE TO THE OPTBLUE® PROGRAM
If Company participates in the American Express OptBlue® Program, the following additional termsapply:

. Company agreesthat, if Company becomes a “High Charge Volume Merchant” (as defined below), Company
may be converted from the OptBlue® Program to a direct American Express Card acceptance relationship
with American Express, and uponsuchconversion, (i) Company will be bound by American Express’s then -
currentcard acceptance agreement, and (ii) American Express will set pricingand other fees payable by
Company for American Express Card acceptance. “High Charge Volume Merchant” for purposes of this
Chapter means a Company processing with either (i) greater than C5$500,000 in American Express
Transaction volume in a rolling 12 month period if Company is located in Canada, or (ii) greater than
USS$1,000,000 in American Express Transaction volumein arolling 12 month period if Company is located in
the United States. For clarification, if Company operates multiple establishments, the American Express
charge volume fromall establishments in the UnitedStates, or if a Canadian Company in Canada, will be
summed together when determiningwhether Companyhas exceeded the thresholds above.

. To opt out of American Express-related marketing communications, Company may contact Elavon as
described in the Agreement.
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ADDITIONAL TERMS APPLICABLE TO THE PUBLIC SECTOR PROGRAM
If Company participates in the American Express Public Sector Program, then the followingadditional terms apply:

. The restrictions in the American Express Merchant Operating Guide prohibiting merchants with more than
(USD) $1,000,000 of American Express Transaction volume in arolling12 month period in the United States
have been waived by American Express, and Company may participate in the American ExpressPublic Sector
Program evenifits annual American Express Transaction volume exceeds $1 million.

. To opt in to the American Express-related marketing communications, Company may contact Elavon as
described in the Agreement.
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CHAPTER 35.
ADDITIONALRESOURCES

Visit Elavon’s web site at http://www.mypaymentsinsider.com or http://www.merchantconnect.com to obtain
customer support, retrieve accountinformation, order supplies, and more.

PAYMENT NETWORK COMPANY INFORMATION

For Payment Network-specific Company information, visit the following websites:

. American Express - http://www.americanexpress.com/merchantopguide

. Discover Network - http://www.discovernetwork.com/getstarted/merchant/merchant.html
. Mastercard - http://mastercard.com/us/merchant/index.html

. Visa - https://usa.visa.com/run-your-business/accept-visa-payments.html

For information regardingthe operating rules and regulations of the various Payment Networks, visit the following
websites:

. American Express - http://www.americanexpress.com/merchantopguide
. Mastercard - http://www.mastercard.com/us/merchant/pdf/BM-Entire_Manual_public.pdf
. Visa - http://usa.visa.com/merchants/operations/op _regulations.html

PCI DATA SECURITY STANDARDS INFORMATION

For PCl Data Security Standards information and requirements, visit the following websites:

. PClSecurity Standards Council — https: //www.pcisecuritystandards.org/#

. American Express - http://www.americanexpress.com/merchantopguide

) Discover Network- http://www.discovernetwork.com/fraudse curity/disc.html

) Mastercard SDP - https://www.mastercard.us/en-us/merchants/safety-security/security-

recommendations/site-data-protection-PCl.html

. Visa - https://usa.visa.com/support/small-business/security-compliance.html

/ﬂ?
Elavon 143


http://www.mypaymentsinsider.com/
http://www.merchantconnect.com/
http://www.americanexpress.com/merchantopguide
http://www.discovernetwork.com/getstarted/merchant/merchant.html
http://mastercard.com/us/merchant/index.html
https://usa.visa.com/run-your-business/accept-visa-payments.html
http://www.americanexpress.com/merchantopguide
http://www.mastercard.com/us/merchant/pdf/BM-Entire_Manual_public.pdf
http://usa.visa.com/merchants/operations/op_regulations.html
https://www.pcisecuritystandards.org/
http://www.americanexpress.com/merchantopguide
http://www.discovernetwork.com/fraudsecurity/disc.html
https://www.mastercard.us/en-us/merchants/safety-security/security-recommendations/site-data-protection-PCI.html
https://www.mastercard.us/en-us/merchants/safety-security/security-recommendations/site-data-protection-PCI.html
https://usa.visa.com/support/small-business/security-compliance.html

Operating Guide 0G2021/06

APPENDIXA:
GLOSSARY

“ACH” means Automated Clearing House, the funds transfer system governed by the rules of NACHA. ACH allows
financial institutions to clearinterbank entries electronically.

“ACH Rules” means the NACHA Operating Rules and Operating Guidelines, which govern the interregional
exchange and settlement of ACH transactions.

“Address Verification Service (AVS)” means a fraud-reduction service that allows Companyto verifya Cardholder’s
billing address priorto completing a Card Not Present Transaction.

“Agreement” means the Master Services Agreement, Payment Device Processing Agreement, Termsof Service, or
Hosted Services Agreement, as applicable, any addendum to the foregoing, the CompanyApplication, any other
guides or manuals provided to Company from time to time, and all additions to, amendments and modifications of,
and all replacements to any of them.

“American Express” means American Express Travel Related Services Company, Inc.

“Authorization” meansarequired procedure by whicha Company requests approval ofaTransaction from the
Issuer. Authorization is initiated by accessing the authorization center by telephone or POS Device.

“Authorization Approval Code” means an Authorization Responseindicating that the Transactionis approvedand
the Card may be honored.

“Authorization Response” means the response sent by the Issuerin responseto an Authorization request that
indicates whetherthe Transactionis approved. Responses may include: “Approved,” “Declined,” “Declined Pick -
Up,” or “Referral” (“Call Auth”).

“AVS” —See Address Verification Service.
“Batch” means the accumulated Card Transactions stored in the POS Device or Host computer.

“Batch Header” means a summary, similar to a deposit slip, of a group of Card Transactions accepted by a
Company who does not process Transactions electronically. Itis attached to the Transaction Receipts when they
are sentto the paper processor.

“Card” means a plastic card or other account accessdevice issued by a bank or otherfinancial institution, or by a
Card company (e.g., Discover Network, Visa and Mastercard Credit Cards and Debit Cards), that allows a
Cardholder to pay for purchases by credit, charge, or debit.

“Card Brands” means (i) Visa; (ii) Mastercard; (iii) American Express; (iv) Discover Network; (v) Diners Club
International Ltd.; (vi) JCB International Co., Ltd.; (vii) China UnionPay Co., Ltd; and (viii) any other organization or
association that hereafter contracts with Elavon to authorize, capture, and settle Transactions effected with Credit
Cardsissued or sponsored by suchorganization or association, and any successor organization or association to
any of the foregoing.

“Cardholder” means the individual in whose name a Payment Device has been issued and any authorized user of
such Payment Device.
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“Cardholder Data” has the meaning stated in the Payment Card Industry (PCl) Data Security Standard (DSS) and
Payment Application Data Security Standard (PA-DSS) Glossary of Terms, Abbreviations, and Acronyms.

“Card Identification Number (CID) or Card Validation Code (CVW2/CV(C2)” means a numberprintedonaCardand
used as additional verification for Card Not Present Transactions. For American Express this is a four-digit code

printed above the Cardaccount number. For Visa, Mastercard and Discover Network this is athree -digit card code
value printedon the signature panel of the Card.

“Card Not Present” means the processing environment where the Payment Device is not physicallypresented to
Company by the Cardholder as the form of payment at the time of the Transaction, including Mail Order (MO),

Telephone Order (TO), and Electronic Commerce (EC).

“Card Present” meansthe processing environment where the Payment Device is physically presented to Company
by the Cardholder as the form of payment at the time of Transaction.

“Card Validation Code” — See CardIdentification Number.

“Chargeback” means a Transaction disputed by a Cardholder or Issuer pursuant to the Payment Network
Regulations.

“Chip” means a microchip thatis embeddedin a Card that contains Cardholder Datain an encrypted format.

“Chip and PIN Technology” means any technology introduced by any Payment Network which employs Chip
embedded Cards and the use of aPINin conjunctionwith, or in replacement of, a manual signature of Cardholder.

“Chip Card” means a Card embedded with a Chip that communicatesinformation to a Chip-Reading Device.

“Chip-Reading Device” means a POS Device capable of reading, communicating and processingCardholder Data
froma Chip Card.

“CID” — See Card Identification Number.

“CNP” —See Card Not Present.

“Code 10 Authorization” means an Authorization or an “additional verification step” obtained for asuspicious or
questionable Transaction, Card, or Cardholder.

“Company” means the business entity that provides goods and services to Customers (formerly referred to as
“Merchant”, or, with respect to Gateway Services, “Customer”).

“Company Application” means the Company Applicationand any additional documentcontaining information
regarding Company’s business that is submitted to Elavon in connection with Company’s application for the
Services, including documents submitted by Company as a part of the bid process, if applicable.

“Contactless” means a payment cardor keyfob equippedwith a chip and antennathatsecurely communicates
Cardholder accountinformationvia radio frequency to a POS Device.

“Convenience Fee” means a fee charged by Company for an added convenience to the Cardholder forthe use of a
PaymentDevicein a Transactionin accordance with the Payment NetworkRegulations.

“Credit Card” means acard or device associated with a revolving line of credit that may be used to purchase goods

and services from Company or to pay an amount due to Company or to obtain cashadvances. A “Credit Card”
includes any of the following cards or devices that are associatedwith a line of creditextendedto the person to
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whomthe card or deviceis issued: (i) a Visa card or othercardor device bearing the symbol(s) of VisaU.S.A ., Inc.
or VisaInternational, Inc. (including Visa Gold cards); (ii) a Mastercardcardor other card or device bearing the
symbol(s) of Mastercard International Incorporated (including Mastercard Gold cards); (iii) a Discover Network
card or other card or device bearingthe symbol(s) of Discover Network; or (iv)any card or device bearing the
symbol of any other Card Brand.

“Credit Transaction Receipt” means a document, in paperor electronicform, evidencinga Company’s refund or
price adjustmentto be credited to the Cardholder’s accountand debited from Company’s DDA. Thisis also known
as a creditslip or credit voucher.

“CVV2/CVC2” —See Card Identification Number.

“Customer” means a client of Company who elects to conduct a payment Transaction with Company through
presentation of a Payment Device (including a Cardholder) or who participates in Company’s Fanfare Loyalty
Program (as defined in the FanFare Services chapter).

“CustomerData” means any information or datarelated to a Customer, including personal information, personally
identifying information and information about a Customer’s purchase Transactions at Company, collected by
Company and providedto Elavon or received by Elavon from a Customer in connection with the FanFare Loyalty
Program or Elavon’s provision of the FanFare Loyalty Services (each as definedin the FanFare Services chapter), or
the eMoney Loyalty Services (as referenced in the eMoney Services chapter), as applicable.

“DDA” —See Demand Deposit Account.

“Debit Card” means a card or device bearing the symbol of one or more EFT Networksor Card Brands, which may
be used to purchase goods and services from Company orto pay an amountdue to Company by an electronic
debitto the Cardholder’s designated deposit account. A “Debit Card” includes (i) acard or device that bears the
symbol of a Card Brand and may be used to conduct signature-based, offline debit Transactions, and (ii)a card or
device thatbearsthe symbol of an EFT Network and canbe usedto conduct PIN-based, PIN-less, and CNP debit
Transactions.

“Debit Card Rules” means all applicable rules and operating regulations of the EFT Networks and Card Brands, and
all rules, operating regulations, and guidelines for Debit Card Transactions issuedby Elavon from time to time,
including allamendments, changes, and revisions made theretofrom time to time.

“Declined Code” means an Authorization Code indicatingthat the Transactionis declined and the Card isnottobe
honored.

“Declined Pick-Up Code” means an Authorization Code indicating that the Transaction isdeclined and the Card
should be retained by Company.

“Demand Deposit Account” means the commercial checking account at a financial institution acceptable to Elavon
designated by Company to facilitate payment for Transactions, Chargebacks, returns, adjustments, fees, fines,
penalties, and other payments due under the Agreement. In the instance of a Debit Card or ATM Card, this refers
to the Cardholder’s deposit account.

“Destination Point” means alocation of a Payment Services Entity designated by Companywith respectto which
Company has requested Elavon to provide the Gateway Services or to which Company has requested Elavon

submit Transactions.

“Discount” means a type of fee paid by a Company to process its Card Transactions. Discount is calculated by
multiplying the Discount rate by the volume of Card Transactions.
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“Discover” means DFS Services LLC.
“Discover Network” means the payment network operatedand maintained by Discover.

“Domestic CNP PIN-Based Debit Card Transaction” meansa PIN-based Transaction conducted over the internet
using a Debit Card and processed overan EFT Network.

“EBT Card” means a card used for electronic benefits transfers.
“ECS” — See Electronic Check Service.

“ECS Association” means NACHA, any regional ACH association or network, and any other organization or
association used by Elavon or Member in connection with the ECS that is hereafter designated as an ECS
Association by Elavon from time to time.

“ECS Rules” means all applicable rules and operating regulations of or applicable to the ECS Associations (including
the ACH Rules) and the ECS MOG, in each case including allame ndments, changes, and revisions made thereto
fromtime to time.

“EFT Networks” means (i) Interlink Network Inc., Maestro U.S.A., Inc., STAR Networks, Inc., NYCE Payments
Network, LLC, PULSE Network LLC, ACCEL/Exchange Network, Alaska Option Services Corporation, Armed Forces
Financial Network, Credit Union 24, Inc., NETS, Inc., SHAZAM, Inc., and Interac and the Interac Direct Payment
service; and (ii) any other organization or association that hereafter authorizes the ElavonServicer and Memberto
authorize, capture, and/or settle Transactions effected with Debit Cards, and any successor organization or
association to any of the foregoing. For purposes of Chapter 2, heading Special Requirements Applicable to CNP
PIN-Based Card Transactions, ETF Networks will only include networks in the United States.

“EGC” — See Electronic Gift Card.

“EGC Cardholder Data” means one or more of the following data elements pertaining to a Cardholder's account:
ElectronicGift Card number, Cardholder name (if applicable), Electronic Gift Card account activity, Cardholder
accountbalance, and such other data applicable to Company’s EGC program.

“Elavon Debit System” means Elavon’s electronic Debit Card Transaction processing system for provision of De bit
Card authorization, data capture, and settlement services.

“Electronic Check Service (ECS)” means the service offering by Elavon pursuant to which Transactions effected via
check (whether convertedinto electronicform or used as a source document for an electronicfund transfer) are
presented for clearing and settlement throughthe ACHfunds transfer systemoralternate clearing channel as
described in the ECS Merchant Operating Guide (ECS MOG).

“ElectronicCommerce Transaction” meansa Transactionthat occurs whenthe Cardholder uses the Internet to
make a purchase froma Company.

“Electronic Gift Card (EGC)” means a special stored value card provided by or on behalf of Company that s
redeemable for merchandise, servicesor other Transactions.

“Electronic Gift Card (EGC) Services” means Services provided by Elavonthat allowa Companytosell Electronic
Gift Cards redeemable for in-store merchandise or services.

“HIPAA” means the Administrative Simplification Section of the Health Insurance Portability and Accountability Act
of 1996 and its implementing regulations, as may be amended from time to time.

Elavon 147



Operating Guide 0G2021/06

“Host” means the central server Elavon usesto store Company informationand toroute information between
Company and the Issuers.

“Hosted System” means the Elavon proprietary switch technology, operating systems and software platform
operated by Elavonfor the GatewayServices, including(if applicable) the Elavon-controlled, non-public network
connectivity and interfaces for transmitting data to and from the Origination Point.

“Imprint” means the physical impression made froma Card on the Transaction Receipt, which may be used to
prove that the Card was present when the sale was made.

“Imprinter” meansadevice used by Companies to make an Imprint on a Transaction Receipt.
“Interac” means Interac Association.

“Interac Online” means the service provided by Interac to permit Customers to pay for goods and services over the
Internetand directlyfromthe Customer’s bank account.

“Interchange” means the clearing and settlement system for Visa and Mastercard Credit Cards and Debit Cards
and, where applicable, Discover Network Credit Cards and Debit Cards, where data is exchanged between Elavon
and the Issuer.

“Interchange Fees” means the amount paid by Elavonto the Issueron eachTransaction. Interchange Feesvary
accordingto the type of Companyand the method of processing.

“International Credit Card” means a Credit Card issued foracceptance on or accessible through an International
Network.

“International Debit Card” means a debit card or device bearing the symbol(s) of one or more International
Networks, which may be used to purchase goods and services from Company or to pay an amount due to
Company by an electronic debit to the Cardholder’s designated depositaccount.

“International Debit Card Transaction” means a PIN-based Transaction conducted over the internet using an
International Debit Card and processed overan International Network.

“International Internet PIN-Based Card Transaction” means an International PIN-Based Credit Card Transaction or
an International Debit Card Transaction.

“International PIN-Based Credit Card Transaction” means a PIN-based Transactionconducted over the internet
using an International Credit Cardand processed over an International Network.

“International Network” means an organization or associationbased outside the United States and thatoperates
or sponsors a payments network, with respect to which Elavonis authorized, directly or indirectly, to process,
capture, and/orsettle Transactions effected with Payment Devices issued or approved foruse on the payments
network operated or sponsored by such organization or association.

“CNP PIN-Based Card Transaction” means a Domestic Internet PIN-Based Debit Card Transaction or an
International Internet PIN-Based Card Transaction.

“Internet PIN Pad” means a secure programthat displaysand allows entry on avirtual numeric keyboard that
conforms with the applicable Payment Network Regulations and the PCl Data Security Standard, and requirements

established from time to time by Elavon, and throughwhicha Cardholder may enter aPIN.

“Issuer” means the financial institution or other entity thatissues a Credit Card or Debit Card to a Cardholder.
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“Laws” means all applicable local, state, and federal statutes, regulations, ordinances, rules, and other binding law
in effectfromtime to time.

“Loyalty Card” means a device used to hold a currency or points valuein a stored value program.

“Magnetic Stripe” means a stripe of magnetic material affixed to the back of a Card that contains Cardholder
accountinformation.

“Magnetic Stripe Authorization” means an electronic Authorization request generatedwhenaCompany swipes
the Cardholder’s Card through the POS Device. The POS Devicereads the Cardholder Data from the Magnetic
Stripe on the Card and thendials out to the Authorization Centerto obtain an Authorization Code.

“Mail Order/Telephone Order (MO/TO) Transaction” means, for MO, a Transaction that occurs when the
Cardholder uses the mail to make a payment to a Company and for TO, a Transaction that occurs when the
Cardholder uses atelephone to make a paymentto a Company.

“Manual Entry Authorization” means an Authorization request generated when Company key-enters the
Cardholder’s Cardnumber, expiration date, and sales amountinto the POS Device (e.g., whenthe POS Device is
unable to read the Cardholder Data fromthe Magnetic Stripe on the Card). The POS Devicethendials out to the
appropriate Authorization Center to obtain an Authorization Code.

“Master Account” means the account (e.g. funds pool) usedto hold the value of Electronic Gift Cards or Fanfare
Gift Cards (as definedin the FanFare Services chapter), as applicable, thathave been issued among a group or
chain of Companies; alternatively, this may referto the back-up account usedto offset electronic payment, ACH or
Canadian Payments Association rejects, if applicable.

“Member” means a financial institution designated by Elavon that is a principal, sponsoring affiliate or other
member of Visa, Mastercard or other member of the applicable Payment Network. The Member may be changed
by Elavon at any time and Company will be provided notice of same.

“Merchant Category Code (MCC)” means the four-digit code and corresponding definition assigned to each
Company that describesthe type of business in which Companyis engaged.

“Merchant Identification Number (MID)” meansa unique identification number assignedto a Company to identify
its business.

“MO/TO” means Mail Order/Telephone Order.
“NACHA” means the National Automated Clearing House Association.

“No Signature/PIN Required Program” means a specific program offering by a Card Brand thatincludes required
criteriathat must be met by Company in order to submit Transactions thatdo notrequirea Cardholdersignature
and Transaction Receiptand to obtain some protectionfrom Chargebacks.

“Operating Guide” means Elavon’s Operating Guide (formerly the “Merchant Operating Guide” or “MOG”),
located at www.mypaymentsinsider.com and www.merchantconnect.com (or such other website that Elavon may
specify), that prescribes rules and procedures Transactions and Company’s use of the Services. Elavonmay amend
the Operating Guide from time to time, which amendments will be effective uponnotice to Company.

“Origination Point” means either (i) the Company central origination location that transmits data between
Company and the Hosted System or (ii) if Company is integrated with the Gateway Services directly, the point-of-
sale (POS), property management system (PMS), terminal central location, equipment or system from which
Company transmits data to or receives data from the Hosted System.
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“Payment Card” means a Credit Card, Debit Card or Prepaid Card, as the context requires.

“Payment Device” means any device or method usedfor the purpose of obtaining credit or debitinga designated
accountincluding a Credit Card, Debit Card, and any other financial transaction device or method, including an
ElectronicGift Card, check(whether convertedinto electronic form or usedas a source document for an electronic
fund transfer), EBT (electronic benefits transfer) card, stored value card, “smart” card, or otherdevice created to
be used for the purpose of obtaining credit or debiting a designatedaccount.

“Payment Network” means any Card Brand, EFT Network, ECS Association or automated clearing house
association, governmental agency or authority, and any other entity or association that issues or sponsors a
Payment Device or PayPal Payment Device (as defined in the PayPal Acceptance chapter)or operates a network on
which a Payment Device is processed.

“Payment Network Regulations” means the rules, operating regulations, guidelines, specificationsand related or
similar requirements of any Payment Network.

“Payment Services Entity” meansany third party (whichmay include Elavonif Companyhas engaged Elavon to
provide Payment Device or Transaction processingservices)that Company has designated as a Destination Point
for receipt of Transactions and to which Elavon is certified to submit Transactions, including Transaction
Processors, Payment Networks, third partyservice providers, program managers and other third parties associated
with Payment Device acceptance orother programs of Company.

“Personal Identification Number (PIN)” means a number that must be entered by a Cardholder in order to
complete certaintypes of Transactions (e.g., online debit, EBT).

“PIN” —See Personal Identification Number.

“PIN-less Bill Payment” means PIN-less Debit Card payment Transactions resulting in funds transfer from
Cardholders to Company in connection with payments for recurring services (excluding casual or occasional
purchases) for which a corresponding invoice is periodically presentedto the Cardholder by Company,and which
Transaction isinitiated via atelephone (Voice Recognition Unit, Interactive Voice Recognition) or Internet device.

“PIN Pad” means a secure device, with an alphanumeric keyboard, thatconforms to the Debit Card Rules and
applicable standards administered by the Payment Card Industry Security Standards Council and requirements

established from time to time by Elavon and through whicha Cardholder may enter a PIN.

“POS Device” means aterminal, software or other point-of-sale device ata Company locationthat conforms to the
requirements established from time to time by Elavon and the applicable Payment Network.

“Prepaid Card” means a card having available funds paid forin advance by the Cardholder.
“Primary Company” means the Merchant Identification Number (MID)/location originallyenrolledfor Electronic
Gift Cards and set up to be billed for the card orders placed or designated as the corporate or headquarter

location.

“Program” means the processing servicesand otherrelated products and services received by Companypursuant
to the Agreement.

“Proper Authorization” means receipt of an Authorization Approval Code by use of a POS Device or the telephone
authorization center providedfor authorization referrals.

“Quasi-Cash Transactions” means Transactions representing a Company’s sale of items that are directly
convertible to cash.
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“Recurring Payments” means a Transaction charged to the Cardholder (with prior writtenor electronic permission
to aCompany) on a periodicbasis for recurring goodsand services (e.g., monthly membership fees, utility bills,
subscriptions).

“Referral Code” means an Authorization Code indicating that the Issueris requesting that Company call the Voice
Authorization Center, which will either provide an Authorization Approval Code or ask Company to request
additional informationfrom the Cardholder (e.g., mother's maidenname).

“Retrieval Request” means a request initiated by a Cardholder or Issuer that requires Company to produce a
legible copyof the Cardholder’s sighed Transaction Receipt within a specified period of time.

“Section 1179 Exemption” means Section 1179 of the Social Security Act that exempts from HIPAA certain services
by or on behalf of afinancial institution.

“Service Provider” means any entity that stores, processes, transmits or accessesCardholder Data or Transaction
Information on behalf of Company orthat provides software to Company for transaction processing, storage, or
transmission, except to the extent such services are performed by the entity in its capacity as a third-party
contractor of Elavon performing Elavon’s obligations under the Agreement.

“Settlement” means the process of submitting Transactions to Elavon for processing.

“Split Sale” means a prohibited process by which Companies use multiple Transaction Receipts to avoid
Authorization forasingle Transaction.

“Territory” means the United States and Canada, unless otherwise indicated on an applicable enrollment or
application form.

“Transaction” means any action between Company and a Cardholder or Payment Network that results in
transmission of Cardholder Data or Transaction Information (e.g. payment, purchase, refund, return, charge back,
authorization request, settlement submission, transaction inquiry, decryption, conversionto/from tokens).

“Transaction Information” means any data or informationresulting from a Transaction. Transaction Information
includes payment processing-related transactional information that may be collected or stored by Elavon,
including the price paid for products or services, date, time, approval, unique transaction number, store identifier,
and Customer bank informationrelating to a Transaction.

“Transaction Processor” means service bureaus and other Persons that provide transactionprocessing services,
including authorizationand settlement services, to Company. The authorization services may support processing of
credit, debit, check or othertypes of transactionservicesas may be available through the Gateway Services. In
order to provide Gateway Services with respectto a Transaction Processor designated by Company fora Company
location, Elavon must be certified with the selected Transaction Processor for the applicable Gateway Services.

“Transaction Receipt” means the paper or electronicrecord evidencing the purchase of goods or services from, or
paymentto, a Company by a Cardholder using a Payment Device.

“Voice Authorization” means an Authorization process whereby a Company calls the Voice Authorization Center
and provides Cardholder and purchase information over the telephone. The Voice Authorization Center then

provides an Authorization Code to Company.

“Voice AuthorizationCenter” means the centerthat conducts Voice Authorization for Card Transactions.
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